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Section 1

Introduction

This section provides an overview of all the configuration tasks necessary for your CSEE
system.

It contains the following chapter:
e Chapter 1, “Overview”
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Chapter 1
Overview

When you are using a Content Server Enterprise Edition (CSEE) content management
system, there are two sites:

» Theonlinesitethat is delivered from your delivery system and visited by readers and/
or customers.

e The Content Server content management site that your content providers use to input
the data that you use on your delivery system.

This guide is written for the site and system administrators of the content management
site. It provides a general overview of the configuration steps that you must take to fully
configure a CSEE content management site.

This chapter contains the following sections:

¢ Introduction

* Logging In to the Content Server Interface

e The Administrator Tree Tabs

e Configuring Your CSEE Management System

13
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Introduction

When you are using CSEE as your content management system, you and the others on
your team work with up to four different systems:

Development system, where devel opers and designers plan and create the online site.
They design and create asset typesin addition to designing the online site. All of the
products that you have purchased are installed on this system (including Commerce
Connector or Analysis Connector, if you are using them).

Management system, where content providers such as writers, editors, reviewers,
graphic artists, product managers, and marketers develop the content that is delivered
from the online site. Revision tracking and workflow functions track changes to the
assets (the content), monitoring them until they are approved to be published to the
delivery system.

Only Content Server and the content applications such as CS-Direct, CS-Direct
Advantage, CS-Engage are installed on this system. Because this system does not
deliver the online site to your visitors, there is no need for Commerce Connector or
Analysis Connector to be installed on it.

Delivery system, where the content that you are making available or the products that
you are selling are served to your visitors or customers.

If you are delivering your content dynamically, all of the CSEE products that you
purchased are installed on this system. If you are delivering your content statically—
that is, if you are serving static HTML pages only—your delivery system isaweb
server only and you do not have any of your CSEE products installed on that system.

Testing system, where you or your QA engineers test the performance of both the
management system and the delivery system.

As an administrator, you spend the mgjority of your time using the Content Server
interface on the management system, adding users and managing the day-to-day use of the
system. Before the management system is up and running, however, you and the other
administrators will most likely use a development system to pilot and test the
configuration of your management system.

Logging In to the Content Server Interface

To log in to the Content Server interface, complete the following steps:

1.
2.

Open your browser.

Set your browser so that it checks for newer versions of stored pages with every visit
to the page.

Navigate to the following URL.:

http://servernanme/ Xcel er at e/ Logi ngPage. ht i

where ser ver name is the name of the server that hosts the system that you want to
log in to. This value might be either the host name or the IP address. Depending on
how the system was set up, you might also need to include the port number
(server X: 8080 for example).

14
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Content Server displays the login form:

| Content Server

Please log in:

Login Mame: |

Password: I

Installed Modules:

FatWire

. SOFTWARE

Copyright @ 2003 FatWire Software

4. Click inthe Login Name field and enter your user name.

5. Click inthe Password field and enter your password.

As an administrator, your user name must have the xceladmin ACL (Access Control
List) assigned to it. See Chapter 2, “User Management” for information about user
accounts and ACLSs.

If you are the administrator who will configure the CSEE sites for this system for the
first time, log in as the default system user named admin (password is xceladmin) and
then immediately change the password for that user.

6. Click Login.

When you log in to the Content Server interface, you arelogging in to a CSEE site. See
Chapter 4, “ Sites, Start Menu, and Tree Tabs’ for afull definition of a CSEE site.

If you have accessto more than one site, thefirst decision that you make after logging inis
about which site you want to work on. From that point on, al of the tasks that you
complete are completed in the context of that site, until you switch sites, with the
exception of the administrative functions located on the Admin tab.

15
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The Content Server interface displays three frames in your browser:

e W7
flowsAdmin, Generalddmin | Site: HelloAssetw
My Work
. -

B8 Sites My Assignments
[]---@ Agzettdaker
[]"'@ Flex Family Maker Mo assets have been assigned to: Bobo,

[]---@ Aazet Tupes

E]---ﬁ Pul:-hsl"!mg There are no assets checked out by Bobo

Q_‘l Searching i .

B 5 Souces My Active List

-8 User Profiles : s — _ g
H-E Roles | Type Name Description Date Added Remove?
-5 Workflow Actions Mo items in your Active List

@ Timed &ction Event

[]---% Functions

[+ Start Menu

Tres

-4 Clear Assignments
4-r,_k| Clear Checkouts
(-0l Content Server Management Tools

- Locale -

» Thetop frame displays button bars.

» Theleft frame displays the Tree, a collection of tabs with features, functions, and
assets displayed on them.

« Theright frame displays the forms that you use to create, edit, delete, copy, and
configure the various building blocks, configuration items, and assets that are
necessary on your system.

The Administrator Tree Tabs

There are three administrator tabs that can be displayed in the tree in the Content Server
interface:

e Admin
* Site Admin
*  Workflow

All of the administrator functions described in this book are accessible from one or more
of these tabs.

Whether you have access to these tabs depends on the ACL s assigned to your user account
and the roles that are assigned to you for the site that you have logged in to. For
information about users, ACLs, and roles, see Chapter 2, “User Management.”

When you are the person who will configure the CSEE sites on a new CSEE system, you
log in as the system default user named admin. It hasthe ACLs and the roles necessary for
you to access the Admin tab and begin configuring the system.

16
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When you log in to a system that has no sites created yet, only the Admin tab is displayed.
You then use the features on that tab to create and configure your sites.

Admin

The Admin tab isthe main administrative tab. To access this tab, you must have both the
xceladmin ACL and the GeneralAdmin role. (For information, see Chapter 2, “User
Management.”)

Adrmin | Site A dmin | Workflow

H-5F Sites =
[]---@ Azzethdaker

@R Flex Family Maker

e

e

]@ Azet Types
- b Publishing

Q:J, Searching

-5 Sources

@1 IJzer Profiles
E-E Roles

-5 Workflow Actions
@ Timed Action Event
G2 Email

E]---% Functions

-4 Start Menu

- [[E] Tree

-----*':l Clear Azzignments
-----ﬁr._bl Clear Checkouts
F-@! Content Server Management Tools

@ Locale -

The Admin tab provides access to the following functions:

» Sites, which you use to create and then configure asset types for sites. See Chapter 4,
“Sites, Start Menu, and Tree Tabs” for information. CSEE provides four sample sites
asalearning tool for you. For adescription of how they are configured, see Chapter 6,
“Sample Sites and Configuration.”

» AssetMaker, which your site developers use to create new asset types that use the
basic asset data model. See the CSEE Developer’s Guide for information.

* Flex Family Maker, which site devel opers use to create new flex families and flex
asset types. See the CSEE Developer’s Guide for information.

« Asset Types, which you use to further configure asset types after they are created:

- To add subtypes or asset associations for basic asset types.
- To create start menu items for asset types that appear on the New and Sear ch lists.

- To enable or disable revision tracking for specific asset types. See Chapter 9,
“Revision Tracking” for information.

- Toenable assets for CS-Desktop. For information, see Chapter 7, “Configuring
the User Interfaces.”

- To enable assets for CS-DocLink. For information, see Chapter 7, “Configuring
the User Interfaces.”

e Publishing, which you use to set up the publishing system on your CSEE
development and management systems. See Chapter 8, “Managing the CSEE
Publishing System” for information.

17



CSEE Administrator’s Guide

e Searching, which you use to configure asset types so that they are indexed correctly
when you are using one of the supported third-party search engine modules. See
Chapter 10, “Search Engines’ for information.

e Sources, which you or your site devel opers use to add new sourcesif your asset types
are designed to use them. See the CSEE Developer’s Guide for information.

» User Profiles, which you use to specify e-mail addresses for your users. See Chapter
2, “User Management” for information.

* Roles, which you use both for determining the recipients of workflow assignments
and to control your users access to functionsin the Content Server interface.

«  Workflow Actions, which you use to create the workflow building blocks called
actions and conditions. These items can be used by any workflow process. See
Chapter 5, “Workflow” for information.

« Timed Action Event, which you use to configure how frequently the due dates for
assetsthat are in workflow are calculated. See Chapter 5, “ Workflow” for information.

« Email, which you useto create the workflow e-mail messages that can be used by any
workflow process. See Chapter 5, “Workflow” for information.

» Functions, which your developers or FatWire professional services staff use to add
customi zed functions to the Content Server interface.

e Sart Menu, which you useto provide links from the form that is displayed when you
click the New button in the Content Server interface and thelinksfrom theformthat is
displayed when you click the Search button. You use them to create new assets or
search for existing ones. See Chapter 4, “ Sites, Start Menu, and Tree Tabs” for
information.

« Tree, which you use to control access to the existing tree tabs or to create new ones.
See Chapter 4, “ Sites, Start Menu, and Tree Tabs” for information.

e Clear Assignments, which you use to clear workflow assignments. See Chapter 5,
“Workflow” for information.

e Clear Checkouts, which you use to unlock and check back in the assets that are
checked out by specific users. See Chapter 9, “Revision Tracking” for information.

» Content Server Management Tools, which you use the create ACL s and users, and
to enable or disable revision tracking for non-asset tables. For information, see
Chapter 2, “User Management” and Chapter 9, “Revision Tracking.”

» Locale, which you use to set the default locale for the CSEE system. See Chapter 7,
“Configuring the User Interfaces’ for information.

Site Admin

The Site Admin tab provides accessto site configuration functions for the site that you are
currently logged in to:

Adminy Site Admin | workaw D

t‘&? BurlingtanFinancial Site
'@ Uzers

@ Azzet Types

@ C5-Desktop

-] C5-DacLink
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To access thistab, you must have the SiteAdmin role for the site that you are logged in to.

Because the site configuration functions are presented on this separate tab (in addition to
the Admin tab), you can configure your management system so that the person who
assignsthe rolesto new users or enables asset types for a specific, individual siteisnot the
same person who adds users to the system and configures system wide options such as
publishing.

Workflow

You use the options on the Wor kflow tab to create workflow processes from the workflow
building blocks that were created on the Admin tab.

ddrin | Site Admin Workflow

States
& Processes

To access this tab, you must have the WorkflowAdmin role for the site that you are
logged in to.

Configuring Your CSEE Management System

Because Content Server sites address both design issues and access issues, you and the
other administrators work with the developers, system administrators, and managersto
determine how to use CSEE sites and how many sites you need for your system. Before
you begin, you meet with the team and determine the following kinds of things:

e How many users and ACL s (access control lists) do you need? (Remember that you
may need to create ACLsto assign to the visitors of the online site, aswell.)

« How many siteroles you do you need?

e Which asset types need aworkflow process?

« Which asset types should use revision tracking?

»  Who should have access to which asset types on which sites?

Use both this book and the CSEE Devel oper's Guide to help you make these decisions.
The CSEE Developer's Guide provides an overview of the development process for
implementing your entire CSEE system, of which configuring the management system is
only one part.

This section provides an outline of the configuration steps that you complete when you
first configure your CSEE management system, presented in one possible order. The tasks
introduced in this outline are discussed in detail in this guide.

1. Createthe usersfor the site. See Chapter 2, “User Management.”

2. Create therolesthat the users will fulfill for the site. See Chapter 2, “User
Management.”

3. Createthe site. See Chapter 4, “ Sites, Start Menu, and Tree Tabs.”
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10.

11.

12.

After your developers design the asset types, help them move those asset types from
the devel opment system to the management system. See “ Troubleshooting” on page
249,

(Optiond) If you plan to use workflow, create workflow processes for the asset types
that will use workflow. Chapter 5, “Workflow.”

Enable and configure the asset types that will be used on the site. Thisincludes
creating start menu items so the asset types are accessible and, perhaps, creating tree
tabs that also provide access to the asset types. See “Creating Start Menu Items for
Asset Types’ on page 71 and “Configuring the Tree’ on page 76.

Enable the appropriate users for the site by assigning roles to them. See Chapter 2,
“User Management.”

Configure the publishing system so the information that your content providers create
can be made available on the delivery system. See Chapter 8, “Managing the CSEE
Publishing System.”

(Optiond) If you have more than one language pack installed on your CSEE
management system, configure the default locale for the system. See Chapter 7,
“Configuring the User Interfaces.”

(Optiond) If you plan to use revision tracking, enable revision tracking for the
appropriate asset types. See Chapter 9, “Revision Tracking.”

(Optiona) If you purchased one of the supported third-party search engine modules
and you are using any basic asset types, configure your asset types so that your assets
are indexed correctly and can be found by your search engine. See Chapter 10,
“Search Engines.”

(Optional) If you plan to use any of the additional user interfaces such as InSite Editor,
Ektron’s eWebEditPro, CS-Desktop, or CS-DocLink, configure those user interfaces.
See Chapter 7, “Configuring the User Interfaces.”
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Section 2
Users and Security

This section describes how to create and manage users and how to configure security for
your CSEE system.

It contains the following chapters:
e Chapter 2, “User Management”
e Chapter 3, “Setting Up Security”
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Chapter 2
User Management

There are several user management components that control access to a CSEE system:
ACLs (access control lists), user accounts, user profiles, roles, and sites.

Some of these components can be used on both your management and your delivery
systems. However, the main focus of this chapter is user management on the management
system. For information about user management on your delivery system, see the “ Site
Development” section in the CSEE Developer’s Guide.

This chapter contains the following sections:

e Overview

e ACLs

e Users, User Profiles, and User Attributes
* Roles

In this chapter, sites are discussed in terms of users. For information about creating and
configuring CSEE sites, see Chapter 4, “ Sites, Start Menu, and Tree Tabs.”
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Overview

The components that provide information about a user’s access privileges on a CSEE
system are ACL s (access control lists), user accounts, user profiles, roles, and sites.

ACLs

Access Control Lists, called ACL sfor short, are named sets of database operation
permissions such as read, write, create, and so on. Because just about everything in
Content Server and the CSEE content applications is represented as one or more rowsin
one or more database tables, user management on any of your CSEE systems starts with
ACLs.

With ACLs, you can limit access to the following items:
* Individual database tables
e Individual Content Server pages

Content Server and the CSEE content applications use ACL sto enforce access restrictions
to the various functions of those applications by controlling the user’s access rights to the
database tables that represent those functions. How? By verifying that the users attempting
the function have the same ACL assigned to their user accounts as are assigned to the
database table.

For example, user account information is contained in the system tables named

Syst emJser s and Syst emJser At t r s. Because certain ACLs are assigned to those
system tables, only a user with the same ACL s assigned to his or her user account is able
to create new users or edit existing user information.

Sites and Roles

User

CS-Direct introduces the concept of a CSEE site.

A CSEE siteis an object that the site developers use as a design aid or organizational
construct for the online site that you are delivering from your CSEE delivery system and
that you (the administrators) use as an access control tool on the management system.

You use sites to control or restrict the content providers who have access to the assets and
asset types on the management system.

Site-specific access rights are managed through roles. Roles control which assets a user
can create, which tabs are displayed in the tree for that user, whether auser iseligible for a
workflow step, and so on.

Roles describe the function of an individual on a site.

Profiles

User profiles are typically used to support workflow actions by mapping a user nameto
an e-mail address. However, if your management system has been customized, user
profiles might hold additional information (user attributes) to support other actions or
events.
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User Management on the Delivery System

User management on your delivery system is also based on ACLs. If your online siteis
designed to require visitors to register or log in before they can have accessto areas of the
site, you create the ACL s that you need on the delivery system and then assign them to the
appropriate database tables.

Typically your site designers take care of assigning ACLs to Content Server pages. The
CSEE Developer’s Guide discusses how to design a user management process on the
delivery system and provides code samples for pages that log visitorsin to the site and
verify their identities.

Content Server and User Managers or Directory
Servers

Content Server has aDirectory Services API that enables your CSEE system to connect to
external directory servers or user managers that contain authentication information, user
information, and so on.

There are three user manager or directory server plug-ins available with Content Server,
one of which was configured when your CSEE systems were installed:

« The Content Server native user manager, which uses the native Content Server user
management tables; that is, the Syst emlUser s and Syst emJser At t r s tables.

e TheLDAP plug-in. When you use this option, user names and attributes are stored in
your directory server rather than in the Content Server database.

e TheNT 4.0 authentication plug-in, which uses NT 4.0 to authenticate users but stores
the user information in the Content Server user management tables.

Because Content Server security is based on ACLSs, any external user management system
(such as LDAP or NT) must be configured to match the Content Server ACLs.

Installing and configuring the plug-ins is documented in the Installing the CSEE Content
Applications. The properties that configure the plug-ins arein the f ut ur et ense. i ni
(the authentication tab), | dap. i ni ,andthedir.ini filesandthey are al described in
Chapter 11, “Properties and Property Files’in this guide.

Granting User Access with the Native Content Server User
Manager

When you are using the native Content Server user manager, this is the general process
that you follow to grant users access to your CSEE management system:

1. Examinethelist of default ACLsto determineif you need to add more for your
system. Under no circumstances should you modify or delete an existing default ACL.

2. If you need additional ACLSs, create them and then assign them to the appropriate
database tables and page entries. Typically there is no need to assign ACLsto Content
Server page entries on the management system because you use rolesto control access
to assets and functions. For help with this step, see the proceduresin “ACLS’ on page
27.
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Create users and assign the appropriate ACL s to them. For help with this step, see the
proceduresin “Users, User Profiles, and User Attributes’” on page 36.

If you plan to use aworkflow process that sends e-mail messages to participants,
create user profilesfor all the users. For help with this step, see “Creating a User
Profile” on page 41. For information about workflow, see Chapter 5, “Workflow.”

If you want to store any user attributes for your usersin addition to e-mail addresses,
create them. For help with this step, see “User Attributes’ on page 43.

Create your CSEE sites. For help with this step, see Chapter 4, “Sites, Start Menu, and
Tree Tabs.”

Create the roles that you need to implement the access control plan designed for your
CSEE management system. For help with this step, see “Roles’ on page 44.

For each site in your system, enable the users that should have access to those sites by
assigning the appropriate roles to the users for those sites. For help with this step, see
“Granting Users Access to Sites (Assigning Roles to Users)” on page 49.

Granting User Access to CSEE with the LDAP Plug-in

When you are using LDAP to manage your users on either the management or the delivery
system, you create user accountswith LDAP rather than with the Content Server interface.
However, you must still use the Content Server interface to create and assign rolesto those
users.

In general terms, this is how you grant users access to your CSEE management system
when you are using LDAP:

1.

Create LDAP user groups whose names exactly match the Content Server system
default ACLs. For alist of the default system ACLSs, see “Default System ACLS’ on

page 29.
Use your LDAP interface to create users and assign users to those groups.

Content Server then assumes that a user who is a member of such an LDAP group has
the Content Server ACL with the corresponding name.

For example, auser who is amember of the xceladmin LDAP group has all the access
rights granted by the xceladmin ACL.

Be sure that your LDAP system stores an e-mail attribute for your users. CS-Direct
workflow processes typically have steps in which messages are e-mailed to the
workflow participants and CS-Direct queries your LDAP directory for e-mail
addresses when you are using the LDAP plugin.

If you need additional sets of database permissions, create new ACLSs by using the
Content Server interface and remember to create the matching LDAP user groups and
assign the users to the appropriate groups.

Create the appropriate roles in the Content Server interface. For help with this step,
see “Roles’ on page 44.

For each sitein your system, enabl e the users that should have access to those sites by
assigning the appropriate roles to the appropriate users for each site. For help with this
step, see “ Granting Users Access to Sites (Assigning Roles to Users)” on page 49.
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Granting User Access to CSEE with the NT 4.0 Plug-in

When you are using NT to authenticate your users on either the management or the
delivery system, you create user accounts with NT rather than with the Content Server
interface. However, you must still use the Content Server interface to create user profiles
and roles and to assign roles to those users.

In general terms, this is how you grant users access to your CSEE management system
when you are using NT authentication:

1. Create NT user groups that exactly match the Content Server system default ACLSs.
For alist of the default system ACLS, see “ Default System ACLS’ on page 29.

2. Useyour NT interface to create users and assign users to those groups.

Content Server then assumes that auser who isamember of such an NT group has the
Content Server ACL with the corresponding name.

For example, auser who is amember of the xceladmin NT group has all the access
rights from the xceladmin ACL.

3. If you plan to use aworkflow process that sends e-mail messages to participants,
create user profilesfor all the users. For help with this step, see “Creating a User
Profile” on page 41. For information about workflow, see Chapter 5, “Workflow.”

4. If you need additional sets of database permissions, create new ACLs by using the
Content Server interface and remember to create the matching NT user group and
assign the group to the appropriate users.

5. Create the appropriate rolesin the Content Server interface. For help with this step,
see “Roles’ on page 44.

6. For each sitein your system, enable the users that should have accessto it by
assigning the appropriate roles to the appropriate users. For help with this step, see
“Granting Users Access to Sites (Assigning Roles to Users)” on page 49.

ACLs

ACLs (access control lists) serve as the foundation of the security and user management
model in your CSEE system by providing authorization functionality. Even if you are
using an external user manager like LDAP to store user information, you must use Content
Server ACLs.

A user must always have at least the Browser ACL in order to view CSEE pages.
However, additional ACL restrictions are enforced only whenthecc. securi t y property
inthefuturetense.ini fileissettotrue. Forinformation aboutthecc. security
property, see“ f ut ur et ense. i ni ” onpage296. For information about configuring
security on your CSEE system, see Chapter 3, “ Setting Up Security.”

ACLsare assigned to three things: user names, database tables, and page entriesin the
Si t eCat al og table (that is, Content Server pages).

User Names

Every user must be assigned at least one ACL and the ACL s assigned to a user define that
user’s access to the CSEE system.
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While users have one user account and one set of ACLs, no matter how many CSEE sites
they have access to, they can have one set of roles for one site and a different set of roles
for another site. Therefore, users must be assigned all the ACL s necessary to provide them
the permissions that they need to fulfill al of their site-specific roles.

For example, if you create arole that allows a user with the role the ability to create
template assets, the user assigned that role must be assigned the ElementEditor ACL
because creating templates writes data to the El enent Cat al og table.

Database Tables

To restrict access to the datain atable, assign an ACL to it through the Content Server
Database forms available through the Admin tab. Then, only those users with the same
ACL have access to the datain that table.

If you assign more than one ACL to atable, a user needs only one of those ACL sto access
the table. Their accessrights to that table (read, write, create, and so on) are those that are
defined by the ACL.

All of the Content Server system tables and several of the CSEE content applications
tables have ACL restrictions. The Syst eml nf o tablelists all the tables in the Content
Server database and the ACL s assigned to them.

Note

Do not add ACL sto database tables through the Content Server Explorer
application. Instead, use the Content Server Database form on the
Admin tab.

With one exception—to register aforeign table in the Content Server database—never
attempt to change the information in the Syst em nf o table even if your user account has
the ACL that allows you to do so.

For information:

e About assigning ACLsto database tables, see“ Assigning ACLsto Tables’ on page 34

« About registering foreign tables, see the “ Database” chapter in the CSEE Devel oper’s
Guide

Page Entries in the SiteCatalog Table

The Si t eCat al og table holds page entries for all the pages displayed for the CSEE
content applications aswell as the pages displayed for your online site (that is, the site that
you are delivering from the delivery system.) If you want to restrict access to a page,
assignan ACL toit.

Typically, site devel opers determine how page restrictions should be configured on the
delivery system. If you are customizing the user interface on the management system,
however, you might need to use ACL s to restrict accessto your custom pages.

ACL Permissions

An ACL describes a set of permissions. When the ACL is assigned to a database table,
only the operations described by the permissionsin the ACL are permitted to be
performed on the database table. The following table defines all ACL permissions.
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Read 1 Read data from atable

Retrieve 16 Retrieve the contents of a URL column, also
known as an upload field. For information
about URL columns, see the CSEE
Developer’s Guide.

Write Write information to atable

Create 4 Create atable

Delete Delete information from atable

RevisionTracking | 32 Accessall therevision tracking information for

Audit the rows (records) in atracked table

RevisionTracking | 64 Assign or remove revision tracking on atable

Admin

The bit mask numbers for each permission assigned to an ACL are added together and the
total islisted with the ACLsin the Syst emACL table.

To determine which permissions are granted to an ACL, use the ACL node under CS
M anagement Tools on the Admin tab in the Content Server interface.

Default System ACLs

Content Server and the CSEE content applications use several default ACLs to control
user access to their features and functions. The following tablelists all of the default

system ACLs and their permissions:

Table 2: Default System ACLs and Their Permissions

Browser X

ContentEditor X X X X X
ElementEditor X X X X X
ElementReader | X

PageEditor X X X X X
PageReader X

RemoteClient X X X X X X
SiteGod X X X X X X
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TableEditor X X X X X X
UserEditor X X X X X X
UserReader X

Visitor X X X X X X
VisitorAdmin X X X X X X X
xceladmin X X X X X X X
xceleditor X X X X X X

Caution

Never modify the set of permissions for a default system ACL.
Additionally, never modify the ACL s assigned to any of the system tables.

Each default system ACL existsin order to control access to specific parts of the database
tables, and, subsequently, the product features that use those tables. Although severa of
the default ACL s have the same set of permissions, they are all necessary because they are
assigned to different tables.

This table describes how each of the default ACLsis used by Content Server and the
CSEE content applications.

Table 3: Default System ACL Usage

Browser Allows read-only access to the content in the Content Server
database. It isassigned to most of the system default and samplesite
users.

Content Server requires that all visitorsto an online site that it
manages have user accounts. For this reason, Content Server is
delivered with adefault user account, named DefaultReader, that it
assigns to all non-authenticated visitors, that is, those who do not
have a user account of their own.

The Browser ACL is assigned to the DefaultReader user account,
which gives non-authenticated visitors read-only access rights to
the content in the Content Server database.

ContentEditor Used for the sample Content Server portal site.

This ACL isassigned to the tables that support the sample portal.
Anyone who works with the portal sample needsthis ACL.
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ElementEditor

Allows users to write datato the El enent Cat al og and
Syst enSQL tables.

Site designers and anyone who creates template, CSElement, and
SiteEntry assets need this ACL.

ElementReader

Allows users to read datain the El enent Cat al og and
Syst enSQL tables.

CS-Direct users need this ACL so they can inspect the templates
assigned to their assets.

PageEditor

Allows users to create page entries in the Si t eCat al og table.

Site designers and anyone who creates a template, CSElement, or
SiteEntry asset need this ACL.

PageReader

Allows users to read page entries from the Si t eCat al og table.

CS-Direct users need this ACL so they can inspect the templates
assigned to their assets.

RemoteClient

Grants users the ability to log in to the CSEE management system
through aremote client like CS-Desktop.

All CS-Desktop users need thisACL.

SiteGod

Enables complete accessto all the tables in the Content Server
database.

At least one user of the management system, typically an
administrator, must have the SiteGod ACL.

TableEditor

Allows users to create and delete tables in the Content Server
database.

Site designers who create database tables or who create new asset
types (which causes new tables to be created) need this ACL.

Administrators or anyone else who will use the Initialize Mirror
Destination feature also needs this ACL.

UserEditor

Allows users to manage user accounts.
Administrators need this ACL.

UserReader

Allows users to read information about user accounts, but not to
change that information.

CS-Direct users need this ACL so they can use workflow.

Visitor

Grants the holder of the ACL the ability to write data to the CS-
Engage tables that hold visitor data

Any visitor whose data you are collecting on the delivery system
must have this ACL assigned to their user account.

VisitorAdmin

Grants usersthe ability to create visitor attributes, history attributes,
history types, and recommendations.

Any CS-Engage user who needs to create any of those asset types
needs this ACL.
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WSUser Assigned to Si t eCat al og page entries for the Web Services
feature. Grants users the ability to access Content Server through
the Content Server web services.

W SEditor Assigned to Si t eCat al og page entries for the Web Services
feature. Grants users the ability to access Content Server through
the Content Server web services.

WSAdmin Assigned to Si t eCat al og page entries for the Web Services
feature. Grants users the ability to access Content Server through
the Content Server web services.

xceladmin Grants users the ability to create user profiles, roles, sites, asset
types, and so on—that is, to use all the functions on the Admin, Site
Admin, and Wor kflow tabs.

System, site, and workflow administrators need this ACL. Also,
because the Admin tab has both administrative and site design
functions, site designers also need this ACL.

xceleditor Grants users the ability to log in to the CSEE content applications.
Thelogin request code verifies whether or not a user hasthe ACL.

All users of the management system need this ACL.

If your user management needs on either the management or delivery system require
different or additional ACLSs, create them using the proceduresin this section.

Caution
Under no circumstances should you modify a default system ACL.

Although creating and applying ACLsis an administrative task, you must work with your
site designers and devel opers to determine which ACLs you need and how to apply them.
For example:

« If the public, online site requires user registration, you may need to create a set of
ACLsfor sitevisitors.

» If your developers create new functions and put them on new tabs to customize the
management system, you may need to create additional ACLs or rolesto support the
new functions and tabs.

The CSEE Developer’s Guide describes user management on the delivery system.

Creating a New ACL

To create anew ACL, complete the following steps:

1. Onthe Admin tab, expand the Content Server Management Tools tree and then
double-click on ACLs.

2. Inthe ACL Select Operation form, select Add ACL and click OK.
The Add ACL form appears.
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Add ACL

ACL Marne |

Description |

Access Privileges [T Read
[~ Retrieve
™ Write
[~ Create
M Delete
M RevisionTracking Audit
M RevisionTracking Admin

Al

Inthe ACL Namefield, enter a unique name.

Select each of the access privileges that you want to assign to thisACL. (For
information about the permissions listed on the form, see“ ACL Permissions’ on page
28.).

Click the Add button.
Content Server creates the ACL, writing it to the Syst emACL table.

The ACL that you created now appears in the drop-down list of ACLsinthe ACL Select
Operation form.

If you are using one of the user manager plug-ins (LDAP or NT), be sure to use your
LDAP or NT softwareto create agroup that exactly matchesthe ACL that you created and
then assign that group to the appropriate users.

Editing an ACL

Caution

Never modify any of the default ACLs. For alist of these ACLSs, see
“Default System ACLS’ on page 29.

To edit an ACL, complete the following steps:

1.

On the Admin tab, expand the Content Server M anagement Tools tree and then
double-click on ACLs.

Inthe ACL Select Operation form, from the drop-down list, select the name of the
ACL that you want to edit.

Select the M odify ACL option and click OK.

Adjust the set of permissions configured for the ACL. (For information about the
permissions listed on the form, see “ACL Permissions’ on page 28.)

Click M odify.
Content Server writes the changes to the Syst emACL table.
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Deleting an ACL

Caution

Never delete any of the default ACLs. For alist of these ACLS, see
“Default System ACLS’ on page 29.

To delete an existing ACL.:

1.

4.

On the Admin tab, expand the Content Server M anagement Tools tree and then
double-click on ACLs.

From the ACL Select Operation form, from the drop-down list, select the ACL that
you want to delete.

Click OK.
A message appears that asks you to verify that you intend to delete the ACL.
Click OK to deletethe ACL.

Assigning ACLs to Tables

If you or the site designers create new tables, you might need to restrict access to those
tables by assigning ACLsto them. Typically, you assign ACLs to new tables when you
create those tables. For information, see the CSEE Developer’s Guide.

Do not assign additional ACL s to the system tables or to any of the core product tables
installed by the CSEE content applications.

To apply ACLsto an existing table, complete the following steps:

1.

2.

On the Admin tab, expand the Content Server Management Tools and then double-
click on Content Server Database.

The Enter Table Name form appears.

Enter Table Name |

fuse "%" as awild card)

Select Operation: & Modify Table
< Add Table

© Mirror Table
© Delete Table

ok |

Enter the name of the table that you want to assign ACLsto. You can use the
percentage character (%) as awildcard to obtain alist of all tables or you can enter a
partial name, ending with the wildcard character, for a set of tables that match the
partial name.

Select M odify Table and click OK.

The M odify Table Select form appearswith alist of tables that match the name you
entered. It might be along list with avertical scroll bar.

4. Click on atableto select it.
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The Modify Catalog form appears.

Do not change the value in the File Sorage Directory field. For information about
thisfield, see the description of def di r in the chapter about the Content Server
database in the CSEE Devel oper’s Guide.

5. From the drop-down list, select the ACLs that you want to apply to thistable. To
select more than one, use the shift key.

6. Click Modify.

Assigning ACLs to Content Server Pages (SiteCatalog Page
Entries)
There are at least two ways to assign ACLsto Si t eCat al og page entries.

*  When developers create SiteEntry or template assets, they can assign ACLsto the
page entry created for that asset through afield in the Create or Edit form.

» For page entries that are not associated with a SiteEntry or template asset, developers
can use the Content Server Management Tools.

To apply ACLsto apage entry that is not associated with a SiteEntry or template asset,
complete the following steps:

1. Openthe Content Server Management Tools item.
2. Double-click the Site option.
The Page Oper ation screen appears in the work area.

Enter Page Name : |

[uze """ 3z 3 wild card )
Select Operation : & Modify Page
C Add FPage

© Modify Status
© Modify ACLs
C Modify Page Cache

C Delete Pages
C Export Pages
C Clear Fage Cache

C\iew Page

N

3. Enter the path name of the page entry that you want to assign ACLsto. You can use
the wildcard character by itself to retrieve all the page entriesin the Si t eCat al og
table, or with a partial name, ending with the wildcard character, to narrow the list that
is returned.

4. Select Modify ACLsand click OK.

The Modify ACLsform appearswith alist of pagesthat match the name you entered.
It can be along list with avertical scroll bar.

5. Fromthelidt, select the ACL that you want to assign. You can select more than one.
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6. Scroll through the list of pages. To assign the selected ACLsto a page, select Apply
(to the right of the Page Name). Any ACLs currently assigned to the page are shown
inthe ACL column. You can use the All button to select al the pages shown. You can
also use the None button to clear all selections.

7. Click Apply.

Setting the ACL Restriction Error Message

When users attempt to access a page but their ACLs do not give them the correct
privileges, the system displays a message. The source of that message is located here:

WebServerlnstal |l Dir/doc/futuretense_cs/fornpriv. htni

You can customize this page and the other HTML error message pages in this directory,
but with the following restrictions:

« Do not change the file name of any of the files.
« Do not ater the { 0} string anywhere in any of thefiles.
Content Server usesthe { 0} string to automatically generate the error messages.

Users, User Profiles, and User Attributes

When you are using the native Content Server user manager plug-in, you use the Content
Server user s feature to assign access rights to individual users. An ACL is anamed set of
database permissions; a user account isanamed set of ACLSs.

A CS-Direct user profile holds aset of user attributes. By default, the only user
attributes a user profile holdsis the user’s e-mail address and their locale preference:

e Theemail attributeisused to support workflow actions. You can create workflow
actions that send workflow participants e-mail about the assets that are assigned to
them.

» Thelocale attributeis used to determine which language to use when your CSEE
system has alanguage pack installed.

You can add more user attributes and store values for them in the Content Server user
management tables if you want to. However, to use these values in the Content Server
interface requires you to customize the elements that display the user profile forms. For
information about customizing elements for the Content Server user interface, see the
CSEE Developer’s Guide.

Default System and Sample Site Users

There are several default usersinstalled by Content Server and the CSEE content
applications. Some are required for the applications to function and others are supplied for
the sample sites.
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The following table lists the default system users and their ACLs:

Table 4: Defaults System Users and Their ACL Assignments

admin

TableEditor, Visitor,
VisitorAdmin, UserEditor,
UserReader, xceladmin,
Browser, xceleditor,
PageEditor, ElementEditor,
RemoteClient

The basic administrator user
that CS-Direct creates so that
you can begin configuring
your CSEE content
applications.

Do not delete this user unless
another user with an identical
ACL assignment already
exists.

Content Server

(the installation user
account)

SiteGod, Browser,
ContentEditor,
ElementReader,
ElementEditor, PageReader,
PageEditor, UserReader,
UserEditor, TableEditor

The user account that the
installation program creates
during the installation of the
products.

The name of this account is
whatever the installers chose
for it.

DefaultReader

Browser, Visitor

The default user name that
Content Server assigns to non-
authenticated site visitors on
the delivery system.

The following table lists the default sample site users and their ACLSs:

Table 5: Defaults Sample Site Users and Their ACL Assignments

Bobo TableEditor, Visitor, The administrator of the Hello
VisitorAdmin, UserEditor, Asset World sample site.
UserReader, xceladmin,
Browser, xceleditor,
PageEditor, ElementEditor,
RemoteClient

Coco PageEditor, ElementEditor, Thedevel oper/designer for the
Visitor, VistorAdmin, Hello Asset World sample
TableEditor, UserReader, ste.
Browser, xceleditor,
RemoteClient

editor PageEditor, ElementEditor, A sample site user for the

Visitor, UserReader,
Browser, xceleditor
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Flo PageReader, ElementReader, | The editor for the Hello Asset
Visitor, UserReader, Browser, | World sample site.
xceleditor, RemoteClient

Joe PageReader, ElementReader, | One of the writers for the
Visitor, UserReader, Browser, | Hello Asset World sample
xceleditor, RemoteClient site.

mirroruser Browser, ElementEditor, An example mirror user that is
PageEditor, TableEditor, installed for the sample sites
UserReader, Visitor, so that the sampl e site assets
VisitorAdmin, xceladmin, can be published with the
xceleditor Mirror to Server delivery

method.

Moe PageReader, ElementReader, | One of the writers for the
Visitor, UserReader, Browser, | Hello Asset World sample
xceleditor, RemoteClient site.

user_analyst PageReader, ElementReader, | A samplesitedataanalyst user
Visitor, UserReader, Browser, | who creates segments.
xcel editor, RemoteClient This user isinstalled for the

CS-Engage extensions to the
Burlington Financial sample
site.

user_approver PageReader, ElementReader, | Another user for the
Visitor, UserReader, Browser, | Burlington Financial and GE
xceleditor, RemoteClient sample sites. This user has the

approver role, which means
this user has the ability to
approve assets for publishing.
user_author PageReader, ElementReader, | An author user for the
Visitor, UserReader, Browser, | Burlington Financial and GE
xcel editor, RemoteClient sample sites.

user_checker PageReader, ElementReader, | A user who doesfact checking
Visitor, UserReader, Browser, | for the Burlington Financial
xceleditor, RemoteClient sample site.

user_designer PageEditor, ElementEditor, A site designer user for the
Visitor, VistorAdmin, sample sites (Burlington
TableEditor, UserReader, Financial and GE Lighting).
Browser, xceleditor,

RemoteClient
user_editor PageReader, ElementReader, | An editor user for the

Visitor, UserReader, Browser,
xceleditor, RemoteClient
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user_expert PageReader, ElementReader, | A sample site user who isthe
Visitor, UserReader, Browser, | supervisor of both
xceleditor, RemoteClient user_marketer and
user_analyst.
Thisuser isinstalled for the
CS-Engage extensions to the
Burlington Financial sample
site.
user_marketer PageReader, ElementReader, | A sample site user who works
Visitor, UserReader, Browser, | on segments and funds.
xcelegitor, RemoteClient This user isinstalled for the
CS-Engage extensions to the
Burlington Financial sample
site.
user_pricer PageReader, ElementReader, | A sample site user who prices

Visitor, UserReader, Browser,
xceleditor, RemoteClient

the products in the GE sample
site.

Note that most of these users have the same set of ACLSs. It istheir roles for the sites that
gives them access to specific functions on those sites through workflow and tree tabs.

If you do not install the sample sites, your system has the following default users only:

* admin

+ Content Server, the user account created for the installation

+ DefaultReader

Users and Required ACLs

This section liststhe ACLsthat must be assigned to a user for that user to perform specific
functions within the Content Server interface.

Note

If you are using the LDAP or NT user manager plug-ins, substitute the
word “group” for the word “ACL” and create users who belong to the
groups with these names.

Basic ACLs

Every CSEE content application user must have at least the following ACLs assigned to
their user accounts:

*  Browser

» ElementReader
e PageReader

e UserReader
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* Xxceleditor

Additional ACLs
In addition to the basic ACLSs, some users may require the following ACLs:
*  Workflow administrators and site administrators: xceladmin
e Administrator users:

- TableEditor

- UserEditor

- VisitorAdmin (if you have CS-Engage installed)

- xceladmin
» Sitedesigner users:

- ElementEditor

- PageEditor

- TableEditor

- Vigitor (if you have CS-Engage installed)

- Visitor Admin (if you have CS-Engage installed)

- xceladmin

e CS-Engage users:
- Visitor

e CS-Desktop, CS-DocLink, and InSite Editor users:
- RemoteClient

- Vigtor (if your installation uses CS-Engage)

Creating a New User

To create a new user, you must complete two procedures (which are described in the
following sections):

* Createthe user

» Createthe user profile for that user, if you are using the CSEE content applications.

To give the new user access to your CSEE sites, you enable that user for the appropriate
sites by assigning roles to that user name for each site the user will use. For information
about enabling users after you have created them, see “ Granting Users Accessto Sites
(Assigning Rolesto Users)” on page 49.

After you have created and enabled a new user, be sure to give that user the following
information:

* The user name/password combination of the user account.
» The URL to the CSEE applications on the management system:
http://servernane/ Xcel er at e/ Logi nPage. ht

where ser ver nane isthe name of the server that hosts the system that you want to
log in to. This value might be either the host name or the IP address. Depending on
how the system was set up, you might also need to include the port number
(server X: 8080 for example).
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Creating the User
To create a new user, complete the following steps:

1.

5.
6.

On the Admin tab, expand Content Server Management Tools and then double-
click on Users.

In the Select Operation form, select Add User and click OK.
The Add User form appears.

Add User
Login Mame | (Regquired )
Access Privileges [Browser P
SiteGod )
R d
ContentEditar (Requirsd)
ElementReader x|
Passward | (Required )
Re-enter Password | (Required )
Add

Enter a unique name in the L ogin Name field. Do not include spaces or special
characters, such as punctuation. The underscore character (_) is allowed.

Select the appropriate ACL s for the new user from the Access Privilegeslist. You can
use the Shift key to select a group and the Ctrl key to select additional roles.

For information about which ACLs a user needs, see “Users and Required ACLS’ on
page 39.
Enter a password in the Password and Re-Enter Password fields.

Click Add.

If you are using the CSEE content applications, next you create the user profile for the
user.

Creating a User Profile
To create or edit auser profile for a user, complete the following steps:

1.

On the Admin tab, double-click the User Profiles option.

The User Profile Management form appears.
Enter the name of a user and click Select.

The User Profile Management form appears.
Click Edit.

The Edit User Profile form appears.
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Edit User Profile

User Name: Joe
Email: I
Locale Preference: IND preference j

5. Enter an e-mail address.

6. (Optiond) If your CSEE system has any language packs installed, select alocale
preference for this user.

7. Click Save.

Next, enable this user for the sites he or she needs to work with. See “Granting Users
Access to Sites (Assigning Rolesto Users)” on page 49.

Editing a User

Caution

Do not change the ACLs or the names of any of the default system users:
DefaultReader, Content Server, or xceladmin.

To edit a user, complete the following steps:

1. Onthe Admin tab, expand the Content Server Management Tools tree and then
double-click on Users.

2. Inthe Select Operation form, enter the name of the user account that you want to
edit. You can use the percentage (%) character as awildcard if you do not know the
exact name of the user account.

3. Select Modify User and then click OK.

The M odify User Select form appears, listing the user name. If you used awildcard, a
set of users that match the string that you entered appear in the list.

4. Click on the user name of the account that you want to edit.

The Modify User form appears.
5. Change the user as heeded and then click M odify.

Deleting a User Profile

When you want to delete a user, you should delete the user profilefirst.
To delete a user profile, complete the following steps:
1. Onthe Admin tab, double-click the User Profiles option.

The User Profile Management form appears.
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2. Enter the name of a user and then click Select.
3. Inthe User Profileform, click Delete

The system displays a confirmation message.
4. Click OK.

Deleting a User

Caution

Do not delete any of the default system users: admin, Content Server, or
DefaultReader.

Before you delete a user, you should delete the user profile as described in “Deleting a
User Profile” on page 42.

To delete a user account:

1. Onthe Admin tab, expand the Content Server Management Tools tree and then
double-click on Users.

2. Inthe Select Operation form, enter the name of the user account that you want to
delete.

3. Sdect Delete User and then click OK.

The Delete User form appears, listing any user whose name matches the string that
you entered in the previous step.

4. Select Delete for each user account that you want to delete.
Click Delete.
The system displays a confirmation message.

6. Click OK.

User Attributes

By default, the only user attributes that the CSEE content applications need are an e-mail
address and local e preference. You use the user profile feature to assign these attributes to
auser.

If you need to, you can store and use additional user attributes for your usersin thistable,
even if you areusing LDAP.

The Modify User Attributes option works exactly like the M odify User option except
that it changes only the user attributes.

To modify a user’s attributes:

1. Onthe Admin tab, expand the Content Server Management Tools tree and then
double-click on Users.

2. Inthe Select Operation screen, either leave the user name field blank or enter a
specific user name. (If you leave the user name field blank, Content Server retrieves
all users))
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Roles

Select M odify User Attributes and then click OK.

The Modify User Select form appears, listing either all the current users or the one
user whose name you entered.

Select the user name that you want to modify.
The User Attributesform appears:

User Attributes : Joe

Attribute name Attribute Values

I I Add new attribute and value .

Modify Attributes |

Make any changes as required:
- Change the current value (or values) assigned to the attribute by editing the
Attribute Valuesfield next to the Attribute Name.

- Delete any unwanted attributes by clearing the associated value field (that is,
make it blank).

- Addan entirely new attribute by entering its name and at |east one value in the
boxes at the bottom of the display.

Click Modify Attributes.

When you are using the CSEE content applications, user management includes the
concept of roles. Roles complement users in the following ways:

The user definition describes an individual’s access to the underlying CSEE
functionality through ACLs. Roles represent ajob description or title of individualsin
an organization who have similar functions: content provider, editor, site designer, and
administrator, for example.

A CSEE user has one user definition (account) no matter how many CSEE sites you
are using. However, the roles that user has can vary by site.

When you enable a user for a site, you enable that user within the context of the roles
that user isto fulfill for that site.

Theroles assigned to a user for a site determine the following:

Which assets the user can create on that site.
Which assets the user can search for on that site.
Which tabs are displayed in the tree when the user logs in to the site.

Whether the user is eligible for participation in any workflow processes, and, if so, for
which steps in those workflow processes.

Which functions a user can or cannot perform on an asset while it ismoving through a
workflow process.

Whether the user can administer aworkflow process or create or modify aworkflow
group on that site.
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Users must be assigned all the ACL s that will allow them to fulfill al of their site-specific
roles. For example, if you create arole that allows a user to create template assets, the user
assigned that role must be assigned the ElementEditor ACL because creating templates
writes datato the El ement Cat al og table.

For information about users and ACLs, see “Users and Required ACLS’ on page 39.

Default System and Sample Site Roles
There are several default rolesinstalled by the CSEE content applications. Oneisrequired
for the applications to function and the rest are supplied for the sample sites.

The sample sites are configured to allow accessto tabs in the tree based on the roles
assigned to users. Use the sample roles as examples of how you can configure access
control on your CSEE sites.

The following table lists the default system roles:

Table 6: Default System Roles

GeneralAdmin A default system role.

Required for users who need access to the Admin tab in the
tree.

Note that in addition to having the GeneralAdmin role for a
site, auser must also have the xceladmin ACL in order to use
any of the functions on the Admin tab.

SiteAdmin A default system role.

Required for users who need access to the Site Admin tab,
which holds a subset of the features and functions that are on
the Admin tab.

Usethe Site Adminroleif you want certain usersto manage the
userswho can access a site, but you do not want them to be able
to create new users.

Note that in addition to having the SiteAdmin role for the site, a
user must aso have the xceladmin ACL in order to use any of
the functions on the Site Admin tab.

WorkflowAdmin A default system role.

Required for users who need access to the Wor kflow tab in the
tree.

Notethat in addition to having the WorkflowAdmin role for the
site, a user must also have the xceladmin ACL in order to use
any of the functions on the Workflow tab.

45



CSEE Administrator’s Guide
The following table lists the default sample site roles:

Table 7: Default Sample Site Roles

Analyst Used by the Burlington Financial with CS-Engage extensions
sample sitein the Segment workflow processto designate users
who are alowed to create segments.

Grants access to the following tree tabsin the sample sites:
Active List, Content, Marketing, Product, Site Plan.

Approver Used by the Burlington Financial and GE Lighting sample sites
in their workflow processes to designate the users who are
allowed to approve assets for publishing.

Grants access to the following tree tabs in the sample sites:
ActivelLig, Content, Marketing, Product, Site Plan.

Author Allows users to do the following:

 Burlington Financia — write articles as part of the Normal
Article Process workflow.

» GE Lighting —write flex articles, create products, and place
products in workflow to obtain a price as part of the GE
Lighting workflow process.

Grants access to the following tree tabsin the sample sites:
ActivelLig, Content, Marketing, Product, Site Plan.

Checker Allows users to do the following:

 Burlington Financia — perform fact checking for articles as
part of the Normal Article Process workflow.

 Burlington Financia with CS-Engage extensions — verify
funds for the Fund Process and segments for the Segments
Process.

» GE Lighting — verify the prices set for products in the GE
Lighting Process.

Grants access to the following tree tabs in the sample sites:

Active List, Content, Marketing, Product, Site Plan.

Designer Allows users to create site design assets by giving them access
to the Design tab, a custom tab created for the Burlington
Financial and GE Lighting sample sites, and to design and
configure asset types by giving them access to the Admin tab.

The designer role does not participate in any of the sample
workflow processes.

Grants access to the following tree tabs in the Burlington
Financial and GE Lighting sample sites: Active List, Admin,
Content, Design, Marketing, Product, Site Plan.
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Editor

Allows users to do the following:

 Burlington Financia — edit articles.

» GE Lighting —review products and product prices.

 Burlington Financia with CS-Engage extensions—review
funds and segments.

Grants access to the following tree tabs in the sample sites:
ActivelLig, Content, Marketing, Product, Site Plan.

Expert

Used by the Burlington Financial with CS-Engage extensions
sample site in the Segment workflow process to designate the
users who are allowed to create as well as approve segments.

Grants access to the following tree tabs in the sample sites:
Active List, Content, Marketing, Product, Site Plan.

HelloAuthor

Used by the Hello Asset World sample site to designate the
users who are allowed to create HelloArticle assets (that is,
write articles) and place them in workflow.

Grants access to the following tabs: Active List,
HelloContent, Site Plan

HelloDesigner

Allows users to create site design assets by giving them access
tothe HelloDesign tab, acustom tab created for the Hello Asset
World sample site, and to design and configure asset types by
giving them access to the Admin tab.

The HelloDesigner role does not participate in the sample
workflow process for the Hello Asset World site.

Grants access to the following tabs: Active List, Admin
HelloContent, HelloDesign, Site Plan

HelloEditor

Used by the Hello Asset World sample site to designate the
users who edit the Hell oArticles placed in workflow.

Grants access to the following tabs: Active List,
HelloContent, HelloDesign, Site Plan

Marketer

Used by the Burlington Financial with CS-Engage extensions
sample site in both the workflow processes. Users with thisrole
are allowed to create segments, create funds, and review funds.

Grants access to the following tree tabs in the sample sites:
ActivelLigt, Content, Marketing, Product, Site Plan.

Pricer

Used by the GE Lighting sasmple sitein the GE Lighting
workflow process to designate the users who are allowed to
price products.

Grants access to the following tree tabsin the sample sites:
Active List, Content, Marketing, Product, Site Plan.
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Creating a Role
To create anew role:
1. Onthe Admin tab, double-click the Roles option.
2. Double-click the Add New option in the Roles item.
The Add Role form appears:

Add New Role

*Name: I

*Description: I

(cancel ] [Add New Role |

3. Click inthe Name field and enter a unique name of up to 32 characters.

4. Click inthe Description field and enter a descriptive phrase using up to 255
charactersfor therole.

5. Click Save.

After you create arole, be sure to edit the default tree tabs (Workflow, Site Admin,
Admin, Site Plan, and Active List) and add your new roles to the appropriate tabs.

For more information, see “ Tree Tabs’ on page 66.

Editing a Role

Although you cannot change the name of arole after you have created it, you can edit the
description. To edit the description of arole, complete the following steps:

1. Onthe Admin tab, double-click the Roles option.
2. Inthelist of roles, double-click the name of the role that you want to edit.
3. IntheRoleform, click Edit.
The Edit Role screen appears.
4. Click inthe Description field and enter the new description.
Click Save.

Deleting a Role

Caution

Do not delete any of the system default roles: General Admin, SiteAdmin,
WorkflowAdmin.

To delete arole, complete the following steps:
1. Onthe Admin tab, double-click the Roles option.
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2. Inthelist of roles, double-click the name of the that role you want to delete.
3. Inthe Roleform, click Delete.

The system displays a confirmation message.
4. Click OK.

Granting Users Access to Sites (Assigning Roles to Users)

In order for users to have access to a CSEE site, they must have roles assigned to them for
that site. Theroles assigned to a user at a site associate the user with the site and describe
the user’s place in the workflow processes created for that site.

To give auser access to a site, complete the following steps:
1. Onthe Admin tab, expand the Sites option.
2. Expand the site that you want the user to have access to.
3. Double-click the Usersoption for that site.

The User Role Management form appears.

User Role Management
Site: »HelloAssetWorld

Username: I

{leave blank to select all users)

4. Enter the user name and click Select.

The User Role Management form displays the user name with no assigned roles.
5. Select the edit icon next to the user name.

The Edit Roles form appears:
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6.

Edit Roles for User: Flo

S —

User Name: Flo

Site: HelloAssetworld

*Roles: Analyst
Approver
Authar
Checker
Designer
Editar

Expert
GeneralAdmin
HelloAuthor

HeIIDDesiiner

Marketer
Fricer
SiteAdrmin
YWorkflowAdmin

Inthe Roleslist box, select arole or any combination of rolesfrom thelist.

7. Click Save.

Remember that the user cannot perform the functions of this role unless the user has
adequate ACL permissions.

Viewing Site Users and Changing Role Assignments

To see alist of users and roles currently defined for the site, and to make changes in any
user role assignments, complete these steps:

1.

2
3.
4

On the Admin tab, expand the Sites option, and then expand the site.
Double-click the Usersoption for that site.

In the User Role M anagement form, click Select with the user name field blank.
The system displays alist of all the users currently assigned roles at that site:

50



Chapter 2: User Management

User Role Management
Site: »HelloAssetWorld

Select the user to modify:

User Name Roles

i & t‘i admin Designer, Workflowadmin, Siteadmin, Generaladmin
(EN Tj Coco HelloDesigner, Generaladdmin

a & G' Bobao woarkflowadmin, Generaladmin

@ # T Fo HelloEditor

@ & @ doe Helloauthor

@ & G Moe Helloguthor

Manage users for this site

5. If you want to make any changes, click the edit icon next to the user name.

6. Inthe Edit Rolesform for the user, select arole or any combination of roles from the
list and click the Save button.

7. Repeat the previous two steps as needed for other user changes.

Deleting Users from a Site
You can delete a user from asite without deleting that user from the system.
Complete the following steps:
1. Onthe Admin tab, expand the Sites option, and then expand the site.
2. Double-click the Usersoption for that site.
3. Inthe User Role Management form, enter the user’s name and click Select.
4. Inthe next form, click the delete icon (the trash can) next to the user’'s name.
The system displays a confirmation message.
5. Click Delete User from Site.
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Chapter 3
Setting Up Security

Determining what your security protocols should be and then implementing them isan
important part of a CSEE administrator’s duties. You and the site developers must discuss
and determine how security will be configured on both the management and the delivery
systems before they start coding templates and designing asset types.

This chapter contains the following sections:
e Overview

e Implementing Security

e Testing Security
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Overview

Before the devel opers begin designing the online site that you plan to deliver or
contemplate making changes to the user interface on the management system, you must
determine and implement your security protocols. The decisions you make about security
configuration affects the way that you code and implement your online site.

Additionally, at regular intervals, you should review your systems to determine whether
things are working as they should.

The following figure shows an example of a secure CSEE system:

System (CS-Satellite) [*~| (Content Server) ["7] Server

I\

Firewall

\f

Management Web Server | App Server | o Database
System (CS-Satellite) "] (Content Server) o= Server

Delivery{ Web Server | App Server | . Database

ACLs and Security

As mentioned in Chapter 2, “User Management,” ACL s (access control lists) serve asthe
foundation of the security and user management model in your CSEE system. ACLs are
sets of permissions that restrict access to both database tables and Content Server pages.

ACL restrictions are enforced only whenthecc. security and the

security. checkpagel et s propertiesinthef ut ur et ense. i ni filearesettotrue.
These propertiesare set to t r ue by default. If you need to disable security for any reason,
open the Property Editor and set thecc. securi ty property tof al se. However, FatWire
recommends that you keep this property set to t r ue on all systemsto ensure that site
development is designed to work with security enabled.

When planning security measures for your system, examine the list of default ACLs (they
are described in Chapter 2, “User Management”), and determine whether you need
additional ACLs. You might need to create an ACL with a different combination of
permissions than any of the system ACLs provideif your developers plan to create new
tables or to make additions to the user interface.
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Note

Under no circumstances should you modify a system default ACL or
modify the ACL s assighed to a Content Server system table or a CSEE
content application table.

DefaultReader, secure.CatalogManager, and secure.TreeManager

Content Server and the CSEE content applications are delivered with several default user
accounts, one of which is named DefaultReader. Because anyone who visits a site hosted
by Content Server must have a Content Server user identity, the DefaultReader user is
assigned to any unidentified (unauthorized) visitor.

The DefaultReader user account has one ACL: Browser. Because many of the Content
Server database tables have the Browser ACL assigned to them, this means that someone
could log into a Content Server database as DefaultReader using Content Server Explorer
and examine information about your system (although they cannot write to any tables as
this user).

To prevent someone from using the DefaultReader user account to see tablesin your
Content Server database, set the following propertiesin thef ut ur et ense. i ni fileto
true:

e secure. Cat al ogManager
e secure. TreeManager

When these properties are set to t r ue, the DefaultReader user cannot access the
CatalogManager and TreeManager servlets—not even for read-only data.

BlobServer and Security

When you want to implement security for your blobs you must enable the security feature
for the BlobServer servlet. You do this by setting the bs. securi t y parameter in the
futuretense.ini filetotrue.

Whenbs. securit y=t r ue, BlobServer refuses to serve a blob unless the URL for the
blob contains evidence that the person requesting it has been authenticated asavalid user.
What evidence? A valuein the URL from the csbl obi d parameter whose value matches
asession variable named csbl obi d. Therefore, when BlobServer security is enabled,
your developers must code links to blobs differently than usual.

For information about how those links should be coded, see the CSEE Developer’s Guide.

Security Goals
Typically, you have a different set of security goals for each of your CSEE systems: the
development, management, and delivery systems.

Security Goals for the Development System

Even though development systems are typically behind firewalls, you should implement
the same security configuration on the development system that will be in place on the
system the developers are designing for (management or delivery). Why? To be sure that
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the code will work properly on the target system, because the same conditions exist on
both systems:

*  When you plan to use BlobServer security on the delivery system, templates that
create URL s for blobs must be coded differently. Therefore, you must enable
BlobServer security on the development system as well.

« If your online site will require that visitorsidentify themselves, you must have the
same security configuration in place on the devel opment system that you will use on
the delivery system.

Security Goals for the Management System
Security on the management system encompasses two main concepts:
» Ensuring that only valid CSEE users can access the system (described in this chapter).

e Ensuring that those valid users can access only the functions that are appropriate for
them. For information, see Chapter 2, “User Management.”

Security Goals for the Delivery System

The precautions that you take on the delivery system are more stringent by nature because
when you deliver a site to the public, you must ensure that while visitors can access the
content on your site, hackers cannot access areas that you do not want made public.

When you configure your delivery system, you disable the Content Server user interface
to prevent anyone from adding assets or code through CS-Direct or with any of the
developer tools. Additionally, you restrict access to some of the Content Server servlets.

Implementing Security

This section describes the steps you must take to configure the security measures you have
decided to implement: setting properties, changing passwords for default user accounts,
mapping URLs for specific Content Server servlets, and disabling certain parts of the
applications on the delivery system.

Each section states which steps should be performed on which system or systems.

Properties That Configure Security Settings

This section describes how to configure the propertiesin the f ut ur et ense. i ni filethat
implement various kinds of security.

For All Systems

Use the Property Editor to open thef ut ur et ense. i ni file and verify that the following
propertiesare settot r ue:

e cCcc.security
e security.checkpagel ets
e es.security
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Note

Thees. security property is present for backward
compatibility. When it isset tot r ue, any requests that are sent to
the EvalServer servlet are immediately routed to the
ContentServer servlet, which then checks the ACLs of the user
making the request.

Alwayssetes. security totrue.

e secure. Cat al ogManager
e secure. TreeManager

If you plan to use BlobServer security, set the following property tot r ue:
bs. security

To ensure that the session timeout value is appropriate for each system, set the following
property, aswell:

cs. ti neout

On the development and management systems, set the timeout value for as long as you
think that you safely can. On the delivery system, set the timeout value for as short atime
as you can without frustrating your visitors.

For the Delivery System

In addition to the properties described in the preceding section, there is one more property
to specify for the delivery system: cs. wr apper.

“Wrappers’ are the static HTML fileslocated in the f ut ur et ense_cs directory on the
web server. Also included in that directory is asubdirectory named Dev, which you should
remove from your ddlivery system.

However, if you decide to remove the entire f ut ur et ense_cs directory from the web
server on the delivery system, you must set thecs. wr apper property tof al se.

For more information, see “ CSEE Forms and Pages (Delivery System Only)” on page 59.

Users and Passwords

Be sure that the default user accounts were made secure after CSEE was installed on all
systems.

For All Systems
Complete the following steps on all systems—devel opment, management, and delivery:

» Change the default password for the admin user account (User s node under Content
Server Management Tools on the Admin tab in the Content Server interface).

e If the Content Server user that was created during the installation is named
Cont ent Ser ver, verify that its password isnhot Fut ur eTense. If the password is
Fut ur eTense, change it (Users node under Content Server M anagement Toolson
the Admin tab in the Content Server interface).

¢ Changethe default administrator username/password for your database user accounts.
Note that you must also modify thecs. pri vpassword andcs. pri vuser
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properties on the Database tab of thef ut ur et ense. i ni file to match the new
username/password.

» Change the default administrator username/password for your application server.
» Change the default administrator username/password for your web server.

» If you have the sample sitesinstalled, a mirror user was created for the Mirror to
Server publishing method (name: mirroruser; password: mirroruser). Change the
password for this user.

e For any user accounts that have the SiteGod ACL, change the password frequently
(Users node under Content Server M anagement Tools on the Admin tab in the
Content Server interface). Handle any user account that has the SiteGod ACL as you
would the UNIX r oot user.

Note
Do not change the default password for the DefaultReader user account.

For the Management and Delivery Systems

Itisbestif the sample sites (HelloAssetWorld, Burlington Financial, and GE Lighting) are
not installed on either the management or delivery systems.

If any of the sample sites were installed on such a system, delete all the sample users
including editor, but do not delete the xceleditor ACL and do not delete the admin user.
Additionally, change the password for the mirroruser user.

For the Delivery System

Do not assign the xceleditor ACL to any user on the delivery system other than the system
administrator of that system. This ACL allows access to the CSEE content applications
installed on that system.

URLs and the Web Server (Delivery System Only)

On the web server of the delivery system, be sure to give access to the following Content
Server servlets only. How? By mapping only their URL s to the application server:

¢ ContentServer
» BlobServer

o Satellite

e CookieServer

Do not map URL s to the application server for any of the other Content Server servlets.
Instead, map the URLSs for the following servlets to an error page such as the “404 Not
Found” page:

e HelloCS

e CatalogManager
e TreeManager

» EvaServer

e DebugServer
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* CacheServer

CSEE Forms and Pages (Delivery System Only)

On the delivery system, be sure to disable or completely remove the following pieces of
the CSEE applications:

« Removethef ut ur et ense_cs/ Dev directory from the web server. This directory
holds forms that are useful for developers, which means that you do not want them on
your delivery system.

Note

Do not remove this directory from the application server. Remove
it from the web server only.

You can optionally remove the entire f ut ur et ense_cs directory from the web
server. (Do not remove it from the application server.) If you do, be sure to set the
cs. wr apper property inthef ut ur et ense. i ni filetof al se (thewrappersarethe
static HTML files from that folder). If you forget, visitors on the site will see “404
Page Not Found” rather than some of the system error messages.

» GotoSiteCatal og/ Openhar ket / Xcel er at e/ Ul Fr amewor k and rename all of
the pages. At the very least, rename Logi nPage and Logi nPost

Testing Security

After you have implemented your security measures, test your systems.

Security Tests for All Systems

Complete the following steps on your devel opment, management, and delivery systems:

1. Trytologin to the database with Content Server Explorer using the default user
accounts:

DefaultReader

If you can log in using SoneReader asthe password, the

secur e. Cat al ogManager and secur e. Tr eeManager propertiesare set to
f al se. Changethemtot r ue.

ContentServer

If you can log in using Fut ur eTense as the password, change the password
immediately.

editor

If you canlogin using xcel edi t or asthe password, change the password
immediately.

admin

If you canlogin using xcel adni n asthe password, change the password
immediately.

2. Verify that the sample site users do not exist on the management or delivery systems.
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Verify that you cannot log in as ContentServer/FutureTense using a Catal ogM anager
URL:

http://servernane/ pat hToservl et/
Cat al ogManager ?f t cnd=l ogi n&user nane=Cont ent Ser ver &asswor d=Fut u
reTense

Verify that you cannot flush the entire cache as ContentServer/FutureTense using a
CacheServer URL:

http://servernane/ pat hToservl et/
CacheSer ver ?al | =t r ue&aut huser nane=Cont ent Ser ver &ut hpasswor d=Fu
tureTense

Verify that you cannot log into the application server as the default administrator user.
Verify that you cannot log into the database as the default administrator user.
Verify that you cannot log into the web server as the default administrator user.

Additional Security Tests for the Delivery System

In addition to the preceding six steps, complete the following tasks to test your security
setup on the delivery system:

1.

2.

3.

Verify that you removed the developer forms from the web server:

http://yourhost/futuretense_cs/ Dev

If thef uturetense_cs directory ispresent, deleteit and then set the
cs. wr apper property to false.

Verify that you cannot log in to CS-Direct:
http: //yourhost/ Xcel er at e/ Logi nPage. ht m
If you can log in, change the names of the Logi nPage and Logi nPost pages.

Verify that you mapped URLsfor all servlets other than ContentServer, BlobServer,
CookieServer, and Satellite to display a“404 Page Not Found” message. If you can
send arequest to any other servlet, you should map that URL to an error page
immediately.
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Section 3
Site Configuration

This section describes how to set up your CSEE sites—how to create and configure
them—and how to manage assets through workflow.

It contains the following chapters:

e Chapter 4, “Sites, Start Menu, and Tree Tabs’
e Chapter 5, “Workflow”

e Chapter 6, “Sample Sites and Configuration”
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Chapter 4
Sites, Start Menu, and Tree Tabs

In the CSEE content applications (CS-Direct, CS-Direct Advantage, and CS-Engage), a
“site” isan object that administrators use to manage or control access to assets and that
developers use as a design aid in the Content Server interface. The Burlington Financial
sample siteis such asite. So are the Hello Asset World and GE Lighting sample sites.

After you create your site (or sites), you use the Start Menu and tree tabs to further manage
user access to assets in those sites.

This chapter contains the following sections:
e Overview

« Managing CSEE Sites

e Configuring Asset Typesfor Sites

» Configuring the Tree

¢ Configuring Other Asset Type Details
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Overview

A CSEE siteis an object that helps you design and organize the online site that you are
delivering from your CSEE delivery system. You also use a site as an access control tool
on the management system. A CSEE site represents your online site.

Using Sites to Control Access

You use sites to control or restrict the content providers who have access to your assets
and asset types on the management system. Asset types and their subtypes, start menu
items, workflow processes, tree tabs, and saved searches are all associated with specific
sites. which means that access on a CSEE management system is controlled through sites
(in addition to ACLs and users, that is).

Additionally, you can share individual assets between CSEE sites (providing that those
sites have that asset type enabled and they have a common set of users that work in both
sites). Even if an asset type is enabled through start menu items and so on, an individual
asset created in one site is not available in another unlessit has been shared to the other
site.

Using Sites to Design an Online Site

You use sites to help design the layout of and arrange the content that is displayed on the
online site represented by the CSEE site. The developers use the Site Plan tab to create a
design framework for the online site. Each CSEE site has a separate site plan, which is
storedinthe Si t ePl anTr ee table.

Sites

CSEE sites represent real, online sites. However, they can represent those online sitesin
any number of ways, depending on what makes sense for your implementation. For
example:

* One CSEE site can represent one complete online (public) site.

e Severa CSEE sites can represent separate sections of one large online site. For
example, with a catal og, perhaps people who do the data entry for household goods
never do data entry for yard goods so there are separate sites that represent those areas.
And, in apublication example, perhaps sports writers have a separate site that
represents the sports news section and the financia writers have a separate site that
represents the financial news section.

When you log in to Content Server running any of the CSEE content applications, you are
logging in to a CSEE site. If you have access to more than one site, the first decision that
you make after logging in iswhich site you want to work on. From that point on, all of the
tasks that you complete are completed in the context of that site (until you switch sites).

Note

The Admin tab is not site-specific. That is, no matter which site you log
in to, the tasks that you perform with the Admin tab affect al the siteson
the CSEE system.
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Because CSEE sites cover both design issues and access issues, you must work with your
site devel opers when determining how to use CSEE sites and how many sites you need for
your system.

After you determine how many CSEE sites you need for both design and access control
reasons on your management system, you create the appropriate CSEE sites and enable
the appropriate asset types for those sites on all of your systems. Part of the process of
enabling the asset types is creating start menu items that determine which users can
create assets of those types. Then, on your development and management systems, you
configure which content providers and other users have access to which sites.

To create CSEE sites, you use the Site option on the Admin tab. To configure them, you
can use either the Admin tab or the Site Admin tab.

Start Menu Items

Sart Menu items are the links from the form that is displayed when you click the New
button in the Content Server interface and the links from the form that is displayed when
you click the Sear ch button. You use them to create new assets or search for existing ones.

You configure the start menu items to determine the following about the new assets that
are created with them:

« Which roles have access to the start menu item. Specifying roles controls which
content providers can create or search for assets of this type.

» Field/ivalue pairs. You can supply values for certain fields so that those fields are
automatically filled in whenever a content provider creates a new asset with the
shortcut.

For example, for basic assets, it might be useful to have the start menu item set a pre-
determined value for the Template, Category, Subtype, or Source field (or some
combination). If your basic assets have named associations that can be different based
on the subtype of the asset, be sure to create start menu items that set a subtype for
new assets so that the only the appropriate named associations appear in the New
form.

For flex assets, it is useful to have start menu items that set the flex definition for new
flex assets so the content providers have fewer steps.

« Which workflow processto assign by default to new assets created with the start menu
item and the users who participate in that workflow process. Note that if you are
upgrading from aversion of CS-Direct previousto 4.0, this functionality replacesthe
default workflow property.

Start menu items also determine which options are available for an asset type that is listed
on atreetab. If an asset typeis displayed on atree tab, but there is no start menu item
created for it, the options listed in the right-mouse menu for the asset type are Refresh,
Edit, and I nspect only. To have the New option included in the right-mouse menu, there
must be a New start menu item created for it.

For Different Kinds of Users

If you have different groups of content providers who create different kinds of content,
you could create start menu items for each type.

For example, suppose that you have a group of writers who create business articles. You
could create a start menu item that creates anew article, setsthe Category to Business, sets
the template to the correct template for articles on the business page, and placesitin a
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workflow for business articles. Additionally, if you create arole for business writers, you
can configure the start menu item so that only the users with the business writer role can
use this start menu item.

For Flex Assets
For flex assets, you can set the definition of aflex asset with the start menu item.

For example, suppose that your public site were a catalog of household goods and that
your flex assets were products. You could create a start menu item named “ Toaster” that
sets the product definition to “toaster” for new toaster products, a start menu item named
“glassware’ that sets the appropriate product definition for new glassware products, and
so on. A start menu item that sets the flex definition in thisway eiminates a step for your
content providers, thereby reducing the chance that they will select the wrong definition
by mistake.

Tree Tabs

A treetab is atab that appearsin the tree area of the Content Server interface. Accessto
tree tabs is controlled through roles—you assign roles to tree tabs.

There are several default tree tabs:

» ActiveList —displaysthe assetsthat you selected and placed on your Active List. All
users see this tab as soon as they use the M oveto Active List button to place an asset
on their active list.

e Admin — displays the administrative functions that affect all of the CSEE sitesin the
system. By default, only users with the default system role named General Admin have
access to this tab.

» History —displaysthe assets that you worked with during the current session. All
users see this tab as soon as they create, inspect, edit, or copy their first asset.

* Marketing — provides access to the following CS-Engage asset types: promation,
segment, recommendation.

* Query — provides access to the query asset type. You can run queries and see their
results on the tab.

» Site Admin — holds a subset of the administrative functions that apply only to the
CSEE site that you are currently logged in to. By default, only users with the default
system role named SiteAdmin have accessto this tab. Thistab is useful if you have
individuals who manage which existing users have access to individual CSEE sites,
but who do not need to create new users or new sites.

» Site Plan —displays agraphical and hierarchical representation of the pages,
collections, queries, and content assets that make up the online site that you are
making available on the delivery system. By default, all of the sample site roles and
system default roles grant access to this tab.

*  Workflow —hasthe workflow configuration functions. By default, only users with the
Workflow Admin role have access to this tab.

You can create new tree tabs that give your users another method of creating or editing
assets of specific types (in addition to the start menu lists, that is.)

For example, the Design tab in the GE Lighting sample site gives users with the Designer
role access to attribute editors, product definitions, and so on. The HelloContent tab in the
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HelloA ssetWorld sample site gives users with the HelloAuthor, HelloEditor, and
HelloDesigner roles access to HelloArticles and Hellolmages.

When you create anew site, CS-Direct adds that site to the list of sitesthat are enabled for
all the tree tabs. However, the roles that create for your site cannot be automatically
assigned to a tab—you must specify which tabs anew role has access to.

Summary of Site Configuration

To create anew site and configureit includes severa steps, not all of which areincludedin
this chapter. These are the basic steps for creating and configuring a new site:

1. Createthe site. See “Managing CSEE Sites’ on page 67.
2. Create the usersfor the site. See Chapter 2, “User Management.”

3. Createtherolesthat the users will fulfill for the site. See Chapter 2, “User
Management.”

4. Create workflow processes for the asset types that will use workflow. See Chapter 5,
“Workflow.”

5. At some point, your developers need to create the asset types for your sites. For
information, see the CSEE Developer’s Guide.

6. Enable and configure the asset types that are to be used on the site. See “Enabling an
Asset Type for a Site” on page 69

Configuring an asset type includes creating Start Menu items so the asset types are
accessible and, perhaps, creating tree tabs that also provide access to the asset types.
See “Creating Start Menu Items for Asset Types’ on page 71 and “ Configuring the
Tree” on page 76.

7. Enable the appropriate users for the site by assigning roles to them. See Chapter 2,
“User Management.”

8. Configure your publishing destinations so that users can approve their assets. See
Chapter 8, “Managing the CSEE Publishing System.”

See also “Troubleshooting” on page 249.

Managing CSEE Sites

This section presents the basic procedures for creating and deleting your CSEE sites. Note
that although you can edit the description of a site, you cannot change the name of a site
after you have created it.

Creating a Site

A site definition consists of a name and a description. To create a site, complete the
following steps:

1. Inthe Content Server interface, select the Admin tab and expand Sites. (Thisfunction
is not available on the Site Admin tab.)
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2.

Adrmin | \whark flow

Bt Sites

- el Add New
ﬁ BurlingtonFinancial
B-fa} GE Lighting
B2 Hellotssetwiord

Select Add New.
The Add New Site form appears.

Add New Site

*Name: I

*Description: I

(Cancel | [ Add Site )

Click in the Name field and enter a unique name of up to 255 characters.

Note

Be certain that you have entered the name of the site properly.
Although you can edit the description of asite, you cannot rename
it.

Click inthe Description field and enter the name of the site as you want it to appear in
the Content Server interface (you can use up to 64 characters). Thisisthe text that is
used in site lists throughout the user interface.

Click Add.
CS-Direct creates the site.

Note that this procedure only creates the site.

To make the site usable, you must configure the asset types for the site and assign
roles to the appropriate users. If you plan to use the workflow feature, you should
create those processes as well.

To copy or migrate the site to another CSEE system, you use the Mirror to Server
publishing method. See “ Troubleshooting” on page 249.

Editing a Site Description

The only part of asite definition that you can change is the description. To change the
name of asite, you must delete it and create a new one with the correct name.

To edit a site description, complete the following steps:

1.
2.

In the Content Server interface, select the Admin tab and expand Sites.
Select the site that you want to change.
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3. Click Edit.
4. Inthe Edit form, click in the Description field and make the appropriate changes.
5. Click Save.

Deleting a Site

When you delete asite, not only isthe site and any configuration information specified for
the site del eted—any assets that were created for the site and are not shared with any other
sites become inaccessible. Therefore, before deleting a site, be sure that you have shared
any assets that you need to keep.

To delete a site, compl ete the following steps.
1. Inthe Content Server interface, select the Admin tab and expand Sites.

2. Select the site that you want to delete. If you want to select a newly created site that
does not appear on the tree yet, refresh the tree.

3. Click Delete.

The system displays a confirmation message.
4. Click OK.

Configuring Asset Types for Sites

To configure the asset types for a site, you enable the asset types and then create start
menu items for them. Before creating the start menu items, however, first you must enable
the asset types for the site.

Enabling an Asset Type for a Site

This procedure describes how to enable an asset type for use within the Content Server
interface. Enabling an asset type so that it is available within Microsoft Word on the
Content Server toolbar is described in “ Configuring the Word Asset Types for CS-
Desktop” on page 172.

To add an asset type to the list of those available for a site, complete the following steps:
1. Inthe Content Server interface, do one of the following:

- If you have the Site Admin role, but not the GeneralAdmin role, select the Site
Admin tab.

- If you have the Genera Admin role, select the Admin tab, expand the Sites
option, and then expand the site that you want to enable asset types for.

2. Select Asset Types> Enable.
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The Enable Asset Types form appears. It displays all the asset types that exist on this
system that have not yet been enabled for this site:

Enable Asset Types! HelloAssetworld

U —

Name: HelloAssetwaorld

Description: Hello Asset warld

Publication ID: 1024593690882

Enable Asset Types: B Description
[T Article Article
[ aarticles Article (Flex)
[T atrTypes Attribute Editor
[T cattributes Content Attribute
[ cContentTrmpls Content Definition
[T ContentGroups Content Parent
[T CGroupTmpls Content Parent Definition
[ Image Image
[T almages Irmage (Flex)
[T ImageFile ImageFile
[T Link Link
[T Linkset Linkset
[T pattributes Product Attribute
[T ProductTropls Product Definition
[T ProductGroups  Product Parent
[T PGroupTmpls Product Parent Definition
[T Products Products
[T stylesheet StyleSheet

[ Cancel J [ Enable Asset Types ]

3. Select the asset types that you want to enable for this site.
4. Click Enable Asset Types.

Now the asset types are enabled for the site, but no one can create assets of these types
until you create Start Menu items for them. Continue to “ Creating Start Menu Items for
Asset Types’ on page 71.

Removing an Asset Type from the Site

To remove an asset type from the list of those available at the selected site, complete the
following steps:

1. Inthe Content Server interface, do one of the following:

- If you have the Site Admin role, but not the General Admin role, select the Site
Admin tab.

- If you have the Genera Admin role, select the Admin tab, expand the Sites
option, and then expand the site you want to disable asset types for.

2. Select Asset Types> Disable.
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The Disable Asset Typesform appears. It displays the asset types that have been

added for this site:
Disable Asset Types! HelloAssetWorld
smm————————o o]
Name: HelloAssetwaorld
Description: Hella Asset Wwarld
Publication ID: 1024593690882

Disable Asset Types: Nane Description

[ CSElerment CSElement
[ Collection Collection

[T Helloarticle  HelloArticle

[ HelloImage HelloImage

r Fage Page
r Query Query
[ siteEntry SiteEntry

[T styleSheet  StyleShest
[ Template Termplate

[ Cancel ] [ Disable Asset Types ]

3. Select the asset types that you want to remove.
4. Click Disable.

Note

If there are start menu items or workflow processes that apply to an asset
type that you disabled for a site, be sure to edit the start menu item or
workflow process so that it reflects the change as well.

Creating Start Menu Items for Asset Types

When you create a start menu item, you specify the sitestheitem isfor and you specify the
roles at those sites that are allowed to create or search for assets of those types. In other
words, start menu items determine which users can create and search for assets of specific
types on a specific site.

There are four kinds of start menu items:

» New —createsalink for the asset type on thelist that is displayed when you click the
New button located in the button bar at the top of the Content Server interface. If you
do not create New items for the asset types that are enabled for a site, no one can
create assets of those types.

e Search —createsalink for the asset type on the list that is displayed when you click
the Sear ch button located in the button bar at the top of the Content Server interface.
If you do not create Sear ch items for the assets that are enabled for a site, no one can
search for assets of those types.
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CS-Desktop —makes the asset type available to content providers who use the CS-
Desktop interface instead of the Content Server interface. For information about
creating CS-Desktop start menu items, see “ Configuring the Word Asset Types for
CS-Desktop” on page 172.

CS-DocLink — makes the asset type available to content providers who use the CS-
DocLink interface instead of the Content Server interface. For information about
creating CS-DocLink start menu items, see “ Configuring the CS-DocLink Asset
Types’ on page 179.

Creating Start Menu Items for the New List
Before you begin creating start menu items, note the following:

Be sureto create start menu items for only the asset types that are enabled for that site.

If you want to specify a default workflow process, you should create the workflow
process first. For information about workflow, see Chapter 5, “Workflow.”

Talk to your developersto find out which fields are used by queries, collections, or
other design elements for the online site. That way, you can be sure to specify default
values for those fields.

Talk to your developersto find out which templates are appropriate for the various
subtypes of asset types that you are creating start menu items for.

You cannot set values for the following kinds of fields:

- Anupload field or any field that writes datato a URL column.
- Datefields

- Fieldsthat accept more than one value.

- Association fields.

- Flex attribute fields for flex and flex parent assets.

To create a start menu item for the New list, complete the following steps:

1.

In the Content Server interface, select the Admin tab. (Thisfeatureis not available on
the Site Admin tab.)

Select Asset Types> Asset Type > Sart Menu, where Asset Type is the asset type
that you want to create the item for.

Click Add New.
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The New Start Menu Item form appears:

Start Menu

-

*MName: I

Description: I

Type: e -
Asset Type: HelloIrmage

Default Values Fisld: [alttext -

Ualue:l[\falue]

D remove [

*Sites: Any
HelloAs=et'World

ButlingtonFinancial
GE Lighting

*Roles: Any -]

Analyst
Approver
Author
Checker
Designer
Editar

Expert |

Workflow Process: [ galect Workflow...

Click in the Name field and enter the name of the item using up to 64 characters.
Although it is not required, it is agood idea to start the name with the word “New”

(for example, “New Article” or “New Template”). Thisis the name that is displayed
on the New list.

Click in the Description field and enter a short description using up to 255 characters.
In the Typefield, select New.
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7. (Optiond) If you want field values to be set automatically when a content provider
creates an asset with this start menu item, compl ete these steps:

a. Select afield from the Field drop-down list. Thislist displays al the fields for
assets of thistype; for example, Category, Source, Template, and so on.

Note

For flex assets, the field named TemplateChosen refersto the
definition for the asset.

* |f you are creating a start menu for aflex parent,
TemplateChosen means the name of the parent definition
asset.

 If you are creating a start menu for aflex asset,
TemplateChosen means the name of the flex definition.

b. Click inthe Valuefield and enter the vaue. Note the following about this field:
All values are case-sensitive.

CS-Direct does not validate the value against the field that you are setting it for.
Therefore, you must be sure that an appropriate value is entered for the field. For
example, the value for the TemplateChosen field must be the name of avalid flex
parent definition or flex asset definition.

If you are setting avalue for the Category field, use the category code rather than
the name.

Note that when you set afield value through a start menu item, the field does not
become aread-only field. That is, no matter what you set the value to in the start

menu form, the content provider who creates an asset with the start menu item can
override that value. These values are for convenience only.

There are two exceptions:

First, the TemplateChosen field for flex assets. If the start menu item setsthe flex
definition for aflex asset or the flex parent definition for aflex parent asset, the
user cannot change that definition.

Second, the Subtype field for the template asset. If the start menu item setsthe
subtype for atemplate, the user cannot change that subtype.

8. IntheRolesfield, select all the roles that can have access to the start menu item. Use
Ctrl + click to select more than onerole.

Note

If you are assigning a default workflow with this start menu item,
theroles that you select in this step must match the roles that are
authorized for the start step in the workflow process.

9. Inthe Sitesfield, select which sites can use this start menu item. Use Ctrl + click to
select more than one site.
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10. (Optional) To configure workflow process details for assets created with this start

menu item, complete the following steps:

a. Click Select Workflow.

b. Inthe Select Workflow form, select the appropriate workflow process from the
drop-down list and then click Select Workflow.

c. Inthe Set Participantsform, select at least one user for each role that appears and
then click Set Participants.

d. Click Continue.

The system saves the workflow information and displays the Start Menu form
again.

11. Inthe Sart Menu form, click Save.

Creating Start Menu Items for the Search List
To create a start menu item for the Search list, complete the following steps:

1.
2.

9.

In the Content Server interface, select the Admin tab.

Select Asset Types > Asset Type > Sart Menu, where Asset Type is the asset type
that you want to create the item for.

Click Add New.
The New Start Menu Item form appears.

Click in the Name field and enter the name of the item, using up to 64 characters.
Although it is not required, it is agood ideato start the name with the word “ Find”
(for example, “Find Article” or “Find Template’). Thisis the name that is displayed
on the Search list.

Click in the Description field and enter a short description for the start menu item.
In the Typefield, select Search.

In the Rolesfield, select all the roles that can have access to the start menu item. Use
Ctrl + click to select more than one role.

In the Sites field, select which sites can use this start menu item. Use Ctrl + click to
select more than one site.

Click Save.

Displaying a List of All Start Menu Items

In addition to the individual start menu nodes that appear for each of the asset types that
exist on your CSEE system, thereis atop-level Sart M enu node on the Admin tab. Use
this node when you want to see alist of all the start menu items in the system.

Additionally, thereisalink to thelist of all the start menu items from the I nspect form for
any individual start menu item.
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Configuring the Tree
You can configure the tree that is displayed in the | eft side of the Content Server interface
in three ways:

« You can configure the tabs themselves, adding items or functionality to them, and
determining which users have access to them based on their roles.

* You can determine whether the tree appears in the main window by default.
* You can specify the number of itemsthat are displayed under a node on a tree tab.
There are three general categories of tree tabs.

e System default tabs that provide administrative functionality (Admin, Site Admin,
Workflow) and access to individual assets (History, Active List, Site Plan).

e Tabsthat you create to make it more convenient for usersin different roles to create
the most commonly used asset types.

e Tabsthat your developers design to offer customized behavior or new functionality.

Note

The Workflow Groupstab is a hybrid between a system default and a
custom tab. Although it is not installed by default and you must create it
to useit, the element that providesitslogic isinstalled. That is, while you
must manually create thistab, your developers do not have to code a new
element for you.

This section describes how to add roles to the system default tabs, how to create basic tree

tabs that provide access to asset types, and how to configure whether the tree is displayed
by default.

For information about creating custom tree tabs that implement new functionality, see the
section called “Management System Features’ in the CSEE Developer’s Guide.
Creating Tree Tabs

To create a new tree tab, complete the following steps:
1. Inthe Content Server interface, select Admin > Tree.
CS-Direct displays alist of the tabs.
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Tree Tabs
Tooltip
@ & [ site Plan Site Plan Tab
@ # T admin Adrinistrative Functions
@ # T site Admin Site Administration
3 ﬁ' orkflow Workflow Administration
@ # M Active List Active List
(EA ﬁfl' Query Juery Tab
I & ﬁﬁ' Design adrinistrative Assets
3 # M Hello Content  Hello Content
3 & ﬁ' Hello Design Hello Design
1 & ﬁ Product Product Catalog
@ # T Content Content Catalog

[Add New Tree Tab J [ Order Tree Tabs ]

2. IntheTree Tabsform, click Add New Tree Tab.

Add Mew Tree Tab

*Title: I

Tooltip: I
*Sites:
utlingtanFir
iE Lighting
*Required
Roles:

Tab Contents: . . Selected

Aricle j

Article (Flex) Display
Adtribute Editor Order:
CSElement

Caollection

Content Attribute

Content Definition

Content Parent |

B Add Selected Items | | Remove [

Choose the tab contents from above andfor make a new section with a
custom element

Section Name: I[New Section Name]

Elernent Marne: |OpenMarketﬁ..j..j[Element]

Ll Add New Section |
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Click inthe Title field and enter a short, descriptive name of up to 64 characters.

Click in the Tooltip field and enter a short, descriptive phrase using up to 255
characters. This phrase is displayed when the mouse hovers over the tab in the tree.

In the Sitefield, select the sites that will display the tab.
In the Required Rolesfield, select which roles can access the tab.

In the Tab Contentsfield, select the asset types that will be displayed on the tab and
then click Add Selected Items.

(Optiona) If you want to add custom functionality to thistab, use the Section Name
and Element Name fields at the bottom of the form. You need help from your
developersfor this step. See the CSEE Developer’s Guide for more information.

Click Save.

Creating the Workflow Groups Tab

The Workflow Groups tab displays the workflow groups that exist for asite and the assets
that areincluded in those groups. For information about workflow groups, see “Workflow
Groups’ on page 88. Thistab does not appear by default. If you want to use it, you must
createit.

To create the Workflow Groups tab, compl ete the following steps:

1.

In the Content Server interface, select Admin > Tree.
CS-Direct displays alist of the tabs.
Inthe Tree Tabsform, click Add New Tree Tab.

Click inthe Title field and enter a short, descriptive name of up to 64 characters. For
example: Groups

Click in the Tooltip field and enter a short, descriptive phrase using up to 255
characters. For example: Workflow Groups.

In the Sitefield, select the sites that will display the tab.
In the Required Rolesfield, select which roles can access the tab.

In the Tab Contents area, scroll down to the section area. In the Section Name field,
enter the following name exactly asit appears here: Gr oups.

In the Element Name field, enter the following name exactly asit appears here:
Openhar ket / Gat or / Ul Fr amewor k/ LoadWor kf | owGr oups

Click Add New Section.
Theword “Groups’ appearsin the Selected column.

10. Click Save.
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Editing Tree Tabs

After you createrolesfor your CSEE sites, you must edit the following system default tabs
to add your roles so that your users have access to them:

e SitePlan

e History

e ActivelList

To edit atree tab, complete the following steps:

1. Inthe Content Server interface, select Admin tab > Tree.

2. Inthetreetab list, click the Edit icon for the tab that you want to edit.

3. Inthe Edit Tree Tab form, make the necessary changes. For example, select your
roles from the Roleslist.

4. Click Save.
Be sureto add your roles to dl of the default, system tabs so that your users have access.

Deleting Tree Tabs
To delete atree tab, compl ete the following steps:
1. Inthe Content Server interface, select Admin tab > Tree.
2. Inthetreetab list, click the Delete icon for the tab that you want to edit.
The system displays a confirmation message.
3. Click Delete Tree Tab.

Changing the Sort Order of the Tree Tabs

You can change the order in which the tree tabs are displayed. To change their order,
complete the following steps:

1. Inthe Content Server interface, select Admin > Tree.
2. At the bottom of thelist of treetabs, click Order Tree Tabs.
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CS-Direct displays aform like this one:

Order Tree Tabs

[P ———
Tab Order: e Plan |

Adrmin
Site Admin
W orkflow
Active List

QUE_W Display
Design Order:

Hello Content

Hello Design

Product

Content

3. Sdect atab from thelist and then use the arrow buttons to move the tab to the correct

position.
4. Repeat step 3 for each tab that you want to reposition.
5. Click Save.

Configuring the Number of Items Displayed Under Nodes on

Tabs

When your database holds many assets of any onetype, it can take along time for atree
tab to load all of those assets and to then display their names under a node on atab. For
this reason, you can limit the number of items that are displayed under the nodes. Then,
when the number of assets or other items for a node exceeds that number, the Content
Server interface prompts the user to enter search criteriathat restricts the number of items.

For example, suppose that the tree is configured to limit the items displayed under an
individual node to 100, there are more than 300 articles, and a user expands a hode icon
that represents the articles. At that point, the Content Server interface displays a small
search criteria form that prompts the user to enter criteriathat CS-Direct usesto limit the
number of article assets that it returns.

To configure the number of itemsthat the tree displays for anode, compl ete the following
steps:

1. Start the Property Editor and open thef ut ur et ense_xcel . i ni file.
2. Select the Preference tab.

3. Sdlectthexcel erate. t reeMaxNodes property and specify avalue for it. By
default, this property is set to 100, which means that up to 100 items can be displayed
under a node.

4. Select File > Save.
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5. Select File> Close.
6. Stop and restart the application server.

Configuring Whether the Tree Is Displayed by Default

Any user can toggle the tree on and off whenever they need more space in the main
window to display the assets that they are working on.

If you want, you can configure your CSEE system so that the tree istoggled off by default
when usersfirst log in to the system. You can also control whether users are allowed to
toggle the tree back on.

The CS-Direct features for working with assets are available in right-mouse menus on the
tabs as well as through the icons at the top of the window and the action bars displayed in
the New, Edit, and I nspect formsfor individual assets. Therefore, it is not necessary to
display the tree for content providers. However, because the administrative functions are
available only through the Admin, Site Plan, and Wor kflow tabs, administrative users
must always have access to the tree.

To configure whether the tree is displayed and who can toggle the tree on (if you have
decided to suppress it), complete the following steps.

1. Start the Property Editor and open thef ut ur et ense_xcel . i ni file.
2. Select the Preference tab.

3. To specify that the tree should be toggled off by default when usersfirst login to the
Content Server interface, set the value of the xcel er at e. showSi t eTr ee valueto
fal se.

4. (Optional) To configure the system so that only administrative users (that is, users
who have the xceladmin ACL assigned to their user accounts) are allowed to toggle
the tree back on, setthexcel erate. restrict SiteTree property tot r ue.

5. Select File> Save.
6. Select File> Close.
7. Stop and restart the application server.
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Configuring Other Asset Type Detalils

There are several other items that configure asset types on the Admin tab that
administrators typically do not manage. These items contribute to the design and

implementation of the asset types, which means that they are typically used by the
developers.

However, after an asset type is designed and installed, you might be asked to maintain the
following items.

sources
categories
subtypes
associations
mimetypes

For information about these items and procedures for creating and editing them, see the
section called “Data Design” in the CSEE Developer’s Guide.

82



Chapter 5
Workflow

Workflow is afeature provided by CS-Direct that you use to manage the work on an asset
when more than one person participatesin its creation. For example, if assets of a certain
type must be reviewed by an editor or alegal representative before it can be approved for

publishing, the workflow feature can route those assets to the appropriate people at the
appropriate time.

This chapter contains the following sections:
e Overview

e Planning Your Workflow Processes

e Sample Site Workflow Processes

» Configuring Your Workflow Processes

e Moving Your Work

* Clearing Workflow Assignments
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Overview

The end goal for any asset isfor it to be published. Before an asset can be published, it
must be approved for publishing. The workflow feature routes assets through whatever
series of tasks you deem necessary in awor kflow process that ushers assets from creation
to approval.

You can configure aworkflow process with as many or as few tasks as necessary to reflect
the way the work at your organization is accomplished. You can configure e-mail
messages that CS-Direct sends to notify people when assets are assigned to them and to
remind them that a deadline is approaching or has been missed.

Because there are so many configuration possibilities, it istypical to create a separate
workflow process for each asset type that you plan to use workflow with rather than
attempt to create one process for more than one asset type.

Workflow Participants

When you begin creating aworkflow process, the first general question isthis: what are
the job titles of the people who work on assets of thistype? For example, are they authors,
editors, marketers, graphic artists, product managers, lawyers?

Thejob titles of the people who participate in aworkflow process are considered rolesin
the Content Server interface. Roles describe the function of an individua on asite. When
you enable a user for a site, you assign that user the roles that they fulfill for that site.

When you create a workflow process, you determine which roles are appropriate for each
task. Then, when an individual asset is going through that workflow process, only the
users who have the appropriate role are allowed to complete the task. The individual user
who is selected from the pool of users who have the correct role at any point iscalled a
workflow participant.

Workflow States

Next, what are the tasks that are performed for assets of this type? For example, writing,
pricing, editing, fact checking, legal review, and so on.

These tasks are called workflow states. A state isa point in the workflow process that
represents the status of the asset at that point. For example, writing article, reviewing
image, legal review, and so on. Participants complete the work that the state represents
while the asset isin that state.

An asset that a participant is working on (or is supposed to be working on) is called an
assignment. A user’'sassignment list is displayed on the My Work form in the Content
Server interface. An asset appears on a user’s assignment list as soon asit enters a state for
which the user has arole to fulfill as aworkflow participant.

Should an asset in a specific state remain in that state for only a specific amount of time? If
S0, assign adeadline to the state. You can then configure the workflow process to send e-
mail messages that remind a participant when the deadline is approaching or has been
missed. These e-mail messages are examples of timed actions.

You can create one or more timed action for each state.
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Workflow Steps: Moving Assets from State to State

Next, how does the asset move from state to state? Does a marketing writer send a
prospectus asset to alegal reviewer? Does a graphic artist send an image asset to an
editor? And then what?

The movement of an asset between states is called a step. Because creating the stepsin a
process links together statesin a specific order, creating the steps in your workflow
process iswhat organizes your process.

When you create a step in a process, you specify which state a step moves the asset from
(the From State), which state that step moves the asset to (the To State), and which roles
can take the step.

How Steps Work

A step places an asset in a state and notifies participants from the appropriate roles. This
operation creates the assignment. You then need a step for the participants from those roles
to take that moves the asset to the next state. In other words, the roles notified by the
previous step should be the roles authorized to take the next step. For example:

Author can Editor can
take step take step
Edit Article
— Send for Edit > Editor — Approve >

Step notifies Editor

How does a user take a step in aworkflow process? By specifying that he or she has
finished the assignment (except for the start step, which is described below). When a user
selects the Finish My Assignment option for an asset that is assigned to him or her, that
option invokes the step, moves the asset to the next state, and assigns the asset to the next
participants.

When more than one participant is assigned an asset in the same state, using the Finish
My Assignment option is also referred to as voting. Each participant “votes’ to move the
asset to the next state.

Thefirst step in aworkflow processisastart step. A start step is one which has no From
State. That is, the start step begins the workflow process, moving the asset to the first state
in the series of states. Thisisthe step that is invoked when the workflow processis
assigned to the asset. Only users who have the roles authorized for the start step can start
the workflow process for an asset.

Step Actions and Conditions

Sep actions are events that occur when the step is completed. For example, when a step
occurs, the asset is assigned to a participant. Should the participant be notified that an asset
has been assigned to him or her? If so, you can configure a step action to send an e-mail
message to the new participant. You can specify one or more step actions for each step.

Another example of a step action isthe ApproveFor Publish action. It isadefault action
delivered with CS-Direct that approves the asset. Typically you use this action in the final
step of aworkflow process.

Finally, are there any requirements that must be met for an asset in a state before the step
can move the asset to the next state? If so, configure and assign a step condition to the
step. For example, you could configure a condition that verifies that the asset has all of its
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association fields filled—that an article has the associated images that it needs—before it
progresses to the next state.

Multiple Paths for the Asset

When aworkflow process includes a state in which people are reviewing an asset,

typically there is more than one path possible for an asset in that workflow because the
reviewer can either accept it the way itisor reject it.

In such acase, you create two steps for moving the asset from the review state. When the
asset isin that state, the Finish My Assignment form lists both options and the
participants select the appropriate step when they finish their assignments.

For example:

Editor can
take step

Edit Article — Approve >

Editor

1

Editor can
take step
1

A

Reject

What happens if more than one participant are reviewing the same asset in the same state
and they choose different steps (that is, vote differently)? That depends on how you
configured each step. There are several possibilities:

» Configure the steps so that the first participant to finish the assignment (vote)
determines the direction the asset takes.

e Configure the steps so that al participants have to select the same step (vote the same
way) in order for the asset to progressin either direction. A step that al the
participants must select before that step can be completed is called an all-voting step.
Note that this option can result in deadlocks, described in the next section.

» Useacombination of the preceding possibilities: configure one al-voting step (all
participants must agree), and configure the other step(s) so that if any participant
selectsiit, the step completes and the asset takes that path.

Managing Deadlocks
A deadlock occurs when the following conditions are true:
» Thereis more than one step from a state.

« Two or more of the steps require the participants to perform that step. That is, they are
all-vating steps.

* Anassetin that state is assigned to more than one participant.
e The participants select different all-voting steps when they finish the assignment.
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This diagram illustrates a deadl ock:

Editor:
(All Voting)

Review — Approve >

Editor
Fact Checker ] DEADLOCK

Fact Checker:
(All Voting)
|

Reject

A

Step notifies
Author

Note that if even one of the stepsis not all-voting and a participant selects that step, the
asset will not become deadl ocked.

Resolving Deadlocks

An asset that is in a deadlocked state cannot progress through the workflow process until
the deadlock is resolved. To resolve the deadlock, the participants must confer with each
other and agree on that path that the asset should take. Then, the participants who must
change their selection can do one of the following to resolve the deadlock:

» Finish the assignment and select the step that they all agreed to take.

e Sdlect the Abstain from Voting option from the Wor kflow Commands drop-down
list on the asset’s Status form.

Preventing Deadlocks

Before configuring aworkflow process that can result in a deadlock, be surethat it is
absolutely necessary to have complete agreement on all the possible steps from the state.
Asyou can see from this description, deadlocks cause additional work for all the
participants so be sure that you use this feature only when you need to.

For example, consider areview state with two possible steps: “return for revisions” and
“approve for publish.” If you configure the steps so that “return for revisions’ does not
reguire a unanimous vote but “approve for publish” does, you have created adesirable
control—all the reviewers must agree before the asset can be published and any rejection
stops the asset from being published—without risking a deadlock.

Notifying Participants When Deadlocks Occur

If you do need to create aworkflow process that can result in a deadlock, be sure to
configure and assign a deadlock action that notifies the participants of the deadlock for
each of the steps that can cause the deadlock. The default deadlock action is an e-mail
message that CS-Direct sends to the appropriate participants when a step causes a
deadlock.
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Workflow Groups

Is there ever asituation in which several assets are so closely connected that they need to
be thought of as one unit of work or they need to be approved at the same time? In such a
case, you can use the wor kflow group feature.

Using Workflow Groups

Workflow groups enable content providers to send a defined set of assets though the
workflow together. While it is the content providers who create workflow groups and
select the assets that are assigned to the group, you, the administrator, still need to know
what kind of assets will be included in workflow groups. Why? So that you can configure
the workflow processes appropriately.

For example, you can configure workflow steps that allow each asset in the group to
progress to the next state when it is finished or you can configure a step that requires all
the assets in the group to reach that point before any of them can progress. (This second
example, called a synchronize step, is described next.)

Adding a Synchronize Step

When creating a workflow process that will be used with workflow groups, it is usually
best to configure the process so that it has only one synchronize step. Multiple
synchronize steps can slow down the work on those assets unnecessarily. Assess the
business process that is reflected by the workflow process and determine which steps must
truly be synchronized: perhaps all the assets should go to legal review in one batch, or
perhaps all the assets should be approved for publishing at the same time, for example.

Managing Group Deadlocks

If you create aworkflow processto be used with workflow groups and any of the steps can
result in adeadlock, be sure to configure and assign agroup deadlock action that notifies
participants when there is a group deadlock and assign it to the process.

Delegating and Clearing Assignments

People go on vacation, get reassigned to new work groups, and move on to different jobs.
What happens to the assets that they are working on? They can delegate their assignments
to other participants who have the appropriate roles.

Additionally, each workflow process can have a wor kflow administrator. The
administrator of aworkflow process can delegate assignments on behalf of the other
participants.

When an asset is delegated to a new participant, should that person receive an e-mail
notice? If so, configure a delegate action to send an e-mail message to new assignees
when assets are delegated to them. You can specify one or more delegate actions for each
workflow process.

If an asset no longer needsto be assigned or if it is easiest to clear the assignment and then
start over, you can use the Clear Assignments feature on the Admin tab.
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Placing an Asset in Workflow

An asset begins its participation in aworkflow process in one of the following ways:

e A user selectsaworkflow process from the Wor kflow Commandsfield on the Status
form for the asset.

Selecting the workflow process invokes the start step for the process, which placesthe
asset into the first state.

e A user creates an asset and the start menu New item for assets of that typeis
configured such that there is a default workflow process.

In this case, saving the asset invokes the start step for the process, which automatically
places the asset into the first state.

Because steps are enabled for specific roles, only the users who have arolethat isassigned
to the start step of a process can select that process. This meansthat if you are using start
menu items to place assets in workflow, you must be sure that the roles assigned to the
start menu item are the same roles that are assigned to the start step of the default
workflow.

Note

Versions of CS-Direct prior to Version 4 assigned a default workflow to
assets through a property inthef ut ur et ense_xcel . i ni file. The
ability to assign a default workflow through a start menu item has
replaced that method of determining a default workflow.

Restricting Access to Assets While They Are in Workflow

Although workflow routes an asset through a business process, sending it to the
appropriate users at the appropriate times, the fact that the asset is assigned to a specific
user does not stop other users from modifying or even deleting that asset.

If you want to restrict who has access to an asset while it isin workflow, use the workflow
feature called function privileges. These are restrictions set on functions such as edit,
copy, approve, delete, show versions, and so on in the context of workflow states and
workflow roles.

There are three partsto a function privilege:
» Thefunction being restricted.
e Therolesalowed or not alowed to perform the function.

e The state during which users with those roles are allowed or not allowed to perform
the function.

When afunction privilege isin effect, it means that a user can perform that function only
when the following conditions are true:

» Theuser has an appropriaterole.
* Theasset isin the correct state.
e Theassetisassigned to the user.

This means that even if the user has the correct role and the asset isin the correct state, the
user cannot perform that function on that asset unless the asset is assigned to that user.
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Function Privileges and Step Actions

Function privileges restrict access to a function from the user interface only. This means
that you can program step actions that invoke a function when a step is taken regardl ess of
what the function privilegeis set to at that moment.

The ApproveForPublish step action is an example. Even if you specify function privileges
that restrict users from using the Approve option in the user interface, those same users
can approve an asset with aworkflow step if the workflow step invokes the ApproveFor
Publish action and the user has the correct role to take the step.

In other words, you can use function privileges to prevent users from selecting and
changing assets by mistake and use actionsto invoke those functionsin ahighly controlled

way.

Function Privileges: All or None

You cannot create just one function privilege: if you create even one function privilege
that allows or restricts access to afunction, you must create function privileges that cover
all the other possible conditions for your workflow process.

For example, suppose that the only function that you want to restrict is the Delete
function—you want to alow only the editors to delete article assets and only then if the
articleisin the Review state. If you create afunction privilege that allows editors to delete
article assets whileit isin the Review state but you do not create any other function
privileges, the only task that can be completed for an article when it isin the workflow is
that editors can delete it whileit isin the Review state. That is, no one can edit it, approve
it, copy it, or even finish their assignments.

To implement the preceding condition—the Delete function is accessible to editors only
when the articleisin the Review state—you heed to create the following function
privileges:

« Delete —allowed for editors when the asset is in the Review state.
» Edit—allowed for al rolesin all states.

e Abstain from Voting — allowed for al rolesin al states.

e Copy —adlowed for all rolesin al states.

Continue down thelist of functions, until you have at |east one privilege specified for each
function privilege listed in the Functions form for the workflow process.

Deadlines

There are two kinds of workflow deadlines;

* Assignment deadlines —which specify how long an asset should remain in an
individual state. When you set avalue for the Estimated Timefield of a state, that
creates adeadline for the assets that are assigned to workflow participants when the
assets arein that state.

e Process deadlines —which specify how long it should take for an asset to go through
the entire process.

Note that these different types of deadlines do not interact with each other—they are
calculated separately and are mutually exclusive. Most likely you will use either one kind
or the other, but not both for the same workflow process.
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Setting and Overriding State Deadlines

When you create a workflow state, you can set an Estimated Time for it and determine
whether reminder e-mails should be sent when assignments miss the deadline that is
calculated from the Estimated Time.

When you create a workflow process that uses the state, you specify whether the
Estimated Time for the state can be changed (overridden) when a user takes the step that
moves the asset into that state.

If the deadline can be changed, any participant who takes the step can override the
deadline unless you configure function privileges that restrict their ability to do so. Note
that any participant who has arole that was designated as an administrator role for the
workflow process can aways override an assignment deadline if the deadline can be
changed.

Setting Process Deadlines

When you create a workflow process, you determine whether a process deadline can be
set. A process deadline is set when an asset isfirst placed in workflow, in the Select
Workflow form. Unlike an assignment deadline, however, you cannot configure the
process to send reminder e-mails when a process deadline is approaching.

If aprocess deadline can be set, any participant who places the asset in the workflow can
set a process deadline for that asset—unless you configure function privileges that restrict
their ability to do so. Additionally, any participant who has arole that was designated asan
administrator role for the workflow process can always set a process deadline, if a
deadline can be set.

Scheduling a Deadline Calculation

There are two kinds of actions:

* Actionsthat areinvoked by a step. These actions are events that CS-Direct completes
when a step is taken.

< Actionsthat aretriggered by a deadline. These actions are queued and are triggered
only after CS-Direct calculates the deadlines for the assets and determines which
timed actions (if any) should be invoked.

You specify how often the deadlines are calculated by configuring the Timed Action
Event. Thisisan event that invokes a background calculation process of all deadlines. Itis
similar to the publishing event that invokes the background approval calculation process.

Just as the publishing process calcul ates approvals to determine which assets should be
published, the deadline calculation process that is invoked by the Timed Action Event
calculates the deadlines for al assets that are participating in workflow processes—to
determine whether any reminder messages should be sent for assignment deadlines and to
determine the times that should be displayed for assets in the Due and Process Deadline
columns of assignment lists.

You can configure the Timed Action Event on your management system to run as often
as you find it necessary.
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How Does a Workflow Process End?

A workflow process ends when there are no more states for the asset to progress through.
This occurs when the final participant takes the end step for the workflow process.

An end step is the opposite of a start step—it has a From State but no To State. When a
user takes the end step, it ismoved to a“ stateless” state, which means the asset is no
longer in workflow and any function privileges set for that workflow process no longer

apply.

Roles Required to Configure Workflow Processes

The workflow building blocks are located on two tree tabs in the Content Server interface:
« Admin - holds e-mail objects, actions, conditions, and the Timed Action Event.
*  Workflow —holds workflow states and processes.

For access to the Admin tab, you must be assigned the Genera Admin role and have the
xceladmin ACL assigned to your user account. For access to the Wor kflow tab, you must
be assigned the WorkflowAdmin role for the site you want to create workflow processes
for.

For more information about access rights in the Content Server interface, see Chapter 2,
“User Management.”
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Planning Your Workflow Processes

When you create aworkflow process, you create steps that link together the states for that
process. This means that you or someone else must create the workflow components—

roles, e-mail messages, the various kinds of actions, step conditions, and states—before
you can create a workflow process.

This section provides more details about the configuration of each of the workflow
components so that you can plan and implement your workflow processes.

Start with a Sketch

Where do you begin? With sketches of the business processes that you need to implement
as workflow processes:

* Useboxesto represent the states.
» Usearrowsto represent the steps that connect the states.
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Asyou read through the descriptions in this section, write on your sketches the details

about which roles, actions, conditions, deadlines, and so on are appropriate for each state
or step in the process.

Then, refer to your sketches as you use the Content Server interface to create your
workflow processes, described in “ Configuring Your Workflow Processes” on page 116.

Determine Roles and Participants

When you start planning your workflow processes, begin with the roles. What kind of
functional groups participate in workflow? Then, determine how the individual usersfrom
those roles will become the participants in aworkflow process for a specific asset.

Planning Roles

To determine the roles that you should create for your processes, ask yourself the
following questions:

What are the job titles or roles of the content providers who are using your CSEE
management system?

What do the people in each role do? (You can map the tasks that they complete to your
states.)
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» How aretheroles organized? For example, is there one group of reviewers who
review everything but several groups of content providers who are organized by
subject (for example, sports writers, financial writers, marketing writers, and so on)

» Do certain groups of people work with specific asset types but not with others? If so,
which roles should have access to each asset type that you plan to create a workflow
process for?

* Would you ever need to notify someone who is not participating in a workflow about
the status of an asset that isin workflow? If so, that person will need arole so astep or
timed action can send an e-mail message to that person.

On your sketches of your workflow processes, write the names of the roles that will have
the asset assighed to them in each state.

For information about creating roles, see Chapter 2, “User Management.”

Selecting Individual Participants

When you configure aworkflow process, there are several ways to determine which
specific users participate in the workflow for each individual asset that goes through the
workflow:

*  When the workflow is assigned.

You can configure the process so that the person who first assigns the workflow to the
asset must select all the users who will participate. For each state, they select users
from alist. Thelist includes al the users who have the correct role for that state.

*  When aparticipant finishes the assignment.

You can configure the process so that each participant determines who the next
participant is when he or she finishes the assignment. That participant selects a user
name from alist that includes all the users who have the correct role for the next state.

You specify how participants will be selected when you configure the steps.

Cross-Site Assignments and Participants

Assets can be shared between sites. If a shared asset is entered into a workflow process,
should users from all the sites that have access to the asset be considered as candidates for
participating in the workflow? If the answer is yes, enable the cross-site assignments
feature.

When you use the cross-site assignments feature, users see all of their assignments from
al the sites that they have access to in their assignment list no matter which site they are
currently logged into. Having one, consolidated assignment list is very convenient for
your users.

Keep in mind, however, that if your users have different rolesin different sitesand you are
using function privilegesin your workflow processes, they might not be able to work on
an asset that they can see in their assignment lists. For example, say that some of your
users have the author role in one site and the editor role in another. If you are using
function privilegesto restrict editing to editorsin a certain state, they can see an asset that
they aren’t allowed to edit in their assignment list when they are logged in to the site
where they function as authors.

To enable thisfeature, you set the value of the xcel er at e. cr osssi t eassi gn property
to true. This property isinthef ut ur et ense_xcel . i ni property file.
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See “Using the Property Editor” on page 276 for instructions on how to start and use the
Property Editor to verify or modify property values.

Determine the E-mail Objects, Actions, and Conditions

An action isan event that istriggered in one of three ways:

* A gepinvokesit (step action).

« A deadlinetriggersit (timed action).

* A workflow situation triggersit (deadlock, group deadlock, and delegate actions)
A condition is an event that is assessed when a step is attempted. If the condition is not

met, the step cannot be completed.

When you create an action or a condition, you identify an element. Elements are named
pieces of code that are stored inthe El enent Cat al og table. It isthe element that invokes
the function represented by the action. If the element is coded to expect variables or
arguments, you identify values for them when you create the action and those variables are
then passed to the element when the action is triggered.

As an administrator, you are not responsible for coding elements. If your workflow needs
cannot be met by the default workflow elements that are provided, your developers can
code the functionality that you need. See the CSEE Developer’s Guide for information

about customizing workflow.

CS-Direct provides the following default workflow elements:

OpenMar ket / Xcel er at e/ Acti ons/
Wor kf | ow St epAct i ons/
Appr oveFor Publ i sh

Openhar ket / Xcel er at e/ Acti ons/
Wor kf | ow St epAct i ons/
SendEnai | ToAssi gnees

OpenMar ket / Xcel er at e/ Acti ons/
Wor kf | ow/ St epCondi ti ons/
Exanpl eSt epCondi ti on

Openhar ket / Xcel erat e/ Acti ons/
Wor kf | ow Assi gnnment Acti ons/
SendEmi |

Openiar ket / Xcel er at e/ Acti ons/
Wor kf | ow/ Deadl ockAct i ons/
SendEnmi | ToAssi gnees

Openhar ket / Xcel erat e/ Actions/
Wor kf | ow G- oupActi ons/
SendEnei | ToAssi gnees

t ar get

The name of the publishing destination
that the asset is to be approved for.

emai | name
The name of the e-mail object to send.

emai | name
The name of the e-mail object to send.

emai | nanme
The name of the e-mail object to send.

emai | nanme
The name of the e-mail object to send.

These elements are described in detail in the CSEE Developer’s Guide.

With the exception of Appr oveFor Publ i sh and Exanpl eSt epCondi ti on, these
elements take avariable called emai | name and send the e-mail message that isidentified

by that variable.
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How do you determine the value of the emai | nane variable? By creating workflow
e-mail objects. The names of the e-mail objects that you create on the Admin tab in the
Content Server interface are the names that you specify as the arguments with the

emai | nane variable when you create actions that send e-mail messages.

About E-Mail Objects

E-mail objects are building blocks separate from the actions so that you can use them with
more than one action. For example, the default deadlock action and the default group
deadlock action use the same e-mail message (named Deadlock Message).

You create e-mail objects by giving them a name, adescription, a subject line, and text for
the body. When the message is sent, the text provided for the subject is placed in the
subject line and the text provided for the body is placed in the body of the message.
Workflow E-Mail Variables

There are several variables that you can use in the subject line and body text which makes
it easier for you to write e-mail messages that are personalized for each recipient.

Thefollowing table lists the default workflow variables that you can use with any e-mail

message:

Vari abl es. asset nane The name of the asset.
Use this variable in every e-mail message so the
recipient knows which asset is being referred to.

Vari abl es. assi gner The user name of the participant who assigned the asset
to the person receiving the e-mail.
Use this variable in e-mail messages for step actions
that notify participants that a new asset has been
assigned to them.

Vari ables. time The time specified in the Estimated Time field for a
state.

Use this variable for timed actions.

Vari abl es.instruction | Thetext that the previous participant entered in the
Action to Takefield of the Finish My Assignment
form when he or she finished the assignment.

Use this variable in e-mail messages for step actions
that notify participants that a new asset has been
assigned to them.

For examples of custom e-mail variables, see the e-mail object named Deadlock Message
and the corresponding deadlock action element named OpenMar ket / Xcel er at e/
Act i ons/ Wor kf | ow Deadl ockAct i ons/ SendEnai | ToAssi gnees.
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Default Workflow E-Mail Objects
The default workflow e-mail objects are these:
* Assignment Due Reminder — specifies the asset and the time that it is due.

« Assignment Message — specifies the asset, the person who assigned it, and in the
message from the Action To Take box on the Finish My Assignment form.

» Deadlock Message — describes how the deadlock occurred by listing the users and the
steps that they took.

* Rejection Message —is similar to the Assignment Message, but states that the asset
was rejected by the previous participant (the assigner).
Planning Your E-mail Objects

To determine the e-mail objects that you need to create, you must also determine the
actions that will send the e-mail messages held in the objects. By using the e-mail
variables in the subject and body, it islikely that you can use the same e-mail object with
more than one timed action or step action.

Typically, you need to compose e-mail messages that specify the following kinds of
things:

e An asset has been assigned to a participant. (For step actions.)

e An asset has been delegated to a new participant. (For delegate actions.)
* A deadlineis approaching for an asset. (For timed actions.)

e A deadline for an asset has been missed. (Also for timed actions.)

e Anassetisinadeadlock. (For adeadlock action.)

e A group of assets are in adeadlock. (For a group deadlock action.)

In the Content Server interface, select Admin > Email. Examine the default e-mail
objects to determine whether you can use them. You can modify the default messages or
create your own e-mail messages.

In one corner of your sketches of the workflow processes, list the e-mail messages that
you will need for that workflow.

About Timed Actions

Timed actions are actions that are based on the deadline of a state. If you specify a
deadline for a state, you can specify atimed action to remind the participants about the
deadline.

You create atimed action by giving it a name and a description, specifying an element,
and then providing argument values for the element, if necessary.

To create a timed action that sends e-mail notices about a deadline, specify the
Openhar ket / Xcel er at e/ Act i ons/ Wor kf | ow Assi gnnent Acti ons/ SendEnmi |
element and use the Argument field to specify which e-mail message to send.

When you create a state, you specify which timed actions to use and when to trigger them,
relative to the deadline specified for the state. You can specify more than one timed action
for each state.

When the Timed Action Event runs and calculates the deadlines for all the assets currently
participating in workflow, the appropriate timed actions are triggered.
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Default Timed Actions

Thereis one default timed action: Send Email. It uses the OpenMar ket / Xcel er at e/
Act i ons/ Wor kf | ow Assi gnnent Act i ons/ SendEmai | element to send the
Assignment Due Reminder e-mail message.

Planning Timed Actions

When planning your timed actions, you must also consider the following workflow
components:

« The statesthat you will create, because these actions are triggered in terms of the
deadlines that you set for your states.

« Thee-mail objectsthat you need to create, because it is likely that your timed actions
will send e-mail messages

Because the time that atimed action istriggered is determined outside of the action itself
(you do thisin the form for the state), you can probably create a small number of generic
timed actions—whose only difference is the e-mail message they send—and use them
repeatedly with your states.

In the Content Server interface, select Admin > Workflow Actions> Timed Actions.
Examine the Send Email action to determine whether you can useit. You can modify the
default timed action or create your own.

On each of your sketches of your workflow processes, list the timed actions that you need
for that process near the list of the e-mail messages.

About Delegate Actions

When you assign a delegate action to aworkflow process, the action istriggered whenever
aparticipant (or the workflow administrator) delegates an assignment to another
participant.

You create a delegate action by giving it a name and a description, specifying an element,
and then providing argument values for the element, if necessary.

You can specify one delegate action per workflow process.

Default Delegate Action
There are no default delegate actions provided.

Planning Delegate Actions

It islikely that your delegate action will send an e-mail message to the participant to
whom an assignment is delegated. If thisisthe case, you can create a delegate action that
uses any of the default workflow elements that send e-mail and create a new e-mail object
for that element to send.

On each of your sketches of your workflow processes, write the name of the delegate
action that you will use for that process. (You can assign one for each process.)

About Step Actions

When you assign a step action to a step, the action istriggered when a participant takes the
step.

You create a step action by giving it a name and a description, specifying an element, and
then providing argument values for the element, if necessary.
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There are two general categories of step actions: those that complete functions and those
that send e-mail messages to the participants who are being assigned the asset by the step.

Step actions are completed regardless of function privileges. That is, if you create a step
action that performs a CS-Direct function, the action does not check the function
privileges of the participant taking the step. This meansthat you can restrict accessto a
function from the user interface and require participants to use a step in aworkflow in
order to complete a specific function (approve for publish, for example).

You can specify one or more step actions for each step.

Default Step Actions
The default step actions are these:

e Approve for Publish, which usesthe OpenMar ket / Xcel er at e/ Act i ons/
Wor kf | ow St epAct i ons/ Appr oveFor Publ i sh element to approve the asset.
Then, the next time a publishing process runs, the asset is published (aslong as all of
its dependencies are also approved).

To use this action for your workflow processes, you must specify the publishing
destination(s) that the asset is to be approved for by using thet ar get s argument.

e Send Assignment Email, which usesthe QpenMar ket / Xcel er at e/ Act i ons/
Vor kfl ow St epActi ons/ SendEmai | ToAssi gnees element to send the
Assignment Message e-mail object to all the participants assigned the asset (that is,
who are specified in the Assignment M ethod for the step).

» Send Rejection Email, which usesthe Openar ket / Xcel er at e/ Acti ons/
Wor kf | ow St epAct i ons/ SendEnai | ToAssi gnees element to send the Rejection
Message e-mail message to the new assignee (the participants specified in the
Assignment M ethod for the step).

Planning Step Actions

To determine what kind of step actions you need to create, you must consider the
following workflow components:

» Thestepsthat you will create for the process. Do people need to be notified that a step
has assigned an asset to them? If so, you need a step action that sends an e-mail
message.

* The states that the steps move the assets into. Does the state represent the asset after a

function has been completed? If so, you need a step action that implements that
function.

In the Content Server interface, select Admin > Workflow Actions > Step Actions.
Examine these actions to determine whether you can use them. You can both modify the
default step actions and create your own.

On each of your sketches of your workflow processes, write the name of the step actions
next to the appropriate steps. You can assign one or more step actions for each step.
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About Step Conditions

When you assign a step condition to a step, the condition is assessed when the step is
taken. The condition determines whether the step can be compl eted or not.

You create a step condition by giving it a name and a description, specifying an element,
and then providing argument values for the element, if necessary. If you want to use
conditionsin your workflow processes, talk to your developers about the conditions you
need them to implement through elements.

You can specify one or more conditions for each step.

Default Step Conditions

There is one default step condition: Example Step Condition. Itisa“hello world”-style
example that illustrates how to code an element to check for a condition. You and your
devel opers should examineit to learn how it works and then your developers should create
their own condition elements.

Planning Step Conditions

When thinking about step conditions, you must consider the steps and the state. If you
determine that conditions are necessary for your workflow processes, ask your developers
to create them.

On each of your sketches of your workflow processes, write the name of any step
conditions that you need next to the appropriate steps.

About Deadlock Actions

When you assign a deadlock action to a step that can result in a deadlock, the action is
triggered whenever an asset becomes deadl ocked during the step.

You create a deadlock action by giving it aname and a description, specifying an element,
and then providing argument values for the element, if necessary.

You can assign one or more deadlock actions per step.

Default Deadlock Action

Thereis one default deadlock action: Send Deadlock Email. It uses the GpenMar ket /
Xcel er at e/ Acti ons/ Wor kf | ow Deadl ockAct i ons/ SendEnmai | ToAssi ghees
element to send the Deadlock Message e-mail message.

Planning Deadlock Actions

When thinking about possible deadlock actions, you need to consider the steps that you
will create for your workflow processes. If you plan to design your steps so that deadlocks
cannot occur, there is no need to create any deadlock actions.

In the Content Server interface, select Admin > Workflow Actions> Deadlock Actions.
Examine this action to determine whether you can useit. You can modify the default
deadlock action or create your own.

In your sketches of your workflow processes, write the name of the appropriate deadlock
action next to any step that can result in a deadlock.
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About Group Deadlock Actions

A group deadlock action is triggered when workflow group becomes deadlocked.
Whoever creates the workflow group selects the group deadlock action. That person can
select one or more for each group.

The group deadlock actions areinvoked in addition to any other actions that are associated
with the states or the stepsin the workflow process.

Default Group Deadlock Action

There is one default group deadlock action: Send Deadlock Email. It isidentical to the
default deadlock action.

Planning Group Deadlock Actions

The same considerations apply for group deadlock actions as for deadlock actions.
However, because it is a content provider who selects the group deadlock action for a
workflow group, be sure that you give a group deadlock action a meaningful,
unambiguous name.

Determine the States

When you create a state, you specify the following kinds of information:

» Name and description. The name of a state should be meaningful and should represent
the kind of work that is being done while the asset isin that state.

* Amount of time an asset should remain in this state (the Estimated Time). The
deadlineis calculated in terms of the number of hours or days since the asset entered
the state.

Note that you set the estimated time (the deadline) in terms of hours or days rather
than as a specific date because a state deadline is calculated for each asset asit passes
through the state.

« Thetimed actions that should occur and when they should occur, in terms of days or
hours before or after the deadline.

There are no default states, although there are example states provided with all of the
sample sites. On a system where the sample sites are installed, select Wor kflow > States
and then select a state to examine to learn about how the sampl e site states are configured.

Planning Your States

To determine the states that you need to create, ask yourself the following kinds of
guestions:

«  Which roles participate in each state? On your sketches, write the names of the roles
next to the states.

» Do any of these states apply to more than one asset type? If so, it's possible that you
can reuse the same state in more than one workflow process.

« How long should it take to complete each state?

« Doesthisamount of time differ by asset type or by site? If yes, you cannot reuse the
same state in more than one workflow process or share the workflow process with
another site.
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» |If thereis adeadline, should CS-Direct notify the participant when the deadline is
approaching? If yes, when? The day before? Several hours before? And which timed
action (which determines which e-mail message) should be used?

» Should there be a notice when a deadline is missed? If yes, when? And which timed
action should be used?

On the sketches of your workflow processes, list all of thisinformation next to each state.

Depending on your goals, you might consider creating a workflow process that does not
really end. For example, the Hello Asset World sampl e site workflow process ends after a
HelloArticle asset has been approved. However, in a case like this, someone could open
and save the asset by mistake, which would mean that it is no longer approved and won't
get published.

To keep assets from being edited after they have been approved and before they have been
published, you could create afinal state that holds assets after they have been approved
with afunction privilege on the state that restricts anyone from editing the asset.

Be surethat if you do create a state like this that you create a step that can move the asset
back into an editing state in the workflow so someone can edit it on purpose.

Determine the Steps

You create steps within a process. You use the steps to link together the states. Thisishow
the processis actually created.

You specify the following kinds of information for each step in your process:

» The name of the step. The name should be meaningful and should describe the path
being taken. For example, Send for Review, Send for Approval, and so on.

e TheFrom Sate, which isthe state that the step is moving the asset from. If the step
has no From State, it isthe start step that begins the workflow process. A From State
isrequired for each step other than the start step.

« TheTo Sate, which is the state that the step is moving the asset to. If the step has no
To Sate, it is the end step the ends the workflow process.

« Which roles are authorized for the step.

If thisisthe very first step, the roles you specify determine which users can select this
workflow for an asset. If you are using a Start Menu item to assign the workflow
process to an asset, be sure that the roles assigned to thisfirst (start) step match the
roles assigned to the Start Menu item.

For subsequent steps after the first (start) step, the roles that you select must either
match or be a subset of the roles that were selected to be notified by the previous step.
Otherwise, the asset cannot |eave the state because no one who is assigned the asset is
alowed to move it to the next state.

*  Who getsthe asset next? (That is, when this step is completed). You specify the
assignee for the To State by selecting one of the following assignment methods:
- Retain “From State” assignees.

This option assigns the asset to its current assignees—that is, to the user who
compl etes the step.

Thisoption is useful when you are creating a step that returns to the same state
(which creates an iterative state) or when it isthe start step and you want the asset
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to be assigned to the person who selects the workflow process (whether through a
start menu item or by selecting it on the Status form).

- Noassignments; control actions with function privs.

This option keeps the asset in the workflow process, which means that function
privileges are enforced, but the asset is not actually assigned to anyone.

Note

When an asset is assigned to the current assignees (Retain “From
State assignees option) or assigned to no one (No assignments
option), the workflow system does not record workflow history
for that step.

- Assign from alist of participants.

With this option, you select roles. When a user assigns the workflow processto an
asset, alist of users with the roles that you selected is displayed. The user selects
one or more users from the list, and those users are assigned the asset when it isin
the state that this step moves the asset to.

- Choose assignees when the step is taken.

You also select roleswith this option. This option means that the person who takes
this step (by completing the assignment) during the workflow process selects the
user who is assigned the asset next from alist of users with the roles selected for
the step.

Whether the estimated time for the state that this step moves the asset to can be
changed or not. (Called an Assignment Deadline.)

Any step actions that should occur.
Any step conditions that should be assessed.

If the step can be taken by more than one user (assignee), whether al the assignees
must take this step before the asset can move to the next state. (The All assignees
must votefield.)

If the step can result in a deadlock, what the deadlock action should be.

If the process will be used for aworkflow group, whether all the assetsin the group
must compl ete this step before any of the assets can move to the next state. (The Sep
isgroup synchronized field.)

There are example stepsin all of the sample site workflow processes. On a system where
the sample sites areinstalled, select Wor kflow > Processes and examine a process to
learn about how the sample workflow steps are configured.

Planning Your Steps
When determining what your steps should be, consider the following questions:

Every process needs a start step. Before you create a start step, you must first
determine how the asset is created and then placed into workflow.

Does the first participant create the asset, place it into workflow, and then keep
working on the asset? If so, configure the step so that it is assigned to the person
taking the start step (choose the Retain “ From Sate” assignees option) and
remember to create a start menu item that assigns the workflow to the asset by default.

103



CSEE Administrator’s Guide

Or does a supervisor create the asset and then assign to it a participant? If so,
configure the start step so that the person taking the start step has to select the
assignees.

* What isthe order of the states?

* How many paths do you need between each state? This answer determines how many
steps you need.

» Do you need to create an iterative state? If so, configure the step that takes the asset
back to that state so that it is assigned to the person taking the step (choose the Retain
“From State” assignees option).

« For stepsthat move an asset from a state in which more than one person isworking on
that asset, must al the participants complete their assignment before the step can be
taken? If so, configure the step to be an all-voting step.

» Doesthe asset have more than one possible path from a state? (That is, there needs to
be more than one step with the same From State.) If yes, do any of the steps from the
state require that all participants vote the same way before the asset can progress? If
yes, try to design the process so only one of the steps that lead from that state require
that all the participants vote the same way. If you have two all-voting steps from the
same state, deadlocks can occur.

e For each step, should CS-Direct notify the affected participants when the step is
completed and the asset progresses to the next state? If yes, which step action (which
determines the e-mail message) should the step use?

» Do groups of related assets ever need to be worked on at the same time? If so, can you
configure your steps to work appropriately for both a single asset and a group of
assets? If not, create separate workflow processes for the workflow groups.

< For aworkflow group, are there any states that all the assets in the group must enter at
the same time? (For example, all the assets should be approved at the same time.) If
so, configure that step to be a synchronize step. Note that it's best to have only one
synchronize step per workflow process.

« What should happen to the asset if you decide not to publish it, after all? Should you
have a cancd step? How many cancel steps do you need?

On your sketches of your workflow processes, right next to the box that represents a step,
list the step actions, the roles who can take the step, the roles who should be notified when
the step is taken, whether the step is an all-voting step, and whether the stepisa
synchronize step.
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Determine the Function Privileges

When you create a function privilege, users are either allowed or not alowed to perform
the function in the user interface when the asset isin the state specified by the privilege.
You create one set of function privileges for each workflow process (if you are using this

feature, that is).

Thefollowing table lists the CS-Direct functions that you can control accessto in the user
interface during aworkflow process:

Abstain from Voting

Removes a user from the workflow process.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Satus form.

Approve Asset for Publishing

Marks an asset as approved for publishing.

Appears as an option in the drop-down list in the action
bar on an asset’s Edit, Inspect, and Status forms.

Build

Builds a collection asset.

Appears as an option in the drop-down list in the action
bar on an asset’s Edit, Inspect, and Status forms.

Checkout

When revision tracking is enabled for the asset type,
this function checks out an asset to the user.

Appears as the Check Out button at the top of an
asset’'s Edit and Status forms.

Copy

Copies an asset.

Appears as an option in the drop-down list in the action
bar on an asset’s | nspect form.

Delegate Assignment

Delegates an asset that was assigned to auser through a
workflow process to another user (one who has the
appropriate role for the asset whileit isin that state).

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Satus form.

Delete

Deletes an asset.

Appears asaniconin the action bar on an asset’s Edit,
Inspect, and Status forms. It also appears as an icon
next to the asset in lists.

Edit

Displays the asset in the Edit form.

Appears as an icon in the action bar on an asset’s Edit,
Inspect, and Status forms. It also appears as an icon
next to the asset in lists

Finish Assignment

Invokes the next step in aworkflow process, which
assigns the asset to the next participant.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Satus form.
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Place Page Places a page on the Site Plan tab.
Appearsin as an option in the right-mouse menu on the
Site Plan tab.

Remove from Group Removes an asset from a workflow group.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Status form.

Remove from Workflow Removes the asset from aworkflow process.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Status form.

Rollback Reverts an asset back to one of the previous versions of
the asset that are stored by the revision tracking system.

Appears as the Rollback button at the top of an asset’s
Edit and Status forms

Set Assignment Deadline Sets adeadline for how long the asset should remainin
the next state. A deadline set with this option overrides
any deadlines set for the state in the workflow process.

Appears as an option in the Select Wor kflow form and
in the Finish My Assignment form if the workflow
processis configured to allow someone to override the
estimated time for a state.

Set Export Target Path/ Restricts users from filling in the Path and Filename
Filename fields on an asset’s New or Edit forms.
Set Participants Sets the participants for a workflow process.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Status form. Additionaly,
this function prompts a user to select participants when
the workflow processis configured so that the
participant finishing an assignment must select the next
participant (person being assigned the asset).

Set Process Deadline Sets adeadline for how long it should take a specific
asset to go through the entire workflow process.

Appears as an option in the Select Workflow form for
assets and when aworkflow group is created or edited

if the workflow processis configured to allow someone
to set a process deadline.

Share Assets Shares the asset with another CSEE site.

Appears as an option in the drop-down list in the action
bar on an asset’s Edit, | nspect, and Status formswhen
the asset type is enabled for more than one CSEE site.

Show Participants Displays alist of the participants in the workflow
process that is currently assigned to the asset.

Appears as an option in the Wor kflow Commands
drop-down list on the asset’s Satus form.
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Show Status Displays the Satus form for an asset.

Appears as an option in the drop-down list in the action
bar on an asset’s Edit, Inspect, and Status forms.

Show Version Listsinformation about each the versions of the asset
that the revision tracking system is storing.

Appears as the Show Ver sions button at the top of an
asset’sEdit and Statusformswhen revision tracking is
enabled for this asset type.

Planning Function Privileges

For each workflow process, determine which functions you want to restrict access to,
during which states you want to restrict those functions, and which roles should or should
not have access to those functions when assets that are assigned to them are in those states.

List any restrictions that you want to enforce next to the appropriate states on your
sketches of your workflow processes.

Remember that in order for your function privilegesto enforce the restrictions that you
intend, the roles of the users specified for the state in the function privilege must match the
roles of the users associated with those states in the workflow process itself. If the roles
don’t match, the result can be a condition in which no one can move the asset out of a state
because the users who are allowed to work with the asset by the privilege are not allowed
to by the state.

Also, remember that you cannot create just one function privilege: if you create even one
function privilege that allows or restricts access to a function, you must create function
privileges that cover all the other possible conditions for your workflow process.

Implementing Simplified Access Control

Because function privileges are associated with workflow processes, you can restrict
individual users accessto specific functions only when an asset is participating in a
workflow process.

What can you do if you do not want to design and implement workflow processes but you
till want to control access to specific functions? Create a simplified workflow process
with one state and use the No assignments; control actionswith function privs
assignment method.

When astep moves an asset into a state using the No assignments assignment method, the
asset does not appear on anyone's assignment list, it just stays in the state which means
that any function privileges assigned to that state are enforced.

To implement access control in this way, follow these general steps:

1. Create astate. It needs a name and a description. It does not need a deadline or any
timed actions.

2. Create anew workflow process. Select all the roles you want to enforce restrictions
for and all the asset types you want to use this workflow process for.
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3. Create one step— the start step that puts assets of those typesinto the state. For the
step, select the No assignments option. Enable the step for the roles that you want to
be able to create assets of this type and assign this workflow to.

4. Configure the function privileges that you want to enforce for assetsin the state that
you created.

5. Create start menu items for the asset types that automatically assign this workflow
process. Be sure that the roles who can use the start menu item match the roles who
are assigned to the start step in the workflow process.

Now when users select New > asset type, the new asset is automatically placed into your
single-state workflow. Because the workflow has only the start step which places all assets
of that type into the single state, those assets do not |eave the state and the function
privileges are always enforced.

Determine Additional Workflow Process Details

If you have been sketching your workflow processes, filling in all the details about
actions, conditions, e-mail messages, states, steps, and function privileges, by now you
have planned nearly the entire design of your workflow processes.

Although the main task when creating a process isto create the steps that link the states
(which is how your business process is represented), you must also specify the following
kinds of information for each workflow process:

e Its name and description. The name should be descriptive so that users select the
correct workflow process for the correct asset types.

« Which sites can use the process.
*  Which asset types can use the process.

» Whichrolescan participate. Thisisasuperset of al therolesthat are designated in the
steps.

«  Which rolewill serve asthe administrator of the workflow. A workflow administrator
can delegate assignments on behalf of other participants.

* Whether a process deadline can be set for assets that participate in this workflow
process.

e What the delegate action is.

« What the steps are. For each step, you specify theinformation described in the section
named “ Determine the Steps’ on page 102.

»  Whether any of the CSEE content application functions should be restricted to usersin
certain roles while they are working on assets in specific states. For function
privileges, you specify the information described in “ Determine the Function
Privileges’ on page 105.

There are example workflow processes delivered with al of the sample sites. They are
described in detail in the next section.
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Sample Site Workflow Processes

Each sample site has aworkflow process. Before creating a workflow process of your
own, it is agood ideato examine the sample site workflow processes. There are five:

» HelloArticle Process, the sample workflow process for the HelloArticle asset type
that the HelloAssetWorld sample site provides.

« BF: Normal Article Process, the sample workflow process for the article asset type
that the Burlington Financial sample site provides.

e GE Lighting Process, the sample workflow process for the product asset type that
the GE Lighting sample site provides. (Available only when you have CS-Direct
Advantage.)

e BF: Fund Category Process, the sample workflow process for the product parent
asset type that the extension to the Burlington Financial sample site provides.
(Available only when you have CS-Engage.)

e BF: Segment Process, the sample workflow process for the segment asset type that
the extension to the Burlington Financial sample site provides. (Available only when
you have CS-Engage.)

The following sections describe the first three workflow processes: HelloArticle Process,
BF: Normal Article Process, and GE Lighting Process.

HelloArticle Process

At HelloAssetWorld, the authors, Joe and Moe, write HelloArticles. When their
HelloArticles are ready to be reviewed, Joe and Moe send them to their editor, Flo.

Flo reads and edits the HelloArticle assets sent to her. If she decides that aHelloArticle
asset needs more work, she sends it back to the author for revisions. If the HelloArticle
asset is ready to be published, Flo approvesit.

These work practices are reflected in the HelloArticle workflow process, which has two
states and four steps, as follows:

When sketched as a flow chart, the HelloArticle workflow process |ooks like this:

HelloEditor
Assigns to assigns to
HelloAuthor HelloAuthor
Place in Return for
Workflow Revisions
HelloAuthor
A A assigns to HelloEditor invokes
Hello: Writing HelloEditor Hello: Editing Approve Function
HelloArticle HelloArticle Asset
Send to N Approve for Sset no
. > . s > longerin
HelloAuthor HelloEditor HelloEditor Publishing workflow

1. ThePlacein workflow step puts the HelloArticleinto the Hello: Writing
HelloArticle state.
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The start menu item named New HelloArticleis enabled for users who have the
HelloAuthor role. This start menu item has the HelloArticle Process specified as the
default workflow for assets of that type. When either Joe or Moe (the two users with
the HelloAuthor role) selects New > HelloArticle, the HelloArticle Processis
assigned to the asset, which invokes the first step in the process (Place in workflow).

The Place in workflow step is configured so that the HelloArticle asset is assigned to
the person who creates the asset.

Roles; HelloAuthor

Assign to: “From State” assignees, which means that the person who creates the asset
is assigned the asset.

Actions; None

2. When an author is done with his article, he finishes his assignment, which invokesthe
Send to editor step. This step moves the HelloArticle asset to the Hello: Editing
HelloArticle state, and assigns it to Flo, the only user with the editor role.

Roles: Thisstep is enabled for users with the HelloAuthor role only. This means that
although editors and designers are allowed to create articles in order to troubleshoot
and test the design, they cannot write articles that are meant to be published to the
delivery system.

Assign to: HelloEditor

Actions: SendAssignmentEmail, which sends the default Assignment M essage e-mail
message to the editor participant.

3. When Flo, the editor, is done reviewing the HelloArticle asset that Joe or Moe
assigned to her, she has two choices (steps that are enabled for usersin the editor role)
when she finishes her assignment:

a. TheReturn for revisions step sends the HelloArticle asset back to Hello:
Writing HelloArticle state and assigns it back to the author who originally
assigned it to her so that he can incorporate her comments.

Role: HelloEditor

Assign to: HelloAuthor

Action: SendRevisionNoticeEmail, which sends the Revisions Required M essage
e-mail to the original author participant when the editor takes the Return for
revisions step.

b. TheApprovefor publishing step invokes the Approve for publishing function,
which approves the asset. The next time the publishing process runs, the
HelloArticle asset is published (aslong as all of its dependencies are met).

Role: HelloEditor

Assign to: No one.

Action: ApproveForPublish, which approves the HelloArticle for publishing.
The Approve for publishing step has no To state, which means that after this step
is completed, the workflow process has ended for this asset.

This simple process has no step conditions or timed, deadlock, group deadlock, or
delegate actions.

110



BF: Nor

Chapter 5: Workflow

mal Article Process

At Burlington Financial, authors write articles and then send them to an editor. The editors

not

only review the articles, they actually modify and edit them. When they are finished

with their input into the article, the editors send the article to afact checker and an

app

rover.

If either the fact-checker or the approver decide that there is some reason that the article
cannot be published, they can reject the article, which sendsit back to the editor. The
editor then fixes the article and sends it back to the checker and approver.

Bot
app

h the approver and the fact-checker must approve the asset before it is considered
roved.

These work practices are reflected in the BF: Normal Article Process, which has six steps

and

three states, as follows:

Assign Checker
to Author assigns to Editor
BF: Reject for Style
Start Step . .
Author Editor assigns
. Approver,
assigns to to Approver, Checker invoke
h 4 Editor Checker .
BF: approve function
BF: BF: Ready Ready for
W_o'rkflow | BF: for Review | BF: Send Approval | | BF: Approve Asset no
Initiated Send for > for A | [ for Publishi > longer in
Edit Review Editor or Approva Oor Fublishing workflow
Author U]
Checker
T
Approver
aslsigns to Editor
Reject for Error
1. TheBF:Sart Step step places the article asset into the Workflow I nitiated state.

The Start Step step is enabled for users in the Author, Editor, Checker, and Approver
roles. This means that any of the usersin those roles can select the Normal Article
Process from the Wor kflow Process drop-down list on the Satusform for an article
asset.

When a user selectsthe BF: Normal Article Process, CS-Direct invokes the BF:Start
Step step that then starts the workflow process for the asset

The user who assigns the workflow to the asset must then select the participants. for
each state from alist of users who have the appropriate roles for the process. The user
from the author role is assigned the asset for the BF: Workflow Initiated state.

Roles: Author, Editor, Checker, Approver
Assign to: Author

Actions: Send Assignment Email, which sends the Assignment M essage e-mail object
to the author assigned the article by the BF:Start Step step.
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Timed Actions: SendEmail, which sends the Assignment Due Message e-mail object
one day before the deadline of the Workflow Initiated state.

2. When the author is finished writing the article asset, he or she finishes the assignment
which invokesthe BF: Send for Edit Review step that movesthe article into the BF:
Ready for Review state.

The article is now assigned to the editor who was selected when the workflow was
first assigned to the article.

Roles: Author
Assign to: Editor

Actions: Send Assignment Email, which sends the Assignment Message e-mail object
to the editor assigned the article by the BF: Send for Edit review step.

Timed Actions. SendEmail, which sends the Assignment Due M essage e-mail object
one day before the deadline of the BF: Ready for Review state.

3. Theeditor edits the article. When the editor is finished, he or she finishes the
assignment, which invokes the BF: Send for Approval step that movesthe article
asset into the BF: Ready for Approval state.

The article is now assigned to the checker and the approver who were selected when
the article was placed into workflow.

Roles: Editor

Assign to: Checker, Approver

Actions: Send Assignment Email, which sends the Assignment M essage e-mail object
to the checker and approver who are assigned the article by the BF: Send for Approval
step.

Timed Actions: SendEmail, which sends the Assignment Due Message e-mail object
one day before the deadline of the BF: Ready for Approval state.

4. The checker and the approver examine the article asset. When they are completed,
they finish the assignment. However, because both of them have two possible steps,
the Finish My Assignment form displays those steps as options. They must select the
step (option) that represents their decision about the status of the article.

The approver can take either of the following steps:

- TheBF: Reject for Error step, which movesthe article back to the BF: Ready
for Review state and assigns it the original editor.
Roles: Approver
Assign to: Editor

Actions: Send Rejection Email, which sends the Rejection Message e-mail object
to the editor assigned the article by the BF: Reject for Error step.

Timed Actions. Now that the article is back in the Ready for Review state, a new
review deadline is set and the SendEmail timed action sends the Assignment Due
Message e-mail object one day before the new deadline for this state.

- TheBF: Approvefor Publishing step. Thisisan “all-voting” step that isenabled
for both the checker role and the approver role, which means that the step will not
be completed until both the checker and the approver choose this step for the
article.

Roles: Checker, Approver
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Assign to: No one.
Actions: ApproveforPublish, which marks the asset approved by the checker.
The checker can take either of the following steps:
- TheBF: Reect for Style step, which moves the article back to the BF: Ready
for Review state and assigns it the original editor.
Roles: Approver
Assign to: Editor

Actions: Send Rejection Email, which sends the Rejection Message e-mail object
to the editor assigned the article by the Reject for Style step.

Timed Actions: Now that the article is back in the Ready for Review state, a new
review deadlineis set and the SendEmail timed action sends the Assignment Due
Message e-mail object one day before the new deadline for this state.

- The Approve for Publishing step.
When both participants have taken the Approve for Publishing step, the article is

approved for publishing. The Approve for Publishing step has no To State, which
means that after the step is completed, the workflow is over for this asset.

Note that because neither the BF: Reject for Error step or the BF: Reject for Style step
are all-voting, if either the approver or the checker rgjects the article, it immediately
returns to the editor.

This process has no step conditions, delegate actions, or deadlock actions.

GE Lighting Process

At GE Lighting, authors create product assets but do not determine their prices. Userswith
the pricer role are responsible for pricing al products. Therefore, after authors have
created anew product, they assign the product asset to apricer so that it can obtain aprice
and to a checker to have all other data verified.

The pricer determinesthe price and the checker verifiesthe other data. Either one can send
the asset back to the author for modifications or they can send it on to the approver.

The approver then approves the asset for publishing.

These work practices are reflected in the GE Lighting Process, which has five steps and
three states, asfollows:

Author,
Checker,
Pricer
assigns Checker/Pricer
Author assigns to Author
Lighting Reject Lighting Data
Creation
Author Checker/Pricer
\ assigns assigns to
to Pricer Approver
GE: GE: Ready PP GE: Ready
Lighting to Price to Approve Asset no
Created — ggn_d for L — Eeady f?r =P — épg:'p\t/:_a for —» longer in
ricing Checker pprova Approver ublishing workflow
Author Pricer

113



CSEE Administrator’s Guide

1. ThelLighting Creation step placesthe product asset into the GE: Lighting Created
state and assigns it to an author.

The Send for Price step is enabled for usersin the author, checker, or pricer roles. Any
user in one of those roles can she selects the GE Lighting Process on a product asset’s
Satusform. Selecting this process invokes the Lighting Creation step that then places
the asset into the workflow process.

The user who assigns the workflow to the asset must also then select the participants
for each state from alist of users who have the appropriate role for each state.

The author participant selected for the GE: Lighting Created state is assigned the
asset.

Roles; Author, Checker, Pricer
Assign to: Author
Actions: SendAssignmentEmail

2. When the author is finished working on the product, he or she finishes the assignment.
Finishing the assignment invokes the Send for Review step that moves the product
asset into the GE: Ready to Price state.

The product asset is how assigned to the checker and the pricer who were selected
when the product was first assigned the workflow.

Roles: Author
Assign to: Checker, Pricer
Actions: SendAssignmentEmail

3. Thechecker and the pricer examine the asset. The pricer assigns a price and the
checker verifiesthe rest of the data. When they are finished with the asset, they finish
the assignment.

Because there are two possible steps from the GE: Ready to Price state, the Finish My
Assignment form displays two options:

- TheRegject Lighting Data step, which moves the product asset back to the GE:
Lighting Created state and assignsit to the original author.
Roles; Checker, Pricer
Assign to: Author
Actions: SendAssignmentEmail

- TheSend for Approval step, which movesthe product asset to the GE: Ready to
Approve state and assignsit to the approver who was selected when the asset was
first assigned this workflow process.

Roles; Checker, Pricer
Assign to: Approver
Actions: SendAssignmentEmail

Because the Send for Approval step is an al-voting step, both the checker and
the pricer must take this step before the asset is moved to the GE: Ready to
Approve state.
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4. The approver examines and approves the product by finishing the assignment.
Finishing the assignment invokes the Approve for Publishing step. The Approve for
Publishing step has no To State, which meansthat after the step is completed, the
workflow is over for this asset.

Roles. Marketer
Assign to: No one

Actions: ApproveForPublish, which marks the asset as approved for publishing to a
specific destination.
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Configuring Your Workflow Processes

This section presents the procedures for creating al the components for a workflow
process and then stitching those components together into your workflow processes.

Remember that to create e-mail objects, actions, and conditions or to schedul e the timed
action event, you need access to the Admin tab, which means that you need the
GeneralAdmin role and the xceladmin ACL. To create workflow states and workflow
processes, you need access to the Wor kf | ow tab, which means that you need the
WorkflowAdmin role.

Overview

Before you create aworkflow process, you must create the individual workflow
components that you need for that process. Here are the general steps that you must take
presented in the order you perform them:

1.

Plan your workflow process by drawing it. See section “Planning Your Workflow
Processes’ on page 93 for help with this step. Then refer to your sketch and notes
throughout this section.

Create the roles that you need for your workflow processes. See Chapter 2, “User
Management” for help with this step. Be sure that any users who will participatein
workflow have user profiles created for them. Otherwise, they will not receive e-mail
messages from the workflow process.

Note

If you want the pool of userswho are candidatesto be participants
in aworkflow to include folks from all the sites that an asset is

shared to, be sure to enable the cross-site assignments feature. See
“Cross-Site Assignments and Participants’ on page 94 for details.

Create the e-mail objects that you need for your actions and enable the
xcel erate. emai | notification property inthef ut uretense_xcel .ini file
See " Set Up E-Mail Objects’” on page 117.

Create the step actions, timed actions, deadlock actions, group deadlock actions, and
delegate actionsthat you need. See*“ Set Up the Workflow Actions and Conditions’ on
page 119.

Create your states. See “ Set Up the States” on page 123.

Create your process. While creating your workflow process, you create the steps for
that process. The steps link together the states so they occur in the proper order.
Additionally, while creating your process, you configure any function privileges that
you need. “Set Up the Workflow Processes’ on page 125.

If your states have deadlines, be sure to configure the Timed Action Event so that the
deadlines of assets are calculated regularly and the appropriate timed actions (if any)
areinvoked in atimely way. “ Set Up the Timed Action Event” on page 122.

Test your workflow processes. See “ Test Your Workflow Process’ on page 134.
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9. Set up your start menu shortcuts so that workflow processes are assigned
automatically to assets when they are created. For help with start menu items, see
“Creating Start Menu Items for Asset Types’ on page 71.

Set Up E-Mail Objects

You create e-mail objects so that your step and timed actions can send them to the
appropriate participants at the appropriate times. Examine the sketches of your workflow
processes, determine the e-mail messages you need, and then use the proceduresin this
section to create and edit them.

Your user account must give you access to the Admin tab in order for you to create e-mail
objects.

Enabling the E-mail Feature

To ensure that your workflow process can successfully send e-mail messages, the
following conditions must be true:

» Thepropertieson the Email tab inthef ut ur et ense. i ni file must be configured to
provide information about your e-mail server. See “Email” on page 314 for more
information.

 Thexcel erate. emnil notification property inthef uturetense_xcel . i ni
filemust besettotrue.

» Theworkflow participants must have e-mail addresses specified in their user profiles.
(For information about creating user profiles, see “Creating a New User” on page 40.)

For information about using the Property Editor to configure these property, see “ Starting
the Property Editor” on page 276 and “ Setting Properties’ on page 276.

Creating E-Mail Objects

Complete the following steps:

1. Inthe Content Server interface, select the Admin tab and expand the Email item.

2. Under Email, double-click on Add New.
CS-Direct displays the Add New Workflow Email form:
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7.

Add Mew Workflow Email

|

*Name: I

*Description: I

*Subject: I

*Body: ;I

(cancel ] [Add New Email )

In the Add New Workflow Email form, click in the Name field and enter a unique
name of up to 36 characters. (Thisisthe name that you use with the enai | name
variable when you use this e-mail object with an action).

In the Description field, enter a short, descriptive phrase of up to 36 characters.

In the Subject field, enter a phrase that describes the subject of the e-mail message.
See “About E-Mail Objects’ on page 96 for alist of variables that you can use.

In the Body field, enter the text for the message. Once again, see “About E-Mail
Objects’ on page 96 for alist of variables that you can use.

Click Save.

Editing E-Mail Objects
Complete the following steps:

1.

2
3.
4

In the Content Server interface, select the Admin tab and expand the Email item.
Under Email, double-click on the e-mail object that you want to edit.
In the Inspect form, click the Edit icon.

In the Edit Workflow Email form, make the necessary changes. See “ About E-Mail
Objects’ on page 96 for alist of variables that you can use.

Click Save.
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Deleting E-Mail Objects
Complete the following steps:
1. Inthe Content Server interface, select the Admin tab and expand the Email item.
2. Under Email, double-click on the e-mail object that you want to delete.
3. Inthelnspect form, click the Deleteicon.
A confirmation message appears.
4. Click Delete.

Set Up the Workflow Actions and Conditions

When you create any kind of action or a step condition, you identify an element and you
supply values for the variables that the element expects. If you are creating an action that
sends an e-mail message, you identify which e-mail object to send with the enai | nanme
variable.

Before you begin creating actions or step conditions, be sure that you have the elements
and e-mail objects that you need. CS-Direct provides several default action elements and
e-mail objects. Use the Content Server interface to examine the e-mail objects and use
Content Server Explorer to examine the El enent Cat al og table. Determine which
elements you plan to use and then write down the entire name of those elements.

If you need additional e-mail messages, consult the previous section, “ Set Up E-Mail
Objects’ on page 117 and create the e-mail messages that you need.

The following procedures describe how to create, edit, and del ete the workflow actions—
step, timed, delegate, deadlock, and group deadlock action—and step conditions.

Your user account must give you accessto the Admin tab in order for you to create actions
or conditions.

Creating Workflow Actions and Conditions
Complete the following steps:

1. Inthe Content Server interface, select the Admin tab and expand the Wor kflow
Actionsitem.

2. Under Workflow Actions, expand the kind of item that you want to create: Step
Actions, Step Conditions, Timed Actions, Delegate Actions, Deadlock Actions, or
Group Deadlock Actions.

3. Under theitem that you selected, double-click Add New.

CS-Direct displays the Add New form for that type of action or condition. For
example, thisisthe Add New Step Action form:
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Add New Workflow Step Action

e

*Name: I

*Description: I

*Element Mame: I

Arguments: I

(Cancel | [ Add New Action ]

4. Inthe Add New form, click in the Name field and enter a unique name of up to 40
characters.

5. Inthe Description field, enter ashort, descriptive phrase of up to 40 characters.

6. Inthe Element Name field, type the entire name of the element. For example, to use
the default workflow element named SendEnai | ToAssi gnees, type:
Openhar ket / Xcel er at e/ Act i ons/ Wor kf | ow St epAct i ons/
SendEmmi | ToAssi gnees.

7. Inthe Argumentsfield, use the following convention to supply values for the
arguments or variables that the element needs to function correctly:

nane=val ue

For the SendEmai | ToAssi gnees element, for example, you must provide avalue
for the emai | nane variable (that is, the name of an e-mail object). For example:

emai | nane=Assi gnnent DueReni nder

If an element takes more than one variable, separate the name/value pairs with the
ampersand (&) character. For example:

namel=val uel&nane2=val ue2
8. Click Add New Action.

Configuring Approve for Publish Step Actions

The approval process approves an asset to a specific publishing destination. To use the
default Approve for Publish step action with your workflow processes, you specify the
publishing destination for the assets that are approved by the action.

If al the assetsfor al of your workflow processes are published to the same destination,
you can simply configure the existing Approve For Publish action. However, if some
types of assets are published to a different destination than the others, you must create an
additional Approve for Publish action for each publishing destination, or combination of
publishing destinations.

The Approve for Publish step action usesthe OpenMar ket / Xcel er at e/ Acti ons/

Wor kf | ow St epActi ons/ Appr oveFor Publ i sh element which takesthet ar get s
variable. You can use this same element with as many additional approval step actions as
you need.
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For the default Approve for Publish step action, provide avauefor thet ar get s variable.
Possible values for thet ar get s variable are the names of any of the publishing
destinations that have been created on this CSEE system.

For example:
t ar get s=server X.

To specify more than one publishing destination, separate each with a comma. For
example:

target s=server X, serverY

Note

If the name of a publishing destination that is referenced by thet ar get s
variable is changed, you must also change the value of thet ar get s
variable in your Approve for Publish steps.

Editing Workflow Actions and Conditions
Complete the following steps:

1. Inthe Content Server interface, select the Admin tab and expand the Wor kflow
Actionsitem.

2. Under Workflow Actions, expand the kind of item that you want to edit: Step
Actions, Step Conditions, Timed Actions, Delegate Actions, Deadlock Actions, or
Group Deadlock Actions.

3. Under theitem that you selected, double-click the name of the item that you want to
edit.

4. Inthelnspect form, click the Edit icon.
5. Inthe Edit Action (or Condition) form, make your changes.
6. Click Save.

Deleting Workflow Actions and Conditions
Complete the following steps:

1. Inthe Content Server interface, select the Admin tab and expand the Wor kflow
Actionsitem.

2. Under Workflow Actions, expand the kind of item that you want to delete: Sep
Actions, Sep Conditions, Timed Actions, Delegate Actions, Deadlock Actions, or
Group Deadlock Actions.

3. Under the item that you selected, double-click the name of the item that you want to
delete.

4. Inthelnspect form, click the Delete icon.

A confirmation message appears.
5. Click Delete.
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Set Up the Timed Action Event

Before any of your timed actions can be triggered, you must configure the timed action
event so that it calculates deadlines at regularly occurring intervals. Note that there can be
only one timed action event for a CSEE system.

Complete the following steps:
1. Inthe Content Server interface, select Admin > Timed Action Event.
2. Inthe Workflow Timed Action Event form, click Edit.

The Edit Workflow Timed Action Event form appears:

Edit workflow Timed Action Event

U —

Times: Mo existing warkflaw timed
action event

Set Event Times:

Days of a week Eﬂsnot]l: Months Hours Minutes
Sunday 1 = Jan 12AM = 0
honday 2 Feh 1AM 15
Tuesday 3 har 2AM 30
Wednesday 4 Apr 3AM 45
Thursday 5 hlay 4AM
Friday = Jun 2AM
Saturday 7 Jul B

g Aug TAM

9 Sep BAM

10 Oct A

1" Mo 10AM

12 »| |Dec 1AM x|

Enabled: @& ..
. no

3. Set the schedule for how often the state deadlines should be calculated in terms of
months, days, hours, and 15-minute increments.

4. Under Enabled, click yes.

5. Click Save.
A summary of the schedule is displayed.

CS-Direct uses the same abbreviations and codes to summarize the schedule for the timed
action event that it does for your publishing events. For information about how to read the
schedule, see “Reading the Schedule Abbreviations’ on page 242.
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Set Up the States

When you create a workflow state, you specify a deadline, select atimed action, and
configure when the timed action should run. Therefore, before you begin creating your
workflow states, be sure that you have created the timed actions that you need.

To work with workflow states, your user name must be assigned the WorkflowAdminrole
for the site that you are working with.
Creating Workflow States
Complete the following steps:
1. Inthe Content Server interface, select the Wor kflow tab and expand the States item.
2. Under Sates, double-click on Add New.

CS-Direct displays the Add New Workflow Sate form:

Add Mew Workflow State

e

*Name: I

*Description: I

Estimated Time: IDD days|0 Tlhours

Timed Actions: ([ Add Timed Actions... |

(cancel ] [ Add New State ]

3. Inthe Add New form, click inthe Namefield and enter aunique, meaningful name of
up to 40 characters.

4. Inthe Description field, enter a short, descriptive phrase of up to 40 characters.

(Optional) Inthe Estimated Time fields, configure the deadline for assetsin this state.
You can specify a deadlinein terms of days, hours, or a combination of the two.

6. (Optional) Click the Add Timed Actions button and complete the following steps:
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7.

Add Timed Action to Workflow State: BF:Workflow Initiated

R

Name: BF:FX
Description: BF:woarkflow Initiated
Estimated Time: 2days:0hours
SendEmail  [o0 | |0 |z [Before Deadline

After Deadline

(Cancel | [ Add Timed Action )
In the Action to Take list, select atimed action.

b. Inthe Offset field, specify whether the action should be triggered before the
deadline or after the deadline.

c. IntheDaysfield and/or the Hour s field, specify how many hours or days before
or after the deadline (that you specified in step 5) that the action isto be triggered.

d. Click Add Timed Action.
e. Repeat thisentire step for each timed action that you want to set up for this state.

Click Add New Sate.

Editing Workflow States
Complete the following steps:

1.
2
3
4,
5

6.

In the Content Server interface, select the Wor kflow tab and expand the States item.
Under Sates, double-click on the state you want to edit.

In the Inspect form, click the Edit icon.

In the Edit form, make the appropriate changes.

To change the timed action or the time that it is scheduled to run, click Add Timed
Actions, make the appropriate changes, and click Add Timed Actions again.

Click Save.

Deleting Workflow States
Complete the following steps:

1.
2.
3.

In the Content Server interface, select the Wor kflow tab and expand the States item.
Under States, double-click on the state you want to delete.
In the Inspect form, click the Deleteicon.

A confirmation message appears.
Click Delete.
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Set Up the Workflow Processes

When you create a workflow process, you specify global process information and then
you create steps, assigning step actions to them as needed. The stepsin the process create
the flow of the process by linking the states in a specific order.

Before you can begin creating a workflow process, you must have already created your
step actions, step conditions (if necessary), and states.

To work with workflow processes, your user name must be assigned the Workflow Admin
role for the site that you are working with.

Note

If your content providers will use workflow groups, be sure to enable the
Workflow Groups tab for them. For information, see “ Creating the
Workflow Groups Tab” on page 78.

Creating Workflow Processes

When you create a workflow process, you configure three categories of information:
global process settings, steps, and function privileges.

Step A: Name and Set Global Settings for the Process

1. Inthe Content Server interface, select the Wor kflow tab and expand the Processes
item.

2. Under Processes, double-click on Add New.
The Wor kflow Process: (new) form appears:
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© N o g &

10.

Workflow Process: (new)

U —|

*Process Name: I

*Description: I

*Site: Any
HelloAssetWorld
BurlingtanFinancial
GE Lighting

*Asset Type: Any 3
Article (Flex)

Irnage (Flex)

Recommendation

Article |

*Roles: Analyst =
Approver

Authar

Checker

Designer |

*Start Step: Mo process steps are currently defined,

Add New Step

Administration Roles:

Process Deadline:  sllowed © not allowed
Delegate Actions: Mo delegate actions are currently defined.
1D: new)

In the New Wor kflow Process form, click in the Name field and enter a unique name
of up to 25 characters.

In the Description field, enter a short, descriptive phrase of up to 64 characters.
In the Siteslist, select the sites that can use this workflow process.

Inthe Asset Typeligt, select the asset type(s) that this workflow processisfor.
In the Roleslist, select the roles that will participate.

In the Administration Roles list, select the roles that can act as the administrator for
this workflow process when an asset is using it.

In the Process Deadline section, specify whether the workflow administrator (or other
user if you configure function privileges that allow it) can set a process deadline for
the assets that participate in this workflow process.

If you have any delegate actions configured, select the appropriate actionsin the
Delegate Actions list.
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11. Inthe Sart Step section, click Add New Sep.
Step B: Create the Start Step

Add New wWorkflow Process Step

|

Process Mame: Recommendation Process

*Step Mame: I

*States: From State To State
none(Start of Workflow) ! none(End of Workflow) !
BF:Fund Parent Created BF:Fund Parent Created
BF:Fund Parent Completed BF:Fund Parent Completed
BF:Parent for Approval BF:Parent for Approval

BF:WWorkflow Initiated x| |BF:wWorkflow Initisted |

*Authorized Roles:

*Assignment Method: ' Retain "From State" assignees
Mo assignments; control actions with function privs

(Select Roles)

© Assign from list of participants

{7 Choose assignees when step is taken

Assignment Deadline: ¢ -, change @ Use default

Step Actions: ApproveForPublish i’
SendAssignmentEmail
SendRejectionErmail hd
Step Conditions: ExampleStepCondition
Deadlock Actions: SendDeadlockEmail
Voting: sl assignees must vote

workflow Groups: - Step is group synchronized

1. Inthe New Workflow Process Sep form, click in the Step Name field and enter a
unique, meaningful name of up to 64 characters.

2. Configure the states as follows:

a. IntheFrom Satelist, select none (start of workflow).
b. Inthe To Statelist, select the name of the first state in the workflow process.

3. Fromthe Authorized Roleslist, select the roles that are allowed to take this step by
assigning this workflow to an asset.
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In the Assignment M ethod section, specify which roleswill be assigned the asset by
selecting one of the following options:

- Retain “From Step” assignees, which, for a start step, means that the user who
assigns the workflow to the asset is assigned the asset

- No assignments; control access with function privs

- Assign from list of participants

- Choose assighees when step istaken

If you select either of the last two options, select the appropriate rolesfrom thelist that
isto the right of those options. (For definitions of these options, see “ Determine the
Steps’ on page 102.)

In the Assignment Deadline section, determine whether the workflow administrator
(or other user if you configure the appropriate function privileges) can override the
Estimated Time (deadline) set for the state that this step moves the asset to.

(Optional) In the Step Actionsllist, select one or more step actions that should be
invoked when this step is taken.

(Optiona) In the Sep Conditionslist, select a step condition, if appropriate.
Click Save.

The start step is added and the Steps for Workflow Process form is displayed.
Click Save.

The processis saved and displayed in the I nspect form for the process. Note that this
step appears as the Start Step in the form.

10. Continue to the next procedure.

Step C: Create the Subsequent Steps
Use the following procedure to create the rest of the subsequent steps, including the end
step:

1.

2
3.
4

From the I nspect form of the workflow process, select the Edit icon.
Click Add/Edit Steps (abutton at the bottom of the form).
In the Sepsfor Processform, click Add Step.

Inthe Add New Wor kflow Process Step form, click in the Step Namefield and enter
aunique, meaningful name of up to 64 characters.

Configure the states as follows:

a. Inthe From Satelist, select the name of the state that you selected as the To
Sate for the previous step.

b. IntheTo Statelist, select the name of the next state in the workflow process.
(Notethat if you want to create an iterative step, select the same state in the From
Sate and the To Satelists))

From the Authorized Roleslist, select the roles that are allowed to take this step by
finishing the assignment. The rolesthat you select from thislist should either match or
contain a subset of the roles that you selected for the Assignment M ethod in the
workflow step that immediately precedes this workflow step.
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16.
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In the Assignment M ethod section, specify which roleswill be assigned the asset by
selecting one of the following options:
- Retain “From Step” assignees

If the From State and the To Sate are different, the first person who takes this

step (finishes the assignment) is assigned the asset, even if the previous step
assigned the asset to more than one participant.

If the From Sate and the To Sate are the same, every user who was assigned the
asset by the last step is assigned the asset again with this step.

- No assignments; control access with function privs
- Assign from list of participants
- Choose assighees when step istaken

If you select either of the last two options, select the appropriate rolesfrom thelist that
isto the right of those options. (For definitions of these options, see “ Determine the
Steps” on page 102.)

In the Assignment Deadline section, determine whether the workflow administrator
(or other user if you configure the appropriate function privileges) can override the
Estimated Time (deadline) set for the state that this step moves the asset to.

(Optional) In the Step Actionsllist, select one or more step actions that should be
invoked when this step is taken.

(Optiona) In the Sep Conditionslist, select a step condition, if appropriate.

If the step moves the asset from a state in which more than one participant was
working on the asset and you want all participants to finish their assignments before
the step can complete, select the All Assignees must vote option.

If there are any other stepsin this process with the same From Sate and any of those
steps are also all-voting steps (All Assignees must vote is selected), select a
Deadlock Action. For information about deadlocks and avoiding them, see
“Managing Deadlocks’ on page 86 and “ About Delegate Actions’ on page 98.

If thisworkflow process will be used for workflow groups and you want all the assets
to progress at the same time to the To Sate that you selected in step 4 of this
procedure, select the Sep isgroup synchronized option. FatWire recommends that
you create only one synchronized step in the process.

Click Save.

The step is saved and the Seps for Workflow Processform is displayed.
Click Save.

The processis saved and displayed in the Inspect form for the process.

Repeat this procedure for each step—except the end step—that you want to create for
this process.

To create the end step, continue with the next procedure.

To configure function privileges, continue to “ Step E: (Optional) Configure Function
Privileges’ on page 131.
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Step D: (Optional) Create the End Step

An end step ends the workflow which means that the asset is no longer in aprocess and no
longer has function privileges controlling accessto it, if you are using function privileges.
Use the following procedure to create an end step for the workflow process:

1.

2
3.
4

10.

11.

12.

13.

From the I nspect form of the workflow process, select the Edit icon.
In the Edit Process form, click Add/Edit Steps (a button at the bottom of the form).
In the Sepsfor Processform, click Add Step.

In the New Workflow Process Step form, click in the Step Name field and enter a
unique, meaningful name of up to 64 characters.

Configure the states as follows:

a. Inthe From Satelist, select the name of the state that you selected as the To
Sate for the previous step.

b. Inthe To Satelist, select none (end of workflow).

From the Authorized Roles list, select the roles who are allowed to take this step by

finishing an assignment. The roles that you select from thislist should either match or

contain a subset of the rolesthat you selected for the Assignment M ethod of the
workflow step that immediately precedes this workflow step in the process.

(Optiona) In the Step Actionslist, select one or more step actions that should be
invoked when this step is taken.

(Optiona) In the Sep Conditionslist, select a step condition, if appropriate.

If the step moves the asset from a state in which more than one participant was
working on the asset and you want all participants to finish their assignments before
the step can complete, select the All Assignees must vote option.

If there are any other stepsin this process with the same From Sate and any of those
steps are also all-voting steps (All Assignees must vote is selected), select a
Deadlock Action. For information about deadlocks and avoiding them, see
“Managing Deadlocks’ on page 86 and “ About Delegate Actions’ on page 98.

If thisworkflow processwill be used for workflow groups and you want this step to be
performed on all the assets in the group at the same time, select the Step isgroup
synchronized option. FatWire recommends that you create only one synchronized
step in the process.

Click Save.

The start step is added and the Steps for Wor kflow Process form is displayed.
Click Save.

The processis saved and displayed in the Inspect form for the process.

If you do not need to configure function privileges, this workflow processis completed. If
you do need to configure function privileges, continue to the next procedures.
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Step E: (Optional) Configure Function Privileges
Use the following procedure to set up function privileges:

1.
2.
3.

From the I nspect form of the workflow process, select the Edit icon.
In the Edit form, click Add/Edit Function Privs (a button at the bottom of the form).

In the Wor kflow Process Functions form, scroll down to the function that you want
to set aprivilegefor.

Click the New button next to the function.
The Add Privileged Function form appears:

Add Privileged Functions

[ —

Process Mame: Helloarticle Process

Function: Abstain From Voting

*State: Workflow Mot Active
Hello: Editing HelloAricle
Hello: Writing HelloArticle

*Role: HelloAuthor
HelloEditar
Allowed? I

[Cancel ] [Add New]

Select the appropriate state from the State list.

Select theroles that are allowed or not allowed to perform this function when an asset
isin this state from the Roles list.

Do one of the following:

- Toalow userswith those rolesto perform the function, select the Allowed option.

- Torestrict users with those roles from performing the function, clear the Allowed
option.

Click Add New.
The privilegeis set and the Wor kflow Process Functions form appears again.

Repeat steps 3 through 8 for each function privilege that you need to configure. For
more information about function privileges, see “ Determine the Function Privileges’
on page 105.

10. After you have configured all of your function privileges, click Save.

The privileges are saved and the I nspect Process form appears again.
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The workflow process is complete.

Editing Workflow Processes

1.

5.
6.
7.

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to edit.
In the Inspect form, click the Edit icon.

To modify the name, description, or any of the other global settings, make your
changes directly in the Edit process form.

To edit the steps, see “Editing Steps’ on page 132
To edit the function privileges, see “ Editing Function Privileges’ on page 132.
When you are finished, click Save.

Editing Steps
Complete the following steps:

1.

R

6.
7.

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to edit.
In the Inspect form, click the Edit icon.
In the Edit Process form, click Add/Edit Steps (a button at the bottom of the form).

In the Seps for Workflow Process form, click Edit next to the step that you want to
change.

In the Edit Workflow Process Step form, make your changes and then click Save.
The workflow processis saved and the I nspect form appears.

Editing Function Privileges

To edit afunction privilege, you must delete it and then re-create it. Complete the
following steps:

1.

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to edit.
In the Inspect form, click the Edit icon.

In the Edit Process form, click Add/Edit FunctionPrivs (a button at the bottom of
the form).

In the Functionsfor Wor kflow Process form, click Remove next to the function that
you want to change.

Then click New next to the same function.

Inthe Add Privileged Functions form, create the function privilege and then click
Save.
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In the Functions for Workflow Process form, click Save.
The workflow processis saved and the I nspect form appears.

Copying Workflow Processes

You can copy aworkflow process, which can save you some steps in configuring
additional processes.

Complete the following steps:

1.

N oo g &

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to copy.

In the Inspect form, click in the drop-down list on the action bar and select Copy
Process.

The Copy Workflow Process form appears:

Copy workflow Process: BF: Normal Article Process

& Preview

*Process Name: ||

*Description: I

In the Process Name field, enter the name of the process.

In the Description field, enter a short, descriptive phrase.

Click Save.

Edit the process as necessary. See the following procedures for help:

“Editing Workflow Processes’ on page 132.
“Editing Steps’ on page 132.
“Editing Function Privileges’ on page 132.

Deleting Workflow Processes
Complete the following steps:

1.

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to delete.
In the Inspect form, click the Deleteicon.

A confirmation message appears.

Click Delete.
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Deleting Steps
Complete the following steps:

1.

a M 0w DN

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to edit.

In the Inspect form, click the Edit icon.

In the Edit Process form, click Add/Edit Steps (a button at the bottom of the form).

In the Stepsfor Workflow Processform, click Remove next to the step that you want
to delete.

Click Save.
The workflow processis saved and the I nspect form appears.

Deleting Function Privileges
Complete the following steps:

1.

In the Content Server interface, select the Wor kflow tab and expand the Processes
item.

Under Processes, double-click on the workflow process that you want to edit.

In the Inspect form, click the Edit icon.

In the Edit Process form, click Add/Edit FunctionPrivs (a button at the bottom of
the form).

In the Functionsfor Wor kflow Processform, click Remove next to the function that
you want to change.

Click Save.
The workflow processis saved and the I nspect form appears.

Test Your Workflow Process

Before you move your workflow process to the management system and implement it
there, test it on your development system:

Log in asauser with administrator access and configure start menu items that assign
workflow processes to assets, if necessary.

Login asauser who has arole that has been authorized to take the start step of the
workflow process. Create an asset, select the workflow process (only if the start menu
item does not assign it), and then finish the assignment.

Log in as the participant who has the assignment now. Finish the assignment and then
log in as the next participant. Continue through the entire workflow in this manner.

Verify that the e-mail messages that should be sent are being sent.
Verify that your workflow sends the asset through the process correctly.
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Moving Your Work

Typically you create and fine-tune aworkflow process on a development system to ensure
that it functions exactly asyou need it to before you introduce that workflow processto the
management system.

When your workflow is ready to be used by content providers, use the Initialize Mirror
Target feature to move your workflow components to the management system.

For information about this feature, see “Migrating a Site from One System to Another
System” on page 232.

Clearing Workflow Assignments

People go on vacation, get reassigned to new work groups, and move on to different jobs.
What should happen to their workflow assignments in these situations? One option for
handling work assignments that cannot be finished by the original assigneeisto delegate
the assignments to someone else. However, even with the delegate feature, you, the
administrator, might still be called on to clear assignments from some user’s assignment
list.

To clear assignments for a user, complete the following steps.

1. Inthe Content Server interface, select the Admin tab and double-click on Clear
Assignments.

2. Inthe Search for Assignments form, enter a user name. For example:

Search for Assignments

*User Name: IJDB

( Show Assignments )

3. Click Show Assignments.
CS-Direct displays alist of all the assets that are currently assigned to that user.
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For example:

Clear Assignments

The following assets have been assigned to: Joe.
To clear an assignment, select the asset's checkbox and click Clear Assignments.

Name Description Assigned to Task Status Clear
HelloArticle  movies  story abouk movies Joe active -
HelloArticle  dogs story about the DogsFromMars Joe active -
HelloArticle  food story about where to eat on planet Earth  Joe active -

Clear assignment comment:

Remove the asset from workflows if there are no other assignees for the asset:
Cves

& g

Clear Assignments

4. Inthe Clear Assignmentsform, select the Clear option next to each assignment that
you want to clear.

5. (Optional) Click in the Clear assignment comment field and enter acomment about
why you are clearing these assignments. The text that you enter in thisfield appearsin
the Action Taken field in the Wor kflow History section on the Status form for the
asset.

6. Do one of the following:

- If you want the asset to be removed from workflow if it is not assigned to anyone
else, select Yes.

- If you want the asset to remain on the assignment list of any other user who isalso
assigned the asset, select No.

7. Click Clear Assignments.
CS-Direct displays a Clear Assignments Report that summarizes the changes.

136



Chapter 6
Sample Sites and Configuration

Asdescribed in Chapter 4, “ Sites, Start Menu, and Tree Tabs,” in the CSEE content
applications (CS-Direct, CS-Direct Advantage, and CS-Engage), a“site” is an object that
administrators use to manage or control access to assets and that developers use as a
design aid in the Content Server interface.

The CSEE content applications deliver four sample sites that demonstrate both sides of a
CSEE site: the online site that is presented to the public from the delivery system and the
content management site on the management system that the content providers interact
with in order to supply the content for the online site.

The sample sites vary in complexity and purpose:

e HelloAsset World is an extremely simple site that illustrates the primary coding and
design concepts behind extracting and displaying basic assets.

« Burlington Financial isacomplete, fully functioning financial services portal with a
rich set of features. It uses the basic asset data model and illustrates most of the
abilities of the CS-Direct product.

« GE Lightingisan online catalog of lighting products. It illustrates the power and
flexibility of the flex asset moddl. When CS-Engageisinstalled, it also uses some of
the CS-Engage features.

« Burlington Financial Extension provides an extension to the Burlington Financial
sitethat illustrates the CS-Engage features, adds two families of flex asset typesto the
data model, and uses Analysis Connector.

In addition to providing code samples for your site designers, al four sites provide
examples of how to configure the CSEE content management site that runson a
management system.

This chapter describes the configuration of the sample sitesin the following sections:
e Hello Asset World

e Burlington Financial

e GE Lighting

¢ Burlington Financial Extension (for CS-Engage)
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Hello Asset World

The Hello Asset World siteis the simplest of the four sample sites. It hasfive users, six
roles, two custom tabs, and one workflow process. For asset types, it uses only four of the
system asset types and has only two custom asset types. The example users of this sample
site provide articles and images for an online webzine called “Hello World.”

For a description of the site design of the Hello World webzine, see the CSEE Developer’s
Guide.

Users, ACLS, and Roles for Hello Asset World

The Hello Asset World site has five users:
e Coco, the site designer

» Bobo, the site administrator

* Flo, the editor

e Joe, an author

* Moe, another author

There are no custom ACL S—the user accounts are assigned only the system default
ACLs.

Hello Asset World users are assigned one or more of the following five roles:
» HelloAuthor

e HelloDesigner

» HelloEditor

e GeneralAdmin

e WorkflowAdmin

The General Admin and WorkflowAdmin roles are system default roles, while the other
three are custom roles for the users of the Hello Asset World site.

The following tables shows how the Hello Asset World user accounts and role
assignments are configured:

Coco hello Browser, HelloDesigner,
ElementEditor, GeneraAdmin (a
ElementReader, system default role)
PageEditor,
PageReader,
TableEditor,
UserReader, xceladmin,
xceleditor

Bobo hello Browssr, GeneralAdmin,
ElementReader, WorkflowAdmin
PageReader, (another system default
UserEditor, UserReader, | role)
xceladmin, xceleditor
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Flo hello Browser, HelloEditor

ElementReader,
PageReader,
UserReader, xceleditor

Joe hello Browssr, HelloAuthor

ElementReader,
PageReader,
UserReader, xceleditor

Moe hello Browser, HelloAuthor

ElementReader,
PageReader,
UserReader, xceleditor

Asset Type Configuration for Hello Asset World

Asset type configuration for Hello Asset World is aso quite simple. The site uses only
four of the standard system default asset types—but adds an association to the page asset
type—and provides two custom asset types (built with the AssetM aker feature).

These are the asset types that are used in Hello Asset World:

HelloArticle (custom). It has one association field named Associated Hellolmage.
Moe and Joe, the Hello Asset World authors, create assets of thistype. There are seven
HelloArticle assets in the site.

Hellolmage (custom). Moe and Joe also create the Hellolmages that illustrate their
HelloArticles. There are eight Hellolmage assets in the site.

Note

For information about the data structure of these asset types, use
Content Server Explorer to examine their asset descriptor files
and the HelloArticle and Hellolmage database tabl es.

The Content Server Explorer tool is described in the CSEE
Developer’s Guide.

Template (default). There are three template assets: one for pages, one for
HelloArticles, and onefor collections.

Page (default). The Hello Asset World site adds an association field named
HelloA ssetWorld Collection to the page asset type. The site has one page asset.

Collection (default). The site has one collection asset.
Query (default). The site has one query asset.

Source and Category

Hello Asset World does not use categories but it does add one new source item. This
source is also named HelloAssetWorld.
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Start Menu Configuration for Hello Asset World

Even though Hello Asset World uses only 6 asset types, it has 16 start menu items. In
addition to the New and the Search start menu items for the six asset types that arein use,
there are New and Search start menu items for the CSElement and SiteEntry asset typesin
case Coco the site designer ever decides to use them.

The start menu items are also very simple: only one of them provides adefault valuefor an
asset created with it. The following table describes al the start menu itemsfor Hello Asset

World.

New CSElement, | CSElement New HelloDesigner

HelloAssetWorld

Find CSElement, | CSElement Search HelloDesigner

HelloAssetWorld

New Collection, | collection New HelloEditor,

HelloAssetWorld HelloDesigner

Find Collection, collection Search HelloEditor,

HelloAssetWorld HelloDesigner

New HelloArticle | HelloArticle | New HelloAuthor workflow =

HelloWorkflow

New HelloArticle | HelloArticle | New HelloDesigner,

for Testing HelloEditor

Find HelloArticle | HelloArticle | Search HelloAuthor,
HelloEditor,
HelloDesigner

New Hellolmage | Helloimage | New HelloAuthor,
HelloEditor,
HelloDesigner

Find Hellolmage | Hellolmage | Search HelloAuthor,
HelloEditor,
HelloDesigner

New Page, page New HelloDesigner

HelloAssetWorld

Find Page, page Search HelloDesigner

HelloAssetWorld

New Query, query New HelloDesigner

HelloAssetWorld

Find Query, query Search HelloDesigner

HelloAssetWorld

New SiteEntry, SiteEntry New HelloDesigner

HelloAssetWorld

Find SiteEntry, SiteEntry Search HelloDesigner

HelloAssetWorld

140



Chapter 6: Sample Sites and Configuration

New Template,
HelloAssetWorld

Find Template,
HelloAssetWorld

template New

template Search

HelloDesigner

HelloDesigner

Tree Tab Configuration for Hello Asset World

Hello Asset World adds two custom tabs to the tree and adds the Hello Asset World roles
for its users to the system default tabs.

Admin (default)

Active List
(default)

Hello Content
(custom)

Hello Design
(custom)

History (default)

Site Plan (default)

Workflow Admin
(default)

Provides access to the
administrative features

Provides access to the
user'sactive list

Provides access to the
HelloArticle and
Hellolmage assets

Provides accessto the
template, CSElement,
SiteEntry, page,
collection, and query
assets

Displays the assets that
the user worked with
during the current
session.

Displays a graphical
representation of the
online site

Provides access to the
workflow states and
processes

Workflow for Hello Asset World

GeneralAdmin

HelloAuthor,
HelloDesigner,
HelloEditor

HelloAuthor,
HelloEditor,
HelloDesigner

HelloDesigner,
HelloEditor

All

HelloAuthor,
HelloDesigner,
HelloEditor

WorkflowAdmin

Bobo, Coco

Coco, Flo, Joe,
Moe

Coco, Flo, Joe,
Moe

Coco

All

Coco, Flo, Joe,
Moe

Bobo

Hello Asset World provides a sample workflow process named HelloArticle Process.

It has two states and four steps. For the most part, thisworkflow process was built with the
default workflow building blocks. However, one additional e-mail object and one
additional step action were created for this workflow process.
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For a complete description of the Hello Asset World workflow process, see “HelloArticle
Process’ on page 109.

Burlington Financial

The Burlington Financial sample site Burlington Financial is afictitious financial news
portal. Asisthe design of the online site, the configuration of the management system site
is a'so more complex than that of Hello Asset World.

This site has seven users, eight roles, and one workflow process. For asset types, it uses all
of the system default types and provides three custom asset types.

The example users of this sample site provide articles and images for an online financial
news site and service called “Burlington Financial.” For a description of the site design of
the Burlington Financial news site, see the CSEE Devel oper’s Guide.

Users, ACLS, and Roles for Burlington Financial
The Burlington Financial site has six users:
e user_approver, amanager who approves assets so that they can be published
e user_author, an author
e user_checker, afact-checker
e user_designer, the site designer
e user_editor, an editor
e admin, the site and system administrator (note that thisis also a system default user)
There are no custom ACL S—the user accounts are assigned only the system default

ACLs.

Burlington Financial users are assigned one or more of the following eight roles:
e Approver

* Author

e Checker

e Designer

e Editor

*  Genera Admin

* SiteAdmin

*  WorkflowAdmin

The General Admin, WorkflowAdmin, and SiteAdmin roles are system default roles, while
the other five are custom roles for the users of the Burlington Financial site.
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The following table shows how the Burlington Financial user accounts and role

assignments are configured:

user_author

user_approver

user_checker

user_designer

user_editor

admin

user

user

user

user

user

xceladmin

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, xceleditor

Browsser,
ElementReader,
PageReader,
RemoteClient,
UserReader, xceleditor

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, xceleditor

Browser,
ElementEditor,
PageEditor,
RemoteClient,
TableEditor,
UserReader, xceleditor

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, xceleditor

Browser,
ElementEditor,
TableEditor,
PageEditor,
RemoteClient,
UserEditor, UserReader,
xceladmin, xceleditor

Author

Approver

Checker

Designer

Editor

GeneralAdmin,
SiteAdmin,
WorkflowAdmin

Asset Type Configuration for Burlington Financial

Asset type configuration for Burlington Financial is also more complex than that of Hello
Asset World. The site uses all of the standard system default asset types, adds association
fields to the page, collection, and query asset types, and provides two custom asset types
built with the AssetM aker feature and one completely custom asset type built without
AssetMaker (the article asset type). It also makes extensive use of categories and sources,
and, for the article asset type, subtypes.
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Note

For information about the data structure of the custom asset types, see the
chapter on creating basic asset typesin the CSEE Developer’s Guide and
then use Content Server Explorer to examine their asset descriptor files

and their database tables.

The following table describes the asset type configuration for the Burlington Financial

sample site:

Article (custom, non-
AssetMaker type)

CSElement (default)
Collection (default)

ImageFile (custom)
Page (default)

Query (default)

SiteEntry (default)
StyleSheet (custom)

42
29

105
21

28

Main ImageFile,
Popular Topics,
Related Stories,
Sidebar Bottom,
Sidebar Top, Spot
ImageFile, Spot
ImageFilel, Teaser
ImageFile, French
Trand ation, German
Trandation, Spanish
Trandation

none

Queryl, Query?2,
Query3

none

HomeStoryGroups,
PopularTopics, Recent
Stories, Section
Highlight, Sidebar
Bottom, Sidebar
Middle, Sidebar Top,
Top Stories, WireFeed

none

none

none
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Standard,
Columnist

none

none

none

none

none

none

none

Banking and L oans,
Bonds, Companies,
Consumer, Currency,
Economy,
Entertainment,
French, Funds,
General, German,
Investing, Markets,
News, Personal
Finance, Portfolio,
Rates and Bonds,
Retirement, Services,
Small Business,
Spanish, Special,
Sports, Stocks, Tax
Guide, Technology,
US Treasuries, World
Business

none

General, Money

General

Account Page,
Content Page, Home,
List Page, Section
Front

Entertainment,
General

none

CSSHTML 4.0, XSL,
General
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Template(default) 47 none none Banner,
Entertainment,
General, Navigation,
Page Template,
Subpage Template
Sources

Burlington Financial uses the source feature to identify the news agency that provides an
article when the article is not written by a Burlington Financia author. 1t adds the
following 12 sources to the Sour ce table:

e 123Jump

e AsiaPulse

e BurlingtonFinancial
- Efe
PFWNSelect
e |tarTass

e M2Comm

* NYPost

» TechWeb

« UPI

e WireFeed

e Xinhua

Start Menu Configuration for Burlington Financial

Burlington Financial provides 18 start menu items.

The start menu items are very simple: only one of the New items provides default values
for an asset created with it and none of the Sear ch items provide a default value to search
by. The following table describes al the start menu items for Burlington Financial.

New Article article New Approver,
Author,
Checker,
Designer,
Editor
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Find Article article Search Approver,
Author,
Checker,
Designer,
Editor

New CSElement | CSElement New Designer
Find CSElement | CSElement Search Designer

New Collection collection New approver,
author,
checker,
designer,
editor

Find Collection collection Search Approver,
Author,
Checker,
Designer,
Editor

New Columnist article New Approver, subtype =
Article Author, Columnist

Checker, template =

Designer, :
Editor Columnist
source =
Burlington
Financia

New ImageFile imagefile New Approver,
Author,
Checker,
Designer,
Editor

Search ImageFile | imagefile Search Approver,
Author,
Checker,
Designer,
Editor
New Page page New Designer
Find Page page Search Designer
New Query query New Designer
Find Query query Search Designer
New SiteEntry SiteEntry New Designer
Find SiteEntry SiteEntry Search Designer

New Stylesheet stylesheet New Author,
Designer
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Find Stylesheet

New Template
Find Template

stylesheet Search
template New
template Search

Author,
Designer

Designer

Designer

Tree Tab Configuration for Burlington Financial

Burlington Financia adds no custom tabs to the tree but it does add its roles to the system
default tabs.

Active List
(default)

Admin (default)

History (default)

SiteAdmin
(default)

Site Plan (default)

Workflow Admin
(default)

Provides access to the
user'sactive list

Provides access to the
administrative features

Displays the assets that
the user worked with
during the current
session.

Provides accessto site
administration functions

Displays a graphical
representation of the
online site

Provides access to the
workflow states and
processes

Workflow for Burlington Financial

Burlington Financial provides a sample workflow process named Normal Article Process.

It has three states and six steps and uses four roles (author, approver, checker, and editor).
This workflow process was built with the default workflow building blocks only.

For a complete description of the this workflow process, see “BF: Normal Article
Process’ on page 111.
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Approver, Author,
Checker,
Designer, Editor

GeneralAdmin

All

SiteAdmin

Approver, Author,
Checker,
Designer, Editor

WorkflowAdmin

user_approver,
user_author,
user_checker,
user_designer,
user_editor

admin

All

admin

user_approver,
user_author,
user_checker,
user_designer,
user_editor

admin



CSEE Administrator’s Guide

GE Lighting

The GE Lighting sample site is a complete example of afull-featured online catalog of
lighting products. It uses the flex asset data model.

Thissite has9 users, 10 roles, and 1 workflow process. For asset types, it uses all of the
system default types and provides two flex families: the content family and the product
family.

The example users of this sample site create products and articles about those products.
For adescription of the site design of the GE Lighting catalog, see the CSEE Developer’s
Guide.

Users, ACLS, and Roles for GE Lighting
The GE Lighting site has eight users:

user_approver, a manager who approves assets so that they can be published
user_author, an author

user_checker, afact checker

user_designer, the site designer

user_editor, an editor

user_marketer, a marketing specialist

user_pricer, aproduct specialist who prices the products in the catalog
admin, the site and system administrator (a system default user)

editor, an editor who is allowed to perform all the roles on the site except the
administive roles (another system default user)

There are no custom ACL S—the user accounts are assigned only the system default
ACLs.

GE Lighting users are assigned one or more of the following eight roles:

Approver
Author

Checker

Editor

Designer
GeneralAdmin
Marketer

Pricer
SiteAdmin
WorkflowAdmin

The General Admin, WorkflowAdmin, and SiteAdmin roles are system default roles, while
the others are custom roles for the users of the GE Lighting sample site.
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The following table shows how the GE Lighting user accounts and role assignments are

configured:

user_author

user_approver

user_checker

user_designer

user_editor

user_marketer

user_pricer

admin

editor

user

user

user

user

user

user

user

xceladmin

xceleditor

Browser,
ElementReader,
PageReader,
UserReader, xceleditor

Browsser,
ElementReader,
PageReader,
UserReader, xceleditor

Browser,
ElementReader,
PageReader,
UserReader, xceleditor

PageEditor,
ElementEditor, Visitor,
VistorAdmin,
TableEditor,
UserReader, Browser,
xceleditor,
RemoteClient

Browser,
ElementReader,
PageReader,
UserReader, xceleditor

Browser,
ElementReader,
PageReader,
UserReader, xceleditor’

Browser,
ElementReader,
PageReader,
UserReader, xceleditor

TableEditor, UserEditor,
UserReader, xceladmin,
Browser, xceleditor,
PageEditor,
ElementEditor,
RemoteClient

Browser,
ElementReader,
PageReader,
UserReader, xceleditor
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Approver

Checker

Designer

Editor

Marketer

Pricer

Designer,
GeneralAdmin,
SiteAdmin,
WorkflowAdmin

Approver, Author,
Checker, Designer,
Editor
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Asset Type Configuration for GE Lighting

Asset type configuration for GE Lighting is much different than that of either Hello Asset
World or Burlington Financial. This site uses the flex asset data model and provides two
example flex families: the content family and the product family.

Because the GE Lighting site uses flex families for its content, it does not use associations
or categories. It also does not use sources.

The content family includes the following asset types:
* content attribute

e content parent definition

* content parent

e content definition

e article(flex)

« image (flex)

There are four content attribute assets, one content definition asset, and three flex article
assets.

The product family includes the following asset types:
e product attribute

e product parent definition

e product parent

e product definition

e product

There are 35 product attribute assets, 3 product parent definition assets, 31 product parent
assets, 2 product definition assets, and 101 products.

Note

For information about the data structure of these asset types, see the
chapter on creating flex asset types in the CSEE Devel oper’s Guide and
then use Content Server Explorer to examine the database tables for these
asset types.

The following asset types are also enabled for use in the GE Lighting sample site
» attribute editor

° page

« template

There 2 attribute editors, 10 page assets, and 15 template assets.

If CS-Engage isinstaled on your system, the GE Lighting sample site also provides 1
history attribute, 1 history definition, 2 visitor attributes, 1 segment, 1 promotion, and 3
recommendations.
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Start Menu Configuration for GE Lighting

GE Lighting uses 42 start menu items. In addition to the New and Sear ch start menu items
for the 13 asset types that are in use, there are New and Sear ch start menu items for the
CSElement and SiteEntry asset typesin case user_designer (the site designer) ever decides
to use them.

The start menu items are very simple: none of the New items provide adefault valuefor an
asset created with it and none of the Sear ch items provide a default value to search by. The
following table describes al the start menu items used by the GE Lighting site.

New Article (flex) | article (flex) | New Author,
Approver,
Editor,
Checker

Find Article (flex) | article (flex) | Search Author,
Approver,
Editor,
Checker

New Attribute attribute New Designer

Editor editor

Find Attribute attribute Search Designer

Editor editor

New CSElement | CSElement New Designer

Find CSElement | CSElement Search Designer

New Content content New Designer

Attribute attribute

Find Content content Search Designer

Attribute attribute

New Content content New Designer

Definition definition

Find Content content Search Designer

Definition definition

New Content content parent | New Designer

Parent

Find Content content parent | Search Designer

Parent

New Content content parent | New Designer

Parent Definition | definition

Find Content content parent | Search Designer

Parent Definition | definition

New History history New Designer

Attribute attribute
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Find History history Search Designer

Attribute attribute

New History history New Designer

Definition definition

Find History history Search Designer

Definition definition

New Image (flex) | image (flex) | New Author,
Approver,
Editor,
Checker

Find Image (flex) |image (flex) | Search Author,
Approver,
Editor,
Checker

New Page page New Designer

Find Page page Search Designer

New Product product New Author,
Approver,
Checker,
Designer,
Editor, Pricer

Find Product product Search Author,
Approver,
Checker,
Designer,
Editor, Pricer

New Product product New Designer

Attribute attribute

Find Product product Search Designer

Attribute attribute

New Product product New Designer

Definition definition

Find Product product Search Designer

Definition definition

New Product product parent | New Designer

Parent

Find Product product parent | Search Designer

Parent

New Product product parent | New Designer

Parent Definition | definition

Find Product product parent | Search Designer

Parent Definition | definition
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New Promotion
Find Promotion

New
Recommendation

Find
Recommendation

New Segment
New Segment

New SiteEntry
Find SiteEntry
New Template
Find Template

promotion
promotion

re_commend—
ation

re_commend-
ation

segment
segment

SiteEntry
SiteEntry
template
template

Tree Tab Configuration

New

Search

New

Search

New

New

New
Search

Search

Marketer,
Designer

Marketer,
Designer

Marketer,
Designer

Marketer,
Designer

Marketer,
Designer

Marketer,
Designer

Designer
Designer

Designer

Designer

GE Lighting adds custom tabs to the tree and adds its roles to the system default tabs.

Provides access to the
administrative features

Admin (default)
Active List
(default)

Content (custom)

Design (custom)

Provides access to the

user’'sactive list

Provides access to the
images and articles on
the GE Lighting site

Provides access to the

attribute editor,

template, CSElement,
SiteEntry, and the data
design asset types.
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GeneralAdmin

Author, Approver,
Checker,
Designer, Editor,
Pricer

Author, Approver,
Checker, Editor,
Pricer

Designer

admin

al users

user_approver,
user_author,
user_checker,
user_editor,
user_pricer, editor

user_designer,
ladmin
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History (default)

Marketing
(default for CS-

Engage)

Product (custom)

SiteAdmin

Site Plan (default)

Workflow Admin
(default)

Workflow

Displays the assets that
the user worked with
during the current
session.

Provides access to the
segment, promotion,
and recommendation
asset types.

Provides access to the
products and product
parents on the GE
Lighting site

Provides accessto site
administration functions

Displays a graphical
representation of the
online site

Provides access to the
workflow states and
processes

All

Approver, Author,
Checker,
Designer, Editor,
Pricer

Author, Approver,
Checker, Editor,
Pricer

SiteAdmin

Author, Approver,
Checker,
Designer, Editor,
Pricer

WorkflowAdmin

All

user_approver,
user_author,
user_checker,
user_designer,
user_editor,
user_pricer, editor

user_approver,
user_author,
user_checker,
user_editor,
user_pricer, editor

admin

al users

admin

GE Lighting provides a sample workflow process named GE Lighting Process.

It has three states and six steps. This workflow process was built with the default
workflow building blocks only.

For a complete description of the this workflow process, see “GE Lighting Process’ on

page 113.
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Burlington Financial Extension (for CS-Engage)

The CS-Engage extension to the Burlington Financial sample siteillustrates the CS-
Engage features. It creates a new section for the Burlington Financial site that provides
information about mutual funds and uses the segment and recommendation asset types to
market those funds to the Burlington Financial site visitors. Additionaly, it illustrates
Analysis Connector.

Users, ACLS, and Roles for Burlington Financial Extension

The CS-Engage extension adds the following users to the Burlington Financia site:
e user_anayst, the market data analyst who creates determines the segments

e user_expert, the superviser of both user_marketer and user_analyst

e user_marketer, the marketer who works on segments and funds

There are no custom ACL S—these users are assigned only the system default ACLs.
However, because CS-Engage adds two new system ACLs (Visitor and VisitorAdmin),
those ACL s are assigned to these new users aswell as all the existing Burlington Financial
users.

There are also three new roles for those users:

e Anayst
* Expert
e  Marketer

The following table shows how the user accounts and role assignments are configured for
the extension to the Burlington Financia site:

user_analyst | user Browser, Analyst
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

user_approver | user Browsser, Approver
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

user_author user Browser, Author
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor
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user_checker

user_designer

user_editor

user_expert

user_marketer

admin

user

user

user

user

user

xceladmin

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

Browser,
ElementEditor,
PageEditor,
RemoteClient,
TableEditor,
UserReader, Visitor,
VistorAdmin,
xceleditor,

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

Browser,
ElementReader,
PageReader,
RemoteClient,
UserReader, Visitor,
xceleditor

Browser,
ElementEditor,
PageEditor,
RemoteClient,
TableEditor, UserEditor,
UserReader, Visitor,
VisitorAdmin,
xceladmin, xceleditor
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Designer

Editor

Expert

Marketer

GeneralAdmin,
SiteAdmin,
WorkflowAdmin
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Asset Type Configuration for Burlington Financial Extension

The CS-Engage extension adds two flex asset families to the Burlington Financial sample
site: the product family and the content family.

* Themutua fundsthat are featured on the site are products that are created with a
product flex family.

» Some of theinformation that is displayed for those products is created by using the
content flex family.

The members of the product family are as follows:
e product attribute

e product parent definition

e product parent (fund parent)

e product definition

e product (fund), aflex asset type

e PDF, another flex asset type

Thesite provides 28 product attributes, 10 product parent definitions, 2 product definitions
(one for each of the flex asset types, product and PDF), 61 product parents (fund parents),
30 products (funds), and 1 PDF asset.

The members of the content family are as follows.
e content attribute

e content parent definition

* content parent

» content definition

e drill hierarchy, the flex asset type

There are two content attributes, one content definition, and nine drill hierarchy assets.
There are no content parent definitions or content parents.

Note

For information about the data structure of these asset types, see the
chapter on creating flex asset types in the CSEE Devel oper’s Guide and
then use Content Server Explorer to examine the database tables for these
asset types.

The following CS-Engage and CS-Direct Advantage asset types are also used for the site:
e history attribute

« history definition

e recommendation

*  segment

* visitor attribute
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The following two asset types are enabled for the site, in case the site designer or
marketers ever decide to add them to the site:

o attribute editor
e promotion

Sources
The CS-Engage extension to the Burlington Financial site adds no sources.

Start Menu Configuration for Burlington Financial Extension

The CS-Engage extension to the Burlington Financial site provides an additional 36 start
menu items.

The start menu items are very simple: none of the New items provide adefault value for an
asset created with it and none of the Sear ch items provide a default value to search by. The
following table describes the additional start menu items provided by Burlington Financial
Extension.

New Attribute attribute New Designer
Editor editor

Find Attribute attribute Search Designer
Editor editor

New Content content New Designer
Attribute attribute

Find Content content Search Designer
Attribute attribute

New Content content New Designer
Definition definition

Find Content content Search Designer
Definition definition

New Content content parent | New Designer
Parent

Find Content content parent | Search Designer
Parent

New Content content parent | New Designer
Parent Definition | definition

Find Content content parent | Search Designer
Parent Definition | definition

New Drill drill hierarchy | New Designer
Hierarchy

Find Drill drill hierarchy | Search Designer
Hierarchy
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New History
Attribute

Find History
Attribute

New History
Defintion

Find History
Defintion

New PDF

Find PDF

New Product

Find Product

New Product
Attribute

Find Product
Attribute

New Product
Definition
Find Product
Definition
New Product
Parent

Find Product
Parent

New Product
Parent Definition

Find Product
Parent Definition

history
attribute

history
attribute

history
definition

History
Defintion

PDF

PDF

product

product

product
attribute

product
attribute

product
definition

product
definition

product parent
product parent

product parent
definition

product parent
definition

New

Search

New

Search

New

Search

New

Search

New

Search

New

Search

New

Search

New

Search
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Expert,
Designer,
Marketer

Designer
Designer
Designer
Designer
Designer
Designer
Designer
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New recommenda- | New Analyst,
Recommendation | tion Expert,
Designer,
Marketer
Find recommenda- | Search Analyst,
Recommendation | tion Expert,
Designer,
Marketer
New Segment segment New Analyst,
Expert,
Designer,
Marketer
Find Segment segment Search Analyst,
Expert,
Designer,
Marketer
New Vistor visitor New Designer
Attribute attribute
Find Visitor visitor Search Designer
Attribute attribute

Tree Tab Configuration for Burlington Financial Extension

The CS-Engage extension to the Burlington Financial site adds three custom tabs to the
tree and adds its roles to the system default tabs.

Active List Provides accesstothe | Approver, Author, | user_approver,
(default) user’s active list Checker, user_author,
Designer, Editor | user_checker,
user_designer,
user_editor
Admin (default) | Providesaccesstothe | General Admin admin
administrative features
Content (custom) | For future use. Analyst, user_approver,
Approver, Author, | user_author,
Checker, user_checker,
Designer, Editor | user_designer,
user_editor
Design (custom) | Provides accesstothe | Designer user_designer
site design, datadesign,
and visitor data design
asset types
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History (default)

Marketing
(default with CS-

Engage)

SiteAdmin
(default)

Site Plan (default)

Workflow Admin
(default)

Displays the assets that
the user worked with
during the current
session.

Provides access to the
promotion,
recommendation, and
segment asset types

Provides access to site
administration functions

Displays a graphical
representation of the
online site

Provides access to the
workflow states and
processes

All

Analyst, Designer,
Expert, Marketer

SiteAdmin

Approver, Author,
Checker,
Designer, Editor

WorkflowAdmin

Workflow for Burlington Financial Extension

The CS-Engage extension to the Burlington Financial site provides two sample workflow

processes, Fund Parent Process and Segment Process:

e Fund Parent Process has three states, seven steps, and five roles.

» Segment Process has three states, five steps, and five roles.
These workflow processes are built with the default workflow building blocks only.
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Section 4

System Configuration

This section describes the configuration options that affect all the sites on your CSEE
system.

It contains the following chapters:

e Chapter 7, “Configuring the User Interfaces’

e Chapter 8, “Managing the CSEE Publishing System”

e Chapter 9, “Revision Tracking”

e Chapter 10, “Search Engines’

e Chapter 11, “Properties and Property Files’

e Chapter 12, “System Information: Content Server Database”
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Chapter 7
Configuring the User Interfaces

There are several CSEE user interface features that must be configured before content
providers can use them.

Some of these features are alternate interfaces to the Content Server interface: Content
Server Desktop, Content Server DocLink, and the InSite Editor. Others change the
Content Server interface: locale settings and Ektron’s eWebEditPro. And one changes the
behavior of the preview function.

This chapter contains the following sections:

e Setting the Locale for the Content Server Interface
e CS-Desktop

e CS-DocLink

e InSite Editor

¢ eWebEditPro

e Maintaining Separate Browser Sessions for Preview
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Setting the Locale for the Content Server Interface

If your organization purchased and installed one of the CSEE language packs, you must
configure a default locale for your CSEE system to use.

There are several options and properties that you use to set the locale:

e TheLocaleitem on the Admin tab sets the default locale for the Content Server
interface. Individual users can override the default and use a different locale (if oneis
present) by setting a preference.

e Thecs. emni | charset and cs.emai | cont ent t ype propertiesin the
futuretense.ini filedetermine the character set that is used in the e-mail
messages that the workflow system sends. These properties—which must be set to a
character set that can appropriately represent charactersfor al of the locales that your
content providers can select—are usually set during installation.

« If your system isusing the UTF-8 character set and you are using the Mirror to Server
publishing delivery type, you must set the value for thecs. mi rr or owsper post
property inthef ut ur et ense. i ni fileto 4 or lower.

» If your system is using the UTF-8 character set and you are using the Burlington
Financial sample site's article asset type, you must set the value of
xcel erat e. body. | engt h property inf ut ur et ense_xcel . i ni to 500.

System Default Locale for the CSEE Users

When alanguage pack isinstalled, the installer writes the language and country code for
the local e of the language pack to the Local eMap database table. For example, Canadian
Frenchisfr _ca. When thereis more than one locale listed in the Local eMap table, you,
as the administrator, need to specify which should be the default locale.

You can override the default locale for individual users by setting it in their user profile.
See “Creating a User Profile” on page 41 for information about how to set auser’slocale
preference.

CS-Direct determines which language to use for an individual user through its universal
session variable named | ocal e. This variable contains the language and country code
associated with the user who islogged in.

When auser logsin to CSEE, CS-Direct obtainsthe value for the |l ocal e variable as

follows:
« If theuser’suser profile hasavalue for the local e user attribute, CS-Direct obtains and
usesit.

» If the user profile does not specify a preference, CS-Direct attempts to match the
locale setting of that user’s browser to alocale from the Local eMap table.

» If the user profile does not set a preference and CS-Direct cannot match that user’s
browser locale, CS-Direct uses the default locale that is set for the system.

To set the system default locale, complete the following steps:
1. Onthe Admin tab, select L ocale.
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Locale Manager

Language Locale Default
i j English (United States) en_US 'l
& ‘[|]A]J' French (France) fr_FR
2. Inthe Locale Manager form, click the Edit button next to the locale that you want to
Sel ect.
In the Edit L ocale form, select the Default option.
4. Click Save.

System Locale Properties

The propertiesin the following list should have been configured during the installation of
the language pack on your CSEE system. They are listed here for troubleshooting
purposes. For example, if the workflow e-mails are displaying odd characters, perhapsthe
e-mail properties were not set correctly.

See “Using the Property Editor” on page 276 for instructions on how to start and use the
Property Editor to verify or modify property values.

cs.contenttype futuretense.ini Determines the HTTP header
character set for al Content Server
pages, as well asother HTTP
interaction (Content Server

Ex)pl orer, CatalogMover, and so
on).

Thisvalueissettotext/ htm ;
char set =UTF- 8 by default.

Thisvalue must be set to an
appropriate value for the online
sitethat your CSEE system is
delivering.

cs. emai | char set futuretense.ini Determines the character set used
in the subject lines of e-mail
messages sent by Content Server.
(Typically these are workflow e-
mails.)

cs.email contenttype futuretense.ini Determines the character set used
in the body of e-mail messages
sent by Content Server.
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CS. mirrorrowsper post futuretense.ini Specifiesthe number of table rows
that can be mirrored during each
HTTP POST while amirror
publish session is underway.

If you are using UTF-8 and your
database serves non-ASCI text,
this value must be set to 4 or
lower.

xcel erat e. char set futuretense_xcel.ini | Determinesthe HTTP header
character set used for al CS-
Direct pages.

This value must be set to UTF-8.

Single-Language Restrictions

Although you can configure a multi-lingual management system, certain parts of the user
interface can be displayed in one language only.

For example, the names of tables and columns in the Content Server database as well as
individual items such as categories and source codes can have one name only. This means
that although much of the text on an individual CS-Direct form can be displayed in any of
the languages that you have installed on your CSEE system, items such as field names and
asset type names can be displayed in one language only.

Following isalist of itemsin CSEE that can have one name only, which means that they
can be displayed in one language only:

e Asset type names
e Field names

e Asset names

e Categories

e Source codes

e Treetab names

e Site names

» Names of workflow building blocks (actions, e-mail objects, conditions, states, steps,
processes)

* Role names
¢ Start menu items—both Search and New

On asystem that provides two or more languages, you must determine which languageis
going to be used by the mgjority of content providers and then use that language to name
your sites, tabs, asset types, and so on.

Locale and Asset Types

When your site developers create asset types (either basic or flex), they can specify the
field names for those asset types in whatever language they have available on the CSEE
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system. However, there are several core columng/fieldsthat CS-Direct createsfor all asset

types by default:
e id
* name

e description

e status

» createdby

» createddate
e updatedby
e updateddate
o dtartdate

e enddate

e subtype

» filename

e path

e template

» category

These column names are created in English, by default. When CS-Direct displaysthem as
fieldsin the Content Server interface, it uses the language that is set as the system default
language.

For descriptions of the default columns for asset types, see either the “ Data Design”
section in the CSEE Developers Guide or the CSEE Database Schema.

Locale and the Article Asset Type

If your site developers decided to use the sample site asset type named article, you must
also modify the value for the xcel er at e. body. | engt h property in the
futuretense_xcel . ini file. Thisproperty determines how many characters are stored
intheur | body column of the Arti cl e table.

Because ur | body isaURL column, the data entered in it is actually stored as afile
outside of the Content Server database. However, the first n number of characters, wheren
equals the value specified for the xcel er at e. body. | engt h property, is also stored in
theur | body column so that you can search for text in the body of an article asset with the
search feature in the Content Server interface.

When this column holds non-ASCI text, the value for this property should be set to 500.
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CS-Desktop

Content Server Desktop (CS-Desktop) enables Microsoft Word users to create, import,
and edit Word documents as Content Server assets using the familiar Word user interface.
They save these assets to, and open them from, the Content Server database.

Note

CS-Desktop supports the use of standard Word documents and
templates. In Microsoft Word 2000, web page templates that enable
Word usersto create HTML pages using Word were introduced.

The Word web page templates are neither supported nor needed by
CS-Desktop.

Overview

When CS-Desktop is configured for a system, users can log in to Content Server from a
special toolbar in the Microsoft Word user interface.

You, the administrator, configure which asset types will be availablein the Word interface.
You enabl e the asset types for CS-Desktop and then determine which fields the Word users
can enter datafor. Thisinformation determines the appearance and the functionality of the
Content Server toolbar when users create assets of those typesin Word. Your content
providers use the Content Server toolbar to insert field markers that mark the datafor each
field.

When someone saves the Word document as an asset, CS-Desktop sends that asset to
Content Server. A temporary copy of the document is also saved locally on the user’s hard
drive.

Thefile conversion subsystem converts the binary form of the document into XML,
which, in turn, is parsed into aform suitable for storing in the Content Server database.
The asset is then managed as follows:

* The Word document is also stored with the asset. That document is retrieved when a
user opens the asset in Word.

«  When avisitor to your online site (on the delivery system) requests the asset, Content
Server serves the asset, not the Word document.

Note that when you examine a CS-Desktop asset that in the Content Server interface, you
can access its I nspect form, but you cannot edit the asset. When the source of the asset is
Word, the asset can be edited only in Word.

Sources of Data for a Word Asset

The Microsoft Word document is the complete source for aword asset. There are several
ways to enter datafor an asset’sfield in the Word interface:

e A user enters text and then marks it with the appropriate field marker.

e Certain required fields such as Name and Description are hidden in Word. For these
fields, the user selects the field name from the Content Server toolbar and then enters
the datain a dialog box.

Thiskind of datais considered to be Word metadata.
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In Word, you can select File > Properties and click the Custom tab to see these
hidden fields and other metadata that results from storing the Word asset in the
Content Server database. Do not modify this data.

e Obtain information from Word template .dot files. You can create Word templates for
the Word assets that provide field/value pairs for specific fields. (You can aso use
Word templates to create aform for your content providersto use to enter information
about their Word assets.)

Preserving the Formatting of the Word Data

You, the administrator, determine how the data from an individual field is managed by
using the Preserve for matting option when you configure asset types for CS-Desktop.

When you select Preserve formatting for afield, CS-Direct converts the Word format to
the corresponding HTML format and stores the HTML in the column that represents the
field in the Content Server database. Paragraph breaks are converted to <p> tags, bold text
is marked with <b> </ b> pairs, tables are stored as HTML tables, and so on.

Therefore, it is best if you use the Preserve for matting option for fields that contain text
only. Do not use the Preserve for matting option for fields that contain files (image or
other types of files).

It isalso best to keep text and images separate—that you do not alow the CS-Desktop
users to save both text and images to the same blob attribute or upload field. For example,
if you have an article asset type that contains an image with a caption, use one attribute or
field for the caption and another attribute or field for the image file.

By keeping text and images in separate fields and controlling whether the formatting is
preserved or not, your template writers can know what kind of datawill be extracted from
aparticular field and can code their templates to display that data appropriately. If you
decideto allow usersto save both text and image to the same bl ob attribute or upload field,
both you and your template devel opers should note the following:

Yes text and image Theimage is written to the directory identified
by thekeyvi ew. i ngdi r property in
futuretense_xcel.ini andthetextis
stored asHTML in the URL column; the
HTML has an unmanaged link to theimagein
thekeyvi ew. i ngdi r directory.

In such a case, you must implement a process
that regularly mirrorsthe keyvi ew. i ngdi r
directory to the delivery system because the
publishing system does not mirror this

directory.

Yes text only Thetext is stored asHTML in the URL
column.

Yes image only The image file is written to the URL column.
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No text and image The text is stripped out and theimagefileis
written to the URL column.

No text only The formatting of the text is stripped out and
the text is written to the URL column.

No image only The image file is written to the URL column.

Configuring the Word Asset Types for CS-Desktop

Theterm "Word asset type" refers to any Content Server asset type configured to be
created and edited in Microsoft Word. It is not a new asset type, but rather, an asset type
already known to Content Server that you (or another administrator) have enabled for
Word (CS-Desktop).

While there are no restrictions on which asset types might fall into this category, practical
limits require that you restrict the qualifying asset types to those that have text content or
are otherwise document-rel ated.

To configure the asset types for CS-Desktop, you complete the following steps:
» Enable the asset types that you want to make available through CS-Desktop.

» For each subtype for the enabled basic asset types and for each definition for the
enabled flex asset types, specify which fields will appear on the Content Server
toolbar within the Microsoft Word interface.

» For each field that you enable, determine whether Content Server should retain the
formatting of the data that was entered in the Microsoft Word application. For fields
that hold blobs, use the formatting option to determine how text and files are managed
when they are written to that field.

e Create CS-Desktop start menu items for each of the Word asset types.
The following sections describe each step in detail.

Enabling Asset Types for CS-Desktop

You enable an asset type for CS-Desktop by adding it to those that are selected for CS-
Desktop.

Complete the following steps:
1. Inthe Content Server interface, do one of the following:

- Select Admin, expand the Sites option, and expand the site that you are
configuring CS-Desktop for.

- If you have logged in to the site that you are configuring and you have access to
the SiteAdmin tab, select the SiteAdmin tab.

2. Select CS-Desktop > Enable CS-Desktop.
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The Enable Asset Types form appears. It displays all the asset types that exist on this
system that have not yet been enabled for CS-Desktop for this site:

Enable for CS-Desktop:

Name Description

[T CSElernent CSElement
[T cCollection Collection
[T HelloArticle  HelloArticle

[T Hellolmaoge HelloImage

- Page Fage
- Query Query
[T SiteEntry SiteEntry

[T Template Template

[ Cancel ] [ Enable Asset Types ]

Select the asset types that you want to enable for this site.
Click Enable Asset Types.

Continue to step 4 in “ Specifying Which Fields Are on the Content Server Toolbar”
on page 173.

Specifying Which Fields Are on the Content Server Toolbar

Before you begin this procedure, be sure that you have enabled the asset type that you
want to configure for CS-Desktop. If you have not yet enabled the asset type, see
“Enabling Asset Types for CS-Desktop” on page 172.

To specify which of an asset type’s fields will be displayed on the Content Server toolbar
within the Word interface, complete the following steps:

1.

In the Content Server interface, do one of the following:

- Select Admin, expand the Sites option, and expand the site you are configuring
CS-Desktop for.

- If you have logged in to the site that you are configuring and you have access to
the SiteAdmin tab, select the SiteAdmin tab.

Expand the CS-Desktop option.
Expand the asset type that you want to configure.

Select the appropriate subtype (basic asset types) or definition (flex and flex parent
asset types), and then click Edit Configuration.
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CS-Direct displays aform similar to this one:

Edit Configuration of asset type HelloArticle, subtype
food for CS-Desktop

category Category Required r
description Description r r
Publist Sites Required I
temnplate Ternplate r r
headline Headline Required -
urlbody Body Required r
startdate Start Date r r
fssociation-named - -
narne MNarne Required I
byline Byline Required -
enddate End Date r r
filenarme Filename - -
path Path r r

5. Inthe Edit Configuration form, select the Enable option for each field that you want
to appear on the Content Server toolbar. As agenera rule, select only text-entry fields.

Note that any required fields are already selected.

6. (Optiona) If you want the format of the text that is entered in afield through Word to
be preserved when that data is stored in the Content Server database, select the
Preserve formatting option for that field.

Asageneral rule, enable the Preserve for matting option only for fields that store
text. Do not enable the Preserve for matting option for fields that hold uploaded files.

7. Click Save.
8. Repeat steps 4 through 7 for each subtype or definition for this asset type.
9. Repeat steps 3 through 8 for each asset type.

Creating CS-Desktop Start Menu Items

The subtype configuration determines which fields are available on the Content Server
toolbar in the Microsoft Word interface, but your Word asset types do not become
available in Word until you create start menu items for them.

Complete the following steps:

1. Inthe Content Server interface, select the Admin tab.

2. Expand Asset Types and then expand the asset type that you are interested in.
3. Sdect Sart Menu > Add New Sart Menu.
4

Click in the Name field and enter the name of the item. Thisisthe namethat is
displayed in the list of asset types that are available from the Content Server toolbar.

o

Click in the Description field and enter a short description for the start menu item.
6. Inthe Typefield, select CS-Desktop.
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Note

You cannot set default field values for assets whose source is
Word. Ignore the Default Values section when creating start
menu items for Word asset types.

In the Sites field, select which sites can use this start menu item. Use Ctrl + click to
select more than one site.

In the Rolesfield, select all the roles that can have access to the start menu item. Use
Ctrl + click to select more than one role.

(Optional) To configure workflow process details for the assets that are created with
this start menu item, complete the following steps:
a. Click Select Workflow.

b. Inthe Select Workflow form, select the appropriate workflow process from the
drop-down list, and then click Select Workflow.

c. Inthe Set Participantsform, select at least one user for each role that appears and
then click Set Participants.

d. Click Continue.
The_ system saves the workflow information and displays the Start M enu form
again.

In the Sart Menu form, click Save.

Repeat steps 2 through 10 for each of the Word asset types.

User Accounts and CS-Desktop

Like the content providers who use the Content Server interface, the content providers
who use the CS-Desktop application must have Content Server user accounts aswell. User
accounts for the individua s who use CS-Desktop must have the following ACLs:

Browser

ElementReader

PageReader

RemoteClient

xceleditor

UserReader

Visitor (if you have CS-Engage installed)

For information about creating user accounts, see “Users and Required ACLS’ on page 39
and “ Creating aNew User” on page 40.

Give the CS-Desktop users the following information:

Thelr user name/password combination
The appropriate URL for logging in to your CSEE management system
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They need both pieces of information to log in to Content Server through CS-Desktop.
Your Content Server URL uses one of the following conventions:

iPlanet Application Server (iAS)
http://<server>: <port >/ NASApps/ cs

where <ser ver > isthe name of the server that hosts your CSEE management system and
<Por t > isthe port number.

All Other Application Servers, Including Sun ONE
http://<server>: <port>/servl et

where <ser ver > isthe name of the server that hosts your CSEE management system and
<Por t > isthe port number.

Installing the CS-Desktop Client Application

Each of the content providers who will use the CS-Desktop feature must run the
csdeskt op. exe executable file on their client systems.

To install the client application, complete the following steps:

1. OnaPC that has a supported operating system and a supported version of Microsoft
Word, set the encoding either to UTF-8 or to another type of encoding that supports an
even larger character set than does UTF-8.

2. Open Internet Explorer and navigate to the following URL:

http://yourserver:itsPortNunber/ Xcel er at e/ Downl oadPage. ht i

whereyour ser ver isthe name of the server that hosts your CSEE management
system and i t sPor t Nunber isthe port number.

3. Onthe Download page, select CS-Desktop, and then click Download. Note that if
there are any language packs installed on your CSEE system, the Download page
presents CS-Desktop optionsin the languages that are installed on the system.

4. IntheFile Download dialog box, click Open.
The Winzip application starts.

5. Click | Agree.
Winzip unzips the zip file.

6. Inthe Winzip window, double-click on csdeskt op. exe.
Theinstallation program begins.

7. Follow the instructions that appear on the screen.

Specifying Locale for the Client Application

The Download page is generated dynamically based on the language packs that are
installed on your CSEE system. If your CSEE system has a language pack installed, the
Download page presents a CS-Desktop option in that language and the csdesktop.exe file
installs a version of the help file in that language.

Thefirst time a CS-Desktop user logsin to Content Server, the Log In dialog box isin
English. The user clicks the Select Language link to select the language that matches the
version of CS-Desktop help file that he or she installed.
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After auser selects alanguage, CS-Desktop copies the appropriate XML language file
from Content Server to that user’s hard drive. CS-Desktop uses the information in that
language file for menu names and dialog box text until the user selects a different
language.

Additionally, whenever the language file on the Content Server server is updated, be sure
to remind your CS-Desktop users to update their language file on their hard disks by using
the Select Language link again the next time they log in to Content Server.

Testing the CS-Desktop Configuration

To determine whether your CS-Desktop application is configured correctly, you must
create and save an asset from the Microsoft Word interface and then examine it through
CS-Direct. Complete the following steps:

1.
2.
3.

N g &

10.
11.

12.
13.

Open Microsoft Word.
On the button bar, select Content Server > Login.
In the Login dialog box, enter the following information:

- The name and password of a user who has the RemoteClient ACL.
- Theserver URL, asfollows:

iPlanet Application Server (iAS)

http://<server>: <port >/ NASApps/ cs

where <ser ver > is the name of the server that hosts your CSEE management
system and <Por t > is the port number.

All Other Application Servers, including Sun ONE:
http://<server>: <port>/servlet

where <ser ver > is the name of the server that hosts your CSEE management
system and <Por t > is the port number.

Select the site, asset type, and subtype, as necessary, to set the field markerslist.
Enter text in the Word document.
Select (highlight) the entire range of text.

Click the Field M ar ker s button on the toolbar and select the marker for the field that
you are entering text for.

Repeat steps 6 through 7 for all required asset fields that require you to enter text in
the Word document.

Set values for the field markerswith ellipses (...). These field markers represent
hidden fields; that is, their values do not appear in the Word document, but are part of
the asset definition, and are thus stored in the Content Server database. When you
click afield marker with an ellipsis, a dialog box opens. Enter the appropriate data.

On the button bar, select Content Server > Saveto Content Server.

Open Internet Explorer and log in to the Content Server interface as a user who has
access to the type of asset that you just created.

Select the site that you created the asset for and then click Sear ch.
Find the asset that you entered through CS-Desktop.

177



CSEE Administrator’s Guide

14. Click Inspect. (Do not select Edit.)

15. Examine the datalisted for the fields and verify that the data that you marked in
CS-Desktop matches the data displayed in the | nspect form.

Configuring Word Templates for the Word Assets

Thefield markers on the Content Server toolbar are Word bookmarks. Therefore, you can
create .dot filesfor your Word assets, marking the appropriate areas of those templates
with either the Content Server field markers or your own Word bookmarks.

Create anew Word document and mark placeholder text with the appropriate field
markers, just as you would for an asset of that type (that is, be sure that you do not mark
text for the metadata fields such as Name and Description and so on). Then save the
document as atemplate (a.dot file) rather than to Content Server.

CS-DocLink

Content Server DocLink (CS-DocLink) provides a drag-and-drop interface for uploading
and downloading documents, graphics, or other filesthat are managed as flex assets by
Content Server. This application presents the hierarchical data structure of the flex parents
and flex assetsin your Content Server database as folders and files in the Windows
Explorer application.

Overview

CS-DocLink enables your content providers to use their third-party toolsto create content
for your online sites, and then save it to the Content Server database without having to log
in to the Content Server interface.

Content providers can drag and drop Word files, Excel spreadsheets, graphic files, and so
on—that is, single binary files—into the Content Server database by dropping the file on
the appropriate Microsoft Windows Explorer folder that represents the asset type or parent
asset type that the document should be saved as.

After acontent provider drops the file onto afolder, CS-DocLink displays a dialog box
that prompts the user to enter any metadata that is required, depending on how you, the
administrator, have configured your system. Examples of such metadata include name,
description, and so on.

CS-DocLink differs from CS-Desktop for Word as follows:

*  With CS-Desktop, content providers produce the content and tag the data in that
document that should be inserted into various fields from within the Word interface.
The tagging process creates a structured asset when the document is stored in the
database as an asset.

« With CS-DocLink, content providers produce their content in their third-party
applications but they do not use those applications to provide structure to the data.

They drop abinary file into the Windows Explorer interface, and then provide
information about the file through the CS-DocLink dialog boxes that appear in
response to the drop. The information required depends on the kind of asset type the
fileis going to be stored as, based on the place in the graphical representation of the
database that the user dropped the file.
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Configuring the CS-DocLink Asset Types

Theterm “CS-DocLink asset type” refersto aflex or flex parent asset type that is
configured to be accepted by CS-DocLink. CS-DocLink asset types must be flex asset
types that store an uploaded, binary file. That is, one (and only one) of the flex attributes
that define the asset must be of type blab.

To configure the asset types, you do the following:

Verify that the flex or flex parent asset typeis enabled for the site. Be sure that the
asset type has one flex attribute of type blob.

Enable the flex or flex parent asset type for CS-DaocLink.

For each definition for those enabled asset types, specify which fieldswill be available
in CS-DocLink and specify which field is the upload field.

Create CS-DocLink start menu items for each of the CS-DocLink asset types.

Enabling Asset Types for CS-DocLink

You enable an asset type for CS-DocLink by adding it to those that are selected for CS-
DocLink.

Complete the following steps:

1.

In the Content Server interface, do one of the following:

- Select Admin, expand the Sites option, and expand the site that you are
configuring CS-DocLink for.

- If you have logged in to the site that you are configuring and you have access to
the SiteAdmin tab, select the SiteAdmin tab.

Select CS-DocLink > Enable CS-DocL ink.

The Enable Asset Types form appears. It displays all the asset types that exist on this
system that have not yet been enabled for CS-DocLink for this site:
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Enable for CS-DocLink:

Name Description

1
i
=
Y
=N
]

AttrTypes
CSElement
Collection
Cattributes

ContentTmpls

Pattributes

ProductTrpls

L

ProductGrou

L

GroupTrpls

a|ajaajaojgajaja|a|ajajga|o|aa|ga
o T

Article {Flex)

attribute Editor
CSElement

Collection

Content Attribute
Content Definition
Content Parent

Content Parent Definition
History Attribute

History Definition

Image (Flex)

Link

Page

Product Attribute
Product Definition
Product Parent

Product Parent Definition

Products Products

[T Promotions Promotion

[T Query Query

[T advCaols Recommendation

r segments Segment

[T siteEntry SiteEntry

[T Template Template

[ Scalarvals Wisitor Attribute
[ Cancel ] [ Enable Asset Types ]

3. Select the asset types that you want to enable for this site.

4. Click Enable Asset Types.

The asset types appear on the Admin tab under the CS-DocLink node for this site.
5. Continueto step 3 in “ Specifying Which Fields Are on the Content Server Toolbar”

on page 173.

Specifying Which Fields Are Available in CS-DocLink
Before you begin this procedure, be sure that the following conditions are true:

* You have enabled the asset type that you want to configure for CS-DocLink. If you
have not yet enabled the asset type, see “Enabling Asset Typesfor CS-DocLink” on

page 179.

« The asset type that you want to configure has one attribute of type blob.

To specify which of an asset type's fields will be available to content providers who are
using CS-DocLink to create or edit assets of that type, complete the following steps:
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In the Content Server interface, do one of the following:

- Select Admin, expand the Sites option, and expand the site that you are
configuring CS-DocLink for.

- If you have logged in to the site that you are configuring and you have accessto
the SiteAdmin tab, select the SiteAdmin tab.

Expand the CS-DocL ink option.

Under the CS-DocLink option, expand the asset type that you want to configure and
then select the appropriate definition.

Click Edit Configuration.
CS-Direct displays aform similar to this one:

Configuration of asset type PDF, subtype PDFType for CS-DocLink

description Description -
Publist Sites -
Relationships -
termplate Template I~
renderid r
startdate Start Date -
name Mame -
attribute_POFFile  PDFFile Il L Select Document Types J
enddate End Cate -
filename Filenarme I
ruleset r
path Path [

In the Edit Configuration form, select the Enable option for each field that you want
to be displayed in the CS-DocLink interface. An enabled field means that users can
view and edit the datain that field.

Asageneral rule, enable the following kinds of fields:
- Theblob attribute that will hold the file (just one)
- Text entry fields (Description, for example)

Do not enable the Publist field—assets cannot be shared with other sites through the
CS-DocLink interface.

Note that users are prompted to fill in the data for required fields when they create an
asset—whether or not you have selected the Enable option for thosefields. Therefore,
if you do not want usersto be able to edit the datain arequired field for existing assets
of thistype, do not enable the field.
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6. Next to the upload field (flex attribute) that you want to specify asthe field that
documents are to be stored in, click the Select Document Types button.

Note

If your developers have created a flex filter for assets of thistype,
the flex attribute that you specify as the upload field must match
the field that is designated as the input attribute for the flex filter.

For information about flex filters, see the CSEE Developer’s
Guide and talk to your developers.

CS-Direct displays aform similar to this one:

Configuration of asset type PDOF, subtype PDFType
for C5-Doclink

Fieldname Document Ty¥pes Max file size

Ay
CE5S StyleShest

! HTHL page j l—
PDFFile Image in GIF format brtes
Image in JPEG format
M5 Yo hd|

7. Inthe Document Typesfield, select the types of documents that this upload field can
store. Use Ctrl + click to select more than one.

The values displayed in the Document Types field come from thedescri pti on
column of the entriesin the M meType table. If the document type that you want to
select does not appear in the list, use Content Server Explorer to add it to the

M nmeType table.

Note

When you select the Any option, it meansthat CS-DocLink
accepts any type of filefor assets of thistype, whether or not there
isan entry for it inthe M neType table.

However, when thereis no entry for afile typeinthe M meType
table, afile of that type cannot be displayed correctly in the
Content Server interface.

8. IntheMax filesizefield, specify asize limit (if there is one) for the documents that
can be stored in this upload field.

9. Click Save.

10. Inthe Configuration form, click Save again.

11. Repeat steps 3 through 10 for each definition for this asset type.

12. Repeat steps 3 through 11 for each asset type that you want to configure.
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Creating CS-DocLink Start Menu Items

The CS-DocLink configuration determines which fields are available in the CS-DocLink
interface, but your content providers cannot create assets of thistypein CS-DocLink until
you create start menu items for those asset types.

Complete the following steps:

In the Content Server interface, select the Admin tab.

Expand Asset Types and then expand the asset type that you are interested in.
Select Start Menu > Add New Sart Menu.

Click in the Name field and enter the name of the item.

Click in the Description field and enter a short description for the start menu item.
In the Typefield, select CS-DocL ink.

o o kM w DN PE

Note

You cannot set default field values for assets whose source is CS-
DocLink in thisversion. Ignore the Default Values section when
creating CS-DocLink start menu items.

7. Inthe Sitesfield, select which sites can use this start menu item. Use Ctrl + click to
select more than one site.

8. IntheRolesfield, select all the roles that can have access to the start menu item. Use
Ctrl + click to select more than one role.

9. (Optiona) To configure workflow process details for the assets that are created with
this start menu item, complete the following steps:
a. Click Select Workflow.

b. Inthe Select Workflow form, select the appropriate workflow process from the
drop-down list and then click Select Workflow.

c. Inthe Set Participantsform, select at least one user for each role that appears and
then click Set Participants.

d. Click Continue.
The_ system saves the workflow information and displays the Start M enu form
again.
10. Inthe Sart Menu form, click Save.
11. Repeat steps 2 through 10 for each of the Word asset types.

Users and CS-DocLink

Like the content providers who use the Content Server interface, the content providers
who use the CS-DocLink application must have Content Server user accounts as well.
User accounts for the folks who use CS-DocLink must have the following ACLs:

e Browser
* ElementReader
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e PageReader

* RemoteClient
e  UserReader

e Xceleditor

For information about creating user accounts, see “Users and Required ACLS’ on page 39
and “ Creating aNew User” on page 40.

Give the CS-DocLink users the following information:
e Their user name/password combination
e Theappropriate URL for logging in to the Content Server database

They need both pieces of information to log in to Content Server through CS-DocLink.
Your CS-DocLink URL uses one of the following conventions:

iPlanet Application Server (iAS)

http://<server>: <port >/ NASApps/ cs/
Cont ent Ser ver ?pagenane=CpenMar ket / CSCl i ent/ I niti al URLs

where <ser ver > isthe name of the server that hosts your CSEE management system and
<Por t > isthe port number.

All Other Application Servers, including Sun ONE:

http://<server>: <port>/servl et/ Cont ent Server ?pagenane=CpenMar ket /
Csdient/Initial URLs

where <ser ver > isthe name of the server that hosts your CSEE management system and
<Por t > isthe port number.

Installing the CS-DocLink Client Application

Each of the content providers who will use the CS-DocLink feature must download the
application to their client systems.

To install the client application, complete the following steps:
1. Open Internet Explorer and navigate to the following URL:

http://yourserver:itsPort Nunber/ Xcel er at e/ Downl oadPage. ht m

whereyour ser ver isthe name of the server that hosts your CSEE management
systemandi t sPor t Nunber isthe port number.

2. Onthe Download page, select CS-DocL ink, and then click Download.
3. IntheFile Download dialog box, click Open.
The Winzip application starts.
4. Click | Agree.
Winzip unzips the zip file.
5. Inthe Winzip window, double-click on set up. exe.

Theinstallation program begins.
6. Follow the instructions that appear on the screen.
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Testing the CS-DocLink Configuration

To determine whether your CS-DocLink application is configured correctly, you must
create and save an asset from the CS-DocLink interface and then examine it through CS-
Direct.

Complete the following steps:

1. Open Microsoft Explorer.

2. Double-click on the CS-DocLink node.

3. IntheLogin diaog box, enter the following information:

- TheCS-DocLink URL. See “Users and CS-DocLink” on page 183 for the
appropriate URL for your system.

- The username and password of auser who hasthe ACLslisted in “Usersand CS-
DocLink” on page 183.

4. Drag adocument from the file system to the file structure represented under the CS-
DocLink node and drop it in the appropriate place.

5. If there arerequired fields that must be filled in, the Properties dialog box appears.
Enter the required information and save the asset.

6. Open Internet Explorer and log in to the Content Server interface as a user who has
access to the type of asset that you just created.

7. Select the site that you created the asset for and then click Sear ch.
8. Find the asset that you created through CS-DaocLink.
9. Click Inspect.

10. Examine the datalisted for the fields and verify that the data that you specified in
CS-DocLink matches the data displayed in the I nspect form.

InSite Editor

ThelnSite Editor isa CS-Direct feature that enablesinfrequent users or users who perform
alimited role to find, edit, and submit content directly from the rendered (Preview)
version of an asset, which means that they do not have to learn how to use the Content
Server interface.

Instead, they enter a Content Server URL that is appropriate for your system: for example,
aURL that displays the home page of the rendered site. If the template for that pageis
coded with the | NSI TE. EDI T tags, the InSite Editor control panel appears.

The control panel provides a subset of the CS-Direct features and functions. Your InSite
Editor users interact with the CSEE system by using the control panel instead of the
Content Server interface.

Enabling this feature requires four general steps:

* You, the administrator, set the xcel er at e. enabl ei nsi t e property in the
futuretense_xcel.ini filetotrue onthe CSEE management system.

* Your developers code templates that invoke the InSite Editor feature for the fields that
you want content providersto be able to edit in this way. Note that these same

185



CSEE Administrator’s Guide

templates do not display the InSite Editor control panel on the CSEE delivery system
becausethe xcel er at e. enabl ei nsite issettof al se onthat system.

You determine the appropriate URL and then make it available to the CSEE users who
need to use the InSite Editor.

Note

The InSite Editor cannot display assets that are created or edited with the
CS-Desktop feature. That is, if an asset hasavaluein its
ext er nal doct ype column, the InSite Editor cannot display it.

Enabling the InSite Editor
Complete the following steps:

1
2.
3.

4.
5.

Start the Property Editor and open the f ut ur et ense_xcel . i ni file.
On the xcelerate tab, select xcel er at e. enabl ei nsi t e and setitsvaluetot r ue.

(Optiond) If you want to use Ektron’s eWebEditPro HTML editor within the InSite
Editor, verify that it isinstalled and confirm that the xcel er at e. ewebedi t pro
property issettot r ue.

For information about eWebEditPro, see “ éWebEditPro” on page 187.

Note that to use eWebEditPro within the InSite Editor, your developers must use the
EVEBEDI TPRO parameter with the | NSI TE. EDI T tags on your templates. For more
information, see the CSEE Developer’s Guide.

Select File > Save.
Select File > Exit.

After you enable the InSite Editor, CS-Direct displays the InSite Editor control panel
whenever a CSEE content provider uses a browser to navigate to an asset that is rendered
by atemplate coded with the | NSI TE. EDI T tag.

For information about how to use the control panel, see the InSite Editor help file.

User Accounts and the InSite Editor

Like the content providers who use the Content Server interface, the content providers
who use the InSite Editor control panel must have Content Server user accounts aswell.
User accounts for the content providers who use the InSite Editor must have the following
ACLs:

Browser

ElementReader

PageReader

RemoteClient

UserReader

Visitor (if you are using CS-Engage)
xceleditor
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For information about creating user accounts, see “Users and Required ACLS" on page 39
and “Creating aNew User” on page 40.

Be sure that you give the InSite Editor users the following information:
* Their user name/password combination

» Theappropriate URL for your system; that is, the URL that serves the appropriate site
page (that is, Si t eCat al og page entry) for a session in which someone uses the
InSite Editor

eWebEditPro

eWebEditPro is athird-party HTML editor from Ektron, Inc. that the CS-Direct and CS-
Direct Advantage products support. Your developers can create basic assets whose text-
entry fields use eWebEditPro as the input mechanism for the field. They can also create
attribute editors for flex attributes that use eWebEditPro as the input mechanism.

Three versions of eWebEditPro are supported: v 3.0.0.7, v 4.0.0.14 (both used strictly as
HTML editors), and eWebEditPro+XML. Only one version of eWebEditPro can be used
by each Content Management installation. To obtain eWebEditPro or eWebEditPro+XML,
contact your FatWire sales representative.

Configuring eWebEditPro

Installation and configuration instructions are included in the eWebEditPro rel ease notes
that accompany the version that you purchase through FatWire.

User Accounts and eWebEditPro

You do not need to add any extra ACLs to user accounts for CSEE users who work with
eWebEditPro. If auser can log in to the Content Server interface, he or she can enter data
in an asset field that has eWebEditPro as the input mechanism.

Maintaining Separate Browser Sessions for
Preview

If the online site that you are serving from your CSEE delivery system requires visitorsto
login, or it logsthem in by default, your content providers need a separate browser session
for preview if they must log in to the previewed site on the CSEE management system
with auser name that is different from the one they are using in Content Server.

Without a new, separate browser session for preview, the Content Server session ends
when the preview session begins, which means that content providers can lose any
unsaved work.

To ensure that a preview session does not end the Content Server session, you can do the
following:

« Haveyour site designers configure the online site so that your content providers are
logged in to the site that they are previewing with their Content Server user accounts.
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Configure your CSEE management system so that the web server opens a new
browser session for the preview window without closing the current session in the
Content Server window.

To configure your CSEE management system so that the web server opens anew browser
session for the previewed asset, you configure propertiesin the
futuretense_xcel.ini filexcel erate. previ ewhost and

xcel erate. previ ewservl et.

You use these properties to point to the URL for the CSEE management system, but the
URL must be different in some way from the URL that your content providers use to log
in to the management system. For example:

If content providers are not required to include the port number in the URL that they
usetologinto CSEE, includeit in the value for the xcel er at e. pr evi ewhost
property.

If content providers are required to include the port number, specify a different port
number for the property—the web server port number or the port number of aredirect
reguest to the web server.

Create an dliasand useit only for the xcel er at e. pr evi ewhost property.

Usethexcel erat e. previ ewservl et property to specify the SatelliteServer
servlet rather than the ContentServer servlet.

Start the Property Editor, open the f ut ur et ense_xcel . i ni file, select the xcelerate
tab, and then do one or both of the following:

Set the xcel er at e. previ ewhost property asfollows:
For most application servers, including Sun ONE:
http://servernane: port/servlet/

For iPlanet Application Server (iAS) 6:
http://servernane: port/ NASApps/ cs/

Changethe value of the xcel er at e. previ ewser vl et property from
Content Server toSatellite
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You make content available to the visitors of your online site by moving it to your delivery
system. Moving content from one CSEE system to another is called publishing.

Content Server provides two publishing APIs, called Export and Mirror. The Export API
renders Content Server pages into files. The Mirror API copies rows from tablesin one
Content Server database to the corresponding tables in another Content Server database.

CS-Direct delivers a publishing system that uses these Content Server APIs. While the
actual rendering of files or mirroring of rows is completed by the API, the CS-Direct
publishing system includes an approval system that determines which content gets
published, a schedule that determines when publishing occurs, and the ability to configure
site-specific destinations. In addition, in dynamic CSEE systems, the publishing system
communicates with the CacheManager on the destination server.

This chapter describes the CS-Direct publishing system, which is also used by the other
CS content applications. It contains the following sections:

e Overview

¢ TheExport to Disk Delivery Type

e TheMirror to Server Delivery Type

¢ TheExport Assetsto XML Delivery Type

e Configuring the Publishing Process for Your CSEE System
e Additional Publishing Procedures

e Troubleshooting

For information about the Content Server Export and Mirror APIs, see the CSEE Java API
Reference and the CSEE Developer’s Tag Reference.
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Overview

The CS-Direct publishing system interacts with several underlying systems and APIs
before, during, and after a publishing session.

Before CS-Direct can publish assets to a destination system, the following information
must be determined:

« Which delivery type should CS-Direct use: Export to Disk, Export Assetsto XML, or
Mirror to Server?

As an administrator, you specify the delivery type for the destination when you
configure the publishing destination.

e Where should CS-Direct publish to? That is, what is the destination for the publishing
session?

As an administrator, you configure the publishing destinations for your system.
When content providers mark their assets “approved,” they approve them for a
specific destination.

* Which assets are ready to be published to the current destination?

The approval system manages this information. When an asset is ready to be
published, a content provider marks it as “approved” for a specific destination. The
publishing system checks with the approval system and then only the assets that are
marked as approved are published, which protects the site from having any broken
links. Connected parts of the site are held until they are all ready to be published.

*  When should the assets be published?

As an administrator, you set up the publishing schedule. The publishing process runs
as abatch process that you schedule to occur at regularly-occurring intervals. On an
as-needed basis, you can aso override the schedule and publish on demand.

During a publishing session, CS-Direct writes information about that session to log files.
Because the publishing process runsin the background, you can use your browser to
complete other administrative tasks while the session runs. And you can monitor the
session through the Publish Console, which shows both the publishing history and the
status of any publishing sessions that are currently running.

When the publishing session uses the Mirror to Server delivery type, the publishing
system communicates and cooperates with the CacheM anager on the delivery system.
The CacheManager isaContent Server servlet that manages the page cache on asystem. It
ensures that pagelets or pages that refer to the assets that will be mirrored are cached.
Then, after the publishing session concludes, CacheManager generates those pages again
to display the updated content, and caches the new pages and pagelets.
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Delivery Types

Theterm “delivery type” means the publishing method. There are three delivery typesand
they use either the Export API or the Mirror API. Which delivery type you use for your
CSEE system depends on how you plan to deliver the content on your delivery system
(statically or dynamically) or whether you are delivering your content to some other non-
CSEE system:

On astatic CSEE delivery system, aweb server delivers static filesto your site
visitors. You use the Export to Disk delivery typeto create the files. During an export
publishing process, CS-Direct instructs Content Server to render all approved assets
according to their templates and then saves those files. You, the administrator, must
then use FTP or another file transfer protocol to move those filesto the web server that
isyour delivery system.

On adynamic CSEE delivery system, Content Server generates (renders) pages upon
request. Content Server makes dynamic content decisions based on the request. You
usethe Mirror to Server delivery type to copy the rows for your approved assets
from the Content Server database on the management system to the Content Server
database on the delivery system.

The Export Assetsto XML delivery type is adata transformation method. Rather
than creating pages that are ready to be displayed by aweb server, it uses the Export
API to create one XML file for each approved asset. You use this delivery type when
your end goal isto publish assets to another (non-CSEE) delivery system or database
and that system needs your content to be formatted in XML.

These sections describe each delivery type in detail:

“The Export to Disk Delivery Type” on page 199.
“The Mirror to Server Delivery Type” on page 208.
“The Export Assetsto XML Delivery Type’ on page 213.

Publishing Destinations

A publishing destination defines the location where your content is published to. A
destination is a named object that contains the following information:

A delivery type (that is, Export to Disk, Mirror to Server, or Export Assetsto XML)
A location

- For Export to Disk and Export Assetsto XML, the location istheroot file
directory that the resulting HTML or XML files are saved to after the publishing
system converts the approved assetsinto files. You set this directory with the
cs. pgexport f ol der property inthef ut uret ense. ini file

- For Mirror to Server, the destination is the server namein URL format (which
includes the port number if it is anything other than 80) of the server that is
supposed to deliver that content. You set the server name in the Destination
addressfield of the Destination form.

Note that before you can publish to amirror destination, you must initialize it. For
more information, see “ The Initialize Mirror Destination Feature” on page 212.

Various publishing ar guments, depending on which delivery type you are using. For
example, if you are using Export to Disk you could specify a URL prefix for your
internal links (HREFs).
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- For information about Export to Disk publishing arguments, see “Publishing
Arguments for Export to Disk” on page 201.

- For information about Mirror to Server publishing arguments, see “Publishing
Arguments for Mirror to Server” on page 211.

- For information about Export Assetsto XML publishing arguments, see
“Publishing Arguments for Export Assetsto XML” on page 215.

» The CSEE sites whose assets can be published to the destination.

You can configure more than one publishing destination for your CSEE system.
Depending on how your online sites are designed by the developers, you may need to
publish both static and dynamic content. For this kind of dual implementation, consult
with your developers to determine how to configure your publishing destinations.

In this document, the following terms are used when discussing publishing destinations
and configuration:

* Source, which means the Content Server database that serves as the source for a
publishing session. Because you can mirror assets from any CSEE system to any other
CSEE system, the source is not always the CSEE management system.

« Dedtination, which meanseither the Content Server database that you are mirroring to
or the directory that you are exporting to.

For information about creating publishing destinations, see “ Step 2 (Export to Disk):
Configure an Export Destination” on page 218 and “ Step 4 (Mirror to Server): Configure a
Mirror Destination” on page 224.

Publishing and the Approval Process

The publishing system and the approval system work very closely together. The approval
system determines the answers to the following questions:

»  Which assets are ready to be published (that is, are marked as approved)?

* Arethere any assets that must accompany those approved assets or that must exist on
the destination to ensure that all the links on the site will work correctly?

When an asset is ready to be published, a content provider marks it as approved for a
specific destination. (For information about how you approve assets, see the chapter on
publishing in the CSEE User's Guide.) CS-Direct then verifies that the asset is ready to be
published by calculating the list of assets upon which approval depends.

For example, the Burlington Financial sample site has article assets with associated
imagefiles. An approved article with an unapproved associated imagefile cannot be
published until the imagefile is also approved.

Itistypical to build an approval step into your workflow processes. For information about
workflow, see Chapter 5, “Workflow.”

Approval Dependencies

The approval status of an asset is determined by its dependency relationships, which
include the approval status of all asset items associated with aparticular asset item, aswell
as the dependency relationships of those associated items.

How are approval dependencies calculated? That depends on the publishing method:

e For Export to Disk, the approval system renders the asset according to the template
that is assigned to it when the asset is approved, or, if thereis one, according to the
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default approval template for assets of that type. The tags in the template code set
approval dependencies that determine the appropriate dependents for the approved
asset. The dependent assets must be in an appropriate approval state before the current
asset can be published.

e For Mirror to Server or Export Assetsto XML, the approval process examines the
data rel ationshi ps between asset types. Basic assets have associations. Flex assets
have family relationships. Both of these relationships create approval dependencies
for these publishing methods. For example, if you approve aflex asset, it will be held
from a publishing session unless its parent assets are in an appropriate approval state.

When the approval system calculates approval dependencies, it further categorizes those
dependencies by the following types:

» Exists—some version of the dependent asset must exist on the destination so that links
to it will work.

e Exact —the version of the dependent asset must exactly match the version of it that
was approved. That version must either already exist on the destination or be approved
for the destination so that it can be published with the asset that is being evaluated.
The version of an asset is based on the timestamp in the updat eddat e column for
that asset.

An asset can be published only if it meetsall specified dependencies: that is, all associated
assets are also in the correct approval state (either approved or previously published, as
necessary). If not, the approved asset is held by CS-Direct until its dependent assets have
been approved.

Note

When someone deletes an asset, its status is changed to Void and it is
automatically approved for any destination that it was ever published to.
Then, during the next publishing sessions for those destinations, that asset
is published and its status becomes Void on those destinations.

Held Assets

A held asset is one that cannot be published because its approval dependencies are not yet
met. When its approval dependencies are met, it will be published.

An asset will be held from a publishing session when any of the following conditions are
true:

e Itisnot approved.
» It was approved, but someone edited it again and it has not yet been re-approved.
» It has adependent asset with an exact dependency that is not approved.

« It has a dependent asset with an exists dependency and that dependent asset has never
been published.

< It has adependent asset with an exact dependency, the dependent asset has been
published, but it has since been edited and is not yet approved.

e Itisan exact dependent of another asset that was previously approved, but has since
been edited and is not yet re-approved.

e Itischecked out (revision tracking).
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The approval system calculates dependencies for basic assets differently when the
delivery typeis Export to Disk than when it is Mirror to Server and Export Assets to
XML.

Calculating Dependencies for Export to Disk

When an asset is approved to a destination that uses Export to Disk, the approval system
determines the compositional dependencies for that asset by evaluating the code in the
template that is assigned to the asset. It performs a “test-render.”

e For basic assets, tags such as ASSET. LOAD, RENDER. LOGDEP, ASSET. S| TEPARENT,
and RENDER. GETPAGEURL mark dependencies between assets and the pages that they
arerendered on.

« For flex assets, severa tagsin the ASSETSET family of tags, RENDER. LOGDEP, and
the RENDER. GETPAGEURL tags mark dependencies between assets and the pages that
they are rendered on.

When the delivery type is Export to Disk, the dependencies are determined as the codein
thetemplateisevaluated. If adefault template has been assigned for assets of that type, the
approval system uses it to determine the dependencies. If there is no default template, the
approval system uses the template specified for the asset.

Your developers create default templates for asset types for the following reason: when
Export to Disk actually publishes the asset, it does not necessarily use the template that is
assigned to the asset— the code in another element could determine that a different
template is used for that asset in certain cases. If thisisthe case for your online site, it is
likely that the devel opers who created the templates also designed default templates for
the approval system to use when calculating approvals.

You or your site designers can set default approval templates for each asset type and for
each publishing destination. See “ Assigning Approval or Preview Templates’ on page
244.

For more information about how dependencies are created between assets when the
delivery typeis Export to Disk, see the chapters on template design in the CSEE
Developer’s Guide.

Calculating Dependencies for Mirror to Server and Export
Assets to XML

When an asset is approved to a destination that uses Mirror to Server or Export Assets
to XML, the approval system calculates the dependencies for that asset based on the
relationships to other assets that are described in the database. That is, approva is based
on data dependencies.

Basic Asset Types
For basic assets, the approval system follows these dependency rules:

» Either an exists or an exact dependency on dependent assets referenced through
named asset associations, depending on how your asset associations are designed

« An exists dependency on dependent assets referenced through unnamed asset
associations

» For page assets, an exists dependency for page assets that are lower than it in the
hierarchy of the site plan (which isreflected inthe Si t ePl anTr ee table)

» An exists dependency on assets referenced by an embedded link
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* An exact dependency on assets referenced as an embedded pagel et
The following table summarizes this information:

Named association X, by default,
unless
specifically
configured to
be exact

Unnamed association X

For page asset only: another | X
page asset at alower level in
site plan

Embedded link X
Embedded pagelet X

For information about embedded links and embedded pagelets, see the CSEE Developer’s
Guide.

CSElement and SiteEntry Assets

Theroot element for a SiteEntry asset is represented by a CSElement asset. There is an
exists dependency on the CSElement asset that a SiteEntry asset refersto.

Flex Families

For the flex asset family member and the flex parent family member, the approval system
follows these dependency rules:

* An exact dependency on its flex definition (or parent definition, for a parent asset)
« An exact dependency on its attributes

* Anexists dependency on its parents

* An exists dependency on itstemplate

The following rules are used for flex definitions and flex parent definitions:

» An exists dependency on its parent definitions

« Anexists dependency on its attributes

Thefollowing rules are used for flex attributes:

« Anexists dependency on its attribute editor (if one is assigned).

» Either an exists or an exact dependency on its flex filter, depending on how the flex
filter is coded. The default flex filter is coded for an exists dependency.
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The following table summarizes this information:

Flex Parent | exists exists

Definition

Flex exists exists

Definition

Flex Parent | exact exists exists

Flex Asset exists exact exists

Flex exists exists
Attribute

CS-Engage Visitor Data Assets

The approval system uses the following rules to calculate data dependencies for the CS-
Engage visitor data asset types:

» History definitions have exact dependencies on their history attributes.

»  Segments have exists dependencies on the history definitions and visitor attributes
used in them.

* Promotions have exists dependencies on the recommendation assets that they
override.

» Flex assets have exists dependencies on any assets that are designated asrelated items
(for Related Items recommendations)

The following table summarizes this information:

History exact
definition

Segment exists exists

Recommen
dation

Promotion exists
Flex Asset exists
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Approving Multiple Assets

The approval system provides afeature called Approve Multiple Assets. You useit to
approve multiple assets in the following situations:

* You are upgrading from one version of CSEE to another and you have previously
published assets that you want to be marked as approved.

* You add a new publishing destination and want to publish assetsto it that you know
are ready because they are approved for other destinations.

» Thedefault approval template for an export destination is changed.
Thisfeature isdescribed in “ Approving Multiple Assets’ on page 237.

Note that the Approve Multiple Assets featureis not the BulkApprover utility. The
BulkApprover utility approves only those assets that have been imported into the Content
Server database with the BulkL oader utility. Both BulkL oader and BulkA pprover are
described in the CSEE Developer’s Guide.

The Publishing Schedule (Publish Events)

A publishing session (no matter what the delivery type) runs as a background, batch
process called a publish event. Asthe administrator, you configure the schedule for the
publishing events for your CSEE system.

You can schedule publishing eventsto occur daily, weekly, hourly, every 15 minutes, or in
various combinations of these time increments.

Because each publishing session is a background event, there can be only one publishing
session for the same destination at any given time. If a publishing session to a specific
destination is still ongoing when the next event for that destination is scheduled, the
second event attempts to run and then fails, reporting that a publishing session to that
destination is already underway.

Note that you should never schedule a publishing session to a destination for atime when
the destination system could be publishing to another destination. For example, you
publish from the development system to the management system and you publish from the
management system to the delivery system. You should never run a publishing session
from the development system to the management system while the management systemis
publishing to the delivery system.

Additionally, you can publish to more than one destination at the same time. You just set
up events for the destinations and select the same time for them.

Be aware that the reverse is not true: that is, you cannot have more than one source
publish to the same destination. If you do, there will be problems with data integrity as
well as publishing errors.

Because a publishing event completes database transactions, the publishing feature must
have a user account specified for it. This user is called the batch user and you use the
xcel erat e. bat chuser and xcel er at e. bat chpass propertiesin the
futuretense xcel.ini filetoidentify the batch user account for your CSEE system.

Note

The batch user is not the same as the mirror user. For more information,
see “Users and Mirror to Server” on page 211.
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What Happens During the Publishing Session?

When the publishing system begins publishing approved assets, CS-Direct does the
following:

* Createsapublishing session by adding arow to the PubSessi on table and assignsthe
session aunique ID, called the PubSession ID.

* Runsaquery to gather all the assetsthat are approved and are ready to be published to
the destination that the session is publishing to.

» Locksthe assets that are returned by the query, and also notifies the CacheManager
about these assets, so that they cannot be edited while the publishing session is
underway.

» Invokes the appropriate element for the delivery type (Export to Disk or Mirror to
Server), passing it the list of assets that should be published.

Then, those assets are either rendered into files or mirrored to a destination database,
depending on the delivery type in use. For information about what the Export to Disk,
Export Assetsto XML, and Mirror to Server delivery types do with the list of approved
assets, see the following sections:

e “The Export to Disk Delivery Type’ on page 199.
e “TheMirror to Server Delivery Type” on page 208.
¢ “The Export Assetsto XML Delivery Type’ on page 213.

When the publishing session concludes, the publishing system notifies the approval
system of which assets were published and then it updates the page cache.

Note

The CS-Direct publishing system publishes assets that are held in the
Content Server database.

If you are storing files directly on your web server or your site designers
use links from assets to files that are not assets, you must implement an
additional processto move those files to your web server and to update
them when necessary.

Obtaining Information About a Publishing Session

CS-Direct writes information about each publishing session to log files and to severa
tables in the Content Server database.

Much of thisinformation is displayed in the Publishing Console as the publishing history
for asession. To display the Publishing Console, click the Publish button located in the
top button bar in the main window.

See also “Troubleshooting” on page 249.
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The Export to Disk Delivery Type

In extremely simple terms, Content Server renders a page as follows:
1. A page nameis submitted to Content Server (through HTTP or another protocol).

2. Content Server then locates the page in the SiteCatal og table, invokes the root
element, and renders the page.

On adynamic delivery system or when a user of the management system previews an
asset, Content Server renders a page and posts it through HTTP to the visitor’s or the
user’s browser. However, when the Export API isinvolved, Content Server rendersthe
pageto afile. You then move those files to the web server that is hosting your online site.

Management System Delivery System

1 dCS publishes
static HTML files.

2 Web server delivers
static HTML pages
to end user.

Static Page Generation

When you use the Export to Disk delivery type, typically you set up a quality assurance
processto test the generated files before you move the files—either through FTP or
another file transfer protocol—to the web server of your delivery system.

How Export to Disk Works

When you use the Export to Disk delivery type, the approval system, the publishing
schedule, and your destination configurations all contribute to the process of exporting
your approved assets into static files.

When an Export to Disk publishing session runs, thisiswhat happens:

Management System S T\
! Ly
|
Publishing System Templates :
|
|
|
________ |
| ! !
|
Export API v L
» Queue of >
approved
assets
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1. The publishing system notifies the CacheManager servlet that a session is about to
begin for a specific destination. CacheManager clears all the pages that were
previously exported to this destination from the page cache on the source system.

During an export publishing session, exported files are cached to the page cache. If
publishing sessions occur more frequently than the cacheis configured to be cleared
(expiration time), there could be exported pagesin the cache that have the same names
as the newly exported pages. To ensure that old files are not used, the CacheM anager
servlet clears the page cache of any pages that were exported to during previous
publishing sessions before a new publishing session starts.

2. CS-Direct creates an export queue and adds all references that can be published to it.
A reference that can be published is one of the following:

- Anasset that has been designated as an export starting point. (See “ Export
Starting Points’ on page 208.)

There must be a starting point for the site and it must be approved or the export
session cannot begin. Every site that is exported must have at |east one export
starting point designated for it.

- Any previously exported page or pagelet (reference) whose assets have changed
and been approved again since the last publishing session to this destination.
(After asite has been published, the publishing system knows which references
have been published. It readsthe datain the Publ i shedAsset s table and then
adds any references whose assets have been changed and approved again for this
destination to the export queue.)

- Any asset whose template uses RENDER. UNKNOWNDEPS tag.

Thistag alerts the approval system that the dependencies for the asset being
rendered by the template cannot be calculated because they are unknown. It is
typically used for queries. When the dependencies are unknown, the system
cannot determine whether changed dependents would require the asset to be
published. Therefore, the presence of this tag means that the asset must be
published during every publishing session.

- Any page or pagelet (reference) that has not yet been published and is connected
to another page or pagel et through a RENDER. GETPAGEURL tag. (That is, itis
referenced from another page and has not yet been published.)

- Any page or pagelet (reference) identified by a RENDER. SATELLI TEPAGE or
satellite. page tag.
3. For thefirst export starting point, CS-Direct determines whether it has been approved:
- If the asset that is the starting point has not been approved, the publishing session
ends.
- If the asset is approved, CS-Direct determines the page name of the template
assigned to the asset.

4. CS-Direct renders the export starting point by passing the following information to
Content Server:
- The page name of the template for the starting point.
- Therender node variable set to export [ dest i nati onl D] .

- The name and location of the export directory where the rendered files should be
saved.
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- Vaduesfor publishing arguments that are explained later in this section
(“Publishing Arguments for Export to Disk” on page 201.)

5. Content Server invokesthe root e ement of the page name, and begins rendering every
approved asset that is connected to that export starting point as a reference. Content
Server writes the resulting rendered pages to files rather than posting them to the
browser.

6. After eachfileisrendered, CS-Direct writes a message about that reference to the
publish log for the session.

7. If thereis more than one export starting point, the process cycles back to step 3 in this
description.

8.  When the publishing session is successful, CS-Direct concludes the session by writing
information about the published references to the PubKey and Publ i shedAsset s
tables.

9. CS-Direct also writes information about the assets that were published to the
ApprovedAsset s and Appr ovedAsset Deps tables. It logs the date from the assets’
updated field at the time that the assets were published so the approval system can
calcul ate dependencies correctly the next time an asset is approved.

Publishing Arguments for Export to Disk

When you configure publishing destinations that use the Export to Disk delivery type for
your CSEE system, you must provide certain values that CS-Direct needs in order to
export publish your assets correctly. You provide these values with publishing
arguments.

Some export publishing arguments are used to name the files and some are used to
generate the links (HREFs) within the files.

The following table lists the publishing arguments for Export to Disk:

URLPREFI X Optional.

A prefix that the Export process adds to the beginning of the URLs
that are used as links (HREFs) within the exported files.

Use this argument to specify the web server alias of your delivery
system in the URL s so that the linksin the HTML files can be
resolved when the files are moved to that system. If you do not specify
avaluefor this argument, URLs arerelative.

The names of the generated files do not include this prefix—only the
links within the files use it.

Because you should always test the HTML files before you move
them to the delivery system, be sure that the name of the web alias on
the testing system is the same as the name of the web alias on the
delivery system.
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DR Optional.

A subdirectory name for the files published to this export destination.
It is created as a child directory of the base directory specified by the
cs. pgexportfol der property.

When you use this argument, the directory path for the publishing
destination is as follows:

value of cs. pgexport f ol der /value of DI R

Note that URL sthat are contained in exported files do not include this
destination directory path in the URL. Exported files have URL s that
begin below thislevel, inside the destination directory. Therefore, if
you use the DI R argument and you are using the URLPREFI X
argument, too, be sure that the web root or the web alias represented
by the URLPREFI X argument points to this directory.

This argument is typically used to organize the contents of the base
export directory when there are multiple export destinations for your
sites.

SUFFI X Optional.

Thefile suffix to use for the generated files when the Filenamefield
for the asset is not used or it does not specify a suffix. The default is
html.

SI MPLENAME Optional.

If set tot r ue, thisargument overrides the normal file-naming
conventions. (For a description of the file-naming conventions, see
“File and Directory Naming Conventions” on page 203.)

When set to t r ue, thisargument instructs CS-Direct to ignore the
Si t eCat al og page entry of the template that is used to render the
asset and to use only the value entered in the asset’s Filename field
for the name of thefile. If the asset does not have afilename, CS-
Direct uses the asset’s ID, instead.

There is one exception to this rule: assets with upload fields—that is,
an asset that is a blob— will always receive a standard (long) file
name, even when thisvalueissettot r ue.

This argument must be used with caution, and, if your site design is
such that individual assets are rendered by more than one template,
you cannot use thisargument. Without the Si t eCat al og page entries
used in the file name, file names cannot be guaranteed to be unique
when an asset is rendered by more than one templ ate.
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SI MPLEDI R Optional.

If set tot r ue, thisargument overrides the normal directory-naming
convention. (For adescription of the file-naming conventions, see
“File and Directory Naming Conventions” on page 203.)

When set to t r ue, thisargument instructs CS-Direct to put the
rendered HTML file directly into the default export directory when
there is no path information available from the parent asset.
(Normally, CS-Direct uses the page asset’s ID when there is no path
information.) Note that if thereisavalue for path, thisargument is
ignored.

OLDTEMPLATE Required in special cases.

This argument instructs CS-Direct to use the rendering methodol ogy
that was standard in the 3.5 and earlier versions of the product.

If the online site that you present on your delivery system was
designed for the rendering model used in versions of the product
before the 3.6 version and it has not yet been redesigned for the 3.6
rendering model, you must set thisargument tot r ue.

Note that if you set this argument to true, you do not set an export
starting point for your site. The export starting point is determined by
the templ ates themselves.

VERBOSE Optional.

Activates error logging during the publishing process. When set to
true, additional messages are written to the PubMessage table, rather
than just errors.

Be sure to use the VERBOSE publishing argument only for
troubleshooting because it causes the publishing process to take
longer than normal.

File and Directory Naming Conventions

Exported files are named according to specific file-naming conventions and are saved to
file directories that are named according to specific directory-naming conventions. This
section describes those conventions and provides examples that you can use to determine
how your files and directories will be named, based on the information that you provide
for a destination.

CS-Direct needs several bits of information that it uses to name the files that Export to
Disk generates from your approved assets and to determine where to store them. This
section presents each of the variablesthat affect file and directory names and describesthe
file-naming conventions that CS-Direct follows.

Directory Names

This section describes the properties, publishing arguments, and fields that contribute to
directory names and then presents the directory naming conventions and provides some
examples.
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Values Used in Directory Names
The following values are used to create the directory names for the exported files:

cs. pgexport f ol der property inthef ut uret ense.ini file

This property sets the base directory for al exported files. It isarequired property
whose value appliesto all publishing destinations that use the Export to Disk
publishing method.

Files are exported either directly into this directory, or to subdirectories within this
directory if you use the DI R argument (described, above, in “ Publishing Arguments
for Export to Disk” on page 201).

Thedirectory specified by this property, or by the combination of this property and the
DI Rargument is the destination directory.

If your system is running on either a Solaris or an Al X operating system, you can use
symbolic links to map alocal subdirectory to aremotely mounted file system.

Typically, thisvalueis set to atesting location (file system) where you or others test
the exported files rather than to alocation directly on the delivery system.

DI R publishing argument (see “ Publishing Arguments for Export to Disk” on page
201)

S| MPLEDI R publishing argument (see “Publishing Arguments for Export to Disk” on
page 201)

Path information

In general, the directory name for afile is based on the value set in the Path field of
the asset’s parent page asset. If thereis no value set for path, CS-Direct usesthe ID of
the parent page asset instead.

However, note the following about path information:

- The path information entered for a page asset is used for its children assets only.
When a page asset is exported, it receives the path set for its parent page, not the
one set for that page asset.

- For assets that are not page assets, if path information is entered in the Path field
for that asset, the path is used instead of the path information provided by the
parent page asset.

- Path information set for an asset for a specific destination on the Specify Path/
Filename for destination form is used in place of any path information provided
in the Path field on the asset’s New or Edit form or provided from the parent page
asset when the asset is exported to that destination.

Directory Naming Conventions

Directory names for both page assets and other assets are created by concatenating the
values from the items in the preceding list in the following order:

val ue_of cs. pgexportfol der/val ue_of DI R parent page’'s path

If an asset other than a page asset has path information of its own, CS-Direct usesthat path
rather than the path provided by the parent page asset. In such a case, the directory is
created like this:

val ue_of _cs. pgexportfol der/val ue_of DI R/ asset’s path
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If no path information is available from the parent page or the asset itsdlf, the directory is
created like this:

val ue_of cs. pgexportfol der/value_of DI R ID of parent page

If no path information is available from the parent page or the asset, and SI MPLEDI Ris set
tot r ue, thedirectory is created like this:

val ue_of _cs. pgexportfol der/val ue_of DI R

Thefollowing table provides examples of how directory names are created for page assets
during Export to Disk:

Home /export /export

Home /export /Japan /export/Japan

World /export 998877665 /export/Japan/998877665
News

World /export 998877665 /news/ /export/news

News

World /export /Japan 998877665 /news/ /export/Japan/news
News

The following table provides examples of how directory names are created for assets
other than page assets during Export to Disk:

QilPrice | /export 997766554 /export/997766554
QilPrice | /export /Japan 997766554 /export/Japan/
997766554
QilPrice | /export /Japan 997766554 | /news/ | /export/Japan/news
QilPrice | /export lenergy | 997766554 | /news/ | /export/energy
QilPrice | /export /Japan lenergy | 997766554 /export/Japan/energy
QilPrice | /export /Japan lenergy | 997766554 | /news | /export/Japan/energy
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Paths for Links Within the Files

The URLs in links for HREFs within the exported files do not include the values that
specify the destination directory (cs. pgexport f ol der/ DI R). Instead, they begin within
the destination directory and are relative to that directory.

The URLPREFI X argument is used to resolve URL s by specifying the location of those
files on the delivery system. That is, URLs for links within the exported files are created
like this:

URLPREFI X/ pat h_of parent page

This means that the value for the URLPREFI X argument must match the value of the web
aliasthat identifies the directory where the files are found. If you are using only

cs. pgexport f ol der to create the destination directory, the web alias that the
URLPREFI X represents must point to that location. And if you are using the DI R argument
to add a subdirectory to the destination directory specified by cs. pgexport f ol der, be
sure that the web root or the web alias represented by the URLPREFI X argument points to
this directory.

File Names

This section describes the arguments and other itemsthat contribute to file names and then
presents the file naming conventions and provides some examples.

Values Used in File Names

The following values are used to create file names for the exported files:

* ThesSiteCat al og page entry of template used to render the asset

All template assets have Si t eCat al og page entries. The name of the Si t eCat al og
page entry of the template that is used to render the asset isincluded in the name of the
file generated for the asset (unless you use the SI MPLENANE publishing argument).

» Packed arguments passed in from root element of page entry

If any packed arguments are passed in from the root element of the template that is
used to render the asset, the values of those arguments are al so included in the name of
the file generated for the asset.

For information about packed arguments and how they relate to URLSs, see the CSEE
Developer’s Guide.

* Filenamefield

If thereisavaue setin an asset’s Filename field, the name of the file uses the value
from that field in the name of the exported file. If thereis no value in the Filename
field, CS-Direct usesthe ID of the asset in the asset.

Note that afile name set for an asset for a specific destination in the Specify Path/
Filename for destination form supersedes the file name provided in the Filename
field on the asset’s New or Edit form when it is exported to that destination.

e SUFFI X publishing argument (see “Publishing Arguments for Export to Disk” on
page 201)

e SI MPLENAME publishing argument (see “Publishing Arguments for Export to Disk”
on page 201)
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File Naming Conventions

File names for all assets are created by concatenating the values from the itemsin the
preceding list in the following order:

pagename_packedargs(if any)_fil enane. SUFFI X

If there is no filename information provided, the file name is created like this:
pagename_packedargs(if any)_asset| D. SUFFI X

If SI MPLENAME issettot r ue, the file nameis created like this:
packedargs(if any) filename. SUFFI X

If SI MPLENAME issettot r ue but thereis no file name information provided, the file
name s created like this:

packedargs(if any)_asset| D. SUFFI X

Note

Be sureto use SI MPLENAME carefully. If your assets are rendered by more
than one template, do not use SI MPLENANE.

Note the following syntax changesin the file names:
» Slash characters (/) in pagenames are converted to hyphens (-) in file names.
* Equalssigns (=) in packed arguments are converted to hyphens (-) in file names.

* Ampersand characters (&) in packed arguments are converted to underscores () in
file names.

The following table provides examples of how file names are created during Export to
Disk:

123 BF/Page/ cid=123 | BF-Page
Home c=Page Home_123.html
123 htm BF/Page/ cid=123 | BF-Page
Home c=Page Home_123.htm
123 home.html BF/Page/ ci d=123 BF-Page-
Home c=Page Home_home.html
123 home.html | .htm BF/Page/ ci d=123 BF-Page-
Home c=Page Home_home.html
123 home.htm BF/Page/ ci d=123 BF-Page-
Home c=Page Home_topicword
_0il_home.htm
PACKEDARG
S=
“t opi cwor
d=oi |l ”
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Note

CS-Direct needs both the asset’s ID and the asset’s type to determine
whether there isafile name provided for it. If the identity of the asset’s
type is not provided, the file name cannot be used. In such acase, CS-
Direct uses the asset’s object ID in place of itsfile name.

Export Starting Points

Export to Disk cannot begin rendering files unless it knows where to start. You tell it
where to start by designating at least one page asset as an export starting point and
specifying the template that should be used to render it. Content Server invokes the root
element of the template’s page name, and begins rendering every approved asset that is
connected to that export starting point—assets connected through an association, a
hyperlink, a navigation bar, a query, and so on.

There must be at least one export starting point for an exported site. Typically it isyour
home page. However, depending on how your online site is designed, you may need to
designate more than one export starting point. Why? Because if there is a section on your
site that isn’'t connected to the rest of the site, it won't be rendered. For example:

< If your online site has more than one top-level page asset, you need an export starting
point for each one.

e If your site uses a combination of static pages and dynamic pages and there is a hard-
coded static URL in an HREF on a dynamically-generated page, the asset that the
URL points to should be designated as an export starting point.

The Mirror to Server Delivery Type

The CS-Direct Mirror to Server delivery type gathers information from the approval
system, the publishing schedule, and the destination configurations, copies data to the
destination destination, unpacks that data on the destination system, and then invokes the
CacheManager servlet to refresh any pages that should be regenerated to take advantage of
the new content.
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Delivery System

Response

3 dCS dynamically generates
and assembles the pages.

=

4 The web server

delivers the pages
to the end user.

Whether or not your CSEE delivery system is dynamic, you probably use the Mirror to
Server delivery type to move data from your devel opment systems to your management

system. For information about that process, see “Troubleshooting” on page 249.

How Mirror to Server Works
When aMirror to Server publishing session runs, thisiswhat occurs:

Source System

Publishing System

Mirror API

Database

>

Queue of

Target System

Mirror API

approved
assets

»| unpacks assets

-

Inserts
assets

Database

1. Onthe source system, Mirror to Server uses the list of approved assets that the
publishing system passed to it to create a mirror queue for the destination.

Mirror Queuefor Basic Assets
For basic assets, the following information is added to the queue:
The asset’s main table row. For example, for page assets, the asset’srow in the

Page table.

The appropriate rows in the Asset Publ i cat i on table. These rowslist sites

and which assets belong to them.

Rowsinthe Asset Rel at i onTr ee table that refer to any assets that are
associated with the asset being published.

The associated assets referenced by those rowsin the Asset Rel ati onTr ee
table. The asset table rows, Asset Publ i cat i on rows, and associated assets
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of any dependent assets are also mirrored, if they are approved and have not
yet been published.

Mirror Queuefor Flex and Complex Assets

For flex asset types and the other multi-table asset types like template and
CSElement, the information from the appropriate rows from all of their tables are
serialized into an object and stored in the _Publ i sh table for that asset type.

For example, when atemplate is to be published, the appropriate rows from the
Tenpl at e, Si t eCat al og, and El enent Cat al og tables are serialized into an
object and stored in the Tenpl at e_Publ i sh table.

Eachitemina_Publ i sh tableis added to the mirror queue.

2. CS-Direct usesthe Asset Publ i shLi st tableto create alist of all the assets that are
in the mirror queue.

3. The mirror operation starts.
First, the Asset Publ i shLi st ismirrored from the source to the destination.

4. Themirror queueis delivered and the publishing system unpacks the assets in the
queue.

For flex assets, Mirror to Server de-serializes the objectsin the _Publ i sh tables, and
inserts the results in the appropriate tables.

For basic assets, each row in the queue is copied.

5. When the itemsin the mirror queue are unpacked, the publishing system sends
messages that the mirror publish concluded successfully. The destination system
responds as follows:

- The newly-published assets are marked as changed on the destination system,
which means that before they can be published from that system to another
destination, they must be approved. Note that this feature is enabled by default.
You can turn it off if you need to. See “ Step 10 (Mirror to Server): Turn Off Asset
Invalidation on the Delivery System” on page 228 for details.

- The CacheManager servlet on the destination regenerates the appropriate pagesin
the cache so that all pages that refer to the assets that were just published are
updated. It also rebuilds any pages that have unknown compositional
dependencies.

- CacheManager then communicates a message about which pages must be
refreshed to each CS-Satelliteidentified by thesat el I i te. i ni fileonthe
destination system. It communicates with the co-resident version and any remote
instances that are identified as belonging to this CSEE system. The CS-Satellite
applications then use that information to refresh the CS-Satellite page caches.

- TheAsset Publ i shLi st tableiscleared, making it ready for the next publishing
session.

6. On the source system, the publishing system updates the publish log file. Unlike the
Export to Disk delivery type, which writes to the publish log after each asset is
exported, Mirror to Server waits until the entire mirror queue has been successfully
mirrored before writing the results to the publish log.

7. When the publishing session is successful, CS-Direct concludes the session by writing
information about the published references to the PubKey and Publ i shedAsset s
tables and by clearing the Asset Publ i shLi st table on the source system.
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8. CS-Direct also writes information about the assets that were published to the
ApprovedAsset s and Appr ovedAsset Deps tables so the approval system can
calculate dependencies correctly the next time an asset is approved.

Users and Mirror to Server

In addition to the batch user account on the source system that a publish event usesto
process a publishing session, the Mirror to Server delivery type requires another user
account: the mirror user account, which islocated on the destination server. Thisisthe
user account that the publishing system uses to unpack the mirror queue on the destination
system.

When you set up aMirror to Server destination, you must create the mirror user account
on the destination system that the destination represents and you must specify the identity
of that user to the source system withthecs. mi rroruser andcs. i rror password
propertiesinthef ut ur et ense. i ni file.

Publishing Arguments for Mirror to Server

There are three publishing arguments for Mirror to Server.

Because propertiesin the f ut ur et ense. i ni fileare global for al publishing
destinations, there are two publishing arguments for Mirror to Server that enable you to
specify destination-specific mirror users, in case you have more than one delivery system
that you are publishing to from the same source and you do not want to name the mirror
user account identically on each destination system.

Those publishing arguments are as follows:

e REMOTEUSER, which specifies the mirror user account on the destination system when
it is different than the one specified by thecs. ni rr or user property in the
futuretense.ini fileon the source.

* REMOTEPASS, which specifies the password for the user account designated by the
REMOTEUSER argument. Note that value of this argument is not stored in an encrypted
form, which means that anyone with access to the database on the source can see the
password.

Thefina Mirror to Server publishing argument is one that it shares with Export to Disk:

* VERBGSE, which activates error logging during the publishing process. When set to
true, additional messages are written to the PubMessage table, rather than just error
messages. Be sure to use the VERBOSE publishing argument only for troubleshooting
because it causes the publishing process to take longer than normal.

CacheManager

The CacheManager is a Content Server servlet that maintains the page cache on any
dynamic CSEE system, including the management system.

CacheManager isimportant to the publishing system because it locks the appropriate
assets on the destination during a mirror publish and ensures the integrity of the page
cache both before and after a mirror publishing session.

For more information about the CacheM anager, see the CSEE Developer’s Guide.
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The Initialize Mirror Destination Feature

The Mirror to Server delivery type copiesinformation for approved assets from one CSEE
database to another. The Initialize Mirror Destination feature moves configuration data
and rows from auxiliary tables—which are non-asset database tables that are used for the
dynamic display of the assets—from one CSEE database to another.

When to Use Initialize Mirror Destination
You use the Initialize Mirror Destination feature in several situations:

To set up any new mirror destination.

To move configuration items that support asset types (start menu items, associations,
and so on) from a development system to a management system or to adelivery
system.

To move workflow configuration data from a devel opment system to a management
system.

If you or your developers add any additional sites, asset types, or auxiliary tablesto
your system.

If you or your developers add any additional categories or subtypes for existing asset
types.
When you need to troubleshoot your configuration. If you can successfully initialize a

mirror destination, that means that the source and the destination systems are
communicating.

Specifying Which Data to Mirror

Whenever you create anew mirror destination, you must initialize it before you can
publish to it. To initialize amirror destination, you specify the following information:

The sites. Based on the sites that you select, the appropriate rows from the
Publ i cati on, SitePl anTr ee, and Publ i cat i onTr ee tables are mirrored to the
destination.

Configuration details (but only when you are moving information from a devel opment
system to a management system):

- Asset type subtypes, associations, and categories: the appropriate rows from the
AssocNane, AssocNamed_Subt ypes, and Cat egor y tables are mirrored.

- Start Menu items: the appropriate rows from the five Start Menu tables are
mirrored.

- Saved searches: the appropriate rows from the three save search tables are
mirrored.

- Workflow building blocks: the appropriate rows from the 27 workflow tables are
mirrored.

Any custom table that supports or is directly related to your asset types. In other
words, atable for assets that was not created by either AssetMaker or Flex Family
Maker. Examples of these are Sour ce and M net ype. These tables are called
“auxiliary tables.”

For More Information
Using the Initialize Mirror Destination feature is described in two places:
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* Inthe context of setting up your system for publishing with the Mirror to Server
delivery type—in the procedures “ Step 1 (Mirror to Server): Set Up the Destination
System” on page 222 and “ Step 5 (Mirror to Server): Initiaize the Destination” on
page 226.

* Inthe section caled “Troubleshooting” on page 249.

The Export Assets to XML Delivery Type

The CS-Direct Export Assetsto XML delivery type is ahybrid between the Export to
Disk and Mirror to Server delivery types. Assets are rendered into files, but this delivery
type uses the Mirror to Server dependency calculation method rather than that of Export to
Disk.

This delivery type differs from the other two in that it isreally a data transformation
method. While Export to Disk creates one HTML file per page, which could mean that
several assets are rendered into one file, Export Assetsto XML createsone XML filefor
each asset that is approved to a destination configured to use this delivery type.

Export to Disk creates static files that are to be delivered from a static CSEE délivery
system. In contrast, Export Assetsto XML creates XML filesthat are to be delivered to
another non-CSEE system or database.

When an Export Assets to XML publishing session runs, thisis what happens:

1. On the source system, the approval system provides alist of the assets approved for
this destination to Export Assetsto XML.

2. Export Assetsto XML renders each asset in the list to an XML file. The output file
describes the asset, stating all the values for all of the asset’s fields.

When you use the Export Assetsto XML delivery type, typically you set up aquality
assurance process to test the generated files before you move them to the external, non-
CSEE system.

The XML Output

The output from Export Assetsto XML iswell-formed XML that describes an asset object
in terms of itsfield values. Fields are described as attributes.

For each of the asset’s fields, there is a name/value pair. The statement of the value
includes the data type of the field. For example, the Name field holds characters. So the
name/value pair for an asset’'s Name field would appear as follows in the output:

<attribute name="Nanme” >
<string val ue=*naneCf Asset”/ >
</attribute>

Flex attributes serve asthe fields for flex assets. In the output XML for aflex asset, the
flex attribute values are prepended with At t ri but e_. Here’'s an example of an attribute
value for the price of a GE Lighting sample site product asset:

<attribute name="Attribute_price”>
<deci mal val ue="5.9"/>
</attribute>
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Note that the XML output uses the column names rather than the field name of each field/
attribute and that column names and field names can be different.

The following is a description of the XML file created by this publishing method,
presented as a pseudo-dtd file

<l-- ASSET:

-- ASSET defines an asset object

-- an asset is nade up of attributes
-->

<! ELEMENT ASSET (ATTRI BUTE) *>

<! ATTLI ST ASSET TYPE CDATA #REQUI RED>
<! ATTLI ST ASSET | D CDATA #| MPLI ED>

<! ATTLI ST ASSET SUBTYPE CDATA #l MPLI ED>

<! ELEMENT ATTRI BUTE (STRING | DATE | |NTEGER | DECI MAL | BI NARY |
FILE | ASSETREFERENCE | ARRAY | STRUCT | LIST)>
<! ATTLI ST ATTRI BUTE NAME CDATA #REQUI RED>

<! ELEMENT STRI NG
<I ATTLI ST STRI NG VALUE CDATA #REQUI RED>

<! ELEMENT DATE>
<! ATTLI ST DATE VALUE CDATA #REQUI RED>

<! ELEMENT | NTECER>
<! ATTLI ST I NTEGER VALUE CDATA #REQUI RED>

<! ELEMENT DECI MVAL>
<! ATTLI ST DECI MAL VALUE CDATA #REQUI RED>

<! ELEMENT BI NARY>
<! ATTLI ST BI NARY VALUE CDATA #REQUI RED>

<! ELEMENT FILE (CDATA) >
<! ATTLI ST FI LE NAVE CDATA #REQUI RED>

<! ELEMENT FI LE>
<I ATTLI ST FI LE NAME CDATA #REQUI RED>

<! ELEMENT ASSETREFERENCE>
<! ATTLI ST ASSETREFERENCE TYPE CDATA #REQUI RED>
<! ATTLI ST ASSETREFERENCE VALUE CDATA #REQUI RED>

<! ELEMENT ARRAY (STRING | DATE | INTEGER | DECI MAL | BINARY | FILE
| ASSETREFERENCE | ARRAY | STRUCT | LIST)+>

<! ELEMENT STRUCT (FI ELD) +>
<! ELEMENT FIELD (STRING | DATE | INTEGER | DECI MAL | BINARY | FILE

| ASSETREFERENCE | ARRAY | STRUCT | LIST)+>
<! ATTLI ST FI ELD NAVE CDATA #REQUI RED>
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<! ELEMENT LI ST (ROW +>
<! ELEMENT ROW ( COLUWN) +>

<! ELEMENT COLUMN ( STRING | INTEGER | DECI MAL | DATE |
ASSETREFERNCE) >
<! ATTLI ST COLUMN NAME CDATA #REQUI RED>

Publishing Arguments for Export Assets to XML

There is one publishing argument for Export Assetsto XML: DI R. It providesa
subdirectory name for the files published to the destination. It is created as a child
directory of the base directory specified by the cs. pgexport f ol der property.

When you use this argument, the directory path for the publishing destination is as
follows:

value of cs. pgexport f ol der /valueof DI R

File Naming Conventions for Export Assets to XML
Exported XML files are named according to the following convention:

asset | D. xmi

For example, if the asset ID is 3344556677, the file name for the asset’s XML fileis:
3344556677. xnl

The Export Assetsto XML delivery type does not use any information that is entered in an
asset’s Path or Filenamefield.
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Configuring the Publishing Process for Your CSEE
System

Configuring your system for publishing includes more than just creating destinations and
the steps that you complete are different based on which delivery type you are using,
Export to Disk or Mirror to Server.

The procedures in this section mention several propertiesin the f ut ur et ense. i ni,

bat ch. i ni ,andf ut uret ense_xcel . i ni files. Inaddition to the properties mentioned
in this chapter, there are additional properties that you can use to fine-tune your system
configuration. For acomplete list of all properties, see Chapter 11, “Properties and
Property Files.”

Create the Batch User Account

There are certain steps that you must complete regardless of your delivery type. You must:
» Configure abatch user account for the publishing system on the source to use.

»  Specify where the publish logs should be stored.

Complete the following steps:

1. Logintothe Content Server interface on your source system.

2. Onthe Admin tab, select Content Server Management Tools > Users.

3. Create auser account for the publishing system on the source system to use (that is,
the batch user) and assign it the following ACLs:
- Browser
- ElementEditor
- PageEditor
- TableEditor
- Visitor (if your installation includes CS-Engage)
- VisitorAdmin (if your installation includes CS-Engage)
- Xxceleditor
- xceladmin

If you need help with this step, see “Creating a New User” on page 40.

4. Start the Property Editor and open the f ut ur et ense_xcel . i ni filefor the source
system. (If you need help with this step, see “ Starting the Property Editor” on page
276.)

5. Onthe Publishing tab, set values for the following properties:

- xcel erat e. bat chhost
Set this property to the host name of web server (not the application server or the
load balancer) that is hosting the sour ce system. The source system is the batch
host. If the port number of the web server is anything other than 80, you must also
include the port number. For example, nyser ver: 7001

- xcel erat e. bat chuser
Set this property to the name of the user that you created in step 3 of this
procedure.
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- xcel erat e. bat chpass

Set this property to the password of the user that you created in step 3 of this
procedure.

6. Save the settings by selecting File > Save.
7. Openthebatch.ini filefor the source system.

8. Onthe Resultstab, setther equest . f ol der property to point to the directory that
you want to hold your publish log files. By default, this property is set to the
di spat cher subdirectory in the application server installation directory.

Note

Be sure to set this property to a directory that can be written to.
Otherwise, there will be no Publish History summary information
displayed in the Publish Console for your publishing sessions.

9. Savethe settings (File > Save) and then exit the Property Editor (File > Exit).
10. Stop and restart the application server.

11. Continue with the configuration procedure for the delivery type you are planning to
use:

- For Export to Disk, go to “Configuring Your System for Export to Disk
Publishing,” the next procedure in this section.

- For Mirror to Server, go to “Configuring Your System for Mirror to Server
Publishing” on page 222.

- For Export Assetsto XML, go to “Configuring Your System for Export Assetsto
XML" on page 229.

Configuring Your System for Export to Disk Publishing

The main steps when configuring a system to publish using the Export to Disk delivery
type are these:

» Configure the export directory that stores the files.

e Create apublishing destination that points to the export directory.
 Map aURL prefix on the web server of the delivery system.

e Create an export starting point.

e Approve sometest assets, including the export starting point.

e Publish the test assets and verify them.

e Set up the schedule.

Step 1 (Export to Disk): Specify the Base Export Directory

As mentioned previously in this chapter, the directory that CS-Direct exportsfilestois
determined by thecs. pgexport f ol der property inthef ut ur et ense.ini file. If you
want to add subdirectories to this directory, you use the DI R publishing argument in the
definition of the destination.

To set the base directory for the exported files, complete the following steps:
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1. Start the Property Editor. If you need help with this step, see “ Starting the Property
Editor” on page 276.

2. Openthefuturetense.ini fileforthe source CSEE system.

3. OntheExport/Mirror tab select thecs. pgexport f ol der property and set the
value to the file directory (location) where al files should be exported to.

Thisisagloba setting for the system. If you have multiple destinations and want the
files published to those destinations to be stored in separate subdirectories within this
directory, use the DI R publishing argument when you configure those destinations.

For more information about export directories, see “File and Directory Naming
Conventions” on page 203.

4. Savethe new value by selecting File > Save.
Select File > Exit to close the Property Editor.
6. Stop and restart the application server.

Note

Before you run an export publish, make sure that this destination directory
exists and that it has enough space for the HTML pages that will be
created there.

Step 2 (Export to Disk): Configure an Export Destination
Create the export destination by completing the following steps:
1. Loginto the Content Server interface on the source CSEE system.
2. Onthe Admin tab, select Publishing > Destinations.
3. Select Add New.
The Add New Destination form appears.

Add New Destination

e

*MName: I

Delivery Type: |Exp|:|rtto Disk: Exportweh files to disk j

Destination address: I

Arguments: I

*Sites: Burlingtan Financial
GE Lighting
Hello Asset World

(cancel ] [ Add New Destination )
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In the Name field, enter a unique name for the destination.
In the Delivery Typefield, select Export to Disk: Export Web Filesto Disk.
Leave the Destination Address empty. Thisfield isfor Mirror to Server only.

In the Argumentsfield, specify any arguments (URLPREFI X, DI R, SUFFI X,
S| MPLEDI R, SI MPLENANE, OLDTEMPLATE or VERBOSE) that are appropriate for this
destination, separated with the ampersand (&) character.

N o g &

For descriptions of the publishing arguments for this delivery type, see “ Publishing
Arguments for Export to Disk” on page 201.

Here are some examples:

URLPREFI X=/ si t eNane&SUFFI X=ht m

URLPREFI X=/ si t eNanme&Dl R=/ Japan&SUFFI X=ht m
URLPREFI X=/ si t eNane&Dl R=/ Japan&SUFFI X=ht m&OLDTEMPLATE=t r ue

8. Inthe Sitesbox, select the sites whose assets can be approved for and published to this
destination.

9. Click Add New Destination.
The information about this destination is written to the PubTar get table.

10. Repeat steps 2 through 9 for each additional export destination that you need to
configure for your source system.

Step 3 (Export to Disk): Map a URL Prefix for Your Web
Server

To make your exported content available to the public at its final destination (your
delivery system), you must configure your web server to map a URL path prefix to the
place where the files will reside so that URL s can be resolved.

Refer to the vendor documentation for your web server for information about the
appropriate procedure for mapping URL prefixes on your web server. Remember that the
name you specify for this prefix must match the name that you specified with the
URLPREFI X argument for the destination. If you use the DI R argument, be sure that the
web root or alias includes the DI R directory.

Step 4 (Export to Disk): Create the Export Starting Points

To create an export starting point, complete the following steps:

1. Using the Content Server interface on the source system, find the asset that you want
to specify as an export starting point.

2. Opentheasset inits Satus form and scroll to the Publish Destination section.

3. Do one of the following:

- If theasset is not yet approved for the destination you are currently configuring,
select Approve for Publish from the drop-down list in the action bar and go to
step 4.
- If thisasset is aready approved for the destination you are currently configuring,
go to step 6.
4. Inthe publish approval form, select the destination that you are approving it for and
click Approve.
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8.
9.

The approval system calculates dependencies for al the assets linked to this asset and
displays the results.

When CS-Direct displays the approval results, select Satus from the drop-down list
in the action bar.

Scroll down to the Publishing Destination section of the form; next to Path/Filename
click the Specify Path/Filename, Sart pointslink.

Configure the export starting point:

a. Select the Yes option.
b. Select atemplate.

Note

If the publishing argument OLDTEMPLATE issettot r ue for this
destination, no templates will be displayed for you to choose
from. With the old, pre-version 3.6 style of rendering, the
template is determined by the asset itself and you cannot override
the template assigned to the asset in an export starting point.

c. (Optiond) If you want to specify path information that is different for this
destination than any path information provided elsewhere for this asset, enter the
path in the Path field. For more information about path names, see “File and
Directory Naming Conventions’ on page 203.

d. (Optiona) If you want to specify file name information that is different for this
destination, enter it in the Filenamefield. A file name entered in thisform for this
destination overrides any file name information provided elsewhere for the asset.

e. (Optiond) If you want the directory name for the path created according to the
simple naming convention described in the definition of the SI MPLEDI R
publishing argument, select For ce specified path. Selecting this check box islike
setting the SI MPLEDI R publishing argument tot r ue, but only for this asset rather
than for all assets exported to this destination.

f. (Optional) If you want the file name created according to the simple naming
convention described in the definition of the SI MPLENAME publishing argument,
select Force specified filename. Selecting this check box is like setting the
S| MPLENAME publishing argument to t r ue, but only for this asset rather than for
all assets exported to this destination.

Click Save.
Repeat steps 1 through 8 for each top-level page asset in the site.

Step 5 (Export to Disk): Approve Your Assets

If you want to perform asimple test of your configuration, select the export starting point
with the fewest number of dependent assets and approve each of those assets.

If you want to complete atest publish of your entire site, approve al the assets for the site.
See “Approving Multiple Assets’ on page 237 for help with approving many assets at
once.

220



Chapter 8: Managing the CSEE Publishing System

Step 6 (Export to Disk): Publish and Test the Results

After you have approved assets that can be published to your destination, you can run a
test publishing session:

1.

In the Content Server interface on the source system, click the Publishing button from
the main toolbar.

In the Publish Console, select your destination from the drop-down list and then click
Select Destination.

CS-Direct displays information about the assets that are ready to be published to this
destination. (If you have not yet created an export starting point for this destination,
the form states this fact. You must create at least one export starting point before
Export to Disk can begin.)

Click Publish.
The publishing system exports all the approved assets for this destination into files.
Click thelink to the Publish Console.

In the Publish Console, scroll down to Publishing History and click the inspect icon
next to the publishing session.

A session summary displays alist of all the files that were created during the export
process.

Click thelink to file that represents the top-level pagein your site.
The system displays the file in a browser window.

Scroll down that page, looking for errors, and click all the linksin the fileto verify
that they work. Test all the links to all the other files that were generated.

In addition, test the results by directly entering the URL of the rendered home page in
your browser and navigating the entire site. Note that to do this you must first set up a
web server root on the CSEE management system that points to the export directory.

When you are satisfied that they the files are ready, use FTP or another file transfer
protocol to move them to your CSEE delivery system.

Step 7 (Export to Disk): Set Up the Schedule

After you have ensured that your destination is configured correctly, that the file names
and directory names are created according to your needs, and that your web server is
delivering the files correctly, you can finish configuring your publishing system by
completing the following steps on the source system:

Create scheduled publish events for the destination. For help with this step, see
“Scheduling Publish Events’ on page 240.

Plan how you will move the generated files to your web servers, for both the testing
area and the delivery system. For example, you can set up aregular FTP transfer that
automatically movesfiles to atesting area after a publishing session compl etes.
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Configuring Your System for Mirror to Server Publishing

The main steps when configuring a system to publish using the Mirror to Server delivery
type are asfollows:

e Set up the destination system: create asset types and create a mirror user.
e ldentify the mirror user on the destination to the publishing system on the source.

« If thereisafirewall separating the source and destination systems, identify the proxy
server.

» On the source system, create a publishing destination that points to the destination
system.

< Initialize the destination destination.

» Approve some test assets.

« Publish the test assets and then verify the results.
e Set up the schedule.

Step 1 (Mirror to Server): Set Up the Destination System

To mirror publish assets from one CSEE system to another, the sites and asset types must
be the same on both the source and the destination system.

When the ddlivery typeis Mirror to Server, you must also create an additiona user on the
destination system, called the mirror user (as opposed to the batch user, which exists on
the source). This user completes the mirror publish database transactions on the
destination system.

Note

The source CSEE system and the destination CSEE system must have the
exact same CSEE products and database tables installed on them.
Additionally, the database properties, if not an exact match, must be
compatible. Otherwise, your assets cannot be mirrored successfully.

To set up your destination system, complete the following steps:

1. If you have any flex asset types, log in to the Content Server interface on the
destination system and use Flex Family M aker to create the flex asset types. Be sure
that their names exactly match the names that you used on the devel opment system.

2. If you have any custom basic asset type, use AssetMaker on the destination system to
create them. Follow the steps that describe how to use AssetMaker in the CSEE
Developer’s Guide and be sureto set an appropriate value in the Defdir field on the
Create Asset Table form. Be sure that the name of the asset types exactly match the
names that you used on the development system.

3. If you have any custom support tables—a lookup table for afield in an asset type, for
example—create those tables on the destination system.

4. Onthe destination system, create the mirror user. This user must have the following
ACLs:

-  Browser
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- ElementEditor

- PageEditor

- TableEditor

- Viditor (if CS-Engageisinstalled)

- VisitorAdmin (if CS-Engage isinstalled)
- Xxceladmin

- Xceleditor

Additionally, because the CacheManager uses the mirror user account to regenerate
the page cache after a publishing session, the mirror user must have sufficient
privileges to regenerate all the pages in the cache. Therefore, if ACLs are assigned to
any page entriesin the Si t eCat al og table or database tables that are holding data
that needs to be rendered, the mirror user account must be assigned those ACLs, too.

If the destination system has any of the sample sitesinstalled, a user named
“mirroruser” already exists. For security reasons, if you decide to use this user as your
mirror user, be sure to change the password for this user. If you decide to create a
different mirror user, be sure to delete the sample site mirroruser.

Note

If you plan to mirror publish from any source system to more than
one destination system, use either of the following options for the
username and password of the mirror users that you create on
each destination:

e Make al username/password match exactly, because you can
specify one only mirror user in thef ut ur et ense. i ni file
on your source system.

» Createamirror user on the second destination with a different
name from the one specified in f ut ur et ense. i ni and then
provide that information with the REMOTEUSER and
REMOTEPASS publishing arguments.

If you need help with this step, see “ Creating a New User” on page 40.

Step 2 (Mirror to Server): Identify the Mirror User to the
Source System

Next, you identify the name and password of the mirror user on the destination system to
the source system by setting property valuesin thef ut ur et ense. i ni file on the source
system.

Complete the following steps:

1.

Start the Property Editor and open the f ut ur et ense. i ni filefor the source CSEE
system. If you need help with this step, see “ Starting the Property Editor” on page 276.

On the Export/Mirror tab specify values for the following properties:

- CcS.Mmrroruser

Set this property to the name of the user that you created on the destination system
in the preceding procedure.
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- c¢S.Mmrrorpassword

Set this property to the password of the user that you created on the destination
system in the preceding procedure.

3. Sdlect File> Saveto save the settings.
4. Do one of the following:

- Ifthereisafirewall separating your source system from the destination system, go
to " Step 3 (Mirror to Server): Identify the Proxy Server (If There IsaFirewall)”
on page 224.

- If thereisnot afirewall separating your source and destination systems, select
File > Exit. Stop and restart the application server. Then go to “ Step 4 (Mirror to
Server): Configure aMirror Destination” on page 224.

Step 3 (Mirror to Server): Identify the Proxy Server (If There
Is a Firewall)

If you have afirewall between your source and your destination, you must identify the
proxy server to the source system. With thef ut ur et ense. i ni file still openinthe
Property Editor, complete the following steps:

1. OntheExport/Mirror tab, specify values for these properties:

- CS.mrrorproxyserver

Set this property to either the name or the IP address of the firewall’s proxy server.
- CS.Mmrrorproxyserverport

Set this property to the port number of the firewall’s proxy server.

2. Select File> Saveto save the values.
Select File > Exit to close the Property Editor.
4. Stop and restart the application server.

Step 4 (Mirror to Server): Configure a Mirror Destination
Create the mirror destination by completing the following steps:

1. Logintothe Content Server interface on the source CSEE system.

2. Onthe Admin tab, select Publishing > Destinations.

3. Select Add New.
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The Add New Destination form appears.

Add New Destination

U —

*Name: I

Delivery Type: |Mirr0r to Server: Copy database rows to remote dynamic sewerj

Destination address: |ht‘[p:h’[t;51rgetser\rer]fcs;f

Arguments: I

*Sites: Burlington Financial
GE Lighting
Hello Asset Warld

[ Cancel ] [Add MNew Destination ]

4. Inthe Namefield, enter aunique name for the destination.

5. Inthe Delivery Typefield, select Mirror to Server: Copy databaserowsto remote
dynamic server.

6. Inthe Destination Address field enter the URL containing the web and application
server information for the destination.

Example: iPlanet Application Server (iIAS)

http://your Webserver name/ NASApp/ cs/

Example: WebL ogic, WebSphere, and Sun ONE Application Server
http://your_Webserver _nane/ servl et/

Note

A dlashisrequired at the end of the URL s because these URL s are
appended dynamically.

7. Inthe Argumentsfield, specify any appropriate arguments for this destination,
separated by the ampersand (&) character. For more information, see “Publishing
Arguments for Mirror to Server” on page 211.

8. Inthe Sitesbox, select the sites whose assets can be approved for and published to this
destination.

9. Click Add New Destination.
The information about this destination is written to the Pubdest i nat i on table.

10. Repeat steps 2 through 9 for each additional mirror destination that you need to
configure for your source system.
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Step 5 (Mirror to Server): Initialize the Destination
You must initialize the destination system before you can publish to it.
Complete the following steps:

1. Inthe Content Server interface on the source system, select Admin > Publishing >
Destinations.

2. Double-click on the destination that you want to initialize.

3. Inthe Publish Destination form, select the I nitialize Mirror Destination link.
Thelnitialize Mirror Destination screen appears.

4. Select the sites whose assets are published to this destination.

If you are migrating a site from a development system to a management system, select
the appropriate options in the Configuration section. For more information, see the
procedures in the section “Migrating a Site from One System to Another System” on
page 232.

6. Enter the names of any required auxiliary tables. For help with this step, see the
proceduresin the section “Migrating a Site from One System to Another System” on
page 232 and talk to your developers.

7. Click Mirror.

If theinitialization is successful, a verification message appears on the screen. If not,
an error message appears.

8. Loginto the destination system, select Admin > Sites, and then select the site you
just mirrored.

9. Enable the asset typesfor this site.

Step 6 (Mirror to Server): Approve Your Assets

To truly test your published site, you must approve and publish all the assets for the site.
See “Approving Multiple Assets’ on page 237 for help with approving many assets at
once.

If you want to perform a simple test of your configuration, you could temporarily create a
home page asset with just a few dependents. For information about approving individual
assets, see the CSEE User’s Guide.

Step 7 (Mirror to Server): Publish the Assets

After you have approved assets that can be published to your destination, you can run a
test publishing session:

1. IntheContent Server interface on the source system, click the Publishing button from
the main toolbar.

2. Inthe Publish Console, select your mirror destination from the drop-down list and
then click Select Destination.

CS-Direct displays information about the assets that are ready to be published to this
destination.

3. Click Publish.
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The publishing system mirrors all the approved assets for this destination to the
Content Server database on the destination system.

Step 8 (Mirror to Server): Test the Results

To test the results, use your browser to navigate to the URL of the home page asset on the
destination system and examine the site.

First, you must determine what that URL is. A Content Server URL is constructed by
concatenating the following values:

* The name of the destination system’s server and sometimes the port humber as well.

e The CGI path, which it obtainsfrom thef t . cgi pat h property in the
futuretense.ini file. For example, for WebL ogic and other application servers
with servlet architectures, this pathis/ ser vl et / and for iPlanet Application Server,
this path is/ NASApp/ cs/ .

e Thestring Cont ent Ser ver ?pagenane=
* A pagenamefromasSi t eCat al og entry.

« Additional information that is passed in with the CS-Direct page criteria variables, c,
cid,tid,andp (seethe CSEE Developer’s Guide for information about these
variables).

For example, the URL for the Burlington Financial home page looks like thiswhenitis
rendered by the JumpStart Kit:

http://1 ocal host: 7001/ servl et/
Cont ent Ser ver ?pagenane=Bur | i ngt onFi nanci al / Page/ Hone

Complete the following steps to determine the URL of your home page and then use it to
test the site:

1. Start the Property Editor and open thef ut ur et ense. i ni filefor the destination
system. (If you need help with this step, see “ Starting the Property Editor” on page
276.)

Select the App Server tab.

Select thef t . cgi pat h property and write down the value.
Select the Compatability tab.

Select thef t . appr oot property and write down the value.
Select File > Exit to close the Property Editor.

S S

Open atext editor. Type the server name, a slash (/), and then the cgipath. Precede the
server name with the proper protocol—nhttp:// or https.//—as in the following
examples:

iPlanet Application Server (IAS):
http://server ABC NASApp/ cs/
WebL ogic, WebSphere, and Sun ONE Application Server
http://server ABC servl et/
8. Attheend of the string, type a slash, and then add the following text:

Cont ent Ser ver ?pagenane=your _hone_page
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9.

Now the URL should look similar to the following examples:
Examplefor iAS:

htt p://server ABC NASApp/ cs/ Cont ent Ser ver ?pagenane=Exanpl eSi t e/
Page/ Hone

Example for WebL ogic, WebSphere, and Sun ONE:

http://server ABC servl et/ Cont ent Ser ver ?pagenane=Exanpl eSi t e/
Page/ Hone

Open aweb browser and enter the URL for the home page in the address field.

10. Scrall from the top to the bottom of the page and check for errors.

11. Click on all linksto verify that they are working properly.

Note

FatWire recommends that you conduct a complete test of the
system under peak load conditions after you have mirrored the
entire site for the first time, and at regular points thereafter.

Step 9 (Mirror to Server): Set Up the Schedule

After you have ensured that your destination is configured correctly, you can finish
configuring your publishing system by completing the following steps on the source
system:

Create scheduled publish events for the destination. For help with this step, see
“Scheduling Publish Events’ on page 240.

If you are using images that are not assetsin the design of your site—that is, your site
designerswant to store all images on the web server rather than manage them as assets
——plan how you will move the image files from the web server for the management
system to the web server for the delivery system. For example, you can set up a
regular FTP transfer.

If you are using elements and SiteCatalog page entries that are not CSElement and
SiteEntry assets, you must use the CatalogM over tool to mirror them to the destination
system. For help with CatalogM over, see the CSEE Devel oper’s Guide.

If you are using the eWebEditPro HTML editor (from Ektron) and your content
providers will use the upload feature on that toolbar to upload image files, you must
set up an FTP or other process to move those uploaded image files from the
management system to the delivery system. Because thesefiles are not assets, they are
not mirrored to the destination.

Step 10 (Mirror to Server): Turn Off Asset Invalidation on
the Delivery System

By default, the publishing system is configured to mark an asset as changed on the
destination system when you publish an asset from one system to another (source to
destination). Then, the newly-published asset must be approved on the destination system
before it can be published to another destination.

The default configuration is appropriate for development and management systems.
However, when you are publishing to the ddlivery system, there is no need for the
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publishing system to take the time to mark the change—assets are published to the
delivery system but not from it.

Therefore, on the delivery system, turn off this publishing feature by completing the
following steps:

1.

2.
3.
4.

Start the Property Editor and open the f ut ur et ense_xcel . i ni file. If you need
help with this step, see “ Starting the Property Editor” on page 276.

On the Publishing tab, select the xcel er at e. publ i shi nval i dat e property.
Set thevalueto f al se.
Save thefile and exit the Property Editor.

Configuring Your System for Export Assets to XML

The main steps when configuring for the Export Assetsto XML delivery type are as
follows:

Configure the export directory that stores the files.

Create a publishing destination that points to the export directory.
Approve some test assets.

Publish the test assets and test them.

Set up the schedule.

Step 1 (Export to XML): Specify the Base Export Directory

As mentioned previously in this chapter, the directory that CS-Direct exportsfilestois
determined by the cs. pgexport f ol der property inthef ut ur et ense. i ni file.

To set the base directory for the exported files, compl ete the following steps:

1.

Start the Property Editor. If you need help with this step, see “ Starting the Property
Editor” on page 276.

Openthefuturetense.ini filefor the source CSEE system.

On the Export/Mirror tab select thecs. pgexport f ol der property and set the
value to the file directory (location) where al files should be exported to.

Thisisagloba setting for the system. If you have multiple destinations or are
publishing with both the Export to Disk and Export Assetsto XML délivery types and
you want the files stored in separate places, use the DI R publishing argument to
override the value of cs. pgexport f ol der when you configure your Export Assets
to XML destinations.

Save the new value by selecting File > Save.
Select File > Exit to close the Property Editor.
Stop and restart the application server.
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Note

Before you run an Export to XML publish, make sure that this
destination directory exists and that is has enough space for the
XML filesthat will be created there.

Step 2 (Export to XML): Configure an Export Assets to XML
Destination

Next, create the Export to XML destination by completing the following steps:
1. Logintothe Content Server interface on the source CSEE system.
2. Onthe Admin tab, select Publishing > Destinations.
3. Select Add New.
The Add New Destination form appears.

Add Mew Destination

e

*Name: I

Delivery Type:

gach asset

yport Assets to Aml: Export WL files for

Destination address: I

Arguments: I

*Sites: Burlington Financial
GE Lighting
Hello Azset World

[Cancel ] [Add New Destination ]

In the Name field, enter a unique name for the destination.
In the Delivery Typefield, select Export Assetsto XML.
Leave the Destination Address empty. Thisfield isfor Mirror to Server only.

N g &

(Optiona) If you want to use a different directory than is specified by the
cs. pgexport f ol der property, click inthe Argumentsfield and set an DI R
argument.

For example:
DI R=/ export/ XM

8. Inthe Sitesbox, select the sites whose assets can be approved for and published to this
destination.

9. Click Add.
The information about this destination is written to the PubTar get table.
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10. Repeat steps 2 through 9 for each additional export destination that you need to
configure for your source system.

Step 3 (Export to XML): Approve Your Assets

If you want to perform a simple test of your configuration, select an asset and approve it
and any of its dependent assets.

If you want to complete atest publish of your entire site, approve al the assets for the site.
See “Approving Multiple Assets’ on page 237 for help with approving many assets at
once.

Step 4 (Export to XML): Publish and Test the Results

After you have approved assets that can be published to your destination, you can run a
test publishing session:

1. Inthe Content Server interface on the source system, click the Publishing button from
the main toolbar.

2. InthePublish Console, select your destination from the drop-down list and then click
Select Destination.

CS-Direct displays information about the assets that are ready to be published to this
destination.

3. Click Publish.
The publishing system exports all the approved assets for this destination into files.
4. Inthe Publish Console, click the ingpect icon next to the session summary for this
session.

5. Inthe session summary, which displaysalist of all the resulting XML files, verify that
the files are correct.

Step 5 (Export to XML): Set up the Schedule

After you have ensured that your destination is configured correctly, that the directory
names are created according to your needs, you can finish configuring your publishing
system by completing the following steps on the source system:

» Create scheduled publish events for the destination. For help with this step, see
“Scheduling Publish Events’ on page 240.

« Plan how you will move the generated filesto your external, non-CSEE systems. For
example, you can set up aregular FTP transfer that automatically movesfilesto a
testing area after a publishing session completes.
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Additional Publishing Procedures

In addition to the configuration steps described in preceding sections of this chapter,
administrators and devel opers a so perform the following publishing procedures whenever
necessary:

« Migrating a Site from One System to Another System
e Approving Multiple Assets

* Creating Destinations

» Editing Destinations

» Deleting Destinations

e Creating Export Starting Points

e Scheduling Publish Events

« Reading the Schedule Abbreviations

» Editing Publish Events

e Overriding the Schedule

* Assigning Approval or Preview Templates

« Monitoring Sessionsin the Publishing Console
e Verifying Publishing Readiness

« Managing Publishing History Information

e Publishing All Approved Assets

Migrating a Site from One System to Another System

During the development phase for your sites, your site designers and devel opers develop
sites and asset types with all their supporting configuration (subtypes, associations, start
menu items, and so on), code templates, and assist the administrators in customizing the
user interface, when necessary, by writing elements for workflow and so on. Your site
designers and devel opers do this work on the development system.

When the siteis ready for the content providers, you can use the I nitialize Mirror
Destination feature to migrate it to the management system and the delivery system.

Note

You can use this feature to move your configuration data only when none
of the sample sites exist on the destination system.
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Moving a Site from a Development System to a
Management System

Complete the following procedure once:

1.

If you have any flex asset types, log in to CS-Direct on the management (destination)
system as a user who has access to the Admin tab and use Flex Family M aker to
create the flex asset types. Be sure that their names exactly match the names that you
used on the development system. For help with this step, see the CSEE Developer’s
Guide.

If you have any custom basic asset types, use AssetMaker to create them on the
destination system. For help with this step, see the CSEE Developer’s Guide. Be sure
that you complete the following additional steps:

- Besurethat the value in the Defdir field is appropriate for the management
system.

- Clear the Add “General” Category check box.

If you have any custom support tables—a lookup table for afield in an asset type, for
example—create those tables on the management (destination) system.

On the management system, delete the named associati ons from the collection asset
type. Complete the following steps:

a. Select the Admin tab > Asset Types > Coallection > Associations.
b. Double-click on Query 1.

c. Intheform ontheright, click the Deleteicon.

d. Click Delete Association.

e. Repeat stepsb through d for Query 2 and Query 3.

On the management system, create al the users.

On the source system, log in to the Content Server interface.

Create a Publishing Destination for the destination system that uses the Mirror to
Server delivery type. For help with this step, see“ Step 4 (Mirror to Server): Configure
aMirror Destination” on page 224.

In the Publish Destination form for this destination, select I nitialize Mirror
Destination.
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10.

11.

12.

13.

TheInitialize Mirror Destination form appears:

Initialize Mirror Destination: Dynamic

Tables and Asset Types to be used on the mirror destination should be created there before
data can be mirrared over.

*Sites: Select all sites that will be supported on this destination:
Hello AssetWWorld
Burlingtan Financial

GE Lighting

Configuration: If setting up a management site, you can select configuration infarmation
that vou want ta mirror.

[ Asset Type Subtypes
[ Asset Type Categories
[T Asset Type Associations
[T start Menu Ttems

[T saved Searches

I workflow Processes

[T workflaw States

[~ warkflaw Actions

[~ workflow Email

[T Roles
Auxilliary Add any other non-Asset tables whose data is referenced or displayed.
Tables: ISDurce

|MimeType

[ Cancel ] [ Mirror ]

In the Siteslist, select the names of the sites that you want to enable on the
management system.

If your asset types have subtypes, categories, or associations, select the appropriate

options from thelist in the Configuration section.

If you or the developers designed saved search items or start menu items for your
content providersto use, select those options, too.

If there are workflow processes for your asset types, select the appropriate workflow

items.
In the Auxiliary tablesfields, enter the names of the following tables:
- Sour ce, if you are using the source feature for any of your asset types

- M netype, if you areusing CS-DocLink, flex filter assets, the ImageFile asset

type, or if you are using this table for any of your custom asset types.

- Any other auxiliary tables (such aslookup tables) for your asset types. Notethat if
you have created any additional auxiliary tables that AssetMaker or CS-Direct

does not provide, you must create those tables on the destination before
proceeding to the next step.
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There are only five fields for tables on this form. If you have to enter more than five
table names, complete this procedure for the first five tables, then repeat steps 8, 9,
and 13 for the remaining tables.

Click Mirror.

Based on the sites that you selected in step 9, appropriate rows from the
Publ i cation, SitePl anTr ee, and Asset Type tablesare copied to the destination.

Based on which asset type configuration options you selected in step 10, appropriate
rows from the AssocNaned, AssocNanmed_Subt ypes, and Cat egor y tablesare
copied to the destination.

If you selected Start M enu Items or Saved Sear ches, appropriate rows from the
tables that implement those features are copied to the destination.

Based on which workflow configuration options you selected in step 11, appropriate
rows from the workflow tables are copied to the destination.

Additionally, al the rows in the tables that you specified as Auxiliary Tables are
copied to the destination.

Log in to the destination system as the admin user and configure the tree tabs.
Complete the following steps:

a. Onthe Admin tab, select Tree. Then edit the Admin tree tab and select al the
sitesthat you just mirrored.

b. Edit therest of the default tree tabs so they are enabled for your sites and assign
the appropriate roles to them. For help with this step, see “ Editing Tree Tabs’ on
page 79.

c. Create the other tree tabs that you need and assign the appropriate roles to them.

Enable all the asset types for the sites that you mirrored. For help with this step, see
“Enabling an Asset Type for a Site” on page 69.

Configure the usersfor the site. For help with this step, see “ Granting Users Accessto
Sites (Assigning Rolesto Users)” on page 49.

If you created aflex family, log back in to the source system. Approve and then
publish all of the data structure flex assets to the management (destination) system.

You can either approve each asset individually or use the Approve Multiple Assets
feature on the Admin tab. For information about this feature, see “ Approving
Multiple Assets’ on page 237.

Approve and then publish all of the rest of the appropriate assets for the destination
system: template, page, collection, query, CSElement, and SiteEntry assets, and so on.

If there are any elements or page entriesin the Si t eCat al og table that are not
CSElement or SiteEntry assets, use CatalogMover to mirror those items to the
management system. For help with CatalogMover, see the CSEE Devel oper’s Guide.
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Moving a Site to a Delivery System

When you move a site to adelivery system, thereis no need to mirror start menu items,
workflow, saved searches, and so on.

Complete the following steps:

1.

If you have any flex asset types, log in to CS-Direct on the delivery (destination)
system as a user who has access to the Admin tab and use Flex Family Maker to
create the flex asset types. Be sure that their names exactly match the names that you
used on the development system. For help with this step, see the CSEE Developer’s
Guide.

If you have any custom basic asset types, use AssetMaker to create them on the
delivery system. For help with this step, see the CSEE Devel oper’s Guide. Be sure that
you complete the following additional steps:

- Besurethat the value in the Defdir field is appropriate for the management
system.

- Clear the Add “ General” Category check box.

If you have any custom support tables—a lookup table for afield in an asset type, for
example—create those tables on the delivery (destination) system.

On the delivery system, delete the named associations from the collection asset type.
Complete the following steps:

Select the Admin tab > Asset Types > Collection > Associations.
Double-click on Query 1.

In the form on the right, click the Deleteicon.

Click Delete Association.

Repeat steps b through d for Query 2 and Query 3.

® 20 T

On the source system, log in to the Content Server interface.

Create aPublishing Destination for the delivery system that usesthe Mirror to Server
delivery type. For help with this step, see “ Step 4 (Mirror to Server): Configure a
Mirror Destination” on page 224.

In the Publish Destination form, select I nitialize Mirror Destination.

Inthe Initialize Mirror Destination form, select the names of the sites that you want
to enable on the destination system.

In the Configuration section, select any or all of the following options, as necessary:

- Asset Type Subtypes

- Asset Type Categories

- Asset Type Associations

Do not select start menu items, saved searches, or any of the workflow options.
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Inthe Auxiliary tablesfields, enter the names of the following tables:

- Sour ce, if you are using the source feature for any of your asset types.

- M netype, if you are using this table for any of your custom asset types.

- Any other auxiliary tables (such aslookup tables) for your asset types. Note that if
you have created any additional auxiliary tablesthat AssetMaker or CS-Direct

does not provide, you must create those tables on the destination before
proceeding to the next step.

There are only five fields for tables on this form. If you have to enter more than five
table names, complete this procedure for the first five tables, then repeat steps 7, 8,
and 10 for the remaining tables.

Click Mirror.

Log in to the Content Server interface on the delivery system and enable all the asset
types for the sites that you mirrored. For help with this step, see “ Enabling an Asset
Typefor a Site” on page 69.

If you created a flex family, log back in to the source system. Approve and then
publish all of the data structure flex assets to the management (destination) system.

You can either approve each asset individually or use the Approve Multiple Assets
feature on the Admin tab. For information about this feature, see the “Approving
Multiple Assets’ on page 237.

Approve and then publish all of the rest of the appropriate assets to the destination
(delivery) system: template, page, collection, query, CSElement, and SiteEntry assets,
and so on.

If there are any elements or page entriesin the Si t eCat al og table that are not
CSElement or SiteEntry assets, use CatalogMover to mirror those items to the
management system. For help with CatalogMover, see the CSEE Devel oper’s Guide.

If there are any imagesin the online site that are not assets, be sure to copy them to the
delivery system.

Approving Multiple Assets

Each publishing destination has an option to Approve Multiple Assets. It is especially
useful for upgrades and for the first publishing session to a destination.

Note that the Approve Multiple Assets feature is not the BulkApprover utility. The
BulkApprover utility approves only those assets that have been imported into the Content
Server database with the BulkLoader utility. Both BulkLoader and BulkApprover are
described in the CSEE Developer’s Guide.

To approve agroup of assets, follow these steps:

1.

2.

In the Content Server interface, select Admin > Publishing > Destinations and then
expand the destination that you want to approve assets for.

Under that destination, select the item Approve M ultiple Assets option.
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The Approve Assets form appears:

Approve Assets for Publish to Dynamic

]

*nsset Types: Article
Aricle (Flex) Sample queries:
Attribute Editor -Select sample guery, if needed-
CEElerment Agsets of selected asset type(s).
Cuollection Assets of selected asset type(s) in site:GE Lighting
Content Attribute Assets of selected asset type(s) updated before a date
Content Definition Placed Page assets
Content Parent =l
*Query: ;l

Approve in Batches of: 500
Approve Previously  ves
Approved Assets: & n

* Mo

(cancel ] [ Approve for Publish )

3. Inthe Asset Types section, from the list on the left, select the asset types that you
want to approve.

4. From the Sample Querieslist on the right, select a query. If the exact query that you
need is not present, select the query that is most like the one that you want.

CS-Direct creates a SQL query based on the items that you selected and displaysit in
the Query box.

5. (Optiona) If necessary, edit the SQL query.

6. Clickinthe Approvein Batches of field and enter anumeric value. The default is set
to 500.

Note

When you click the Approve for Publish button, the approval
system approves batches of assets. The number of assets in each
batch is determined by value in the Approve in Batches of field.
Because the approval processis not a background process, it is
possible that the browser session could time out while the batch is
being approved.

When using the Approve Multiple Assets feature, to ensure that
the session does not time out, adjust the following settings:

e Thecs. ti meout property inthef ut uret ense. ini file,
which sets the browser session timeout value. Start by setting
this value to 1800 (which means 30 minutes). (See Chapter 11,
“Properties and Property Files.”)

» Thevalue you specify in the Approvein Batches of field. Start
by using the default of 500 and lower it if necessary.
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7. Specify the Approve Previously Approved Assets option as follows:

- If youwant CS-Direct to ignore al previous approvals and re-approve all selected
assets, select Yes. Thisisthe option to useif previous approvals may have become
invalid for some change such as a change in default templates for that destination.

- If you want CS-Direct to approve only the assets that have not yet been approved,
select No. Thisisthe correct choice when you are sure that previously approved
assets are still valid.

8. Click Approvefor Publish.

Creating Destinations

The procedures for creating destinations are described in the previous section. For
information about creating new destinations, use one of the proceduresin the following
list, as appropriate:

» To create an export destination, see “ Step 2 (Export to Disk): Configure an Export
Destination” on page 218.

» To create amirror destination, see “Step 4 (Mirror to Server): Configure a Mirror
Destination” on page 224.

» To create an export assets destination, see “ Step 2 (Export to XML): Configure an
Export Assetsto XML Destination” on page 230.

Editing Destinations
To edit a destination:
1. Select Admin > Publishing > Destinations,
2. Double-click on the destination that you want to edit.

)
@ Inspect & Edit G Delete L Approve Multiple Assets J L Set Default Templates J

Name: Dynamic

Delivery Type: Mirror to Server: Copy database rows to remote dynamic server

(_Initialize Mirror Destination... )

Destination address: http://burst?/serviet/

Arguments: REMOTEUSER=gayle&REMOTEPASS=1
Sites: Burlington Financial
GE Lighting
Publish Event: Mo existing publish event
ID: 1033139336575

[ Force Publish Approved Assets ]

3. Click the Edit icon, and then make the appropriate changes.
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For information about the values that can be entered in the fields in this form, see the
delivery-type specific procedures in the previous sections:

For an Export to Disk destination, see “ Step 2 (Export to Disk): Configure an Export
Destination” on page 218.

For aMirror to Server destination, see “ Step 4 (Mirror to Server): Configure aMirror
Destination” on page 224.

For an Export Assetsto XML destination, see “ Step 2 (Export to XML): Configure an
Export Assetsto XML Destination” on page 230.

Deleting Destinations
To delete a destination, compl ete the following steps:

1.
2.
3.

In the Content Server interface, select Admin > Publishing > Destinations.
Double-click on the destination that you want to delete.

Click the Deleteicon.

CS-Direct displays a verification message.

Creating Export Starting Points

Export starting points are defined in “ Export Starting Points’ on page 208. For
information about creating them, see “ Step 4 (Export to Disk): Create the Export Starting
Points’ on page 219.

Scheduling Publish Events

You set up publishing events for all of your publishing destinations (destinations).
Because publish events run as background processes and there is no publish queue, you
can set up publish eventsfor different destinations that run at the same time, if necessary.

Note the following:

There can be only one publish event for each destination.

If any of your systems serve as both source and destination, be sure that incoming and
outgoing publishing sessions do not overlap. For example, you publish from the
development system to the management system and you publish from the
management system to the delivery system. Never schedule a publish event from the
devel opment system to the management system for a time when the management
system is publishing to the delivery system.

To schedul e a publish event, complete the following steps:

1.
2.
3.

In the Content Server interface, select Admin > Publishing > Destinations.
Double-click on the destination that you want to schedule a publish event for.
In the Publish Destination form, click the Set Publish Event link.
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CS-Direct displays the Publish Event form:

Edit Publish Event for Destination: Dynamic

MName: Dynamic

Times: Mo existing publish event

Set Event Times:

Days of

Months Hours Minutes
a rmanth

Days of a week

Sunday 1 - Jan 12AM < 0
Monday 2 Feb 1AM 15
Tuesday 3 Mar 2AM 30
YWednesday 4 Apr 3AM 45
Thursday =3 May 4AM
Friday 53 Jun SAM
Saturday 7 Jul BAM

8 Aug TAM

9 Sep BAM

10 Oct R

1 Mo 104

12 »| |Dec 1140 x|

Enabled: & .,
s no

Now you select days, months, hours, and minutes to set a schedule.

Example Schedule

For example, if you want to set a schedule so that CS-Direct publishes the assets approved
for this destination at 7 am., 4 p.m., and 8 p.m. every day of the week except Sunday, you
would complete these steps:

1.

In the Days of aweek field, click on M onday and shift-click on Saturday to select all
days of the week except Sunday.

Skip the Days of a month field, since you have already selected the days you want.

In the Monthsfield, click on January and shift-click on December to select all
months.

Inthe Hoursfield, click on 7am, scroll down the list, control-click on 4pm, and
control-click again on 8pm.

Inthe Minutesfield, click on 0.
Under Enable, select yes.
Click the Save button.

A summary of the schedule now appearsin the Publish Event section of the Publish
Destination form.
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Reading the Schedule Abbreviations

The abbreviations for scheduled events are displayed in several placesin the Content
Server interface. Hereisthe key:

hours:minutes:seconds weekdays/daysOf Month/months

Thisinformation is displayed as follows:

Hours are displayed as numbers from 0 (midnight) through 23 (11 p.m.) and are
separated from the minutes with a colon.

If the schedule describes more than one hour, they are displayed with commas
separating them.

The previous example (see “ Example Schedule” on page 241), wasfor 7 am., 4 p.m.,
and 8 p.m. asthetimesto publish, which is displayed as 7,16,20:

Because you can set minutesin increments of 15, minutes are displayed as numbers O,
15, 30, or 45 and are separated from the seconds with a colon.

If the schedul e describes more than one minutes increment, they are listed with
commas separating them.

Minutes are displayed as a 0, which means the event runs on the hour.
The hours and minutes for the example are displayed like this: 7,16,20:0:

Seconds are always set to zero. Therefore, the complete expression of thetimein the

display of the exampleis: 7,16,20:0:0

The time and the days are separated with a space.

- Days of the week are expressed as numbers 0 (Sunday) through 6 (Saturday) and
ending with the slash (/) character.

- If no days were selected, it means to run every day and that is displayed with the
asterisk (*) character.

- If more than one day is scheduled, they are displayed with commas separating
them.

The example schedule includes al the days of the week except Sunday, which means
days of the week are appended to the display as follows: 7,16,20:0:0 1,2,3,4,5,6/

Days of the month are also displayed as numbers (1-31) and end with the slash (/)
character.

- Thelist of daysis separated with a comma.

- If no days of the month were selected, it means that they are all selected and it is
displayed as the asterisk (*) character.

- If you specify both days of the week and days of the month, the event runs when
either setting matches the current day.

The exampl e schedule does not specify days of the month, which means a value for
thisitem is appended to the display as an asterisk:

7,16,20:0:0 1,2,3,4,5,6/*/
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At the end of the string is the months, displayed as numbers from 1 (January) through
12 (December).

- Thelist of months is separated with a comma.
- If al the months are selected, it is displayed as the asterisk (*) character.

The exampl e schedule specified all the months. Therefore, the final result is:
7,16,20:0:0 1,2,3,4,5,6/*/*

Editing Publish Events
To edit a publish event, complete the following steps:

1
2.
3.

4,

In the Content Server interface, select Admin > Publishing > Destinations.
Double-click on the destination that you want to schedule a publish event for.
In the Publish Destination form, click the Set Publish Event link.

CS-Direct displays the Publish Event form. The text at the top of the form describes
how the event is currently configured.

Edit the event as needed and click Schedule. To clear your selections, click Cancel.

Overriding the Schedule
If you want to start a publishing session immediately, complete the following steps:

1.
2.

In the Content Server interface, click the Publishing button in the toolbar.

In the Publishing Console, from the drop-down list, select the destination that you
want to publish to.

Click the Select Destination button.

CS-Direct determines whether there are any assets that can be published to the
destination and displays a summary form like this one:

Publish destination: Mirrorto

Destination: Mirrorto using Mirror to Server
Arguments:

12 assets are held for publish,

1014 assets are ready for publish.

(cancel | [ Publish ]

If there are assets that can be published to the destination, the Publish button is
displayed. If there are no assets to publish, thereis no Publish button.

Click Publish.
CS-Direct starts the publishing session.

Note that if a publishing session for this destination is already underway, the publish
event that you just tried to run fails and CS-Direct displays a status message
describing that another session for the same destination isin progress. If you still want
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to run this event, wait until the current session completes and then repeat this
procedure.

Assigning Approval or Preview Templates

As mentioned earlier in this chapter (see “ Cal culating Dependencies for Export to Disk”
on page 194), when assets are approved for a publishing destination that uses the Export to
Disk publishing method, the approval system examines the template assigned to the asset
to determine its dependencies.

However, when Export to Disk actually publishes the asset, it does not necessarily use the
template that is assigned to the asset. Why? Because the code in another el ement could
determine that a different template is used for that asset in certain cases.

Consider the Burlington Financial sample site. An article asset from this sample site can
be rendered by several different templates, depending on the context.

So when someone approves an article asset for the Burlington Financial sample site,
which template should the approval process use to determine the dependencies for the
article? The one that contains the most representative set of dependenciesfor al of the
templates.

What if the template that contains the most representative set of dependenciesis not the
template that you want to assign to the asset? Set it as the Default Approval Template for
assets of that type.

Note that when you assign default templates to assets that are published to mirror
destinations, those templates are not used to calculate dependencies, but they are used
when someone previews the asset from the Satus form.

To set adefault template, compl ete the following steps
1. Inthe Content Server interface, select Admin > Publishing > Destinations.

2. Expand the destination that you want to configure default templates for and then sel ect
the Set Default Templatesitem.

CS-Direct displays a Default Templates form.
4. Click Edit.
The system displays aform like this one:
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Default templates for: Static

Asset Type Subtype Template

Ahrticles DrillHierarchyCT | none specified; use asset's template field -
St - Mone specified; use asset's template field --

AdvCols (ne subtype) - Mone specified; use asset's template field --

Article Calurnnist - Mone specified; use aszet's template field --
Standard

- Mone specified; use asset's template field --

Collection Article - Mone specified; use asset's template field -

Collsction - Mone specified; use asset's template field --

Hellaarticle - Mone specified; use asset's template field --

HelloArticle (no subtype) - Mone specified; use aszet's template field --

L L b e e e e e e

ImageFile Standard - Mone specified; use asset's template field --

Page Standard — Mone s 's ternplate field --

Products Lighting | Mone specified; use asset's template field j
PDFType [ Mane specified; use asset's template field -- = |
FTypeFund | Mone specified; use asset's template field j

Query Article [ Mane specified; use asset's template field -- =]
Collection | Mone specified; use asset's template field j

For each asset type that you need to configure, select the template that you want CS-
Direct to use as the approval or preview template for assets of that type. If there are
subtypes configured for an asset type, you can specify a default template for each
subtype of that asset type.

Click the Save button.
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Monitoring Sessions in the Publishing Console

You use the Publish Console to monitor publishing sessions. To open the Publish
Console, click the Publishing button at the top of the Content Server interface:

Publish Console

Select Publish Destination

Publish destination
IStatic(using Expoartto Disk) j

Select Destination

Running Publish Sessions

Mo Running Publish Sessions

Scheduled Publish Tasks

Mo Scheduled Publish Tasks

Publish History

Destination Publish End Time

(@ [ ExportGayle  Aug 29, 2002 4:47:43 PM
@ [ ExportGayle  Aug 29, 2002 3:35:22 PM
@ [ ExportGayle  Aug 29, 2002 2:49:47 PM
@ 1 ExportGayle  Aug 29, 2002 12:01:53 PM
(@ [ ExportGayle  Aug 23, 2002 4:24:55 PM
@ 1 ExportGayle  Aug 23, 2002 12:26:21 PM

Status

Daone
Daone
Daone
Daone
Daone
Failed

Published by

gayle
gayle
gayle
gayle
gayle
gayle

The console displays a summary of al the publishing activity, including any sessions that

are currently running, scheduled, or compl eted.

Verifying Publishing Readiness

To determine whether a publishing session isready or whether there are any problems
with unapproved assets, follow these steps:

In the Publish Console, select the destination from the drop-down list.

1.
2.

Click the Select Destination button.

A summary form appears. It lists any assets that need to be published but are not ready
(they are held) and assets that can be published. For example:

Publish destination: Mirrorto

Destination: Mirrarta using Mirror to Server

Arguments:

12 assets are beld for publish,

1014 assets are ready for publish,

(cancel ] [ Publish )

To see the details, click on the link.
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CS-Direct displays alist of the assets that are either approved or approved and still
held for dependency reasons. For example:

Publish destination: GayleExp

4

Arguments: URLPREFIX=/mysite

Destination: GayleExp using Export to Disk

1164 references are ready for publishing.

-

Asset Name Type Template Other Arguments
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full p=9686585128066
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full Text p=968685128066
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full p=9686585129142
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full Text p=9686585129142
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full p=9686585129504
& Zony-A40-2001Mard Article BurlingtonFinancial/article/Full Text p=9686585129504
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full p=9686585128066
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full Text p=968685128066
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full p=96865851258518
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full Text p=9686851285818
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full p=9686585129504
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full Text p=9686585129504
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full p=968695082734
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full Text p=968695082734
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full p=968695082586
& U5-A44-2001Mard Article BurlingtonFinancial/article/Full Text p=968695082586
& Malaysia-A51-2001Mard Article BurlingtonFinancial/article/Full p=9686585128066
& Malaysia-A51-2001Mard Article BurlingtonFinancial/article/Full Text p=9686585128066
& Malaysia-A51-2001Mard Article BurlingtonFinancial/article/Full p=9686585128734
|

| il

If you need to resolve an issue, click the link to the asset and make any changes that
are necessary (and perhaps approveiit):

e For information about why assets can be held, see “Held Assets’ on page 193.

For procedures that describe how to work with assets, see the CSEE User’s Guide.

Managing Publishing History Information

Publishing sessions that are completed are listed in the Publish History section of the
Publish Console, which is displayed when you click the Publishing button. Each publish
session in thelist has a status; Running, Done, or Failed.

Each item in the list has two icons:

Theinspect icon (the circled letter “i”), which displays a summary of that session.
Examining the summary is the first step in troubleshooting a failed session.

The delete icon (the trash can), deletes the session. When you click thisicon, CS-
Direct deletes the row from the PubSessi on table, the publishing log file for the
session, and any messages for the session from the PubMessage table.

Note that the greater the number of publishing sessions listed in this section, the
longer it takes CS-Direct to open the Publish Console.

If asession showsits status to be Failed, click the inspect icon, note any error messages,
and then consult “ Troubleshooting” on page 249.
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About Session History

The publishing history log files are displayed in the Publishing Consol e as summaries of
publishing sessions.

Thetext inahistory fileisalist of al the references that were published during that
session. The term reference means something different for each delivery type:

e For Mirror to Server, areferenceisan asset. Each asset that is published islisted by its
asset typeand its ID.

* For Export to Disk and Export Assetsto XML, areferenceis agenerated file. Each
filethat is created islisted by itsfile name.

Hereis an example of a session history for an Export to Disk publishing session:

Publish session: 1035311794199

Destination: GayleExp using Export to Disk
Arguments: URLPREFI®=/mysite
Published by: gayle

Publish Date: Oct 24, 2002 10:47:40 4M

Exported references:

Asset Name Type Template Other Arguments
& Janus-Col2-2001Mar27 Article BurlingtonFinancial/Article/Colurnnist p=968685129956
& Janus-Col2-2001Mar27 Article BurlingtonFinancial/article/Full p=968635129956
& Janus-Col2-2001Mar27 Article BurlingtonFinancial/Article/FullText p=968635129956
& Home Page BurlingtonFinancial/Page/Home
& Colurnnists FPage BurlingtonFinancial/Page/ColumnistFront
& Colurnnists Page BurlingtonFinancial/Page/ColumnistFrontText
& Contact Us Page BurlingtonFinancial/Page/AboutUsText
& Contact Us Page BurlingtonFinancial/Pages/Shell
& Hot Topic Query BurlingtonFinancial/Query/HotTopicFront p=968685129956&topicword=Funds
& Hot Topic Query BurlingtonFinancial/Query/HotTopicFront p=968635129956&topicword=5tocks
Successful completion

Go fo Sublish Console

If there was a problem with the session, an error message is written to the PubMessage
table and it is displayed as the history instead. If you see an error message in the history
for a publishing session, see the section called “ Troubleshooting” on page 249 and attempt
to resolve the problem.
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Publishing All Approved Assets

The publishing system conducts incremental publishing sessions. That is, during any
session, only those assets that have been approved since the last session for this
destination are published.

However, you may find a situation in which you need to publish all the approved assetsin
your entire site. (For example, after datarepair on the delivery system.) When thisisthe
case, use the Force Publish All Items Next Time button in the Edit Destination form:

[ Force Publish Approved Assets ]

When you click this button, it is the equivalent of changing the status of all approved
assetsto that of “never been published.” That means that the next publishing session to the
destination will publish all approved assets, regardless of whether they have already been
published and have not changed since they were published.

Troubleshooting

This section describes error messages and other system indicators that reveal
configuration, system, or data errors and suggests corrective actions for each. It contains
the following topics:

¢ About Publishing System Error Messages
¢ Numeric Messages
e Other Indicators of System or Configuration Issues

About Publishing System Error Messages

The publishing system reports information about publishing sessionsin the following

ways:

» Displaysastatus for each session in the Publish History list in the Publish Console.
If you see astatus of “Failed,” “Not Found,” or “false,” there was a problem with the
publishing session.

»  Writesinformation about the assets that were published to the log file for the

publishing session. When you click the inspect icon for a publishing session in the
Publish Console, the history log file for that session is displayed.

Ther equest . f ol der property intheinthebat ch. i ni file defines where the
publishing history log files are located. Each log file is named as follows:

PubSession I D + Qutput. htm

For example, if the PubSession ID for the session you are interested in is 9876544,
then thelog fileis named 9876544Qut put . ht il , and it islocated in the directory
specified by ther equest . f ol der property.

* Writes error messages about the publishing session to the PubMessage table. These
messages are displayed in the M essages text area when you examine the publishing
history in the Publishing Console for a specific publishing session.

You can use the PubSession ID to look up messagesin the PubMessage table about a
specific publishing session. Note that when you set the VERBOSE publishing argument
to true, status messages are also written to the PubMessage table.
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»  Writes other information about the session to the PubSessi on table. For example, to
determine what time a publishing session started, look up the session by its
PubSession ID in the PubSessi on table.

» Writes error messages to the f ut ur et ense. t xt file on both the source and the
destination (target) systems.

You can also find error messages about failed publishing sessions in the following
locations:

» Theapplication server log files on both the source and the destination systems.
« Thestdout and st derr logson both the source and the destination system.

Numeric Messages

This section contains descriptions and suggested corrective actions for the numeric error
messages that the publishing system might report in any of the log files mentioned in the
list above.

Note

Thefollowing list isnot acomplete list of al the error messages that your
Content Server system can report. For acomplete list of all error
messages, see the error conditions appendix in the Developer’s Tag
Reference.

-2

Thiserror indicates that either the mirror user name or password is not identified correctly.
The publishing system on the source began the publishing process, but the destination
system couldn’t authenticate the user that isidentified as the mirror user.

Corrective Action

Correct the mirror user information. Seethe procedure“ Step 2 (Mirror to Server): Identify
the Mirror User to the Source System” on page 223 for help.

-3

This error indicates that the mirror user does not have the correct permissions to save the
assets to the Content Server database on the destination system. In other words, the
destination system user identified to the source as the mirror user does not have all the
ACLsit needs.

Corrective Action
Edit the mirror user’s account and assign it the appropriate ACLSs.

See the procedure “Step 1 (Mirror to Server): Set Up the Destination System” on page 222
for alist of the ACLsthat the mirror user needs.

If you still cannot determine which ACL is missing from the mirror user’s account,
examine the futuretense.txt file on the destination system. There should be an entry that
describes which table the mirror process failed to update and the name of the table may
help you determine which ACL is missing.
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For example, if the mirror session isfailing on avisitor table, it islikely that your mirror
user does not have the Visitor or VisitorAdmin ACL assigned to it.

-103

This error indicates that one of the tables whose data is being mirror published does not
exist on the destination system. This error typically occurs when thereis an asset type on
the source that does not yet exist on the destination. It is aso possible that someone
created a custom table to support afunction that was custom designed for your site but that
table has not yet been created on the destination system.

Corrective Action

Examinethef ut ur et ense. t xt fileonthedestination system and look for the linesthat
list the -103 error. The text in the message should mention which table is missing.

Then use the appropriate tool to create the table on the destination system. That is, if itisa
basic asset type, use AssetMaker. If it isaflex asset type, use Flex Family Maker. If itisa
custom table, use CS-Explorer.

-611

Thiserror messageis one of the two generic mirror publishing error messages (the other is
-12011). Typically -611 means that there was a problem when the publishing system tried
to access the destination system and there should be other error messages reported, too.
Corrective Action

Examinethef ut ur et ense. t xt file and application server logs on the destination
system to look for additional messages.

-612

This error message indicates that the definition of amirror destination isincorrect in some
way. Perhaps the syntax of the destination address is incorrect or there is a typographical
error of some kind.

Corrective Action

Log into the Content Server interface on the sour ce, examine the definition of the
destination, and determine that it is correct. For help, see “ Step 4 (Mirror to Server):
Configure aMirror Destination” on page 224.

-12011

This error message is one of the two generic messages (along with -611) which mean that
the mirror processfailed. It is unlikely that this message will appear without other error
messages being reported. Typically the other errorswill give more information about what
went wrong.

Corrective Action

Examine the messages in the PubMessage table and the f ut ur et ense. t xt fileon the
sourceto look for additiona error messages.
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-12044

This error indicates that the publishing system could not begin the publishing session
because it could not contact the destination to start the session. That is, there was no
response from the destination; some part of the destination system is offline.
Corrective Action

Start by verifying that the web server and application server are running on the
destination system. If they are not, start them. Verify that the two systems can connect to
each other through the network (perhaps the network went off-line, for example).

-12045

This error indicates that the publishing system was able to start the session, but it then
failed in some way.
Corrective Action

Examinethef ut ur et ense. t xt file on the destination system and look for error and
exception messages in the log.

-12046

This error indicates that there was a problem at the end of a publishing session when the
publishing system began to clean up the temporary tablesthat it creates for each session.
When the cleanup process began, the connection with the destination failed. That is, the
source system could get no response from the destination when the publishing process
tried to clean up the temporary tables.

Corrective Action

Determine whether the web server and application server on the destination system are
running. If they are not, start them. Check for network connection problems, as well.

-12047

This error indicates that the publishing system was abl e to begin the cleanup process but it
then failed in some way during the operation.
Corrective Action

Examinethef ut ur et ense. t xt file on the destination and look for error exception
messages and exceptions that describe the problem.

-13054

This error occurs for complex and flex assets only. In this case, the publishing system
began publishing a complex or flex asset but the data did not reach the destination. It can
mean that the dataitself was corrupt or that the HT TP request connection failed.

Corrective Action

Check thef ut ur et ense. t xt file on the source system. If the problem was the data
itself, there will be additional messagesin thislog file that can help you determine which
asset caused the problem. However, if the HTTP request was dropped before the
destination system could respond, there will not be an additional message in the log.
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-13055

This error occurs for complex and flex assets only. In this case, the datafor the flex or
complex asset was delivered, but the destination system could not save the asset to its
Content Server database.

This message indicates that there is a problem with your data. For example:

» If you are attempting to publish from more than one source to the same destination,
there can be ID collisions and other problems with dataintegrity that will cause this
error.

< If you are using the AltaVista search engine on the source system, you see this
problem if you have not yet configured the search engine on the destination or if you
have not configured it correctly

Corrective Action

Examinethef ut ur et ense. t xt and application server log files on the destination
system. Thereis often a stack trace message in the st der r log that describes what went
wrong.

The following messages appear when your AltaVista search engine is configured
incorrectly:

e “-806 Search removeindex failed” inthef ut ur et ense. t xt fileindicates that the
search engine is not installed on the destination system.

e “-823 Native method mismatch” inthef ut ur et ense. t xt fileindicates that the
doc_converters pathisnotincludedin LD _Li br ary_PATHin the startup script.
See the AltaVista release notes for configuration instructions.

Other Indicators of System or Configuration Issues

This section describes symptoms your CSEE system may exhibit when the publishing
system discovers configuration errors or system problems.

Publishing Session Does Not End and Displays an Odd
Status
When a publishing session cannot begin or end, typically the batch user has not been

configured correctly. Examine the Satus listed for the publishing session. If the Statusis
“Not Found” or “false,” it islikely that your batch host is not configured correctly.

Note that the Initialize Mirror Destination feature does not use the batch user. If you can
initialize a destination correctly, but the publishing session has errors, it islikely that the
batch user settings are incorrect.

Corrective Action

See “Create the Batch User Account” on page 216 and verify that you have configured the
batch user correctly:

* Thebatch user identified by the xcel er at e. bat chuser property must have the
appropriate read/write privileges. These are listed in that procedure.

« The name of the batch user identified by the xcel er at e. bat chuser property must
be spelled correctly and the password identified by the xcel er at e. bat chpass
property must be correct.
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» Theserver identified by the xcel er at e. bat chhost property must identify the
correct server. This property should identify the web server that hosts the source
system, not the destination, not the application server if the application server and the
web server are on different boxes, and not the load balancer if you are using aload
balancer. Note that if the port number is something other than 80, you must aso
specify the port number. For example: nyserver: 7001

If you see the message “ Cannot retrieve output for publish session” in the publishing
history, it islikely that the server name is incorrect.

« The port number for the batch host server must also be identified correctly. If you see
the message “ Cannot retrieve output for publish session” in the publishing history, itis
likely that either the port number isincorrect, or if a port number isnot specified, that
the default port (80) isincorrect.

The System Stops Altogether

If your system simply stops, this behavior indicates that there may not be enough disk
gpace available for the publishing system to function.

Corrective Action

Check the st dout and st der r files. If there are any Javawrite errors, you are out of disk
space.

» For Export to Disk and Export Assetsto XML, you need enough disk space in your
file system to store all the files that are being generated.

e For Mirror to Server, you need space equal to four times the size of the data that is
being mirrored available on both the source and the destination system or the mirror
operation will fail.

Note that the publishing process will also fail if the Javatemp directory is not large
enough.

Pages Are Not Refreshed After the Publishing Session
Ends

If you are using CS-Satellite—either the co-resident Satellite on a management or
development system or aremote CS-Satellite for a delivery system—and you notice that
cached pages are not being regenerated after a publishing session, it islikely that you have
configured CS-Satellite incorrectly.

Corrective Action

Examinethef ut ur et ense. t xt file on the destination system and ook for messages
like these:

e “Number of satellite servers must match number of usernames and passwords.”

This message indicates that there is something wrong with the values specified for the
cs.satellitehosts,cs.satelliteuser,andcs.satellitepassword
propertiesinthef ut ur et ense. i ni file.

e “-100.FormPoster failed flushing URL.”

This message indicates that either a Satellite servlet wasn't running or that the
destination system couldn’t reach a Satellite servlet that it tried to reach:

Openthefuturetense.ini file examinethe properties on the Satellite tab, and note
the values set for the user names, passwords, and host names. Open the satellite.ini files
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for the co-resident CS-Satellite and your remote CS-Satellite applications. Compare the
values specified for thecs. satel | i t ehost s, cs. satel | i teuser, and

cs.satel | it epassword propertiesinthef ut ur et ense. i ni fileto the values set for
the user nanme and passwor d propertiesinthesatel l'i te. i ni files. They must
match.

Remember that the order in which you specify host namesin thef ut ur et ense. i ni file
must match the order in which you identify user names and passwords.

DB2 Systems, Troubles When Publishing Assets with
Associations
When you natice that there are problems with publishing assets that have associations and

your system uses a DB2 database, it islikely that the LOCKLI ST parameter is not set
correctly.

Corrective Action

The Content Server installation guide that describes DB2 installations recommends that
this property be set to at least 1000. If you find that you are having difficulties publishing
assets with associations, increase this value.
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Content Server provides revision tracking functionality that preventsarow in atable from
being edited by more than one user at atime. When you enable revision tracking for a
table, Content Server maintains multiple versions of arow in that table.

The CS-Direct application applies this revision tracking functionality to your asset types.
You decide which asset types should be tracked and determine how many revisions to
store. The content providersthen check their assetsin and out and can compare versions, if
necessary.

The CSEE User’s Guide describes how content providers work with assets when revision
tracking isin use. This chapter describes how to enable revision tracking and how to
manage versions of assets.

This chapter contains the following sections:

e Overview

* Enabling Revision Tracking

» Disabling Revision Tracking

* Unlocking Revisions

e Additional Revision Tracking Functions for Non-Asset Tables
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Overview

Content Server provides revision tracking functionality through its revision tracking API.
CS-Direct usesthis API to provide additional revision tracking functionality for asset type
tables.

When you enable revision tracking for an asset type, Content Server creates a new table,
called atracker table, for assets of that type. You specify how many versions you want to
keep and you also specify a storage directory that the tracker table uses to store supporting
filesfor the assets that it is tracking.

CS-Direct’simplementation of revision tracking provides the following features:
* Check out and check in.
Check out locks an asset so that only one user can edit it at atime.

Check in releases the lock on the asset, increments the version number, and
determines whether the number of versions falls within the configured limit. If the
new version exceeds the limit, the oldest version is deleted to make room for the next
version.

o Storage of multiple versions of an asset.

When you enable revision tracking for an asset type, Content Server storesversionsin
atracker table; upload data is stored in a storage directory (defdir) that you specify.
Because past versions are stored (that is, ahistory exists), auser canroll back an asset
to aprevious version or examine the differ ences between two versions of the asset.

* Administrative or maintenance features.

An administrator can delete past versions of an asset or clear the checkout for an
asset by overriding the check out on it and checking it back in.

When an asset type is being tracked, CS-Direct provides checkin, checkout, and other
revision tracking features on the New and Edit forms for assets of those types.

Tracker Tables and Storage Directories

When you enable revision tracking for an asset type, Content Server creates atracker table
that stores revision information for the records in the source table. A tracker table has the
same name as the main storage table for the asset type with _t appended toit. For
example, the tracker table for the article asset type would benamed Articl e_t . The
tracker table for the attribute type asset type would be named At t r Types_t .

For each record in atracked asset type table, there are several rowsin the corresponding
tracker table that storesits version information. Tracker tables have two kinds of columns:

e Columnsthat store the system information that the revision tracking system needsto
keep track of all the versions

e Columnsthat hold the IDs of text filesthat are stored in a storage directory

When anew version of an asset is checked in, Content Server creates a separate text fileto
hold the datain each of the asset type's upload (URL) fields and in any text fields that are
configured to hold more than 64 characters. These files are stored in the storage directory
that you specify when you enable revision tracking. There is a set of these text files stored
in the storage directory for each version of the asset.
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Note

Because tracker tables hold system information only, they are hidden in
Content Server Explorer. Do not attempt to modify the information in any
of the tracker tables with a database tool .

The RTInfo Table

While the tracker tables are kept hidden, the RTI nf o table isvisible through Content
Server Explorer. This table holds information about which tables are being revision
tracked. It has the following columns:

t bl name The name of atablethat is being revision tracked. For asset
types, thisis the name of the main asset type table.

ver si ons The number of versionsto store for each asset of this type.

st or age The path to the storage directory that holds the text files for
each version of assets of thistype. If, when you enablerevision
tracking, you do not specify a storage directory, Content Server
creates arevision tracking subdirectory inthe def di r
directory for the source table.

recor dupdat e A timestamp of the last time a version was stored in the tracker
table.

tracki ngupdat e The time at which revision tracking was enabled for the source
table.

Revision Tracking and the Two Asset Models

Because the data model for basic assets is different from the data model for flex assets, the
revision tracking system works differently for the two asset models:

» For basic assets, only the row in the main asset storage table is tracked.

» For flex assets and the other multi-tabl e asset types (template and CSElement), the
information from the appropriate rows from all of their tables are serialized into an
object and stored in the tracker table for that asset type.

For example, if you enable revision tracking for template assets, the approriate rows from
the Tenpl at e, Si t eCat al og, and El enent Cat al og tables are serialized into an object
and stored in the Tenpl at e_t table.

Implicit vs. Explicit Checkin and Checkout

When revision tracking is on for an asset type, Content Server provides both implicit (or
automatic) and explicit (or manual) checkout/checkin functionality. When users create or
edit assets of atype that is being revision tracked, they do not have to manually check out
the asset: it is automatically assigned to them. Then, when they click Save, the asset is
checked back in.
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This may or may not be the behavior that you want. For example, if an author is making
extensive revisions to an asset that was checked out implicitly, each save creates an
archived version. Depending on how many revisions the asset type is configured to store,
that author might overwrite an older version that he or she really wanted to keep.

When a content provider manually (explicitly) checks out an asset, aversion is not
stored—no matter how many times he or she savesit—until isis manually checked back
in.

Revision Tracking and Non-Asset Tables

In addition to using revision tracking for your asset types, you can implement revision
tracking on your non-asset tables.

To do so, you use the Content Server Management Tools feature on the Admin tab to
enable tracking for the table. Content Server then creates a corresponding tracker table to
support the tracked table. It is hamed the same way as a tracker table for an asset type:
nameOf Tabl e_t . For example, if you enabled revision tracking for the Source table, the
tracker table would be called Source_t.

When revision tracking is enabled for a non-asset table, you can use either the revision
tracking features accessible from the menusin Content Server Explorer to lock (check out)
arow and then unlock it (check it back in) when you are finished with it or the Content
Server Management Tools.

If you need to provide additional support outside of the Content Server Explorer tool for
revision tracking of a non-asset table, your developers can code additional forms, using
the Content Server revision tracking APl and and revision tracking XML or JSP tags. For
information, see the CSEE Developer’s Tag Reference and the CSEE Java API Reference.

Note

If you need to delete a non-asset table from the Content Server database
and that table is being revision tracked, be sure to untrack the table before
deleting it.

How Many Versions?

Each revision of an asset or a database row occupies disk space. Therefore, your decision
about how many revisions to keep must be based on the following factors:

e Theamount of disk space that you have available
* Thetypical data size of the asset (or row)
e Thelikelihood that there could be a need for arollback of several versions

For example, an asset that consists of a small amount of ASCII data occupies so little
space that alarge number of revisionswould take little disk space. However, each version
of an asset that holds alarge amount of binary data could occupy a significant amount of
disk space. In the second case, you must strike the appropriate balance, storing the fewest
number of versions necessary for rollback purposes.
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Enabling Revision Tracking

You enable revision tracking differently for asset types than you do for tables that do not
hold assets.

For asset types, you use the nodes under the Asset Type item on the Admin tab.

For non-asset tables, you use the Revision Tracking node under the Content Server
Management Tools item on the Admin tab.

Enabling Revision Tracking for Asset Types
Complete the following steps:

1.

In the Content Server interface, select the Admin tab and expand the Asset Types
item.

Expand the asset type for which you want to enable revision tracking.
Select Revision Tracking > Track.
The Track Asset Type form appears.

Revision Tracking for Asset Type: » HelloArticle

Storage Directory:

|c:\FutureTense\Storag =1

*Revisions to Keep: IZD

[ Cancel ] [ Enable Revision Tracking ]

Click in the Sorage Directory field and enter the path name to the directory where
you want the supporting text files for versions of assets of this type to be stored. Use
the full pathname and do not add a slash character after the directory name.

Click in the Revisionsto K eep field and enter the number of revisions that you want
the system to keep stored. Once this number of revisionsis stored, the oldest versionis
deleted when anew revision is created. If you are using revision tracking solely for its
record-locking feature and you do not need the ability to roll back to previous
versions, you can set thisfield to 1.

Click Enable Revision Tracking.

Enabling Revision Tracking for Non-Asset Tables

To enable revision tracking for database tables that do not hold assets, use the Content
Server Management Tools to set revision tracking. Note that in older versions of the
product, database tables were called “ catalogs’ and the Content Server M anagement
Tools still use the old terminology in some places.

Complete the following steps:

1.

In the Content Server interface, select the Admin tab and then expand the Content
Server Management Tools.

Double-click the Revision Tracking option.
Inthe Revision Tracking form, select Track Tables and click OK.
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4. IntheTrack Tablesform, click in the Enter root storage directory and enter the
pathname to the directory where you want versions of rows to be stored. Use the full
pathname and do not add a slash character after the directory name.

5. Inthefield Enter number of revisionsto keep field, enter the number of revisionsto
keep in storage for rollback purposes.

6. Select the Track? option next to the name of the table for which you are enabling
revision tracking.

7. Click Track Catalogs.

Editing Revision Tracking Settings

You must have the SiteGod ACL to either inspect or edit revision tracking settings. If you
attempt to examine the current revision tracking settings for atracked asset type or non-
asset table and you do not have the SiteGod ACL, the system does not display the name of
the root storage directory or the number of revisions.

Because revision tracking settings directory affect the database, you must be careful when
changing these settings.

Changing the Root Storage Directory

Caution

If you change the root storage directory for an asset type or non-asset
table, you will lose all the versions currently stored for it.

If you must change the root storage directory, follow these steps:
1. Disablerevision tracking for the asset type or table. When you do this, all the version
datafor the asset type is orphaned.

2. Enablerevision tracking for the asset type or table, entering the new root storage
directory.

Changing the Number of Revisions

Increasing

If you want to increase the number of revisions to be stored for an asset type or table,
simply increase the value in the Revisions to K eep field:

e For asset types, select Admin tab > Asset Types > the asset type you want to modify
> Revision Tracking > Set Revisions and then increase the value.

» For non-asset tables, select Admin tab > Content Server Management Tools >
Revision Tracking > Set Table Revisions and then increase the value.
Decreasing

Althought you might need to decrease the number of versions while you are testing
configuration settings on a CSEE devel opment system or while you are fine-tuning the
CSEE managment system, it isbest if you do not decrease the number of versions being
stored by Revision Tracking on afully functioning management system.
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If you decrease the value in the Revisionsto K eep field to a number that is less than the
number of revisions currently being stored for that asset type or table, the following
occurs:

» Thetext filesin the storage directory for the extra versions are orphaned.
« Therowsin the tracker table for the extra versions are orphaned.

You can avoid creating orphan rowsin the tracker table by deleting the extra versions (the
oldest ones) before you decrease the number of revisions. However, you cannot avoid
creating orphan text filesin the storage directory and you should not attempt to delete
them because it is very difficult to determine which ones to delete.

If you must decrease the number of revisions, complete the following steps (in this order):
1. Follow the stepsin the procedure “ Deleting Revisions.”
2. To decrease the number of revisions, do one of the following:

- If you are decreasing the number of versions for an asset type, select Admin >
Asset Types > your asset type > Revision Tracking > Set Revisions and
decrease the number of versions stored for that asset type.

- If you are decreasing the number of versionsfor anon-asset table, select Admin >
Content Server Administrator Tools > Revision Tracking > Set Catalog
Revisions and decrease the number of versions stored for that table.

Deleting Revisions

Under certain conditions, you might need to delete old versions for an asset type or table
that is being revision tracked. To delete revisions, complete these steps:

1. Select the Admin tab and then expand Content Server Administrator Tools.
2. Double-click the Revision Tracking option.

3. Inthe Revision Tracking form, click in the Enter Table Name field and enter the
name of the table.

4. Click inthe Enter Valuefor Key field and enter the ID of the asset or the row whose
versions you want to delete. (You can obtain the ID of an asset by inspecting it in the
Content Server interface. You can obtain the ID of any row by examing the table with
Content Server Explorer.)

5. Select Delete Revisions and then click OK.

6. Inthe Delete Revisionsform, select the option next to the versions that you want to
delete. You can use the All button to sdect al of the boxes and the None button to
clear al of the boxes.

7. Click Delete Revisions.
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Disabling Revision Tracking

When you disable revision tracking for an asset type or a hon-asset table, the following
OCCUrs:

The tracker table isinactivated, but not deleted. This means that the versions stored in
it are orphaned, but not deleted. And, after revision tracking is disabled for atable,
you can no longer delete versions by using the Content Server revision tracking forms.

All links to the text filesin the storage directory are broken, but the files themselves
are not deleted. They, too, are orphaned.

If you later decide to enable revision tracking for that asset type or non-asset table, the old
versions and text files are ignored. They remain orphaned.

Because these orphaned versions and text files take up disk space and there could be a
large number of them stored on disk, it is best practice to complete the following tasksin
the following order when you want to disable revision tracking:

1.

Use the Content Server Management Tools revision tracking forms to delete all the
versions stored for the table. See the procedure “Deleting Revisions’ on page 263.

Disable revision tracking for the table. See the procedures in this section.

Manually delete all the text files from the storage directory for that asset type or
database table.

Disabling Revision Tracking for Asset Types
Complete the following steps:

1.

In the Content Server interface, select the Admin tab and expand the Asset Types
item.

Expand the asset type for which you want to disable revision tracking.
Select Revision Tracking and double-click Untrack.
A confirmation message appears.

Revision Tracking for Asset Type: » HelloArticle

/1\ Are you sure that you want to Untrack?
—— If you select Untrack, revision tracking is cleared

and only the current version of each asset remains,

4. Click Untrack.

Disabling Revision Tracking for Non-Asset Tables
Complete the following steps:

1.
2.
3.

On the Admin tab, expand the Content Server M anagement Tools item.
Double-click the Revision Tracking option.
Inthe Revision Tracking form, select Untrack Tables and click OK.

264



4.

Chapter 9: Revision Tracking

In the Untrack Tablesform screen appears, select the Untrack? option next to the
table that you want to disable revision tracking for.

5. Click Untrack Catalogs.

Unlocking Revisions

Occasionally, user operations may leave an asset in an inappropriate locked state.
Resolving these states is an administrative responsibility.

For asset types, use the Clear Checkoutsitem on the Admin tab.

For non-asset tables, use the Content Server M anagement Tools revision tracking
forms.

Clearing Checkouts for Assets

Before you begin, find out the name of the user who has the asset |ocked. Thisinformation
islisted on the I nspect form for the asset.

Complete the following steps:

1.

4,

In the Content Server interface, select the Admin tab and then double-click on Clear
Checkouts.

The Search for Checkouts form appears:

Search for Checkouts

*User Name: I

Enter the name of the user who has the asset locked and click Show Checkouts.

In thelist of assets checked out to that user, select the Clear option for each asset that
you want to check back in.

Click Clear Checkouts.

Unlocking Versions for Non-Asset Tables

To unlock rows for anon-asset table that you are revision tracking, you need to determine
the object ID of the row that you want to unlock. You can use Content Server Explorer to
examine the table and determine the object row.

When you know the object ID of the item, complete the following steps:

1.

In the Content Server interface, select the Admin tab and then expand the Content
Server Management Tools item.

Double-click the Revision Tracking option.
In the Revision Tracking form, enter the name of the table, select Unlock Rows.
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4. IntheUnlock Rowsform, select the option next to the object ID for each row that you
want to unlock. You can use the All button to check all of the boxes and the None
button to clear dl of the boxes.

5. When you have only the boxes checked for rows that you want to unlock, click
Unlock Records.

Additional Revision Tracking Functions for Non-
Asset Tables

The Content Server interface allows you to change the status of revisionsin every way that
auser normally does. This alowsyou to correct inappropriate states by administrative
intervention when some error occurs.

The options all appear as radio buttons on the Revision Tracking screen:

e Lock

e Commit
* Release
* Rollback
e History

e Track Tables (see “Enabling Revision Tracking” on page 261)

e Untrack Tables (see “Disabling Revision Tracking” on page 264, above)

» Set Table Revisions (see “Editing Revision Tracking Settings’ on page 262)
» Delete Revisions (see “Deleting Revisions’ on page 263

« Unlock Rows (see “Unlocking Revisions’ on page 265)

A summary of each of the other operations appears below.

Lock

TheL ock form presentsalist of rowsthat isrestricted by any criteriathat you specified on
the Revision Tracking form;

* A redlock icon appears next to the rows that are locked by another user.
» A bluelock icon appears next to rows locked by you.

You can lock any asset by clicking the check box in the L ock? column and clicking the
L ock button. The attempt failsif you do not have permission to lock the checked item. If it
succeeds, the item is now checked out to you.

Commit

The Commit form presents a comment box and alist of rows checked out to you.

You can enter acomment and check the box in the Commit column for each item that you
want to update. The check box in the Keep L ocked? column specifies whether you want
the item to be unlocked after it is committed (checked in).

The Commit action updates the revision to the version you have been editing.

266



Chapter 9: Revision Tracking

Release

The Release form presents alist of rows that are checked out to you.

You can check the box in the Release? column for each item that you want to release. A
release differs from a commit in that any changes that you have made to the asset since
locking it are lost.

Thisform differs from the Unlock Rows form in that it only lists assets checked out to
you.

Rollback

The Rollback form presents alist of rows and their versions. The list isrestricted by any
criteriathat you entered on the Revision Tracking form.

Note

To roll back an asset to a previous version, use the buttons on the asset’s
I nspect or Status form.

You can select any version for the rollback operation by clicking the radio button in the
Rollback? column. A rollback creates a new version. It matches the version that you
rolled back to but adds the comment “Version created by Rollback.”

History

TheHistory formissimilar to the Rollback form, except that it isinformational only. For
each row that it shows, it provides the date and revision information.
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The native search feature provided with CS-Direct for searching for assets in the Content
Server interface is a SQL -based search that performs database searches for assets. For

rich-text searches based on an index, you must use one of the supported search engine
modules.

If your organization purchased one of the search engine modules (Verity or AltaVista) to
use with your CSEE systems, it was installed when your CSEE system was installed.

This chapter describes how to configure your asset types so that your assets are indexed

correctly and can be found by your search engine. This chapter contains the following
sections:

« Qverview

e Configuring Asset Types for Your Search Engine
¢ Rebuilding an Index
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Overview

Asthe administrator, setting up the indexes for asset typesis simple: you select the

Sear ching option on the Admin tab and select which of your asset types should be
enabled.

The Searching Option

The Sear ching option on the Admin tab is active if only if a search engine moduleis
installed. When a search engine moduel has not been installed, CS-Direct displays the
following message when you select Admin > Sear ching:

Server Status

Content Mot configured for search engine (set Property
Server: xoelerate usese=true in futuretense_xcel.ini)

Search Engine: Alta Vista

If a search engine module has been installed and configured, CS-Direct displays the
following message when you select Admin > Sear ching:

Server Status

Content Server: Configured for search engine

Search Engine:  Alta Vista

@ Select an asset type under "Searching” to manage its use of Alta Wista.

Search Engine Properties

Although your search engine module was configured when your CSEE system was
installed, you might need to fine-tune its configuration. There are several search properties
inthefut uretense. i ni fileandthef ut uretense_xcel .ini file

For information about these properties, see “ Search” on page 328.

Asset Types and Search Engines

Different kinds of asset types are indexed differently by the search engine modules.
Default (Core) Asset Types

When you enable any of the core asset types for the Sear ching option, each of the input
fields of the asset isindexed. That is, drop-down fields are not indexed.

The core asset types are made available as follows:

» CS-Direct delivers the template, query, collection, link, CSElement, SiteEntry, and
page asset types.

» CS-Direct Advantage delivers the attribute editor asset type.
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» CS-Engage ddliversthe visitor attribute, history attribute, history definition, segment,
recommendation, and promotion asset types.

AssetMaker Asset Types

Basic asset types that are created with AssetMaker are defined by an asset descriptor file.
There are two kinds of fields in an asset type created by AssetMaker:

e Custom fields — these are the fields that are described in the asset descriptor file. For
example, custom fields for the ImageFile asset type include Artist, Alt Text, Height,
Width, and so on.

» Default fields—in addition to the custom fields specified in the asset descriptor file,
AssetM aker asset types have the same default asset type fields that all asset types
have: Name, Description, Status, Updated By, and so on.

When you enable an AssetM aker asset type for the Sear ching option, al of the default
fields that are not drop-down fields are indexed. (For example, Category and Source are
not indexed.) However, to specify which of the custom fields are indexed, your devel opers
must customize certain elements for the asset type.

Asthe administrator, you specify which asset types can be found by the search engine, but
it is the devel opers who determine which of the custom fields for assets of that type are
indexed.

For information about designing basic asset types, see the “Data Design” section in the
CSEE Developer’s Guide.

Flex and Flex Parent Assets
Flex and flex parent assets also have two kinds of fields:

» Flex attributes — the “ custom” fields for aflex asset are flex attributes. Your
devel opers create the flex attributes they need in order to define flex and flex parent
assets.

» Default fields—in addition to the flex attributes that hold values for flex and flex
parent assets, the asset types have the same default fields that all asset types have:
Name, Description, Status, Updated By, and so on.

When you enable aflex or flex parent asset for the Sear ching option, all of their default
fields that are not drop-down fields are indexed. However, to specify which of their
fields—that is, flex attributes and their values—are indexed, your developers must use the
Search Engine field on the flex attributes New and Edit formsto specify which attribute
values should be indexed for the flex and flex parent assets that use them.

Other Flex Family Members

For al the other membersin aflex family—flex attribute, flex definition, flex parent
definition, flex filter—when you enable the Sear ching option, all of their fields that are
not drop-down fields are indexed.
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Location of Indexes

Indexes are stored in two different locations:

Theindexesfor flex attribute values of flex assets are stored in the directory specified
by the mnb. sear chdi r property inthegat or . i ni file.

For all other asset types (including flex attributes when they are indexed as assets),
indexes are stored in the directory specified by the xcel er at e. sePat h property in
thefut uret ense_xcel .ini file

Configuring Asset Types for Your Search Engine

To specify that assets of a specific type should be enabled for the search engine, you select
the asset type and invoke the search engine to build the index for existing assets of that
type. From that point on, each asset of that type isindexed when it is saved.

Enabling Asset Types for Search
Complete the following steps:

1.

In the Content Server interface, select the Admin tab and then expand the Sear ching
item.

Double-click on the asset type.

Note

Before continuing to the next step, examine the form and verify
that this asset type has not been enabled for the search engine yet.

In the search form that is displayed, click Enable Search Engine.

A message lists the directory where the index for this asset type will be created. You
can change the directory name if you want.

Click Enable Search Engine.

Note

Building the index can take along time, depending on the number
of assets of that type in the database.

Repeat steps 2 through 4 for each asset type that you want to enable.
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Disabling Asset Types for Search
To disable an asset type, complete the following steps:

1.

2.
3.

In the Content Server interface, select the Admin tab and then expand the Sear ching
item.

Double-click on the asset type.
In the search form, click Disable.

Searchesfor assets of thistype will now use the native SQL -based database search method
rather than the rich-text search from the search engine.

Rebuilding an Index

If the index that the search engine uses for an asset type has been damaged or corrupted,
you can rebuild it by completing the following steps:

1.
2.

In the Content Server interface, select Admin tab > Searching.

Under Sear ching, double-click the name of the asset type whose index you want to
rebuild.

CS-Direct displays the following form:

Manage Search Engine Status for Asset Type: » Article

Asset Type: Article

Status: Alta Wista searching is enabled.

Index: Aocalonsvaile/FutureTense/sedb/Article

[ Rebuild Index ] [ Disable Search Engine ]

Click the Rebuild Index button.
In the confirmation message, click Rebuild Index again.

The search engine modul e del etes the existing index and builds a new one. Note that
this can take along time, depending on how many assets exist of this type.
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Properties and Property Files

Many of your configuration tasks for Content Server and the CSEE applications require
you to set or modify values for properties found ininitialization or property files. These
files have the suffix . i ni . Each CSEE system has a set of these files, typically located in
itS$HOVE/ | nst al | at i on directory.

There are one or more.i ni files associated with each of the CSEE applications. Content
Server providesa utility called the Property Editor that you can use to open these files and
modify their property values.

This chapter lists all of the propertiesin al of the property files that are delivered with the
applicationsin Content Server Enterprise Edition. It contains the following sections:

e Using the Property Editor

e Property Files by Product

« Analysis Connector Property Files

e Content Server Property Files

e CS-Direct Property File

e CS-Direct Advantage Property Files
e CS-Engage Property File

e CS-Satellite Property Files
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Using the Property Editor
Content Server provides a utility called the Property Editor. You useit to set or modify the
values of propertiesin property files.

FatWire recommends that you always use the Property Editor to set valuesin the CSEE
property files, because using other meansto edit property files can create problems,
especially with properties that have encrypted fields.

Starting the Property Editor

To start the Property Editor, execute the following scripts at the MS DOS prompt or in a
UNIX shell:

e Windows: pr opedi t or. bat , whichisusually located ini nstal | di r/
e Solaris: propedi t or. sh, whichisusualy located in $HOVE/ i nst al | Di r

Setting Properties
To set properties for the CSEE products, complete the following steps:
1. Start the Property Editor, as previously described in “ Starting the Property Editor.”
2. Sdlect File> Open.
3. Browsetothe.ini filethat you need to modify and then select it.

The Property Editor opens the file. For example, thisiswhat the f ut ur et ense. i ni
file looks like when it isfirst opened in the Property Editor:

Content Server Properties:fexport/sh3/burstS2/FutureTense/futuretense.ini
File Search Optionz Help
SEEE e .
Basic ft.version |5'0‘0
App Server CS'SE§SiDh X |EDPH " Ui ||D“‘|
_EEEEEETETTTEQ__ CS‘UnlquéldP°°131ze This iz the base value of the property
ToF cc‘secur?ty file,
ez, security
Debug bs,security fou should not modify this propertu,
ResultSet Cache os. timeout
Cluster secure, Cataloghanager
Gearch =zecure, Treetanager
Database cs,barEqualsSlash
ContentlCatalog C=, Wrapper
Export/Hirror
Page Cache
Hizc
Blobz/Eval
Email
Authentication
Satellite Server
Feady

The tabs on the left represent functional groups of properties.
The Items pane lists the properties in the selected tab (functional group).
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The Value pane lists the current value for the selected item, a brief description of the
item, and the acceptable valuesfor it.

Select the tab that represents the functional group that contains the property that you
want to configure.

The Property Editor displays the properties from that tab in the Items pane.
Select the property from the I tems pane.

The Property Editor displays the value that is currently set for that property value and
aprovides abrief description of the property in the Values pane.

In the Values pane, enter the value for the property in the text field at the top.
Click Accept.

Repeat steps 4 through 7 for each property that you want to configure.

When you are finished, sdlect File > Save.

10. Select File> Close.
11. Stop and restart the application server so the new values can take effect.

Adding Properties

Some configuration tasks require you to add new, custom properties for your system. For
example, when you implement resultset caching, you can create up to three properties for
any Content Server database table that you want to set caching values for. (For
information about resultset caching, see the CSEE Developer’s Guide.)

To add a property, complete the following steps:

1.

6.

Start the Property Editor, previoudly described in “ Starting the Property Editor” on
page 276.

Select File > Open.
Browseto the.i ni filethat you need to add a property for.

(Optional) Select the User Defined tab. (This step is optional because any property
that you create is displayed on the User Defined tab the next time you open this..i ni
file in the Property Editor no matter which tab you select.)

In the Values pane, just under the text entry field, click New.
The Property Editor displays the Content Server Properties dialog box:

Content Server Praoperties

Enter the Mame and Yalue of a Mew Property.

Hame}

Walue:

Click in the Name field and enter the name of the new property.
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7. Click inthe Value field and enter the value for the new property.
8. Click OK.
The new property appearsin the Items pane and the value appearsin the Values pane.

Note

If you did not select the User Defined tab in step 4, the new
property might appear on the tab that was selected when you
clicked New in step 5. Thisistemporary. The next time that you
open thisi ni filein the Property Editor, the property is displayed
on the User Defined tab.

9. Select File> Save.

Deleting Properties

Itisunlikely that you will ever have to delete a property. However, if you do have to delete
a property, complete the following steps.

Caution
Never delete arequired property.

1. Start the Property Editor. (See “ Starting the Property Editor,” above.)

2. Sdlect File> Open.

3. Browsetothe.ini fi | e that you need to modify by deleting a property and select it.

4. Select thetab that represents the functional group that holds the property that you
want to delete.

5. Take note of the current value for this property just in case you need to restore it for
any reason.

6. IntheValues pane, just under the text entry field, click Delete.
The Property Editor displays a confirmation message.

7. Click Yes.

8. The property isdeleted from the .i ni file.

9. Select File> Save.

278



Property Files by Product

Chapter 11: Properties and Property Files

Thistablelists al the CSEE property files, organized by the product that they are

associated with:

Analysis Connector

conmer cedat a. i ni
dat abasel oader. i ni
wri t equeue. i ni

Content Server, which includes CS-Satellite
(co-resident), CS-Bridge XML, and the user
manager plug-ins

bat ch. i ni

dir.ini

futuretense.ini

j sprefresh.ini (WebLogic
only)

| dap. i ni

| oggi ng. i ni
satellite.ini
xm es. i ni

CS-Direct

futuretense_xcel.ini

CS-Direct Advantage

asset franmewor k. i ni
cat al og. i ni
gator.ini
transact.ini
visitor.ini

CS-Engage

ns. ini

CS-Satellite, remote server version
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Analysis Connector Property Files

Analysis Connector installs the following property files:
e commercedata.ini

e databasel oader.ini

e writequeue.ini

commercedata.ini

Thecomer cedat a. i ni fileholds propertiesthat Analysis Connector usesto define and
manage its logging tables. By default, Analysis Connector installs five logging tables:
cart_event,orders,order _itemshopper, and shopper map. The

comrer cedat a. i ni file containsthe properties that govern those tables as well as global
properties that specify settings for Anaysis Connector.

Note

If you are not using the default Analysis Connector logging tables,
remove their names from the cd. t abl enanes property (described
below).

Properties that are specific for alogging table have that table’s name as a prefix. Global
properties have the prefix cd.

Following isalist of these propertiesin alphabetical order:

cd. agei nt er val Age data collected by Analysis Connector can be
stored in intervals. This property specifiesthe
interval space of the ageinterval.

Default: 10

cd. agel owest Specifies the lower limit of the age intervals.
Default: 5

cd. CDAl i asNane The name of the persistent cookie to be set.

Default; Anal ConnCooki e

cd. i nconei nt erval Income data collected by Analysis Connector can
be stored in intervals. This property specifies the
interval space of the income interval.

Default; 10000

cd. i ncorrel owest Specifies the lower limit of the income intervals.
Default: 0
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cd. marital | Dn There are several Marital ID properties, one for
each type of Marital ID. The number of these
propertiesis specified by the value for the

cd. total marital | Ds property, whichis7 by
default.

When the default for thecd. t ot al marital | Ds
property is 7, the following properties and the
corresponding default values are required in this
property file:

cd.marital I Dl Single
cd.marital ID2 Married
cd.marital | D3 Commbn Law
cd.marital | D4 Separat ed
cd.marital I D5 Di vorced
cd.marital | D6 W dowed
cd.marital | D7 O her

cd. noney The database-independent datatype to store the
MONEY type data.

Default: NUVERI C( 20, 3)

cd. productatr The name of the attribute to use for aone-tier
parent hierarchy.

Default; Anal ConnAt r

cd. t abl enanes A list of the names of all the logging tables that
will be created when you invoke the

Cr eat eTabl e element. Each table name should
be separated by a space.

If the system has the Burlington Financial
Extension sample site installed, the following
tables were created during the installation and the
value for this property is:

clickstream searchpref recprono
See also thet abl e#col unms property.

Be sure to remove the names of the default
Analysis Connector tables from thislist if you do
not plan to use them. Those table names are:
cart _event,orders,order _itemshopper,
and shopper _map.

cd.totalmaritallDs The total number of Marital 1Ds.
Default; 7

For each ID, thereis a property named
cd. mari tal | Dn, wheren rangesfrom 1 to the
number set with this property.

condat a. path The directory where CommerceDatais installed.
The default is the installation directory.

Do not change the value of this property.

281



CSEE Administrator’s Guide

t abl e#col ums For each of the tables specified by the

cd. t abl enanmes property, acorresponding
property that specifies the number of columns.
When you runthe Cr eat eTabl es element, it uses
this data to create the table.

For example, the property for the shopper table
for the Burlington Financial Extension sample site
isshopper #col ums and it is set to 23.

Then, for each of the 23 columns, there are two
more properties: t abl ecol namen and

t abl ecol val uen , where n ranges from 1 to the
number set with this property.

t abl ecol nanen Specifies the name of a column in alogging table.

For each column in atable, this property must
specify the name of that column, wheret abl e is
the name of the table and n is the column number.

For example, for the shopper table, there are 23
of these properties. shopper col nanel through
shopper col nane23.

Thereisacorresponding t abl ecol val uen
property and at abl ecol | nul n property for each
t abl ecol namen property.

Therefore, for the shopper table, there are 23
corresponding t abl ecol val uen properties
(shopper col val uel through

shopper col val ue23) and 23 corresponding

t abl ecol nul I n properties(shopper col nul | 1
through shopper col nul | 23).

See Table, “Exampl e tablecolnamen and
tablecolvaluen Propertiesfor the shopper Table” on
page 283 for examples of the default properties for
the shopper table.

tabl ecol nul I n Specifies whether a column in alogging table can
have a null value, using the convention

t abl ecol nul | n wheret abl e isthe name of the
table and n is the column number.

Possible values: NULL | NOTNULL
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t abl ecol val uen

Specifies the field type of acolumnin alogging
table.

For each column identified with a
t abl ecol nanen property, thereisa
corresponding t abl ecol val uen property.

For example, for the shopper table, there are 23
of these properties: shopper col val uel through
shopper col val ue23.

See Table, “Exampl e tablecolnamen and
tablecolvaluen Propertiesfor the shopper Table” on
page 283 for examples of the default properties for
theshopper table.

The following table lists sample values the default shopper table:

Example t abl ecol namen and t abl ecol val uen Properties for the shopper

Table

shopper col nanel shopper _id shopper col val uel Bl G NT
shopper col nanme2 shopper _name shopper col val ue2 VARCHAR( 80)
shopper col nane3 shopper _type_id shopper col val ue3 | NT

shopper col nanme4 | gender shopper col val ue4 CHAR( 1)
shopper col nane5 age shopper col val ueb5 VARCHAR( 16)
shopper col nane6 i ncome shopper col val ue6 VARCHAR( 16)
shopper col nane?7 marital status shopper col val ue7 VARCHAR( 16)
shopper col nane8 nbr_children shopper col val ue8 I NT

shopper col nane9 hhol d_si ze shopper col val ue9 I NT

shopper col nanel0 | conpany shopper col val uel0 | VARCHAR( 255)
shopper col nanell | area_code shopper col val uell | VARCHAR( 255)
shopper col nanel2 | zi p_code shopper col val uel2 | VARCHAR( 255)
shoppercol nanel3 |city shopper col val uel3 | VARCHAR( 255)
shoppercol nanel4 |state shopper col val uel4 | VARCHAR( 255)
shopper col nanel5 | region shopper col val uel5 | VARCHAR( 255)
shopper col nanel6 |country shopper col val uel6é | VARCHAR( 255)
shopper col nanel7 | emai l shopper col val uel7 | VARCHAR( 255)
shopper col nanel8 |transactions shoppercol val uel8 |INT

283




CSEE Administrator’s Guide

shopper col nanel19

total sales

shopper col val uel9 | NUMERI C( 20, 3)

shopper col nanme20 || astvisit shopper col val ue20 | Bl G NT
shopper col nane21 || astorder shoppercol val ue21 | Bl G NT
shopper col nane22 | dat e_hour shoppercol val ue22 | BI G NT

shopper col nanme23

| ast _update

databaseloader.ini

The propertiesin thisfile set values for properties that the Databasel oader process uses.
You can set up Databasel oader to run at regularly scheduled times or you can invoke it

manually.

shopper col val ue23 | BI G NT

dbl . cdfile

The full path to the commer cedat a. i ni filethat
contains comrer cedat a table definitions.

Default:
c:/ FutureTense/ commer cedat a. i ni

dbl . | ogi npassword

The password for database access.
Default: Fut ur eTense
Be sure to change the default password.

dbl . 1 ogi nurl

The URL to post data from disk filesto load in to
the database.

Default:

http://1ocal host/servlet/
Cat al ogManager

dbl . | ogi nuser

The user account to use for database access.
Default; ContentServer
Be sure to change the default user account.

dbl . gfile

Thefull pathtothew i t equeue. i ni filethat
contains necessary information about datafiles.

Default: c: / Fut ureTense/ wri t equeue. i ni
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writequeue.ini

The propertiesin thisfile configure the queue that Analysis Connector usesto write visitor
or commerce datato files on the disk.

g. debug The debug setting on the queue.
Default: t r ue.

g.fileextention Thefile extention for files created by the queue.
Default is. bkt

g. nunmi nutestillstale Specifies when the queue should be automatically
written to the disk. The valueisin minutes.
Default: 10

g. nunrotatingfiles Specifies the number of files to hold in the queue.
Default:10

g. nunrowsi nfile Specifies the number of rows of data that can be
held in each file in the queue.
Default: 1

g.storagefil epath Specifies the path to the storage directory in which
the queue putsfiles.
Default: c: / Fut ur eTense/ queue/

Content Server Property Files

Content Server installs the following property files:

e batch.ini

o dirini

o futuretense.ini

e jsprefresh.ini (WebLogic Only)

e ldap.ini

e logging.ini

o satellite.ini

e xmlesini

This section defines all of the propertiesin these files.
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batch.ini

A CSEE system uses background, batch processes for various reasons (publishing, for
example). Thebat ch. i ni file provides configuration information for batch processes. It

has the following tabs:

e Configuration (batch.ini)

» Debug (batch.ini)
* Results

e Security (batch.ini)

Configuration (batch.ini)

The Configuration tab holds properties that configure settings for the threads that the

batch processes use.

t hr ead. count

Specifies the number of dispatcher threads to
alocate and manage in the pool.

Default value: 32

t hr ead. gr owcache

Specifies whether additional dispatcher threads (in
excess of the number specified by

t hr ead. count ) can be allocated to the pool if
they are needed.

Possible values: t rue and f al se
Default value: f al se

thread.idl e

Appliesonly whent hr ead. gr owcache isset to
true.

Specifies the number of seconds a dispatcher
thread can remain idle beforeit is released by the
pool.

Default value: 10

t hread. wai t

Appliesonly whent hr ead. gr owcache isset to
fal se.

Specifies the number of seconds that a batch
process waits for afree dispatcher thread before it
reports an error because it cannot complete its task.

Default value: 15
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Debug (batch.ini)

debug Specifies whether debugging for batch processesis
enabled or disabled. If you set thisvaluetot r ue,
messages about the status of batch processes are
written to thef ut ur et ense. t xt file.

Default value: f al se

Results

request. fol der Specifies the location of the file that stores
information about the results of batch processes.
For example, the CS-Direct publishing system uses
this directory to hold the publishing log files.

Default value: . / di spat cher/

Security (batch.ini)

security.class Specifies the name of the classfile that is used for
security checks. The default is provided for
reference only:

com opennar ket . Bat ch. Def aul t Security
Do not change the value of this property.

dir.ini
Content Server delivers adirectory services API that enables your CSEE system to

connect to directory serversthat contain authentication information, user information, and
S0 on.

CSEE provides three directory services options (implemented through the directory
services API) for managing user information, one of which your CSEE system is
configured to use:

« The Content Server directory services plug-in, which uses the native Content Server
user management tables (Syst emUser s and Syst enJser At tr s).

e The LDAP plug-in. When you use this option, user names and attributes are stored in
your directory server rather than in the Content Server database.

e TheNT 4.0 plug-in, which uses the Contnet Server user management tables, but
authenticates users through NT authentication.
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Thedi r. i ni file containsthe propertiesthat configure the directory services plug-ins. It
has the following tabs:

» Attribute Names

e Globa Data

* Interface Implementations
e« JINDI SPI Env.

e Naming Syntax

e Schema Defaults

e Search Controls

Although thedi r. i ni fileisthe main configuration file for the directory services API,
there are additional user manager/directory services propertiesin two other property files.
See also the following sections in this chapter:

* “ldap.ini” on page 335, which describes the propertiesin the | dap. i ni file

* “Authentication” on page 297, which describes the properties on the
aut henti cati on tab of f ut ur et ense. i ni

Attribute Names

The Attribute Names tab holds attribute-mapping properties. You use these properties to
specify how auser attribute that CSEE usesisidentified in the directory server.

cn Specifies the name of the attribute in the directory
server that serves as the group name attribute.

Possible values:

» Content Server and NT: cn

* LDAP, iPlanet: cn

» LDAR, Active Directory: cn

Note: If you are using LDARP, be sure that the value

that you enter here exactly matches the value set
for the cn property inthel dap. i ni file.

password Specifies the name of the attribute in the directory
server that serves as the password attribute.

Possible values:

* Content Server and NT: passwor d
e LDAP iPlanet: user Passwor d
» LDARP, Active Directory: passwor d

| oginattribute Specifies the attribute that a user logs in with.
Possible values:

» Content Server and NT: ui d

* LDAP, iPlanet: ui d

» LDAP, Active Directory: cn
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uni quenenber Specifies the name of the attribute in the directory
server that serves as the group assignment
attribute.

Possible values:

» Content Server and NT: uni quenenber

» LDAP, iPlanet: uni quenenber

» LDARP, Active Directory: menber

Note: If you are using LDAP, be sure that the value
that you enter here exactly matches the value set

for the uni quenenber property inthel dap. i ni
file.

user name Specifies the name of the attribute in the directory
server that serves as the user name attribute.

Possible values:

» Content Server and NT: user nanme
 LDAP iPlanet; ui d

» LDARP, Active Directory: sAMAccount

Note: If you are using LDARP, be sure that the value
that you enter here exactly matches the value set
for the user name property inthel dap. i ni file.

Compatibility (dir.ini)

The Compatibility tab holds properties that determine how any strings that are extracted
from the directory server and stored in the Content Server database are treated.

cl eandns Specifies how the strings for distinguished names
are stored in the Content Server database.

If set to true, the Directory Services APl extracts
distinguished names from the directory server,
removes extra spaces from the names, and then
changes all the upper-case letters to lower-case
|etters before storing the strings in the Content
Server database.

Possible values: t rue | f al se
Default value: f al se

Note: do not set thisvaluetot r ue if you are
upgrading from an earlier version of Content
Server. If you do, you must manually change any
existing dns strings that are stored in the Contet
Server tables. Also, if you setittot r ue, you must
also verify that the synt ax. i gnor ecase
property isalso settot r ue.
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Global Data
The Global Datatab holds properties that determine global valuesfor all users.

baseDN Specifies the distinguished name for the root to use
by default for searches and for prepending to the
names for attribute values that require aDN type.

Default value: blank

Do not change the value of this property. Because
the authentication module sets the currentUser
session variable to afully qualified name, CS-
Direct assumens that all names returned from
search are fully qualified.

gr ouppar ent Specifies the entry to use as the parent of all
Content Server entries of type G oup.

Possible values:

» Content Server and NT: ou=gr oups
* LDAP iPlanet:

ou=gr oups, dc=conpanynane, dc=com
» LDARP, Active Directory:

ch=gr oups, dc=conpanynane, dc=com

Note: If you are using LDAP, be sure that the value
that you enter here exactly matches the value set
for the LDAPG oupsBase property in the

| dap.ini file.

peopl epar ent Specifies the entry to use as the parent of all
Content Server entries of type User .

Possible values:

» Content Server and NT: ou=peopl e
* LDAP iPlanet:

cn=peopl e, dc=conmpanynane, dc=com
» LDARP, Active Directory:

ch=user s, dc=conpanynane, dc=com

Note: If you are using LDAP, be sure that the value
you enter here exactly matches the value set for the
LDAPUser Base property inthel dap. i ni file.
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Interface Implementations

The Interface Implementations tab holds two properties that determine which user
manager module your CSEE system is using. The values of the rest of the properties on

the tab should never be modified.

cl assNanme. Attri bute

Specifies the name of the concrete class to
implement the interface Attribute.

Do not change the value of this property.

cl assName. Attri butes

Specifies the name of the concrete class to
implement the interface Attributes.

Do not change the value of this property.

classNanme. | Dir

With the cl assNane. | Name property, specifies
which user manager module your system is using.

Possible values:
» Content Server:
com opennarket.directory.cs.CSDi r
* LDAP:
com openmar ket . directory. jndi.JNDI D
ir
Do not change the value of this property after the
installation.

cl assNane. | factory

Specifies the name of the concrete class to
implement the interface Ifactory.

Do not change the value of this property.

cl assNane. | Nane

With thecl assNane. | Di r property, specifies
which user manager module your system is using.

Possible values:
» Content Server:
com opennar ket . di rectory. cs. CSNane

* LDAP:
com openmar ket . di rectory. j ndi . NameW
rapper

Do not change the value of this property after the
installation.

cl assNane. JNDI Nane

Specifies the name of the concrete class to
implement the interface INDIName.

Do not change the value of this property.
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JNDI SPI Env.

The properties on the INDI SPI Env tab are used only if your CSEE system is configured
to use the LDAP user manager module.

java.nam ng.factory.initi | System property.
al Do not change the value of this property.

java. nam ng. security. auth | Specifiesthe security level to use. Its value is one
entication of the following strings: none, si npl e, strong.

If this property is unspecified, the security level is
determined by the service provider.

Default value: si npl e

j ndi . baseURL Specifies the server name and port number of the
directory server.

The value uses the following format:
| dap: // host name: port

j ndi . connect AsUser Specifies whether Content Server needs a
designated user account to query the directory
server for user attribute information.

If settot r ue, Content Server can query the
directory server for information as the user who is
logged in to CSEE and is making the inquiry. For
example, when an administrator examines user
information in the Content Server interface,
Content Server can make the inquiry as that user
(admin, for example.)

If setto f al se, there must be avalid username/
password combination specified for the
jndi.loginandjndi.password properties,
Content Server uses that user account to make

inquiries.
j ndi . custom System property.
Do not enter avalue for this property.
jndi.login Appliesonly whenj ndi . connect AsUser isset
tof al se.

Specifies the fully qualified, fully distinguished
name of the user account that Content Server uses
to query the directory server.

j ndi . password Appliesonly whenj ndi . connect AsUser isset
tofal se.

Specifies the password of the user account that
Content Server usesto query the directory server.
Thisvaueisencrypted.
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Naming Syntax

The Naming Syntax tab holds properties that determine how strings for user attributes
and their values are interpreted.

synt ax. begi nquot e Specifies the string that delimits the beginning of a
quoted string.
synt ax. begi nquot e2 Specifies an alternative to the value specified for

the synt ax. begi nquot e property.

synt ax. cust om If your system isusing a custom JNDI
implementation, specifies additional variables that
can be passed to the cl ass| Nane constructor. The
syntax follows the x- ww f or m ur | encoded
format.

synt ax. di rection Specifies the direction that the componentsin a
designated name are read in.

Possible values:

left to_right

right to left

flat

Default value: | eft _to_right

synt ax. endquot e Specifies the string that delimits the end of a
quoted string.
synt ax. endquot e2 Specifies an alternative to the value specified for

synt ax. endquot e.

synt ax. escape Specifiesthe escape string for overriding separator,
escapes, and quotes.

synt ax. i gnor ecase Specifies whether strings are case-sensitive or not.

Set to f al se if the uppercase and the lowercase
version of aletter character should be considered
asdifferent characters. (That is, “admin” and
“Admin” should beinterpreted as different words.)

Settot r ue if you want the uppercase and the
lowercase version of aletter character to be
considered as the same character. (That is“admin”
and “Admin” should be interpreted as the same
string.)

Default value: t r ue

Note: if you need to set thecl eandns property on
the Compatiblity tab tot r ue, you must also set
this property’svaluetot r ue.
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synt ax. separ at or

Specifies the separator character used between
atomic name components.

This property isrequired unless

syntax. directionissettoavaueof fl at.

synt ax. separ at or ava

Specifies the separator character used to separate
multiple attribute/value pairs. Typically the comma
character (,) isused.

synt ax. separ at or t ypeval

Specifies the separator character used to separate
an attribute from its value. For example, the equals
symbol (=) is used.

synt ax. tri nbl anks

Schema Defaults

Specifies whether spaces and whitespace
characters are significant or should be ignored
(trimmed) when evaluating a string.

Set to true if spaces should be ignored.

Set to false if spaces should be considered when
evaluating astring.

The Schema Defaults tab holds properties that identify to Content Server the directory
server attributes that users must have values for in order to be valid users aswell as any
attribute values that are assigned to users by default (if any).

defaul t G- oupAttrs

Specifies the attribute name/value pairsthat are set
for every descendent of the entry specified by the
gr ouppar ent property.

CS-Direct uses thisinformation to create the
default users that it needs during the installation,
which means that this property must be set before
you install CS-Direct.

Values must be entered in the x-www-form-
urlencoded format.

def aul t Peopl eAttrs

Specifies the attribute name/value pairs that are set
for every descendent of the entry specified by the
peopl epar ent property.

CS-Direct uses thisinformation to create the
default users that it needs during the installation,
which means that this property must be set before
you install CS-Direct.

Values must be entered in the x-www-form-
urlencoded format.
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obj ect cl assGr oup Specifies the name of the base object that signifies
a Content Server group. The

DI R. GROUPMEMBERSHI PS tag uses the value set
for this property to differentiate group entries from
user or other entries.

Possible values:

e Content Server: gr oupof uni quenanes
* LDAP, iPlanet: gr oupof uni quenanes
» LDAP, Active Directory: gr oup

obj ect cl assPer son Specifies the name of the base object that signifies
a Content Server user (person). The

DI R LI STUSERS tag uses the value set for this
property to differentiate user entries from group or
other entries

Value for Content Server or LDAP: per son

requi redG oupAttrs Specifiesthe attributesthat every descendent of the
entry specified by the gr oupPar ent property
must have values for.

Values must be entered in the x-www-form-
urlencoded format.

requi redPeopl eAttrs Specifiesthe attributes that every descendent of the
entry specified by the peopl ePar ent property
must have values for.

Values must be entered in the x-www-form-
urlencoded format.

Search Controls

The Search Controlstab holds properties that constrain the queries that the user manager
plug-in makes to the directory server.

search.returnLimt Specifies the maximum number of entries to
return.
To obtain all the entries that satisfy the search
criteria, set the value to O.

sear ch. scope Specifies to what depth in the hierarchy a search

reaches: search just the specified or current node,
or search the nodes under that node.

Default value: 2, which means search all nodes
under the stated node.
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sear ch. ti meout Val Specifies the number of milliseconds to wait for
results before returning an error.

If thevalueisO, it meansto wait indefinitely (that
is, wait until the network timeout limit ends the
wait).

futuretense.ini

Thef ut uretense.ini fileisthe main property file for Content Server. This section
presents the propertiesin the f ut ur et ense. i ni file grouped by the tab that represents
their functional group. The tabs are documented here in aphabetical order:

e App Server

» Authentication

* Basic

* BlobsEvd

e Cluster

e Compatibility

e ContentCatalog

o Database

» Debug (futuretense.ini)

o Email

e Export/Mirror
« JSP

« Misc

e Page Cache

* ResultSet Cache

» Satellite Server (futuretense.ini)
e Search

e User Defined (futuretense.ini)
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App Server

The App Server tab holdsthef ut ur et ense. i ni propertiesthat supply information to
Content Server about the application server.

The following table lists all of the properties on the App Server tab in aphabetical order:

cs. event host The host string for running the event engine on
application servers.

Enter the host and port number, asin the following
example:

http://1 ocal host: 80

ft.cgipath The web server CGI directory where Content
Server objects are installed.

Used in the constructions of URLs and form
actions.

Be sure the value ends with a backslash (/).
Possible values:

/ NASApp/ CS/ - when using theiPlanet application
server (IAS).

I servl et/ -in http servlet application
environments (such as WebL ogic, WebSphere, and
Sun ONE).

Authentication

The Authentication tab holds user authentication properties that are configured during
installation based on the user manager plug-in in use on your CSEE system. Some of these
properties apply no matter which user management module you are using while others
apply only if you are using NT authentication.

See also, the following:

» Themain configuration file for the user manager plug-insisthedi r. i ni file. See
“dir.ini” on page 287

» If you are using the LDAP user manager plug-in on your CSEE system, see also
“Idap.ini” on page 335.

The following table presents the user authentication properties in a phabetical order:

cs. manageACL Specifiesthe classthat replaces the default Content
Server ACL name-to-privilege mask function.

Do not change the value of this property.
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cS. manageproperty Specifies the name of the appropriate property file
that configuresthe NT authentication plug-in or the
LDAP plug-in, depending on whether you are
using either of these user manager modules.

e For NT, set thevalueto: f ut ur et ense. i ni
» For LDAP, set thevalueto: | dap. i ni

cs. manageUser Specifies which user manager plug-in to use with
this CSEE system.

* If you are using the default Content Server plug-
in, thevalueis blank.

* If you areusing LDAP, thevalueis:
COM Fut ur eTense. LDAP. Val i dat eLogi n.
LDAPLoOgi n

* If you areusing NT authentication, the valueis:
COM Fut ur eTense. NTUser G oups. Val i da
teLogi n. NTUser G- oupsLogi n

This property was set when your CSEE system was
installed. Do not change it after installation.

cs. manageUser Access Specifies the class that replaces the default Content
Server user-to-privilege-by-resource lookup
functionality.

Do not change the value of this property.

cs. manageUser Syst em Applies only when your CSEE system isusing NT
authentication (that is, cs. manageUser pointsto
the NT plug-in).

Specifies acomma-separated list of NT domain
names that Content Server uses to authenticate
users.

Authentication isdonein the order specified by the
list of domains. A user is declared avalid user if
his username/password combination is found in
any of those domains.

Specify the local system with a period (.) character.

If thecs. manageUser pointstothe NT plug-in,
but there are no domain names set for this property,
Content Server attempts authentication on thelocal
NT domain only.

Thisvalue was set during installation.

nt | ogi n. Def aul t ACL NT user manager plug-in only.

A comma-separated list of any ACLsthat should
be assigned to all users by default.

By default, thisvalueis blank.
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ntl ogi n. Def aul t Reader ACL | NT user manager plug-in only.

The ACL list to be assigned to the account that is
used as the default reader account.

By default, thisvalueis blank.

nt | ogi n. Def aul t Reader | D NT user manager plug-in only.

The user name to be used as the default reader
account.

By default, it is set to Def aul t Reader.
This value can be blank.

ntl ogi n. Def aul t Reader PW | NT user manager plug-in only.

The password for the user name that the NT
authentication module uses as the default reader
account. Required if thereisavalue for

nt | ogi n. Def aul t Reader | D.

By default, it is set to SoneReader . Thevalueis
encrypted.

nt| ogi n. LogFi |l e NT user manager plug-in only.

The complete path to the file where debug
information from the NT authentication module
should be written. (Used only when

nt | ogi n. Loggi ngissettotrue.)

nt | ogi n. Loggi ng NT user manager plug-in only.

Enables or disables debugging for the NT
authentication module.

Possiblevaluesaret rue |f al se.

299



CSEE Administrator’s Guide

Basic

TheBasictab holdsthef ut ur et ense. i ni propertiesthat control such things as security
settings, session timeouts, and Global Unique Identifiers that the Content Server servlets

use.

The following table lists all of the properties on the Basic tab in alphabetical order:

bs. security

Specifies whether the BlobServer servlet checks
security before allowing database access and image
retrieval. If security is on, images cannot be cached
in memory.

If you enable BlobServer security, the BlobServer
servlet servesthe dataonly if the csbl obi d
parameter existsin the URL and its value matches
a session variable of the same name, asin the
following example:

<| MG SRC="BIl obServer ?

bl obt abl e=Movi el mages&#38;

bl obcol =ur | i mage&#38; bl obkey=i d&#38;
csbl obi d=Sessi onVari abl es. bl obi d&#38;
bl obwher e=25"/ >

Possiblevalues: true | f al se.

cc.security

Specifies whether Content Server checks security
before allowing database access. This property
should alwaysbe set to t r ue except in special
cases.

Possiblevalues: t r ue | f al se.

cs. bar Equal sSl ash

Specifies whether an Internet Explorer browser
should interpret the bar (|) character as aforward
slash (/) when it isincluded in a page name.

Possible values: t rue | f al se

For example, when set to t r ue, Internet Explorer
interprets

pagename=f ol der | subf ol der | page asthe
same page as pagenane=f ol der/ subf ol der/
page

Default value: f al se

CS. session

Specifies whether Content Server starts and
maintains a browser session for each user.

Possiblevalues: true | f al se.

Cannot beset to f al se whenthecc. security
property issettot r ue.
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cs. timeout Specifies the number of seconds a connection can
remain idle before the application server logs out
this connection, which ends a browser session. Idle
time is the time between Content Server http
requests.

Default value: 300 (5 minutes)

Note: When the approval system approves assets,
it isnot a background process. Therefore, if you
use the Approve Multiple Assets feature, be sure
to set this property to avalue that is greater than the
amount of time it takes to approve a batch of asset
so that the browser session does not time out. You
will have to experiment with this setting, but you
can start by setting it to 1800 seconds (30 minutes).

cs. uni quei dpool si ze Specifies the number of unique and cluster-safe ID
numbers that are cached at one time. (Content
Server generates unique IDs for every row in any
database table.)

Default value; 100

CS. W apper Specifies whether the Content Server HTML
wrapper pages should (can) be used.

Default value: t r ue

Set thisvalueto f al se on a CSEE systemin
which the application server does not have HTTP
access to the web server, or, if you have removed
the directory that holds the wrapper pages for
security reasons.

See also “Properties That Configure Security
Settings’ on page 56.

es.security Deprecated.

Specifies whether the Eval Server servlet checks
security before allowing database access.

This property exists for backward compatibility.
Leaveit set to its default value of f al se.

ft.version Specifies the version number of the Content Server
application.

Do not modify this value.
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secur e. Cat al ogManager

Specifies whether the DefaultReader user can
access the CatalogM anager servlet.

Possible values: t rue or f al se

During installation, this property issettof al se.
Be surethat thisvalueischanged to t r ue after the
installation.

For more information, see “ DefaultReader,
secure.CatalogManager, and secure. TreeManager”
on page 55.

secure. Tr eeManager

Blobs/Eval

Specifies whether the DefaultReader user can
access the TreeManager servlet.

Default value: t r ue

For more information, see “ DefaultReader,
secure.CatalogManager, and secure. TreeManager”
on page 55.

The Blobg/Eval tab holds properties that configure the BlobServer and Eval Server

servlets;

» BlobServer servesblabs. It gathers a blob from a table and performs all the necessary
security checks. When BlobServer serves ablob, it cachesit in both the Content

Server and Satdllite Server.

BlobServer properties have the prefix “bs”.

» EvalServerisalittle-used servlet that still remainsin the Content Server product for
backwards compatability. In general, you should leave all Eval Server properties set to

their defaults.

Eval Server properties have the prefix “es”.
The following table presents the properties on the Blobs/Eval tab in alphabetical order:

bs. bCacheSi ze

Specifies the default number of blobs that can be
cached (to memory).

Default value: 100

bs. bCacheTi neout

Specifies the number of seconds that a blob is kept
in the memory cache since it was last requested
beforeit is flushed.

Note that the memory cache is cleared whenever
the BlobServer servlet is restarted.

Default value: 300 (5 minutes)
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es.cacheCriteria

Deprecated

A parameter list that defines how the Eval Server
identifies cached content.

Leave the value for this property blank.

es. cacheSi ze

Deprecated.

The number of cached memory-based data items,
created by the EvalServer.

Default: 100
Do not change this value.

es. cacheTi neout

Cluster

Deprecated.

Represents the duration, in seconds, of memory-
based cached data created by the Eval Server.

Default: 300
Do not change this value.

The Cluster tab holds the properties that Content Server uses to communicate with all the
serversin acluster when a CSEE system isinstalled in acluster.

These properties are presented here in alphabetical order:

cc. cacheNoSync

Specifies whether the system allows the database
query transaction data cached by Content Server to
persist even if a cluster member updates the table.

Default value: f al se

You can set table-specific values for individual
tables by adding a property in the following
format:

cc. <sonet abl e>CSync=<true or fal se>
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ft.sync

Anidentifier or value that defines the synchronizer
key for clustered servers; for example, the DSN
that cluster members use for their shared database.
Each cluster member must havethesameft . sync
value.

It isvalid to leave this field blank; the field should
be left blank during the installation.

Note: You should not turn off f t . sync on systems
with muliple Java virtual machines. Instead, you
canset cc. cacheNoSync=f al se, or you can set
a specific table as follows:

cc. <sonet abl e>CSync=f al se. For example,
cc. El enent Cat al ogCSync=f al se turns off
ft.sync for the El enent Cat al og table.

ft.usedi sksync

Compatibility

Specifies ashared file system folder to synchronize
data across a cluster.

Set this property to avalid folder when
synchronization isturned on with the ft. sync
property. For example, set it to a directory where
you have read/write access.

The Compatibility tab holds properties that set values necessary for backward
compatibility with earlier versions of Content Server. These properties are documented

here in alphabetical order:

cs. httpvari abl es

Specifies whether the Content Server variablesthat
contain HTTP header information are created on
each page request, as was necessary in pre-4.0
versions of the product. Starting with 4.0, Content
Server provides built-in variables that perform the
same function.

Default value: f al se

For best performance, leave this value set to false.
If developers need to retrieve an http variable for a
site page, they can retrieve the value of the ones
they need by using the built-in variables.
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cs. pgcachef ol der For backwards compatibility.

In previous versions, when cacheinformation is
specified in the cachei nf o column for a

Si t eCat al og page entry, it pointed to this
property. This property specified the default
directory location where Content Server pages
would be cached.

Starting in version 5.0, Content Server pages are
cached in the database, not to a directory. The
valuein the cachei nf o column now startswith a
valueof t rue or f al se, which determines
whether the page is cached or not.

For backwards compatibility, if the valuein the
cachei nf o column of a SiteCatal og page entry
follows the old syntax, the CacheManager caches
Content Server pages using the old methodology.

Therefore, if the Si t eCat al og page entries on
your system have not yet been updated to use the
new syntax (which invokes the new caching
behavior), this property must be set to avalid

directory.

ft.approot This property is no longer used. In some cases, it
may be required for backward compatibility.

ft. catal ogmanager Defines the Global Unique Identifier (GUID) for
the CatalogM anager service. It is provided for
reference only.
Value: {40DD4E30-8DE2-11D1-8599-
0080C7DO07E91}

Do not modify this value.

ft.contentserver Definesthe GUID for the Content Server servlet. It
isprovided for reference only.

Value: {29434AD0-8DE2-11D1-8599-
0080C7DO7E91}

Do not modify this value.

ft.eval server Defines the GUID for the Eval Server serviet. It is
provided for reference only.

Value: { 834A7BD0-B2CD-11D1-86BC-
0080C77014DF}

Do not modify this value.

ft.treemanager Defines the GUID for the TreeManager servlet.
Do not modify this value.
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security. checkpagel ets Specifies whether Content Server checks security
before allowing auser to view a pagelet that Is
nested in an enclosing page.

Notethat thecc. securi ty property must also
be set to t r ue for security to be implemented.

Default value: t r ue
If settof al se, the following occurs:

» On systems with co-resident CS-Satellite,
security is not checked on any pages or pagelets,
evenwithcc. security settotrue.

* On systems with stand-alone CS-Satellite or
with Content Server only, security is checked on
the first or outermost page but security is not
checked on nested pagelets.

ContentCatalog

The ContentCatalog tab holds one property that specifiesthe default primary key column
for al of the content tables (as opposed to object tables) in your Content Server database.

If you or your developers create any content tables to support your online sites, you can
specify that a column other than the one specified by the default isthe primary key column
for those content tables by creating table-specific properties. Use the following format:

cc. <nane of tabl e>Key=<nane of col um>

For example, when CS-Direct installs the Cat egor y table (which is used by basic asset
types), it creates a property named cc. Cat egor yKey. Thecc. Cat egor yKey property
and any new property that you create appears on the User Defined tab rather than the
ContentCatalog tab.

Note

Be sure that you do not change the key value specified for any of the CS-
Direct content tables.
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The following table describes the content table property:

cc. cont ent key Specifies the name of the column that serves as the
primary key for content tables in the Content
Server database. Thisis a default setting that
applies to any content table that does not have a
table-specific property that sets a different primary
key for it.

Value set during installation of the CSEE content
applications: i d
Caution: Do not change the value of this property.

If you change it, the CSEE content applications
will not function.

To specify adifferent primary key for an individual
content table, create a table-specific key property
as described in the paragraphs preceding this table.

Database

The Database tab holds the both the general database configuration properties, properties,
such as database name and user access properties, as well as vendor-specific properties,
such as how the database interprets date/time values.

The database properties must be set to the same values on each of the systemsin your
CSEE system—devel opment, management, and delivery—so that you can move assets
and other work from one system to another.

Note
Database properties are set during Content Server installation.
Do not change the values of these properties after CSEE is installed.

If you are unsure about how or why values were determined, check with
your database administrator or whoever was responsible for installing
Content Server

These properties are documented here in alphabetical order:

cc. bi gi nt Specifies the SQL string for defining a 64-bit
integer field.

Possible values:

 Oracle: NUMBER(20)
* SQL Server: Bl G NT
« DB2: BIG NT

Do not change the value of this property.
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cc. bi gt ext Specifies the SQL string for defining alarge text
field.

Possible values:

* Oracle: CLOB

* SQL Server: TEXT

* DB2: LONG VARCHAR

Do not change the value of this property.

cc. bl ob Specifies the SQL string for defining aBLOB
(binary large object) field.

Possible values:

* Oracle: BLOB

* SQL Server: | MAGE
« DB2: LONG VARCHAR FOR BI T DATA

Do not change the value of this property.

cc. char Specifiesthe SQL string for defining aCHAR data
type.

Possible values:

* Oracle: CHAR

* SQL Server: CHAR

* SQL Server, multi-lingual Unicode:
NCHAR

« DB2: CHAR
Do not change the value of this property.

cc. datepicture Specifies how Content Server creates a date/time
literal.

Value: {ts ‘ $date’}
Do not change the value of this property.

cc.datetine Specifies the SQL string for defining a date/time
field.

Possible values:

» Oracle 8: DATE

* Oracle 9: TI MESTAMP

e SQL Server: DATETI ME
 DB2: TI MESTAMP

Do not change the value of this property.
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cc. doubl e Specifies the SQL string for defining adouble
field.

Possible values:

« Oracle: NUVBER( 38, 10)
« SQL Server: NUVERI C( 28, 10)
« DB2: FLOAT

Do not change the value of this property.

cc. forcel ower Specifies whether the column names for the tables
that Content Server creates have all lowercase
|etters.

Possible values:

* Oracleitrue
* SQL Server: f al se
e DB2: true

Do not change the value of this property.

cc. i gnoreThl Case Determines whether Content Server ignores case
when assessing table names.

Possible values: yes | no

For example, if “tablename” and “ TABLENAME"
would be considered different tablesin your
database, set this valueto no.

Possible values:

* Oracle yes

e SQL Server: yes

* DB2: yes

Do not change the value of this property.

cc. i nt eger Specifies the SQL string for defining a 32-bit
integer field.

Possible values:

« Oracle: NUMBER( 10)
e SQL Server: | NT
e« DB2: | NTEGER

Do not change the value of this property.

cc. maxvar charsi ze Specifies the maximum size of a varchar column
for your database.

Possible values:

» Oracle: 2000
e SQL Server: 8000
» DB2: 4000

Do not change the value of this property.
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cc. null Specifies the SQL string for defining afield which
allows NULL values; thisis nonstandard, though
most databases support NULL.

Possible values:

» Oracle: NULL
* SQL Server: NULL
 DB2: bl ank

Do not change the value of this property.

cc. numeric Specifies the SQL string for defining a numeric
field.

Possible Values:

» Oracle: NUMBER
* SQL Server: NUVERI C
« DB2: NUVERI C

Do not change the value of this property.

cc.primry Specifies the SQL string that defines a primary
key.

Possible values:

e Oracle: PRI MARY KEY NOT NULL

e SQL Server: PRI MARY KEY NOT NULL

e« DB2: PRI MARY KEY NOT NULL

Do not change the value of this property.

cc.renane Specifies the SQL string that renames atable in the
database, as required by your database vendor.

Possible values:

e Oraclerenane % to %2
e SQL Server: execute sp_renane %, R
e DB2:rename %1 to %@

Do not change the value of this property.

cc.smal lint Specifies the SQL string for defining a 16-bit
integer field.

Possible values:

« Oracle: NUMBER( 5)
e SQL Server: SMALLI NT
e« DB2: SVALLI NT

Do not change the value of this property.
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cc.stringpicture Specifies how Content Server creates a string
literal.

Possible values:
* Oracle: * $string’
* SQL Server:‘ $string’
» SQL Server, multi-lingual Unicode;
N ‘ $string’
* DB2:* $string’
Do not change the value of this property.

cc. uni que Specifies the SQL string for defining a unique
field.

Possible values:

e Oracle: UNI QUE NOT NULL

* SQL Server: UNI QUE NOT NULL
* DB2: UNI QUE NOT NULL

Do not change the value of this property.
cc. var char Specifiesthe SQL string for definingaVARCHAR
datatype.

Possible values: VARCHAR, for all supported
databases except SQL Server, multi-lingual
Unicode which is set to NVARCHAR

Do not change the value of this property.

cs. dbconnpi cture Specifies the format of the database connection
string used by JNDI datasources:

* WebLogic 6.1: $dsn
e SunOne: j dbc/ $dsn
* WebSphere 4.0: $dsn

Do not change the value of this property.

cs. dbtype Defines the type of database you are connecting to.
Do not change the value of this property.

cs. dsn Contains the database INDI data source name for
connecting to your database.

Do not change the value of this property.

cs. pri vpassword Specifies the password for the database account
name used for read/write access (cs. pri vuser).
The value is encrypted.
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cs. privuser Specifies the database account name to use for

read/write access to the database. The default value
isft user, which isset during installation.

For security reasons, be sure that your system is
not using the default user name/password
combination.

Debug (futuretense.ini)

The Debug tab holds the properties that enable various kinds of Content Server debug
logging (and one property for the DebugServer servlet). The ContentServer servlet writes
various error and status messagesto thef ut ur et ense. t xt filewhentheft. debug
property isset toyes.

Thef ut ur et ense. t xt fileislocated in the Content Server installation directory.
If you enable debug logging, note the following:

Delete or archivethef ut ur et ense. t xt file frequently because alarge log file can
affect Content Server performance.

Because enabling any of the debug logging options can affect performance, you
should not enable these options on a management or delivery system that islive.

By default, all debug log messages go into asingle log file, which can make
debugging more difficult. To put debug messages into a separate log file, set the
ft.dbl property toyes, which enables browser-based debugging. When this
property is set to yes, Content Server creates alog file for each browser |P address.
Each fileis stored in the same directory asthe f ut ur et ense. t xt fileandis created
using the following naming convention: f ut ur et ense. | Paddr ess. t xt .

You can then use the expor t | og argument of the CATALOGVANAGER tag to retrieve
the log file for the IP address of the browser that you are using.

These properties are documented here in alphabetical order:

ft.cachedebug Specifies whether Content Server writes

information about the resultset cache to the log
files.

Possible values: yes | no

ft. dbdebug Specifies whether Content Server writes

information about database activity to the log files.
Possible values: yes | no (default)
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ft.dbl Specifieswhether you can retrieve and examinethe
log filesin abrowser.

Possiblevalues: yes |no

If set to no (default), all debug messages are
written to thef ut ur et ense. t xt log file, which
you can examine in any text editor.

If set to yes, Content Server creates a separate log
file based on the | P address of the browser that you
are using.

ft.debug Specifies whether debug messages are written to
the ContentServer log file, f ut ur et ense. t xt .

Possible values: yes | no (default)

Note: Enabling debug logging can affect system
performance.

ft. debugport Specifies the port that DebugServer usesto
communicate with the template debugger utility.
The port number must be greater than 1024.

Default value: 1025

ft.eval debug Deprecated.

Specifies whether Content Server writes diagnostic
messages about the Eval Server servlet to the log
files.

Possible values: yes | no (default)
Leave this property set to no.

ft.eventdebug Specifies whether Content Server writes
information about event management processing to
thelog files.

Possible values: yes | no

ft.jspdebug Specifies whether Content Server writes
information about serving JSP pages to the log file.

Possible values: yes | no

ft.logsize Specifies the maximum size of the output log file
in bytes When it reaches this size, Content Server
empties the file and starts over.

Default value: 1000000

For example, 50000 indicates that the maximum
size of thelog fileis 50 KB. If you enable alarge
number of debugging options, set thisvalueto a
high number (such as 2,000,000) to prevent losing
useful entries before you have a chance to examine
them.
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ft. pgcachedebug

Specifies whether Content Server writes
information about page cache management to the
log files.

Possible values: yes | no

ft.ssdebug

Specifies whether Content Server writes
information about sessions to the log file.

Possible values: yes | no (default)

ft.syncdebug

Specifies whether Content Server writes
information about data cache synchronization
processing to the log file.

Possible values: yes | no

ft.timedebug

Specifies whether Content Server writess
information about evaluation timing to the log file.

Possible values: yes | no (default)

ft.xm debug

Emalil

Specifies whether Content Server writes messages
about XML template evaluation to the log file.

Possible values: yes | no (default)

If set to yes, comments that are written in elements
are also written to the rendered HTML file
displayed inthe browser. If set to no, commentsare
stripped out of the element when it is rendered and
they do not appear in the file displayed in the
browser.

The Email tab holds the properties that configure the Content Server e-mail system
features. Note that there is an additional property on the Preferencetabin
futuretense_xcel .ini that enablesthe CS-Direct workflow e-mail system that sends
notices to workflow participants when they are assigned assets through a workflow

process.

These properties are documented here in alphabetical order:

cs. emuni | account

Specifies the user account name to be used for
sending outgoing mail. Thisisthe account nameon
the SMTP server.

If SMTP authentication is required, you must set a
value for this property.

314



Chapter 11: Properties and Property Files

cs. emai | aut henti cat or Specifies the class that is used as the authenticator
for mail operations.
Default value:
com openmar ket . framewor k. mai | . | CSAut h
enti cator

cs. enmi | char set Specifies the default character set that is used for
the text in the subject of an e-mail message.
Examples:

e Latinl:text/htm ; charset=I SO 8859-1

¢ Japanese (Shift_JIS): text/htnl ;
charset=Shift _JIS

e UTF-8:text/htm ; charset=UTF-8
If thisisblank, thereis no default value.

cs.enmail contenttype Specifies the default character set that is used for
the text in the body of an e-mail message.
Examples:

e Latinl:text/htnl; charset=I SO 8859-1

* Japanese (Shift_JIS): text/htnl ;
charset=shift_JIS

e UTF-8:text/htm ; charset=UTF-8

If thisisblank, it revertsto the default t ext /
plain

cs. emai | host Defines the SMTP (e-mail server) host that is used
by the ContentServer servlet to create and deliver
e-mail messages.

A valid value isrequired to send or receive mail.

cs. enmi | password Specifies the password for the e-mail account used
by Content Server (specified by
cs. emai | account).

A valid value isrequired to receive mail.

cs.enmmilreturnto Specifies the e-mail address from which mail is
sent. That is, the e-mail address that appearsin the
From field of an e-mail message.

Use one of the following formats:

user @onai n. com _
Ful I Nane <user @onai n. conp

A valid valueisrequired to send mail.
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Export/Mirror

The Export/Mirror tab holds the properties that configure the Content Server Export and
Mirror APIsthat are used by the CS-Direct publishing system. These properties work in
conjunction with the properties located on the Publishing tab in the
futuretense_xcel .ini file whichisdescribedinthe“CS-Direct Property File”

section.

When configuring the publishing operations for your CSEE systems, think of your
individual systems (development, management, delivery) in the following terms:

e Source, which means the Content Server database that is the source for a publishing
session. Because you can mirror assets and site configuration information from any
CSEE system to any other CSEE, it is misleading to refer to the source as the CSEE

management system in all cases.

» Target, which means either the Content Server database that you are mirroring to or
the file server that you are exporting to.

For more information about publishing, see Chapter 8, “Managing the CSEE Publishing

System.”

These properties are documented here in alphabetical order:

cs.mrrorhttpversion

Specifies the HTTP protocol version to use to
communicate with the Content Server target
databases.

Default value; 1

Ccs. mrrorpassword

Specifies the password for the mirror user on the
target systems that this system publishesto.

You set this value when you set up your CSEE
system for publishing.

For information, see“ Configuring Your System for
Mirror to Server Publishing” on page 222.

CS. mi rrorproxyserver

Specifies the firewall server’s | P address or name
for the target system that this (source) system
publishes to when the target and the source are
separated by afirewall.

You set this value when you set up your CSEE
system for pubishing.

Possible values:

your _server _nane or
your _server _i p_address

For information, see* Configuring Your System for
Mirror to Server Publishing” on page 222.
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CS. mirrorproxyserverport Specifies the port number of the firewall server for
the CSEE system that this system publishes to
when thetarget system is separated from the source
with afirewall.

You set this value when you set up your CSEE
system for pubishing.

Possible value: port _nunber

For information, see* Configuring Your System for
Mirror to Server Publishing” on page 222.

CS. mrrorrowsperpost Specifies the number of table rows that can be
mirrored during each HTTP POST during amirror
operation

If you are mirroring data that contains URL fields,
you should set thisto alow number because web
serversimpose alimit on the size of post packets.

If you are mirroring data that contains only text,
you can set thisto a higher number.

Default value; 6

For best performance, do not increase this value
above 12.

Note: If your databaseis configured for UTF-8 and
holds non-ASCI content, you must set thisvalueto
4 or lower.

cs.mrrorthreads Specifies the number of threads to allocate to a
mirror operation.

Default value: 2

For best performance, do not increase this value
above 8.

cs. mrroruser Specifies the name of the mirror user on the target
system that this (source) system publishesto.

You set this value when you set up your system for
publishing.

For information, see* Configuring Your System for
Mirror to Server Publishing” on page 222.

cs. pgexport f ol der Specifies the base export directory for the HTML
filesthat are created when assets are published
with the Export to Disk delivery type.

» Windows NT example:
c:/ FutureTense/ export

 Solaris example:
/ export/ home/ Fut ur eTense/ pgexport
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JSP

The JSP tab holds the properties that supply information that Content Server references
when serving Java Server Pagesfiles. If your CSEE system uses WebL ogic, note that there
are additional, WebL obic-only, JSP propertiesin thej spref resh.ini file. See
“jsprefresh.ini (WebLogic Only)” on page 334.

These properties are documented here in alphabetical order:

CS

. ] spcl ear

Configuresthe Content Server engine to delete any
previously deployed JSP files and clear the
application server’sworking folder (temp and class
files) when the Content Server engine executes the
first JSP deployed by Content Server.

The working folder is defined by the application
server.

Possible values: t rue | f al se

CS

.j sppath

Specifies the virtua root (zone) for executing
deployed JSP pages. This property isused in
conjunction withcs. j spr oot , so thetwo
properties must be in sync.

The default value is synchronized with the
WebL ogic setting for cs. j spr oot and isset at
installation.

Do not change the value of this property after
installation.

Cs

.j sprefresh

When the Content Server engine deploys a new or
changed JSP element, the application server may
reguire specia processing to complete the
deployment of the JSP. In those cases, this property
specifiesthe name of the class which completesthe
deployment. In other cases, it isleft blank.

For WebL ogic 6.1, the default value is
com di vi ne. Wl 6speci al . For others, the
default is blank.

CSs

. j spr esponsew apper

Specifies whether the application server requires
the PrintWriter when it runs a JSP element. The
Content Server installation setsthisto an
appropriate value based on the type of application
server you are using.

Do not change the value of this property.

318



Chapter 11: Properties and Property Files

cs. j sproot Specifies the folder where the application server
expects to find JSP files. Some application servers
alow this value to be modified by using property
settings. WebL ogic defines

webl ogi c. htt pd. i nit Args for its JISPServlet
object.

Thecs. j sproot property isused in conjunction
with cs. j sppat h, so the two must bein sync and
both are set at installation.

Do not change the value of this property after
installation.

cs.j spwork Specifiesthe directory where classfiles are created
by the application server when executing JSP
pages. Thisisnot arequired property and can be
left blank, but it is normally set at installation.

Misc
The Misc tab holds miscellaneous properties such as the amount of idle time a connection

can have before Content Server logs out of a connection and whether Content Server loads
cache synchronization processing.

These properties are documented here in alphabetical order:

cs. charset Specifies avariable that can be included in HTML
forms as a hidden variable. The variable, which

gets set by the browser, specifies the text encoding
of the form data that Content Server must process.

Default value: _char set _
Do not change the value of this property.

cs.contenttype Specifies the default character set to use for HTTP
headers (streaming text).

Default value: t ext / ht Ml ; char set =UTF- 8

Specify avalue that is appropriate for the online
site that your CSEE system is delivering.

Examples:
e Latinl: text/htm ; charset=I SO 8859-1

* Japanese (Shift JIS): text/htnl;
charset=Shift _JIS
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cs. di sksi ze Specifies the size limit in bytes for keeping
uploaded filesin memory while they are being
posted. If an uploaded fileis larger than the value
specified, Content Server streamsit to atemporary
fileuntil it is finished evaluating a page. This
prevents excessive memory use and helpsto
prevent denial-of-service attacks.

Default value; 102400

cs. docunent ati on Specifies the URL of the CSEE documentation.

By default, this property is set to a FatWire
documentation web site.

If you prefer, you can download the most recent
documentation kit from that web site, install it
somewhere on your network, and then set this
property to point to that location rather than to the
FatWire documentation web site.

cS. HTTP_HOST Specifiesthe HTTP host for CSEE systems on
which the Web server does not reside on the
application server machine (that is, it isaweb
connector installation), or in cases where an
aternative web server is used to serve pages.

Use one of the following formats:

host nane: port
| Paddr ess: port

Default value: blank

cs. HTTP_PROTOCOL Specifies the HTTP protocol for CSEE systems
where the web server does not reside on the
application server machine (that is, itisaweb
connector installation), or in cases where an
aternative web server is used to serve pages.

Default value: blank, which means the protocol is
assumed to be http

Possible values: ht t p or ht t ps (or blank)
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cs.urlfilerollup Determines how changes to the files for URL
columns are tracked.

When thisvalueisset tot r ue, the previous
versions of the related file are tracked in a name
sequence. For example, if afile called

fil ename. t xt has been edited three times,
fil ename. t xt istheoldest, fi | enane, 1.t xt
isthe next oldest version, and f i | enane, 2. t xt
isthe current version.

When thisvalueisset to f al se, thefile name
toggles betweenf i | enane. t xt and
fil ename, 0.t xt on alternate updates..

Default value: f al se for WebLogic 7.1 andt r ue
for WebL ogic 6.1.

cs. xm f ol der Specifies the working directory for HTML
filtering. That is, if elements on your system use
the XMLFI LTER tag, temporary files are written to
this directory.

Default value: $HOVE/ Fut ur eTense/ xm t enp

Page Cache

The Page Cache tab holds the properties that configure Content Server’s page cache
settings. Content Server’s page cache is monitored and maintained by the CacheM anager.
CSEE caching enables you to cache both complete web pages and their individual
components (or pagelets).

To set up page caching on a CSEE system, you configure properties for the CacheM anager
and the CS-Satellite Satellite servlets. In addition, there are properties for configuring
BlobServer, the servlet that serves blobs and caches blobs both through Content Server
and the Satellite servlet.

For more information:

» Page caching — see the “Page Caching” chapter in the CSEE Developer’s Guide. This
chapter describes how Content Server’s Cache Manager, the Satellite Servlets, and the
BlobServer servlet interact and work together.

o CS-Satellite properties — see “ Satellite Server (futuretense.ini)” on page 326 and
“satellite.ini” on page 338.

» Resultset caching properties — see “ ResultSet Cache” on page 323.
» BlobServer properties — see “Blobs/Eval” on page 302.
The page caching properties are documented here in alphabetical order:
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cs. al waysusedi sk Specifies the default cache setting for page entries
in the Si t eCat al og table that have no
information in their cachei nf o column.

If set to yes, then each page served from Content
Server is cached to disk (the database), unless the
valuein that page entry’s cachei nf o column
specifies that it not be cached.

Default value: no

cs. freezeCache Specifies whether a cache maintenance event
should regularly remove expired pages from the
cache, or whether the expiration date of a page
should be checked only when that pageis
requested.

Set the value to yes if you do not want an event to
regularly remove expired pages from the cache.

Default value: no

cs. lltenlist Defines the file that is used for the ItemList
interface that is used by the Cache Manager. The
default value is provided for reference only:

COM Fut ur eTense. Export.|tenli st
Do not change the value of this property.

cs. nocache Provides you with the ability to disable all disk-
based page caching (pages will still be cached in
memory). Use this property to temporarily shut
down page caching when you are debugging your
sSite, but do not leave thisvaluesettot r ue on a
live system.

Default value: f al se

cs. pgCacheTi meout Specifies the number of minutes that the
CacheManager holds a page in the page cache. A
value of 0 (zero) disables timeout, which means
pages never expire. However, no matter what the
setting for this property, CacheM anager refreshesa
cached pageif the publishing system reportsthat it
published any of the assets on that page.

Default value; 1440
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cs. requiresessioncooki es | Specifieswhether session ID information can be
held in cookies or whether Content Server must
encode session datainto the links.

Default value: t r ue

Set tot r ue (the default) if Content Server expects
session cookies to be enabled. This allows all
pages to be cached and does not encode the session
id into any links. A value of f al se enables URL
rewriting, with a negative effect on page caching
performance.

cc. Syst enPageCacheTi meout | Specifies the number of minutes a cached page is
held in memory (cached pages are cached both to
disk and to memory).

Default value: 1440 (that is, 24 hours)

cc. Syst enPageCacheCSz Specifies the maximum number of pages that can
be cached in memory. Pages are cached both in
memory and to disk (database). This property
specifies the number of pages cached to memory,
not to disk.

Default value: 500

ResultSet Cache

The lowest level of cache support is database query, or resultset, caching. The ResultSet
Cache tab holds properties that configure Content Server’s resultset caching. For
information about resultset caching and queries on your CSEE system, see the “Data
Design” section in the CSEE Developer’s Guide.

The three main resultset caching propertiesarecc. cacheResul t s,

cc. cacheResul t sTi meout, and cc. CachResul t sAbs. They specify the default
number of resultsets to cache in memory, the default amount of time to keep resultsets
cached in memory, and how to calculate the expiration time.

The default values specified for these properties are used to determine how to cache the
resultsets of any table in the Content Server database that does not have table-specific
resultset caching propertiesfor it.

You can create three resultset caching properties for each table in the Content Server
database. Use the following syntax:

cc. <t abl enane>Csz=<nunber of resultsets>
cc. <t abl enanme>Ti neout =<nunber of m nutes>
cc. <t abl enane>Abs=<true or fal se>

You can create as many table-specific resultset caching properties as are needed to
implement your resultset caching strategy for each of your CSEE systems (which means
that the values for these properties are different on each system).

Most of the Content Server system tables have table-specific resultset caching properties
set for them by default. These properties are displayed on the ResultSet Cache tab.
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However, when you create new table-specific resultset caching properties, they are

displayed on the User Defined tab.

For information about page caching properties, see “Page Cache” on page 321. For
information about BlobServer caching properties, see “Blobs/Eval” on page 302.

The following table describes the properties that appear on the ResultSet Cache tab.
These properties are documented here in alphabetical order:

cc.cacheResul ts

Specifies the default number of resultsets to cache
in memory. Note that this does not mean the
number of recordsin aresultset, but the number of
resultsets.

Setting this value to -1 disables resultset caching
for al tables that do not have their own caching
properties configured.

Caution: Do not set thisvaueto -1. If you do, the
Content Server interface will fail to save assets

properly.
Possible values: n (number of resultsets)
Default value: 500

To set adifferent value for a specific table, create a
property for that table using the following format:

cc. <t abl enane>Csz=<nunber of
resul t set s>

cc. cacheResul t sAbs

Determines how to cal cul ate the expiration timefor
the resultsets in the resultset cache.

If thevalueissettot r ue, the expiration timefor a
resultset is absolute. For example, if

cc. cacheResul t sTi meout isset to 5 minutes,
then 5 minutes after the resultset was cached, it is
flushed form the cache.

If thevalueissettof al se, the expiration time for
aresultset isbased on itsidletime. For example, if
cc. cacheResul t sTi meout isset to 5 minutes,
the resultset is flushed from the cache 5 minutes
after the last time it was requested rather than 5
minutes since it was originally cached.

To set thisvalue for a specific table, create a
property for that table using the following format:

cc. <t abl enanme>Abs=<true or fal se>
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cc. cacheResul t sTi neout Specifies the number of minutesto keep aresultset
cached in memory.

Setting this value to -1 means that thereis no
timeout value for tables that do not have their own
caching properties configured.

Possible values: n (in minutes), or -1 to disable for
tables that use this default setting.

Default value: 5

To set thisvalue for a specific table, create a
property for that table using the following format:

cc. <t abl enane>Ti meout =<nunber of
n nut es>

cc. El enent Cat al 0ogCSz Specifies the number of resultsets to cache against
the El enent Cat al og table.

For best performance this value should be set to the
number of rows in the table.

Default value: 1000

cc. El enent Cat al ogTi meout Specifies the number of minutesto keep idle
resultsets for the El ement Cat al og tablein the
resultset cache.

Use -1 to disable timeout.
Default value: 60

cc. Si t eCat al 0gCSz Specifies the number of resultsets to cache against
the Si t eCat al og table.

For best performance, this value should be set to
the number of rows in the table.

Default value; 1000

cc. Si teCat al ogTi meout Specifies the number of minutesto keep idle
resultsets for the Si t eCat al og tablein the
resultset cache.

Use -1 to disable timeout.
Default value: 60

cc. Syst emACLCSz Specifies the number of resultsets to cache against
the Syst emACL table.

For best performance, this value should be
proportional to the number of rowsin the table.

Default value: 25

cc. Syst emACLTi neout Specifies the number of minutesto keep idle
resultsets for the Syst emACL table in the resultset
cache.

Default value: -1, which disables timeout for this
table
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cc. Syst em nf 0CSz Specifies the number of resultsets to cache against
the Syst el nf o table.

For best performance, this value should be set to
the number of rows in the table.

Default value; 500

cc. Syst em nf oTi meout Specifies the number of minutes to keep idle
resultsetsfor the Syst em nf o tablein the resultset
cache.

Default value: -1, which disables timeout for this
table.

cc. Syst enlUser sCSz Specifies the number of resultsets to cache against
the Syst emJser s table.

For best performance, this value should be
proportional to the number of rowsin the table.

Default value; 100

cc. Syst emJser sTi meout Specifies the number of minutesto keep idle
resultsets for the Syst enJser s tablein the
resultset cache.

Default value: -1, which disables timout for this
table.

ft.filecheck Specifies whether Content Server verifies the
timestamp on data held in an upload field each time
an item (like an element) with uploaded datais
requested.

On amanagement or delivery system, the same
items are requested repeatedly and setting this
value set to yes can slow the performance of the
system. Set this property to no on management or
delivery systems. You can setittoyes ona
development system.

Default value: no

Satellite Server (futuretense.ini)

The Satellite Server tab holds properties that describe how to communicate with any of
the Satellite servlets (CS-Satellite), whether they are running locally or on remote servers.

Additionally, because CS-Satellite is installed by default on the server that hosts your
Content Server application, each CSEE system aso hasasatel | i te.ini filethat
configures the local Satellite serviet. (Note that when CS-Satelliteis also running on a
remote server, that server also hasasatel i te. i ni file.) For information about the
propertiesin that file, see “satellite.ini” on page 338.

The following table describes the properties on the server that hosts Content Server that
support communications with all Satellite servlets.
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Thevaluefor each property isa comma-separated list. The ordinal position of an item
in the list iswhat associates the host, user name, and password for each Satellite servlet.
For example, the third host named incs. sat el | i t ehost s isaccessed using the third
user account namedincs. satel | it eusers, giving thethird password listed in

cs.satellitepassword.

For more information about setting these properties, see the book Installing CS-Satellite.
These properties are documented here in alphabetical order:

cs.satellitehosts

Specifies the host names of the serversthat are
hosting Satellite servletsthat the CacheM anager on
this server (the one that hosts Content Server)
needs to communicate with.

Enter acomma-separated list of host names. The
value for each host must include the path to the
Content Server servlets.

Use the following format:
http://host nanme: port/servl et/

You can use https or special ports, if necessary. If
required by your configuration, be sureto specify a
fully-qualified domain name.

The Satellite servlet that resides on this server is
listed by default.

cs.satellitepassword

Specifies the passwords for the user accounts
specified by thecs. sat el | i t eusr s property.
Note that the password for the Satellite servlet on
this server islisted by default.

The value of this property is encrypted asasingle
string. Therefore, when you edit the value of this
property, you must enter all the passwords for all
the Satellite servlet hosts, including the comma
delimiter.

Enter acomma-separated list of passwords in the
order that matches the order in which you enter the
corresponding usersforthecs. satel | i t eusers
property. Be sure that the order of thislist also
matches the order of the list of host names
provided for thecs. sat el | i t ehost s property.

cs.satelliteusers

Specifies the user names for the CS-Satellite hosts.
Note that the user name for the Satellite servlet on
this server islisted by default.

Enter acomma-separated list of user namesin the
order that matches the list of passwords that you
specified for thecs. satel | i t epassword

property.
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satel lite. bl ob. cachecontr | Specifiesadefault value for thecachecontr ol

ol . defaul t parameter for thesat el | i te. bl ob, and
RENDER. SATELLI TEBLOB tags and their JSP
equivalents.

Default value: blank

Set this property to avalue that is appropriate for
the majority of your blobs, and then use the
cachecontrol parameter with the

satel lite. bl obandRENDER. SATELLI TEBLOB
tags to override this value for individual blobs.

Use the following format to set avalue:

hour s: m nut es: seconds daysOf Week/
daysOf Mont h/ nont hs

For more information about this format, see the
description of the expi r at i on property in the
section “satellite.ini” on page 338.

satel | ite. page. cachecontr | Specifiesadefault value for the cachecont r ol

ol . def aul t parameter for thesat el | i t e. page, and
RENDER. SATELLI TEPAGE tags and their JSP
equivalents.

Default value: blank

Set this property to avalue that is appropriate for
the magjority of your pages and pagel ets, and then
usethecachecont rol parameter with the

satel | ite. page and RENDER. SATELLI| TEPAGE
tags to override this value for individual pages and
pagelets.

Use the following format to set avalue:

hour s: m nut es: seconds daysOf Week/
daysOf Mont h/ nont hs

For more information about this format, see the
description of the expi r at i on property in the
section “satellite.ini” on page 338.

Search

The Sear ch tab holds properties that Content Server uses to obtain configuration
information about your third-party search engine, if your CSEE system uses one. If your
organi zation purchased one of the search engine modules, it was installed when your
CSEE system was installed.

Although the Sear ch tab displays all the properties for both third-party search engine
modul es, this section organizes them by search engine.
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The AltaVista properties are documented here in alphabetical order:

av. cj kquery

Specifies whether AltaVista must handle queries
that use Chinese, Japanese, or Korean characters.

Default value: no

Settoyes if your CSEE system islocaized for
Chinese, Japanese, or Korean.

av. def aul ti ndex

Specifies the AltaVista search index to open if
noneis specified asan XML parameter.

av. di ctionarypath

Specifies the full path to thedi cti onary file
located in the doc_convert er s subdirectory.

av. license

Specifies an explicit license value. This property
existsonly if you have obtained your own license
for the AltaVista search engine. It replaces

av. oenkeyt ype.

av. oenkeyt ype

Specifies one of the two embedded keys:

For a management system, set thisvalue to
managenent to alow up to 5 million entries. You
are not authorized to use this value on adelivery
site where there is public access.

For adelivery system, set thisvalueto del i very
to allow up to 250,000 entries. If you need more
entries, you must obtain a specific license from
AltaVistaand usetheav. | i cense property
instead of this one.

cs. searchengi ne

Verity

Specifies the search engine. Set this property to AV.

The Verity properties are documented here in alphabetical order:

cs. sear chengi ne

Specifies the search engine. Set this property to
Verity.

verity. charset

Specifies the name of the locale to use for all
internal Verity engine operations. This property
corresponds to a subdirectory of the common
directory where the locale is defined. The property
isoptional.

verity. debug

Controls whether the Verity Search Engine should
put debug messages into the log file.

Possible values: yes | no
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verity. defaul ti ndex The Verity search index to openif noneis specified
as a parameter for an XML or JSP tag or Java
method.

verity. def aul t par ser Specifies the default parser.
Possible values:

* Sinple
e FreeText
¢ Bool Pl us

verity. know edgebasepath | The pathto the Verity topic that isused for queries.
This property is optional.

verity.organi zation The organization specified in your Verity
Information Server License Key. This property is
case-sensitive and space-sensitive.

verity. path The path to the Verity Information Server directory.

verity.signature The signature text as specified in your Verity
License Key. This property is case- and space-
sensitive.

verity.tenpl atepath The path of the Verity vdktemplate directory. This

isasubdirectory of the FutureTense directory. For
example, in Windows NT:

C:\ Fut ur eTense\ vdkt enpl at e
and in Solaris:
/ export/ home/ Fut ur eTense/ vdkt enpl at e

User Defined (futuretense.ini)

The User Defined tab displays custom properties that are not created by the core Content
Server product but that it and the CSEE content applications use. This tab displays the
following kinds of properties:

» Thereare two custom properties for the sample site if the Content Server portal
sample siteisinstalled.

» For each of the CSEE content applications that are installed, a custom property that
specifies the version number of that application.

» Properties that specify the name of the primary key column for a content table
(catalog). For information about content tables, see the “Data Design” section in the
CSEE Developer’s Guide. The installation program for CS-Direct creates custom
properties of thistype.

» Custom properties that specify resultset caching settings for individual tablesin the
Content Server database. The installation program for CS-Direct creates custom
properties of thistype.
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Thefollowing table lists all of the properties that any of the CSEE products create in the
futuretense.ini file, which meansthat they appear on the User Defined tab. Note
that your system may have additional propertiesthat are not included in this list.

These properties are documented here in alphabetical order:

CcC.

Asset TypeCSz

The number of resultsets to cache against the
Asset Type table, an object table that is created by
the CS-Direct installation.

Default value: 50

CccC.

Cat egor yCSz

The number of resultsets to cache against the
Category table, an object table that the CS-Direct
installation creates for asset types.

Default value: 50

CcC.

CheckOQut | nf oKey

The primary key of the CheckQut | nf o table, a
content table that the CS-Direct installation creates
for itsimplementation of revision tracking.

Value: checkout
Do not change the value of this property.

CccC.

Conpar at or sKey

The primary key of the Conpar at or table, a
content table that the the CS-Direct installation to
hold field comparator classes.

Value: nane
Do not change the value of this property.

CcC.

M nmeTypeKey

The primary key of the M neType table, acontent
table that the CS-Direct installation creates to store
the mimetypes of the documents that it handles.

Value: m net ype
Do not change the value of this property.

CcC.

Sour ceKey

The primary key of the Sour ce table, a content
table that the CS-Direct installation creates for
asset types.

Value: sour ce
Do not change the value of this property.

CccC.

St at usCodeCSz

The number of resultsets to cache against the
St at usCode table, a content table that the CS-
Direct installation creates for asset types.

Default value: 10

CcC.

St at usCodeKey

The primary key of the St at usCode table.
Value: st at uscode
Do not change the value of this property.
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anal ysi sconnect or. ver si on | The version number of Analysis Connector, if it is
installed.

Do not change the value of this property.

cat al ogcentre. version The version number of CS-Direct Advantage, if it
isinstalled. CS-Direct Advantage was named
Catalog Centrein previous versions of the product.

Do not change the value of this property.

conmmer ceconnect or . ver si on | The version number of the Commerce Connector
utility, if it isinstalled.

Do not change the value of this property.

contentcentre. version The version number of CS-Direct if it isinstalled.
CS-Direct was named Content Centre in previous
versions of the product.

Do not change the value of this property.

i mage.tine A property that holds a caching value that is passed
tosatellite.blobandsatellite.linktags
in the Content Server portal sample.

Thedefaultis5: 0: 0 */*/*, which means that
the images and stylesheet in the sample portal
expire every day at 5:00 am.

mar ket i ngst udi 0. ver si on Theversion number of CS-Engage, if itisinstalled.
CS-Engage was named Marketing Studio in
previous versions of the product.

Do not change the value of this property.

page.tine A property that holds a caching value that is passed
tosatel | ite. page tagsin the Content Server
portal sample.

The default is:

*.0,5, 10, 15, 20, 25, 30, 35, 40, 45, 50, 55: 0
* [ *]*, which means that the portal sample pages
expire every five minutes.

soap. bi nar yRowsType A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. i Li st A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.
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soap. | i keconstrai nt A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. | i strowst ype A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. nest edconst rai nt A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. rangeconstr ai nt A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. ri cht ext constrai nt A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. searchstate A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. st andar dconst r ai nt A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. stringrowstype A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. url rowst ype A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.

soap. URLType A CS-Direct system property used to instantiate
server-side objects in response to SOAP requests
made by web services.

Do not change the value of this property.
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jsprefresh.ini (WebLogic Only)

Thej sprefresh.ini fileholds propertiesthat provide additiona information that
Content Server needs in order to serve JSP files correctly when your application server is
WebL ogic. See aso the properties in the section “JSP” on page 318.

These properties are documented here in alphabetical order:

app Specifies the name of the application that was
created in WebL ogic to refer to Content Server.

Thisvaueis set during installation. It should
match the value set for the conponent property.

conponent Specifies the name of the application that was
created in WebL ogic to refer to Content Server.

Thisvaueis set during installation. It should
match the value set for the app property.

domai n Specifies the domain in which WebLogic is
configured.

Thisvaueisset during installation.

password Specifies the password for the user account for the
WebL ogic Admin Server. Thisvaueis encrypted.

Thisvaueisset during installation.

url Specifies the URL at which you access WebL ogic.

Thisvalueis set during the installation of a CSEE
system and it follows this format:

http://servernane: port

user Specifies the user name of the user account for the
WebL ogic Admin Server.

Thisvaueisset during installation.

versi on Specifies the version number of the WebL ogic
server.

If you are using WebL ogic 6.1, set it to 6.
If you are using WebLogic 7.x, setitto 7.
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Idap.ini

If your CSEE system is using the LDAP user manager module, thel dap. i ni fileis
present on the system. Thisfileis created by the person who installs your CSEE system
and it holds properites that identify the LDAP directory server.

There are additional user manager/directory services propertiesin two other property files.
See also the following sections in this chapter:

e “dirini” on page 287, which describes the propertiesin thedi r. i ni file

e “Authentication” on page 297, which describes the properties on the
aut henti cati on tab of f ut ur et ense. i ni

Authentication (Idap.ini)

The Authentication tab holds the main configuration properties for identifying the LDAP
directory server.

LDAP. Gr oupsBase Specifies the base distinguished name under which
the user groups that map to Content Server ACLs
must be located if they are to be found.

For example: ou=gr oups, dc=Fat Wr e, dc=com

LDAP. GUI D Specifies the value of the LDAP user manager
plug-in's AppLogic GUID.

Do not change the value of this property.

This property is provided as a convenience to the
installers. They can copy this value and then paste
itintothef ut uretense.ini filefor the

cs. manageUser property rather than having to
type it manually.

LDAP. Host Specifies the host name of the LDAP server used
for user authentication.
LDAP. Por t Specifies the port number of the LDAP server used

for user authentication.

LDAP. Pri vPasswor d Specifies the password of the user specified by the
LDAP. Pri vUser property.

If thereisno value set for the LDAP. Pri vUser
property, do not specify avalue for this property.
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LDAP. Pri vUser If the LDAP directory server does not allow
anonymous access for attribute queries, specify the
distinguished name of the user account that
Content Server should use. This user must have
access to search the base groups distinguished
name for members.

The value for this property must be the fully
qualified distinguished name of a user with the
required access rights.

If the LDAP directory server allows anoymous
access, leave this value blank.

LDAP. User Base Specifies the base distinguished name under which
the Content Server user names must be located if
they are to be found.

For example: ou=peopl e, dc=Fat Wr e, dc=com

Note: Set this to the lowest level in the directory
hierarchy that you can.

Schema (Idap.ini)

The Schema tab holds attribute-mapping properties. You use these properties to specify
how a user attribute that CSEE usesis identified in the directory server.

cn Specifies the name of the group attribute that
designates the group name.

Possible values:
iPlanet: cn
Active Directory: cn

uni quenenber Specifies the attribute that designates a group
assignment.

Possible values:
iPlanet: uni quenmenber
Active Directory: menber

user nane Specifies the name of the user attribute that holds
the user name (that is, the login ID).

Possible values:
iPlanet: ui d
Active Directory: sAMAAccount Nane
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logging.ini

Thel oggi ng. i ni file holds properties that configure the Logging module. This module
can handle logging messages of other modules, but, at present, only the Directory Services
API uses the Logging module.

The Logging module writes messagesto the f ut ur et ense. t xt file.

In addition to a User Defined tab (which holds no properties by default), this file has two
other tabs:

e Global Data (logging.ini)
* Message Resources

Global Data (logging.ini)
The Global Data tab holds one property:

log.filterLevel The severity threshold that determines the amount
of messages that the Logging module writes to the
log.

Possible values:

* i nf o: writes all informational, warning, error,
severe, and fatal messages.

 war ni ng: excludes informational messages;
writes warning, error, severe, and fatal
messages.

* error: excludes warning and informational
messages,; writes error, severe, and fatal
messages.

* sever e: excludes error, warning, and
informational messages; writessevere and fatal
messages.

 fatal : writesfatal messages only.

Message Resources

The M essage Resour ces tab holds properties that provide logical mappings for the
message bundles that various components of the applications use the Logging module to
locate, deliver, and report.

Do not change any of the values on thistab.

| og. Directory. nessages The Javaresource bundle to use for the Directory
Services API.

The default is
com openmar ket . di rectory. Di rect oryRes
our ces.

Do not change the value of this property.

337



CSEE Administrator’s Guide

| 0g. Logger . nessages The Javaresource bundle to use for the Logging
module.

The default is
com openmar ket . di rect ory. Logger Resour
ces.

Do not change the value of this property

| og. nodul e. messages The Javaresource bundle to use for other modules.
For example, the WebM ethods middleware uses a
property named

| og. went connect or . messages.

satellite.ini

Thef ut uret ense. i ni fileon each CSEE system has properties that inform that CSEE
system how to connect to the servers hosting CS-Satellite. Each server that hosts a CS-
Satellite application has a property file that configures the Satellite servlet that it controls.
Thisfileisnamedsatel lite.ini.

Thesatellite.ini fileislistedin this section with the Content Server property files
because each CSEE system has a Satellite servlet running on it, which means that each
CSEE systemhasasat el | i te. i ni file. When the Satellite servlet isrunning in the
same virtual machine as the ContentServer servlet, it is said to be “ co-resident.”

In addition to the User Defined tab (which has no properties by default), this property file
has the following tabs:

e Caching

e Configuration
* Remote Host
e Session

Caching
The Caching tab holds the CS-Satellite cache settings.

Thefil e_si ze property can significantly influence performance. To optimize
performance, try to maximize the amount of memory caching. However, be sure that you
do not exceed the host's memory capacity.

If you have lots of memory or arelatively small web site, FatWire recommends caching
everything to memory by setting alarge value. However, in calculating whether your
entire web site can fit in memory, remember that expired web pages stay in memory until
explicitly removed or until the cache cleaning thread removes them. Be sure to consider
this fact when you set the value of the cache_check_i nt er val property.
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These properties are documented here in alphabetical order:

cache_check_i nt erval Specifies how frequently, in minutes, the cache-
cleaning program (thread) runs to delete expired
pages and blobs.

Default value: 3600

cache_debug Specifies whether status messages about the cache
are written to the Java console (a UNIX shell).

Default value: f al se

cache_f ol der Specifies the directory for that pages are cached to.

Default value: $Sat el | i t eSer ver Root / okt /
satellitel/ cache

For best performance, specify adirectory that ison
the same drive asthe\ onkt directory.

cache_f ol der _persi st For Satellite servlets that are hosted on separate
servers, indicates whether the cacheis cleared
when the server is restarted or whether the cache
that was present when the server was shut down
should be rel oaded when the server is rel oaded
again.

Default value: f al se

Thisfeatureis not yet fully developed. Therefore,
do not change the default value.

cache_max Specifies the maximum number of objects
(pagelets and blobs) that can be cached at atimeto
both memory and disk cache.

Default value; 500
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expiration The default expiration time from for pages,

pagel ets, and blobs when a cache expiration value
is not specifically set for that item by the tag that
generated the item or through the

satel lite. page. cachecontrol.default or
satellite. bl ob.cachecontrol.default
propertiesinthef ut ur et ense. i ni file.

Note the the value of this property is always used
to determine the expiration time for a page that is
generated by a URL rather than atag.

Default value; 5: 0: 0 */*/ *

This means that everything in the CS-Satellite
cache expires every day at 5:00 am.

The format is as follows:

hour s: m nut es: seconds daysOf Week/
daysOf Mont h/ nont hs

Possible values:

* hours: 0 through 23, where 0 is midnight

» minutes: 0 through 59

* seconds. 0 through 59

« days of week: 0 through 6, where 0 is Sunday
* days of month: 1 through 31

» months; 1 through 12

Other possible values:

* never, which meansthe page can expire only if
the cacheisfull and it isthe least recently used
page

* i mredi at e, which meansto never cache the
page

Because at |east the first web page that visitors use
to enter your online siteis retrieved from a URL,
FatWire recommends the following cache timeout
strategy:

* Set the value of this property to avalue
appropriate for that first, entry page.

» Besureto set adefault timeout value for the rest
of your pages and blobs with the
satellite. page. cachecontrol.default
and
satellite. bl ob.cachecontrol . default
propertiesinthef ut ur et ense. i ni file.

» Usethecachecont rol parameter for the
satellite.page,satellite.blob,
RENDER. SATELLI TEPAGE, or
RENDER. SATELLI TEBLOB tagsto override the
default timeout values for individual pages and
blobs as appropriate.
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file_size

Configuration

Specifiesthe caching size in kbytes that determines
the type of caching.

CS-Satellite caches to disk any pagelet or blob
larger than this size and caches to memory any
pagelet or blob smaller than this size.

Thisisatuning parameter that will require some
experimentation on your system.

A vaue of 0 causes all filesto be cached to disk.

The Configuration tab holds the properties that configure the Satellite servlet.
These properties are documented here in alphabetical order:

bl ockti nmeout

Specifies the number of seconds arequest will wait
when another thread isin the process of requesting
the same data from the host.

The default is 45. A value of -1 means wait until
the previous thread returns.

A vaue of 0 means never wait. This value must be
tuned based on the host performance, average
regquest size, and network latency.

It is safe to use alarge number or -1.

control _url System property.
Do not change the value of this property.
control _refresh_interval System property.

Do not change the value of this property.

password

The password for the user name specified by the
username property. This value is encrypted.

Default value: f t user

Be sure to change the username and password from
the defaults.

r eadt i neout

Specifies the number of milliseconds that the
Satellite servlet waits for Content Server to fulfill a
request. A value of 0 leaves the timeout to the Java
runtime environment. A value of 3000 setsa 3
second wait time.
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servl et The name of the Satellite servlet. It isused when
links are constructed that access the Satellite
servlet directly.

The default valueisSat el | i te.

Thisisthelocally registered name of the
com opennar ket . Satel | i te. Sat Server
classinther esi n. conf file.

servl et -path The default servlet path of the application server
that is running the Satellite servlet.

For most application servers, including Sun ONE,
itis/servlet/

For iPlanet Application Server (iIAS) itis

/ NASApp/ cs/

user nane The user name for the CS-Satellite user.
Default value: f t user

Be sure to change the username and password from
the defaults.

Remote Host

The Remote Host tab holds properties that define the communications rules between CS-
Satellite and Content Server. These properties are documented here in a phabetical order:

appserverlink Theinitial string in Content Server URLsthat is
replaced to create a CS-Satellite URL.

For most application servers, including Sun ONE,
itis/ servl et/ Cont ent Server ?

For iPlanet Application Server (IAS) itis

/ NASApp/ cs/ Cont ent Server ?

bservice The pathname portion of the Blob Server URL for
retrieving blobs.

For most application servers, including Sun ONE,
itis/ servl et/ Bl obServer.

For iPlanet Application Server (iIAS) itis

/ NASApp/ cs/ Bl obSer ver

host The name of the host system running Content
Server.

Thisisrequired and there is no defaullt.

342



Chapter 11: Properties and Property Files

formacti on The middle string to be replaced when converting
form action URL s from the ContentServer servlet
to create a corresponding URL for the Satellite
servlet.

For example: f or mact i on="Cont ent Ser ver
Thisvaueis case sensitive.

newf or mact i on The string that replaces the form action string
removed as specified by f or mact i on.

For example: newf or macti on="Satel lite
Thisvalueis case sensitive.

pattern Set to pagenane.
Do not change the value of this property.

port The port number for communicating with the
Content Server host.

The default is 80.

pr ot ocol The communication protocol between the CS-
Satellite host and the Content Server host.
(Generally http:// or https://).

Note that setting the protocal to https:// will not, in
itself, ensure secure communications. You will still
need to get a certificate.

service The pathname portion of the Content Server URL.

For most application servers, including Sun ONE,
itis/ servl et/ Cont ent Ser ver.

For iPlanet Application Server (iIAS) itis

/ NASApp/ cs/ Cont ent Ser ver.

Session

The Session tab holds properties that provide information about how the Satéllite servlet
should interpret a user’s browser session.

cooki eprefix Specifies the name of the Content Server
application server’s cookie. This cookie maintains
browser sessions for users.

Be sure that your Content Server application
server’s cookie name isincluded in the value for
this property.
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shar esessi on Specifies whether the ContentServer servlet and
the Satellite servlet share the user session.

When CS-Satelliteis co-resident, set this property
tot r ue so that user-specific information is
consistent between pages.

When CS-Satelliteisinstalled in a separate virtual
machine or a separate machine, set this value to
fal se.

xmles.ini

Thexm es. i ni fileconfiguresthe CS-Bridge XML modulethat isinstalled as part of the
core Content Server product.

In addition to the User Defined tab (which has no properties by default), this property file
has the following tabs:

* General Properties
e Parsing
* Inbound Handlers

General Properties

we. i cUpl oadDi r Specifies the path to the base directory where all
CS-Bridge XML documents entered in the
InBound, OutBound and DTD catal ogs are stored.

Default value: c: / Fut ur eTense.

Parsing

wc. enabl eCacheRet Specifies whether or not the DTD should be
returned from the cache if the remote system is
down.

Default value: t r ue

Settof al se if you want the default parser
behavior instead.

we. val i date Specifies whether an incoming document must
specify agrammar. When set tof al se, the
incoming document must be well-formed XML
only (no grammar is required).

Default value: f al se
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nunHandl er s

Specifies the number of inbound handlersto be
configured.

Possible values. an integer greater than 0

This value also specifies how many

I nboundHandl er properties appear on thistab
(the Inbound Handler stab). If you set this value
to 2, there are two additional properties on the tab,
one for each handler, named | nboundHander 0
and | nboundHand| er 1.

| nboundHandl| er 0,
I nboundHanl! der 1, and so on

The class that implements the inbound handler.
Handlers are invoked in order, starting with
I nboundHandlerO.

Default value;

com openmar ket . xm es. handl er s. HTTPPos
t Handl er.
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CS-Direct Property File

CS-Direct installs one property file: f ut ur et ense_xcel . i ni . It aso inserts custom
properties onto the User Defined tab in the futuretense.ini file, as described in “ User
Defined (futuretense.ini)” on page 330.

futuretense_xcel.ini

The futuretense_xcel.ini file isthe only property file for CS-Direct. This section presents
the propertiesin the f ut ur et ense_xcel . i ni file grouped by the tab that represents
their functiona group.

The tabs are documented here in alphabetical order:
e Asset Default

» Debug (futuretense xcel.ini)

* Element Override

 KeyView

* Preference

* Publishing

e Xcelerate

Asset Default

The Asset Default tab holds properties that are used to define certain default details about
asset types—such as cache information, default ACLs, and whether eWebEditPro is
present—and properties that define alternate strings for field names when an asset is
displayed by remote clients like CS-Desktop and CS-DaocL.ink.

These properties are documented here in alphabetical order:

xcel erate. Article.description Specifies the string to use as the |abel for the field
that representsthe descri pti on column for
assets of type Article (a sample site asset type)
when it isdisplayed by aremote client.

Default value: Headl i ne

xcel er at e. asset . cr eat edby Specifies the string to use as the label for the field
that represents the cr eat edby column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Cr eat ed By

xcel erat e. asset . creat eddat e Specifies the string to use as the |abel for the field
that representsthecr eat eddat e column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Creat ed On
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xcel erat e. asset . description Specifies the string to use as the label for the field
that representsthedescr i pt i on column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Descri ption

xcel erat e. asset . enddat e Specifies the string to use as the |abel for the field
that representsthe enddat e column for asset types
created with AssetMaker or FlexFamilyMaker
when thefield is displayed by a remote client.

Default value: End Dat e

xcel er at e. asset . nane Specifies the string to use as the label for the field
that represents the name column for asset types
created with AssetMaker or FlexFamilyMaker
when the field is displayed by aremote client.

Default value: Namre

xcel erate. asset. Publ i st Specifies the string to use as the |abel for the field
that representsthe Publ i st column for asset types
created with AssetMaker or FlexFamilyMaker
when thefield is displayed by a remote client.

Default value: Si t es

xcel erat e. asset . si zeof nanefi el d | Specifiesthelength of the Namefield for basic and
flex asset types.

For 4.0 or later releases thisvalue is set to 64.

For installations that have been upgraded from
releases earlier than 4.0, thisvalue is usually set to
32.

xcel erate. asset.startdate Specifies the string to use as the label for the field
that represents the st ar t dat e column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Si t es

xcel erat e. asset. status Specifies the string to use as the |abel for the field
that represents the st at us column for asset types
created with AssetMaker or FlexFamilyMaker
when thefield is displayed by a remote client.

Default value: St at us

xcel erate. asset.tenpl ate Specifies the string to use as the label for the field
that representsthet enpl at e column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Tenpl at e
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xcel er at e. asset . updat edby Specifies the string to use as the label for the field
that represents the updat edby column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Modi fi ed By

xcel erat e. asset . updat eddat e Specifies the string to use as the |abel for the field
that representsthe updat eddat e column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Modi fi ed On

xcel erat e. asset. wor kfl ow d Specifies the string to use as the label for the field
that represents the wor kf | owi d column for asset
types created with AssetMaker or
FlexFamilyMaker when the field is displayed by a
remote client.

Default value: Wor kf | ow Pr ocess

xcel er at e. body. | engt h Specifies the number of charactersthat are stored
for the Body fieldinthe Arti cl e tablein the
ur | body column.

Dataentered inthe Body field for an article asset (a
sample site asset type) iswritten to the ur | body
column. Because thisisaURL column, that datais
actually stored as afile outside of the Content
Server database.

However, the first n number of characters, where
n equalsthe value specified for this property, is
also stored in the body column so that you can
search for text in the body of an article asset with
the search feature in the Content Server interface.

Default value: 1000

The maximum values; 256 for Windows NT or
Windows 2000; 2000 for UNIX.

If this property is missing or is not set, CS-Direct
uses the value from thethe cc. naxvar char si ze
property inthef ut ur et ense. i ni fileinstead.

xcel erat e. def aul t acl Specifiesan ACL that is automatically assigned to
page entriesin the Si t eCat al og table when they
are created.

Default value: blank

xcel er at e. def aul t cachei nf o Specifies the default value that is set for the
cachei nf o column for page entriesin the
Si t eCat al og table when they are created.

Default value: t r ue, *
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xcel erat e. def aul t pagecriteria

Specifies the page critera variables that can be set
by default for template and SiteEntry assets. While
you can add variables to this list, do not delete any
of the default values.

Default value: c, ci d, p, render node

For definitions of these variables and for more
information about page criteriavariablesin
general, see the CSEE Developer’s Guide.

xcel erat e. ewebedi t pro

If you have purchased the eWebEditPro HTML
editor and your developers have designed asset
typesthat useit, this property specifies the location
of theewebedi t pro. j s file.

For more information, see “Configuring
eWebEditPro” on page 187.

xcel erate. | mage. descri ption

Specifies the string to use as the label for the field
that representsthe descri pti on column for
image assets when they are displayed in the user
interface.

Default value: Capt i on

xcel er at e. MaxLi nks

Specified the number of links that could be
included in alinkset, an old asset type that is no
longer used.

Debug (futuretense_xcel.ini)

The Debug tab holds properties that enable the various CS-Direct debugging utilities.
These properties are listed in alphabetical order, rather than the order in which they appear

on the tab:

xcel er at e. approval debug

Specifies whether Content Server logs information
about the approval subsystem. When set to on,
information about the approval system iswritten to
futuretense. txt.

Default value: of f

am debug

Specifies whether AssetM aker logs debugging
information about the asset types it makes. When
set to on, information about the creation of asset
typesiswritten to thef ut ur et ense. t xt file.

Default value: of f
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asset . debug

Element Override

Specifies whether CS-Desktop and the Export
Assetsto XML publishing method log debugging
information when they manipulate assets. When
set to on, information about the manipulation of
assetsiswrittento the f ut ur et ense. t xt file.

Default value: of f

The Element Override tab holds properties that you can use to help customize the user
interface. These properties are documented here in alphabetical order:

xcel el em manageuser pub

This property defines the element that CS-Direct
uses to manage the roles that users fulfill for your
CSEE sites.

Default value;

Opennar ket / Xcel er at e/ Acti ons/
Security/ AccessUser Publi cation

xcel el em publ i shfactors

The name of the element used to provide additional
publishing control factors. May be empty.

Default value;

Openmar ket / Xcel er at e/ Acti ons/ Publ i sh/
Overri deFact or

xcel el em set pubi d

Specifies the name of the element that sets the
pubid session variable when visitors first come to
your site viaadynamic URL. It isrun once per
visitor session.

Default value: OpenMar ket / Xcel er at e/

Act i ons/ Publ i sh/ Set Pubi d.

xcel em publ i shopti ons

This property allows customization of a portion of
the common options area of the publishing form.

It is used by the Action/Publish/PublishOptions
element.

If thisis defined, it names an element to call which
will lay out the publishing options section of all the
publishing forms.

Default value: empty
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The KeyView tab holds the properties that provide information to the Verity KeyView
utility, a component used by the CS-Desktop and CS-DocLink applications.

These properties are documented here in alphabetical order:

xcel erate. apidir

Set at installation, this value sets the path to the
shared libraries for Verity KeyView.

Do not change the value of this property.

xcel erate.ingdir

Set at installation, this value sets the path to the
image files that Verity KeyView creates for CS-
Desktop.

Do not change the value of this property.

xcel erate.ingurl

Set at installation, this value sets the prefix that is
added to the SRC attributes of IMG tags that are
generated for image files by Verity KeyView.

Do not change the value of this property.

xcel erate. transfornpath

Preference

Set at installation, this value sets the path to the
directory when CS-Desktop temporarily stores
filesthat are transformed by VerityKeyView..

Do not change the value of this property.

The Preference tab holds properties that you use to configure the search feature, the tree,
and the character set used on your system.

These properties are listed in alphabetical order, rather than the order in which they appear

on the tab:

xcel er at e. char set

Specifiesthe character set for the HTTP headerson
all the CS-Direct pages and incoming CS-Desktop
files.

Default value: UTF- 8
Do not change the value of this property.

xcel erate. enmnil notification

Specifies whether the CS-Direct workflow e-mail
notification feature is enabled.

When set to t r ue, the workflow system sends e-
mail messages to users when assets are assigned to
them through a workflow process.

Default value: f al se
See adso, “Email” on page 314.
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xcelerate.restrictSiteTree

Specifies whether users other than admin users can
toggle the tree on in the Content Server interface
when it is configured to be toggled off by default
(that is, thexcel er at e. showSi t eTr ee property
issettof al se).

Set tot r ue to enable only users with the
xceladmin ACL to be able to toggle the tree back
on.

Default value: f al se.

For more information about this feature, see
“Configuring Whether the Tree Is Displayed by
Default” on page 81.

xcelerate.seLimt

Specifies the maximum number of query results
that should be returned from any internally
conducted search engine query.

Default value: 10000

xcel erate. showSi teTree

Specifies whether the tree is displayed by default
when any user logs in to the Content Server
interface.

Settof al se if you want the tree to be toggled off
by default.

Default value: t r ue

For more information about this feature, see
“Configuring Whether the Tree Is Displayed by
Default” on page 81.

xcel er at e. t r eeMaxNodes

Specifies the number of items that are displayed
under anodein the tree in the Content Server
interface. When a node has more than this number
of items, CSEE prompts the user to enter search
criteria to reduce the number.

Default value: 100

For more information about this feature, see
“Configuring the Number of Items Displayed
Under Nodes on Tabs” on page 80.

xcel erate. treeType

Specifiesthe kind of treethat isused in the Content
Server interface. Valid values are OMTr ee or a
value that specifies a customized replacement tree.

Default value: OMTr ee

Do not change this property without first
consulting FatWire Professional Services or
FatWire Customer Support.
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xcel er at e. usese

Publishing

Specifies whether CS-Direct should use an
installed search engine.

Valid valuesaret rue or f al se.
Default value: f al se

The Publishing tab holds the properties that provides information to the CS-Direct
publishing system. The publishing system also uses the properties on the Export/Mirror
tabinthef ut ur et ense. i ni file. For descriptions of those properties, see “Export/

Mirror” on page 316.

These properties are documented here in alphabetical order:

xcel er at e. bat chhost

Specifies the host name and port number of the
web server hosting this CSEE system.

xcel er at e. bat chnode

Defines the batch publishing mode.
Lega values:

* si ngl e—batch host is a dedicated | P address.
e nul ti pl e—batch host isacluster |P address.

Default value: si ngl e

xcel er at e. bat chpass

Specifies the password for the batch user.
Default value: xcel admi n

Be sure to change this value after you create the
batch user for this CSEE system. For information,
see “ Create the Batch User Account” on page 216.

xcel er at e. bat chuser

The CS-Direct publishing system runsas a
background process and you must configure a
batch user account for the publishing system to
use. This property specifies the user name of the
batch user.

Default value: admni n

Be sure to change this value after you create the
batch user for this CSEE system. For information,
see “ Create the Batch User Account” on page 216.
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xcel erat e. bl obr ef The name of the class that manages the publish
references for blobs. The default is provided here
for reference only:

com openmar ket . xcel erat e. publ i sh. Bl ob
Ref .

Do not change the value of this property.

For information about published references, see
“About Session History” on page 248.

xcel er at e. bul kappr ovechunk Specifies the number of assets to approve at the
same time, in the same batch or “chunk,” when
someone uses the Approve Multiple Assets
feature in the Content Server interface.

The feature approves all the assets that are selected
for approval in batches and the number of assetsin
each batch is set by this property.

Default value: 500

For information about the Approve M ultiple Assets
feature, see “ Approving Multiple Assets’ on page
237.

xcel er at e. donot r egener at e Specifies whether cached pages are regenerated
after a publishing session.

Possible values:

* blank, that is, no value—meansthat all the pages
in the cache that were affected by the publish
session are refreshed.

* unknowndeps—means that cached pages that
were generated from an element that used a
RENDER. UNKNOWNDEPS tag are not refreshed.

* * (asterisk)—means none of the pagesin the
cache are refreshed. In other words, the affected
pages are refreshed only when avisitor requests
the page.

Default value: blank (no value)

Do not change the value of this property without
first consulting FatWire support personnel.

xcel erate. mrrorini If you have had the element identified by the
xcel erat e. renot ecal | property modified in
such away that it needsinformation from
additional property files other than
futuretense.ini, thisproperty specifiesthe
names of all the property filesthat are needed.

Default value; f ut ur et ense. i ni

Do not modify this value to include additional
property files without consulting FatWire
Professional Services or FatWire Customer
Support.
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xcel erate. mrroruser

No longer used. May exist on some systems for
backwards compatibility.

xcel er at e. pager ef

Specifies the name of the class that manages
publish references for pages. The default is
provided here for reference only:

com opennar ket . xcel er at e. publ i sh. Page
Ref .

Do not change the value of this property.

xcel erat e. protecti onl evel dur
i ngpubl i sh

Specifies whether an asset that is approved for a
specific destination can be edited while a
publishing sessionisin process for that destination.

Possible values are 1 and 2.

1 meansthat you can edit an approved asset aslong
asit has been previously published to that
destination. You cannot edit the asset if any of the
following conditions exist:

» The asset isbeing published asyou try to edit it.

* The asset has been approved for the destination
but has never been published to that destination.

» The asset is approved for the destination, the
asset has been published previoudly, but it has
been edited and reapproved since it was
published.

2 means that an asset that is approved for the
destination cannot be edited while the publishing
session isin progress for that destination.

Default value: 1

The default value of 1 is appropriate when your
system uses the Mirror to Server delivery type.

If your system uses the Export to Disk delivery
type and your pages have embedded assets, you
should set thisvalueto 2 if the users edit those
assets separately from the pagesthey are embedded
in.

xcel er at e. pubcl eanupel t

Specifies the name of the element that the
publishing system uses during the cleanup phase of
amirror publish operation.

Default value: PubCl eanupEl enent

Do not modify this value without consulting
FatWire Professional Servicesor FatWire
Customer Support.

355



CSEE Administrator’s Guide

xcel er at e. pubkeydi r Specifies the directory where the publishing
system writes information about the items that
have been published to the various target systems.

Thisvaueisset by the CS-Direct installation.
Default value: c:/ Fut ur eTense/ pubkeys/

xcel erate. publishinvalidate | Specifieswhether anassetis marked aschanged on
the destination system when an asset is published.
If it is marked as changed, it must be approved on
that system before it can be published from that
system to a new destination.

Possiblevalues: true |f al se
Default value: t r ue

Because having the publishing system take the
time to mark the assets as changed on the
destination adds time to the publishing session,
typically you leave this property settot r ue on
development and management systems but change
ittof al se ondelivery systems.

xcel er at e. pubset upel t Specifies the name of the element that the
publishing system uses during the setup phase of a
mirror publish.

Default value: PubSet upEl enent

Do not modify this value without consulting
fatwire Professional Services or fatwire Customer
Support.

xcel erate. renot ecal | Specifies the pagename that is invoked on the
target system during a mirror publishing session.

Default value;

Opennar ket / Xcel er at e/ Prol ogActi ons/
Publ i sh/ M rror 1/ Renot eCal |

Do not modify this element or change the value of
this property without assistance from FatWire
Professional Services or FatWire Customer
Support.

xcel erat e. t enpl at edef aul t The name of the template to use if atemplate
cannot be found to render an asset type.

The template can be specific to the site and asset
type, specific just to the site for all asset types, or
shared among all sites and asset types.

Default value: Openmar ket / Tenpl at eDef aul t
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xcelerate

The xclerate tab holds the properties that specify such things as default administrative
settings, whether the InSite Editor is enabled, whether workflow configuration and search
engine are being used, whether LDAP is being used, and so on.

These properties are documented here in alphabetical order:

xcel er at e. adni nacl Specifies the ACL that users must be assigned so
they can access administrator functions (that is,
any of the functions that appear on the Admin tab
in the Content Server interface).

Default value: xcel admni n

If you change the value of this property to a
different ACL, be sureto assign that ACL to all the
tables that currently have the xceladmin ACL
assigned to them.

xcel erate. admi nrol e Specifiesan ACL that is set for all administrative
tables during installation.

Default value: xcel admi n.

Do not change the value of this property after your
system isinstalled.

xcel er at e. base Specifies the top-level (base) directory of the CS-
Direct elements. During installation, the installer
might need to edit this value to indicate where the
CS-Direct elements are in your installation.

Default values;

* Windows NT or Windows 2000:

c:/ FutureTense/ el ement s/ OpenMar ket /
Xcel erate

e Solarisor AlX:

[ export/ hone/ Fut ureTense/ el enent s/
Openhar ket / Xcel erat e

Do not change the value of this property after your
system isinstaled.

xcel erat e. crosssi t eassi gn Specifies whether users from more than one site
can participate in the same workflow process.

Possiblevalues: true |f al se
Default value: f al se

xcel erat e. donai n Specifies the domain name of the system, not
including the server (machine) name. This property
is used by applications that have been integrated
with Content Server and that have a browser
interface.
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xcel erate.editrol e Specifiesan ACL that is set for editoria tables
during installation.

Default value: xcel edi t or.

Do not change the value of this property after your
system isinstalled.

xcel erate. email attr Specifies the name of the user attribute that is used
to identify auser’s e-mail address to your CSEE
system. These attributes are kept in the

Syst emUser At t r table.

Default value: mai | .

xcel erate. enableinsite Enables or disables the InSite Editor for this CSEE
system. A value of t r ue enablesthe InSite Editor.

Default value: f al se.

Note: do not enable the InSite Editor on your
CSEE delivery system.

xcel erate. | ocal eattr Specifies the name of the user attribute that
identifiesthelocale that auser specifiesif you have
more than one language pack installed on your
CSEE system.

Default values;

» When thereis one language present, the valueis
blank.

* When there is more than one language present,
thethe default is| ocal e.

xcel erate. | ockdir Specifies the directory path, including the final
dlash, to the directory where CS-Direct stores
information about the locks that lock data during
database operations. If this CSEE system is
installed on acluster, thisdirectory must have write
permissions for and be accessible to all cluster
members.

Default value: c:/ FutureTense/ | ocks/.

358



Chapter 11: Properties and Property Files

xcel er at e. previ ewhost

One of two properties that enable the preview host
feature, this property setsthe cgi path to use for the
preview host.

For information about this feature, see
“Maintaining Separate Browser Sessions for
Preview” on page 187.

If you provide avalue for this property, use the
following syntax:

* For most application servers, including Sun
ONE:

http://servernane: port/servlet/
 For iPlanet Application Server (iIAS):
htt p://servernane: port/ NASApps/ cs/

xcel erat e. previ ewser vl et

One of two properties that enable the preview host
feature, this property specifies which servlet the
the preview host should use.

For information about this feature, see
“Maintaining Separate Browser Sessions for
Preview” on page 187.

Default value; Cont ent Ser ver
Possible values: Cont ent Server or Satellite

xcel erat e. pubrol esattr

Thisisan old property that remains for backward
compatibility. It implemented a rudimentary form
of LDAP attribute-mapping for sites and roles that
we no longer recommend.

By default, this valueis blank, which means that
information about a user’srolesis stored in the
User Publ i cati on table.

If you want to implement LDAP attribute-
mapping, see the descriptions for

xcel erate. sitenaneattr,

xcel erate. siteroot, and

xcel er at e. user manager cl ass.

xcel er at e. rol enanager cl ass

Specifies the name of the role manager class. By
default, the value of this property is set to the CS-
Direct role management system.

Do not change the value of this property.

xcel er at e. saveSearchDi r

Specifies the defdir (default storage directory) for
the SaveSear ch table. Thistable hasa URL
column that holds the saved searches on a
development or management system. Default
value:

c:/ FutureTense/ St or age/ SaveSear ch.
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xcel er at e. sePat h Specifies the directory where search indexes are
stored when you are using a search engine on your
CSEE system.

If you change this value, be sure to specify a
directory that exists. (This property does not create
the directory for you.)

Default values:

» Windows NT or Windows 2000:
c:/ FutureTense/ sedb
» Solarisor AIX:
/ export/ home/ Fut ur eTense/ sedb

xcel erate.sitesattr Thisisan old property that remains for backward
compatibility. It implemented a rudimentary form
of LDAP attribute-mapping for sites and roles that
we no longer recommend.

By default, this valueis blank, which means that
information about a user’'srolesis stored in the
User Publ i cati on table.

If you want to implement LDAP attribute-
mapping, see the descriptions for

xcel erate. sitenaneattr,

xcel erate. sitesroot, and

xcel er at e. user manager cl ass.

xcel erate. sitenameattr Specifiesthe LDAP naming attribute for the LDAP
nodes that specify CS-Direct siteswhen you are
using LDAP attribute mapping to track the sites
that a user hasrolesfor.

By default, this valueis blank, which means that
information about a user’srolesis stored in the
User Publ i cati on table.

If thereis avalue specified for this property, the
xcel er at e. user manager cl ass, and

xcel erat e. sit esr oot properties must also be
configured correctly.

xcel er at e. si t esroot Specifies the root site node in LDAP when you are
using L DAP attribute mapping to track the sites
that a user hasrolesfor.

By default, this value is blank, which means that
information about a user’srolesis stored in the
User Publ i cat i on table.

If you specify avalue, use the full distinguished
name of the attribute that represents the root site
nodein your directory server.

If thereis avalue specified for this property, the
xcel er at e. user manager cl ass and

xcel erat e. si t enaneat t r properties must also
be configured correctly.
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xcel erat e. tenpobj ectsdir

Specifies the defdir (default storage directory) for
the TenpQhj ect s table, a CS-Direct table that
stores information about objects that are uploaded
or in the process of being created until they are
either saved or canceled.

Default value:
c:/ FutureTense/t enpobj ectsdir/

xcel erat e. treet abmanager cl ass

The class that implements | TreeTabManager to
provide tree tab descriptions for CS-Direct. The
default is provided here for reference only:

com openmar ket . xcel erate. treetab. Tree
TabManager

Do not change the value of this property.

xcel er at e. user nanager cl ass

The class that implements |UserM anager to
provide user servicesfor CS-Direct.

Default value;

com opennar ket . xcel erat e. user. User Man
ager

If you want to implement L DAP attribute-mapping
for site and role names, set this property to the
following value, exactly:

com openmar ket . xcel er at e. user. LDAPSch
emaUser Manager

xcel er at e. wor kf | owdi r

Specifies the name of the directory that holds files
related to workflow processes.

Default value; $HOVE/ Fut ur eTense/ wor kf | ow

If you change the value from the default, be sure
that directory exists.

xcel er at e. wor kf | owengi necl ass

The class that implements |WorkflowEngine to
provide workflow services for CS-Direct. The
default is provided here for reference only:

com opennar ket . xcel er at e. wor kf | ow. Wor
kf | owEngi ne

Do not change the value of this property.
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CS-Direct Advantage Property Files

CS-Direct Advantage installs the following property files:
e assetframework.ini

e cataog.ini

e gator.ini

e transact.ini

e visitor.ini

assetframework.ini

Theasset framewor k. i ni file holds properties that determine where files that hold
information about flex asset history and publishing are stored.

These properties are documented here in alphabetical order:

af k. hi storydat a Specifies the directory that holds history data.
Default value: c: / f ut ur et ense/ hi story/

af k. publ i shdat a Specifeis the directory that holds publish data.
Default value: c: / f ut ur et ense/ publ i sh/

catalog.ini

Thecat al og. i ni file holds properties that that CS-Direct Advantage uses to configure
the shopping cart. These properties are documented here in alphabetical order:

di sc. couponFi el ds Thelist of field names to set in the coupon
template that communicates Cart discounts to the
CommerceEngine.

For each namein thislist, there must be a property
caled di sc. nane with avalue defined.

Default value;

Type O ferURL Di scount TypeA
Not Appl i edMessage
I tenDescriptionhbdifier

The default defines the five fields normally used
for this purpose and requires the corresponding
five property values.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.
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di sc. Di scount TypeA Cart-level discount Coupon Template setting.
Default: t ot al currency
Seedsothedi sc. couponFi el ds property.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.

di sc. | tenDescriptionMdifier | Cart-level discount Coupon Template setting.
Defaullt: -
Seedsothedi sc. couponFi el ds property.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.

di sc. Not Appl i edMessage Cart-level discount Coupon Template setting.
Default: -
Seedsothedi sc. couponFi el ds property.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.

di sc. O f er URL Cart-level discount Coupon Template setting.
Default: “pagenane=i ndex”
Seedsothedi sc. couponFi el ds property.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.

di sc. Type Cart-level discount Coupon Template setting.
Default: coupon
Seedsothedi sc. couponFi el ds property.

Do not change the value of this property unless
you are instructed to do so by qualified FatWire
support personnel.

di sci tem addDi scount CF Specifies whether the commerce engine should
add fields for Full Price and Discount Description.

Values can be given asyes/ no, t rue/ f al se,
on/ of f,or1/0.

Default: yes
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di scitem CF__Di scDesc

Specifies the field name in which to insert the
Discount Description of alineitem when sending a
Cart to the CommerceEngine.

This property isrelevant only if
di scitem addDi scount CFissettoyes,true,
on,orl.

Default: CF__Di scDesc

discitem CF__Full Price

Specifies the field name in which to insert the Full
Price of alineitem when sending a Cart to the
CommerceEngine.

This propverty is relevant only if
di scitem addDi scount CFissettoyes,true,
on,orl.

Default: CF__Ful | Pri ce

mwb. cartsetdir

gator.ini

Specifies the directory path (including the
terminating slash character) where cartset datafiles
are stored.

Thisvalueis set by the installation. It pointsto the
/ gat or/ cart set directory intheinstallation
directory

Do not change the value of this property.

Thegat or. i ni property fileisthe main property file for CS-Direct Advantage. This
section presents the propertiesin gat or . i ni grouped by the tab that they are located on.

In addtion to the User Defined tab (which has no properties by default), the gat or . i ni
file has one tab named Gator. These properties are documented herein alphabetical order:

cc.attrDisplayStyle

Specifies whether CS-Direct Advantage uses aflex
attribute's name or its description when it displays that flex
attribute as afield on a New, Edit, and I nspect form for
flex assets and flex parent assets.

Default value: nane
Possible values: nane or descri pti on

cc. ful |l constraint

Specifies whether the queries that are generated by the
ASSETSET family of tags repeat outer constraints inside
inner constraints.

Possiblevalues: true |f al se
Default value: t r ue
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cc. noney Specifies the SQL string for defining afield that holds a
monetary value. This value is database specific.

Do not change this value without consulting your database
administrator.

cc.querystyle Specifies how queries are generated by the ASSETSET
family of tags.

Possible values:

* subquery

*join

* i ntersect

Default value: j oi n

Note that setting the value of this property toi nt er sect
functions only if your database can support intersection
queries.

cc.string Specifies the SQL string for defining afield that holds
string values. This value is database specific.

Do not change this value without consulting your database
administrator.

cc.url Specifiesthe SQL string for defining afield of URL values.
Thisvaue is database specific.

Do not change this value without consulting your database
administrator.

cc.urlattrpath Specifies the defdir (default storage directory) for flex
attributes of type URL.

Default value:
c:/futuretense/futuretense_cs/ccurl/

mib. asset set cl ass Specifiesthe name of the classthat suppliesthe servicesfor
assetset management. The default is provided here for
reference only:

com openmar ket . gat or . asset set . Asset Set
Do not change the value of this property.

mwb. cartcl ass Specifies the name of the classthat suppliesthe servicesfor
cart management. The default is provided here for
reference only:

com openmar ket . cat al og. t xcart. Cart
Do not change the value of this property.

mab. cart set cl ass Specifies the name of the classthat suppliesthe servicesfor
cart set management. The default is provided here for
reference only:

com openmar ket . com cart set. Cart Set
Do not change the value of this property.
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mab. commer cecont ext cl ass | Specifiesthe name of the classthat suppliesthe servicesfor
commerce context. The default is provided here for
reference only:

com openmar ket . gat or . commer cecont ext . Commer
ceCont ext.

Do not change the value of this property.

mab. def aul tattri butes Specifies the default flex attribute to use when creating
assetsets. That is, if a SEARCHSTATE tag does not specify
an attribute to use to sort by, CS-Direct Advantage uses the
value of this property.

Default value: blank

mab. pat h Specifiesthe directory path (including the terminating slash
character) where CS-Direct Advantage isinstalled.

Do not change the value of this property.

mab. pronot i oncut of f A system setting for CS-Engage.
Default value: 50
Do not change the value of this property.

mab. sear chdir Specifiesthe directory path (including the terminating slash
character) whererich text indexes are stored. The defaultis
provided here for reference only:

c:/futuretense/gator/searchdir/
Do not change the value of this property.

mab. sear chst at ecl ass Specifies the name of the classthat suppliesthe servicesfor
search state management. The default is provided here for
reference only:

com openmar ket . gat or. sear chst at e.
SearchSt ate

Do not change the value of this property.

mab. segnent cut of f A system setting for CS-Engage.
Default value: 50
Do not change the value of this property.
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transact.ini

Thetransact . i ni property file holds properties that support an interface with either
Transact or another transaction processing system. In addition to the User Defined tab
(which has no properties by default), it has the following tabs:

e Commerce Engine

» Tx DataFiles

e Tx Transaction Server
e Tx Store Defaults

e Overridesfor TxStore0
e Overridesfor TxStorel

Commerce Engine

cmcl ass The name of the class supplying CommerceEngine
services. For an installation without Transact, the
valueis

com openmar ket . conmrer ceengi ne. st ubeng
i ne. St ubEngi ne.

For an installation with Transact (the default), the
valueis: com openmar ket . t r ansact engi ne.
Transact Engi ne.

t x. debugMbde Flag (on/off) to set TransactEngine debug level
logging with messages written to the app server
console.

The default is of f, which should be the value for
normal operation.

t x. ht t pDebugMode Flag (on/off) to set TransactEngine debug level
logging with messages written to the app server
console that include the actual XML documents
written and received by the CommerceEnginein
communication with Transact.

The default is of f , which should be the value for
normal operation.

t x. transport Ti neout Seconds to wait before deciding Transact is down.
The default is 300 (5 minutes).
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Tx Data Files

t x. aut hServi ceDTD Thefile containing XML DTD for an
Authentication message.

The default isconf / aut h- ser vi ce. dt d.

t x. CEngi neDi rectory File system directory prefix for other file name
properties.

The default is / Commrer ceEngi ne.

tx.certificates The location of certificates for multithreaded Java
SSL Stack.

Thedefaultiscerts.

tx.configFile The file containing mappings between
TransactEngine service IDs and the class names
that implement them.

The defaultisconf/ Tr ansact Engi ne. cf g.

t x. order EntryDTD File containing XML DTD for a Transact Order.
Thedefaultisconf/order-entry. dtd.

tx.oslOrFile The file containing PDO<->DO data mapping.
The defaultisconf/ osl . of r.

t x. payAccount DTD File containing XML DTD for an Authentication
message.

The default isconf / pay- account . dt d.

tx. prefixProperties Thelist of propertiesto prefix with the value given
intx. CEngi neDi rectory.

Thedefaultis. configFile .osIOrFile
.order Ent ryDTD . aut hServi ceDTD

. payAccount DTD . pur chaseSummrar yDTD
.certificates .offerKeyFile

.recei pt KeyFi |l e.

Do not change the value of this property

t X. pur chaseSunmmar yDTD Thefile containing XML DTD for an
Authentication message.

The default isconf / pur chase- summary. dt d.

tx.transportcl ass Specifies the class name of the class that the SSL
client service uses to communicate with Transact.

The default is given here for refernce only:

com opennar ket . com conmer ceengi ne. Con
t ent Server Tr ansport

Do not change the value of this property.
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Tx Transaction Server

t x. aut hServer The URL of the application providing
Authentication/Authorization services.

The default is
htt ps:// HOSTNAME/ t ns- subs- s/ bi n/
aut hori ze. cgi .

tx.transact Htt pPort Port number for HT TP connections to the
transaction server. The default is 80.

tx. transact Schere The method (ht t p/ht t ps) for connection to the
transaction server. The default isht t ps.

t x. transact Server Web-accessible host name of the transaction server.

t x. transact SSLPor t Port number for SSL connectionsto the transaction

server. The default is 443.

tx.transact Url Pathname portion of the transaction server URL
which receives DOs and CSEE. The default is
/tms-ts/bin/order-formcgi.

Tx Store Defaults

t x. def aul t St or e. accessnane This store's Transact seller account accessname.
The default isaccessnane.

t x. def aul t St or e. cat al ogPort Web-accessible port of the store's catalog server.
The default is 80.

t x. def aul t St or e. cat al ogSchene Protocol (htt p or ht t ps) for contacting store's
catalog server.

The defaultisht t p.

t x. def aul t St or e. cat al ogSer ver Web-accessible server name of the store's catalog
server.

The default is your current server.

t x. defaul t Store. cat al ogUr | Pathname portion of the Store's catalog server.

The defaultis/ cgi - bi n/ gx. cgi /
AppLogi c+FTCont ent Ser ver ?.

t x. def aul t St or e. curr encyCode Three-letter SO 4017 designation for currency
accepted at this store.

The default is USD.
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tx.defaul tStore.ful fillmentPort Web-accessible port of the store's fulfillment
Server.

The default is 80.

tx. defaul t Store. ful fillnentSchene| Protocol (http or htt ps) for contacting store's
fulfillment server.

Thedefaultisht t p.

tx.defaul tStore.ful fill nmentServer | Web-accessible server name of the store's
fulfillment server.

tx.defaultStore.ful fillnentUrl Pathname portion of the Store's fulfillment server.
The default is

/ cgi - bi n/ gx. cgi/

AppLogi c+FTCont ent Ser ver ?.

tx. defaul t Store. of ferKeyFile Thefile containing Digital Offer Shared Secret
Keys.
The defaultis secrets/flat_O kf.

t x. def aul t St or e. password The password for the account given in
t x. def aul t St or e. accessnane.

The default value is passwor d. The default

should be changed.
tx. def aul t St ore. r ecei pt KeyFi |l e Thefile containing Digital Receipt Shared Secret
Keys.
Thedefaultissecrets/fl at _R kf.
tx.defaul tStore.storel D Aninteger used as Transact's identifier for the
store.
The default is 1.
t X. nunt or es The number of storesto be configured.

Each store configured has a number of properties
named intheformt x. st or e_n. pr opnane
wheren isan integer from 0 through one less
than the value given here and pr opnane isthe
name of a specific property.

There must be at least 1 store defined. The
defaultisthen vauein the -

Dt x. nunst or es=n command-line option given
to the JRE to start the PropEditor.

See the propertiest x. st or e_0.pr opnane and
t x. st ore_1. propnane for examples of
properties set when thisvalueis 2.

For avaue of 3, there would aso be a set
tx. store_2. propnane. For 4, there would
asobet x. st ore_3. propnane, and so on.
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Overrides for TxStore0O

The TxStore0 tab holds properties that override the default Tx Store Defaults settings for
the store that is identified as Store0.

t x. store_0. accessnane This store's Transact seller account
accesshame.

The default isaccessnane.

See t x. nunst or esfor the value that
sets the number of storesto be configured.

tx. store_0. cat al ogPort Web-accessible port of the store's catalog
Server.

The default is 80.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx. store_0. cat al ogSchene Protocol (htt p or ht t ps) for contacting
store's catalog server.

Thedefaultisht t p.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx. store_0. cat al ogServer Web-accessible server name of the store's
catalog server.

Seet x. nunst or ess for the value that
sets the number of storesto be configured.

tx.store_0.catal ogUrl Pathname portion of the Store's catalog
Server.

Thedefaultis/ cgi - bi n/ gx. cgi /
AppLogi c+FTCont ent Ser ver ?

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0. currencyCode Three-letter 1SO 4017 designation for
currency accepted at this store.

The default is USD.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0.ful fill nentPort Web-accessible port of the store's
fulfillment server.

The default is 80.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.
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tx.store_0O.fulfillmentScheme | Protocol (http or htt ps) for contacting
store's fulfillment server.

Thedefaultisht t p.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_O.fulfillnmentServer | Web-accessible server name of the store's
fulfillment server.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_O.fulfillnentUrl Pathname portion of the Store's
fulfillment server.

Thedefaultis / cgi - bi n/ gx. cgi /
AppLogi c+FTCont ent Ser ver ?

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0.of ferKeyFile Thefile containing Digital Offer Shared
Secret Keys.

Thedefaultissecret s/ fl at _O kf

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0. password The password for the account given in
t x. def aul t St or e. accessnarne.

The default valueispasswor d. The
default should be changed.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0.receiptKeyFile Thefile containing Digital Receipt
Shared Secret Keys.

Thedefaultissecrets/flat _R kf.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_0.storelD Aninteger used as Transact'sidentifier for
the store.

The defaultis 1

Seet x. nunst or esfor the value that sets
the number of stores to be configured.
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Overrides for TxStorel

The TxStorel tab holds properties that override the default Tx Store Defaults settings for
the store that is identified as Storel.

tx.store_1.accessnane This store's Transact seller account
accessname.

The default isaccessnane. This
property only existsif at least two stores
are configured.

See tx.nunst or es for the value that sets
the number of stores to be configured.

tx.store_1. catal ogPort Web-accessible port of the store's catalog
Server.

The default is 80.

This property only existsif at least two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_1. cat al ogSchene Protocol (ht't p or ht t ps) for contacting
store's catalog server.

Thedefaultisht t p.

This property only exists if at |east two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_1. catal ogServer Web-accessible server name of the store's
catalog server.

This property only exists if at |east two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_1.catal ogUrl Pathname portion of the Store's catalog
Server.

Thedefaultis/ cgi - bi n/ gx. cgi /
AppLogi c+FTCont ent Ser ver ?.

This property only exists if at |east two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.
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tx.store_1. currencyCode Three-letter 1SO 4017 designation for
currency accepted at this store.

The default isUSD.

This property only exists if at |east two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_1.ful fill nentPort Web-accessible port of the store's
fulfillment server.

The default is 80.

This property only existsif at least two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_1.fulfillnentScheme | Protocol (http or htt ps) for contacting
store's fulfillment server.

Thedefaultisht t p.

This property only existsif at least two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.

tx.store_1.fulfillmentServer | Web-accessible server name of the store's
fulfillment server.

This property only existsif at least two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_1.fulfillnentUrl Pathname portion of the Store's
fulfillment server.

Thedefaultis / cgi - bi n/ gx. cgi /
AppLogi c+FTCont ent Ser ver ?.

This property only existsif at least two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_1.of ferKeyFile Thefile containing Digital Offer Shared
Secret Keys.

Thedefaultissecrets/flat_O kf.

This property only exists if at |east two
stores are configured.

Seet x. nuntt or esfor the value that sets
the number of stores to be configured.
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tx.store_1. password

The password for the account given in
t x. def aul t St or e. accessnane.

The default value ispasswor d. The
default should be changed.

This property only existsif at least two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_1l.recei ptKeyFile

The file containing Digital Receipt
Shared Secret Keys.

Thedefaultis secrets/flat_R kf.

This property only existsif at least two
stores are configured.

Seet x. nunst or esfor the value that sets
the number of stores to be configured.

tx.store_1.storelD

visitor.ini

Aninteger used as Transact'sidentifier for
the store.

The default is 1.

This property only existsif at least two
stores are configured.

Seet x. nunft or esfor the value that sets
the number of stores to be configured.

Although it is CS-Direct Advantage that instalsthevi si t or. i ni property file, the
propertiesin this file configure CS-Engage rather than CS-Direct Advantage.

These properties configure the visitor data collection and other features provided by CS-

Engage. There aretwo tabs in thisfile, User Defined—which has no properties by

default—and Visitor Data.

TheVisitor Data tab holdsthe main propetiesin the file. These properties are documented

here in alphabetical order:

Specifies the ACL that CS-Engage users need in
order to work with the visitor attribute, history
attribute, history type, and recommendation asset

vi s. adnmi nrol e

types.

Default value: Vi si t or Adni n
Do not change the value of this property.

375



CSEE Administrator’s Guide

vi s. conpi | ecl asspat h Specifies the classpath against which to compile
therules.

Thisvaueis set during the installation and should
not be changed after that point.

For information about how thisvalue should be set,
see Installing the CSEE Content Applications.

vis.editrole Specifies the ACL that two kinds of CS-Engage
users need:

 Content providers who use the CSEE system to
create segments and promotions.

» Thevisitorsto your online site when you are
using CS-Engage to gather information about
them for segments.

Default value: Vi si t or
Do not change the value of this property.

vi s. gencl asspat h Specifies the directory (including the final slash
character) where rules-engine-generated class files
for visitor data are stored.

Thisvaueis set during the installation and should
not be changed after that point.

For information about how thisvalue should be set,
see Installing the CSEE Content Applications.

vi s. money Specifies the SQL string for defining fields that
hold monetary val ues.

Do not change the value of this property without
consulting your database administrator.

vis. path Specifies the directory that holds the ruleset.dtd
file, which is usually the installation directory

Thisvaueisset during installation.
Do not change the value of this property..

vis. rul eset xn path Specifies the defdir (default storage directory) for
the XML versions of the rule sets.

Thisvaueisset during installation.
Do not change the value of this property.

vi s. sessi ondat a Specifies the defdir (default storage directory) for
storing visitor session data.

Thisvalueis set during installation.
Do not change the value of this property.
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vis.url Specifies the SQL string for defining visitor and
history attributes of type URL.

Default value: VARCHAR( 128)

Do not change the value of this property without
consulting your database administrator.

vis.url path Specifies the defdir for binary visitor and history
attributes.

Default value: /fut ur et ense/ visurl/

CS-Engage Property File
The configuration properties for CS-Engage are located in the CS-Direct Advantage
property file named vi si tor. i ni .

CS-Engage installs one property file that holds only one property. The file is named
ms. i ni and the property isnamed ns. enabl e. Thens. enabl e property issettot r ue
when CS-Engage is installed and enabled.

CS-Satellite Property Files

When you install CS-Satellite as a stand-alone application on a separate server, there are
two property files that are present on that server:

e satellite.ini
e resin.conf

For information about the propertiesinsat el | i te. i ni , see“satellite.ini” on page 338.
For information about the propertiesinr esi n. conf , refer to your Resin documentation.
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Chapter 12

System Information: Content Server
Database

This chapter contains information about the dynamic tablesin the Content Server database
and how they grow. DBAS can use thisinformation to determine how to size your Content
Server database appropriately.

This chapter contains the following sections:

Cache Management Tables (Content Server)
Approval System Tables (CS-Direct)
Publishing System Tables (CS-Direct)
Workflow Tables (CS-Direct)

Flex Family Tables (CS-Direct Advantage)
Visitor Tables (CS-Engage)

This chapter also contains information about how to purge inactive data from the visitor
tables.

For information about all the tables in the Content Server database, see the CSEE
Database Schema.
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Cache Management Tables (Content Server)

Content Server delivers the CacheManager, a page caching utility that manages both the
Content Server page cache and the CS-Satellite caches.

Because cached pages need to expire both when their freshness date expires and when an
asset that the page refers to in some way is changed, the CacheManager keeps track of
expiration times as well as the dependencies that exist between the pages and pagel ets
stored in the cache. It stores thisinformation in the Syst enPageCache and

Syst e t enCache tables.

Every CSEE system uses a CacheM anager, which means that these tables grow
dynamically on any system—development, management, or delivery. The cache-tracking
tables grow at the following rate:

Syst enPageCache One row for every cached page.
When a page expires, the row is removed.

Syst enl t enCache One row for each asset, pagelet, or other item that is
referenced by a cached pagein the Syst enPageCache
table. For example, if a cached page was created from a
page asset that has associations to three article assets, there
would be four rows for that cached page.

Approval System Tables (CS-Direct)

The CS-Direct approval system keeps track of each asset that has been approved, the
dependencies that approved assets have on other assets, and the targets for which assets
are approved. It stores thisinformation in the Appr ovedAsset s and

Appr ovedAsset Deps tables.

These tables have the potentia to grow very large on a management system, but are not
used on adelivery system. The approval system tables grow at the following rate:

ApprovedAsset s One row for each asset that has been approved, for each
target destination. That is, if an asset has been approved for
two destinations, that asset has two rows in this table.

Appr ovedAsset Deps One row for each asset dependency for each approved
asset, for each target destination.

For example, if an approved asset is dependent on four
other assets, it has four rowsin thistable. If that same asset
is approved to two destinations, it has one row each for
each dependency for each destination.

380



Chapter 12: System Information: Content Server Database

Publishing System Tables (CS-Direct)

The CS-Direct publishing system keeps track of when assets were published, and where
they were published to. It stores this information in the PubKey and the
Publ i shedAsset s tables.

Asthe number of assetsin your CSEE management system increases, so does the number
of rowsin these tables. These tables grow at the following rate:

PubKey * For mirror publishing: one row for every asset that is
mirrored, for each target destination.

* For export publishing: one row for each page that is
created during the export. That is, if 14 assets are
rendered into 1 page, the table holds 1 row—not 14—for
the entire group of assets.

Publ i shedAsset s  For mirror publishing: one row for every asset that is
mirrored, for each target destination.

* For export publishing: one row for each asset that is
exported. To continue the preceding example, if 14 assets
are rendered onto 1 page, the table holds 1 rows (one for
each asset) for that page.

Workflow Tables (CS-Direct)

The workflow system keeps track of all the assets that are involved in aworkflow process
a any given time. It storesthisinformation in the Wor kf | owAssi gnnent and
Wor kf | owQbj ect tables.

Asthe number of assets that are placed in aworkflow processincreases, so does the
number of rowsin these tables. These tables grow at the following rate:

Wor kf | owAssi gnrent One row for each workflow assignment. For example, if an
asset is assigned to four users during the course of a
workflow process, that asset has four rowsin the table.

These rows are not deleted when the workflow processis
completed for the asset.

Vor kf | owObj ect One row for each asset in workflow.
When an asset |eaves workflow, the row is deleted.

381



CSEE Administrator’s Guide

Basic Asset Tables (CS-Direct)

A basic asset type has one primary storage table. For example, the primary storage table
for the article asset type is hamed Article; the primary storage table for the
Hel | oArti cl e assettypeisnamed Hel | oArticl e.

Asthe number of assets of a single type increases, so does the size of the table that holds
assets of that type. The primary storage table for a basic asset has one row for each asset of
that type.

Flex Family Tables (CS-Direct Advantage)

Each asset typein aflex family has several database tables. The three types of tablesin
any flex family that can potentially grow quite large are as follows:

» Theprimary storage table for the flex asset type. For example, the primary storage
table for the GE Lighting sample site asset type named product is Pr oduct s.

e The_AMap tablesfor flex asset or flex parent asset types. (For example,
Product s_AMap.)

» The_G oup tablesfor flex parent asset types. (For example,
Pr oduct G oups_G oup.)

* The_Mingo table for the flex asset type. (For example, Pr oduct s_Mingo.)

* The_Mingo table for the flex parent asset type. (For example,
Pr oduct Gr oups_Mingo.)

e« TheMingo_BI obs table
These types of tables grow at the following rate:

Fl exAsset Type Onerow for every asset of thistype.
(for example: Pr oduct s)

Fl exAsset Type_AMap Onerow per attribute value—whether the attribute valueis
(for example inherited or directly assigned—for each of the assets of

Pr oduct s_AMap) that type.

Fl exAsset Type_G oup | Onerow per ancestor relationship between flex parent
(for example asset and flex asset—includes rows for grandparent, great-
Product & (;ups G oup) grandparent, and so on, relationships.

Fl exAsset Type_Mungo | Onerow for every attribute value for each asset of this

(for example: type.

Product s_Mingo) Note that for one FatWire customer, this equation resulted
in 2.4 million rows and for another, this equation resulted
in over 10 million rows.

Fl exPar ent _Mingo Onerow for every attribute value for every parent asset of

(for example: this type.
Pr oduct Gr oups_Muingo)
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Mungo_Bl obs Onerow for every attribute value saved for an attribute of
type bl ob.

Visitor Tables (CS-Engage)

CS-Engage captures visitor information and storesit in the visitor datatables. These tables
store information such as session IDsfor visitors so that they can be linked with their
previous sessions and values for the attributes that represent the data you are collecting.

Asthe number of visitors who visit your online site increases, so do the rows in these
tables. These tables grow at the following rate:

scratch One row for each visitor context session object that is
created for avisitor.

Visitor context session objects are things like
promotion lists, segment lists, shopping carts, and so
on. There are at least five rows added to this table for
each visitor in each session.

VWI SI TOR One row for each visitor for each browser session.

CS-Engage creates a unique visitor 1D for each visitor
for each session.

VMWI S| TORALI AS Most likely, one row for each visitor for each browser
session.
A row holds the name/value pair of an alias and the

visitor ID (also listed in VWI SI TOR) that marks a
session.

VWI SI TORSCALARVAL UE One row for each visitor attribute value (except for
attributes of type binary) that is saved.

VIWI STORSCALARBLOB One row for each visitor attribute value of type binary
(also referred to as scalar objects) that is saved.

VW ------------ These are dynamically generated tablesthat are
created when values for a history attribute are saved.

CS-Engage creates one table for each history type and
adds arow to the table each time arecord of that typeis
saved.
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Managing the Attribute Tables

Because the tables that hold attribute values can grow very quickly, you should purge
inactive data from them regularly.

You use the following CS-Engage XML object method or its JSP equivaent to delete
inactive data from these tables:

<VDM FLUSHI NACTI VE STARTDATE="cut of f Date” />

Inactive visitor datais data marked with avisitor ID that is not connected through an alias
to datathat you consider current. You set a cutoff date (STARTDATE) for CS-Engage to
use. All visitor data recorded before that date is deleted from the previously listed visitor
tables unlessit islinked through an alias with data recorded after that date.

There are several waysto use the VDM FLUSHI NACTI VE tag. For example:

* You can create an administrative element that invokes the tag and prompts you to
enter the cutoff date.

* You can provide it with an equation that cal cul ates a cutoff date based on some
parameter so that you can set it up to run as an automatic event at aregularly
scheduled time. To set it up as an automatic event, use the Content Server APPEVENT
tag (which functions like akr on job). For information about this tag, see the CSEE
Developer’s Tag Reference, and the “ Coding Basics” section of the CSEE Developer’s
Guide.

Note that the value that you pass to the STARTDATE parameter must bein epoch time. You
can use the Content Server DATE. CONVERT tag to obtain an epoch value for the date that
you want to use. For example:

<DATE. CONVERT VARNAME="f | ushti ne”
YEAR="four digit year” MONTH="nunber in the range 1-12"
DAY="nunber in the range 1-31"
[ HOUR=" nurmber in the range 0-11 where 0 is midnight” AMPME*am
or pnf M NUTE="nunber in the range 0-59” TI MEZONE="ti mezone”]/>
<VDM FLUSH NACTI VE STARTDATE="Vari abl es. fl ushti ne”/>

For more information about these tags, see the CSEE Developer's Tag Reference.

Managing the Session Objects Table (scratch)

Thescr at ch table can grow quickly because there are at least five session objects stored
for each visitor in each session. Each object has atimestamp; you should purge old objects
regularly, based on their timestamps.

You use the following CS-Engage XML object method or its JSP equivalent to delete old
session objects from the scratch table:

<SESSI ONOBJECTS. FLUSH TI MESTAMP=" cut of f Ti ne”/ >

Because “session objects’ includes carts, you must set the cutoff time to represent the
point at which you consider a cart to be abandoned.
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Note

This object method does not affect the VMSCALARBL OB table, which
means that it does not delete carts that you have stored as a visitor
attribute of type binary (a scalar object).

Note that the value that you pass to the STARTDATE parameter must bein epoch time. You
can use the Content Server DATE. CONVERT tag to obtain an epoch value for the date that
you want to use. For an example, see the code example for the VDM FLUSHI NACTI VE tag
provided in the preceding section.

For more information about these tags, see the CSEE Developer’s Tag Reference.

Deleting Unnecessary .class Files

CS-EngageisaJava-based application and it generates Java .cl ass files each time one of
the following events occurs:

* A segment, recommendation, or promotion is created.
e A product is configured for arelated items recommendation.
« A segment, recommendation, or promotion is calculated or invoked by CS-Engage.

Typically, old .cl ass files are deleted when a segment, recommendation, promotion, or
product is updated and are then replaced with new .cl ass files. However, if the segment,
recommendation, product, or promotion isin use when an updated version is published,
CS-Engage cannot deletethe old .cl ass file because it is locked.

Theold .cl ass files can build up, filling up the disk and using memory. Therefore,
depending on how much development work you are doing and how fregquently you publish
to the delivery system, you must manually delete these .cl ass files at aregularly
scheduled time.

Complete the following steps to delete old .classfiles:

1. Usethe Property Editor to examinethevi s. gencl asspat h property and note the
directory name designated by that parameter. Thisis the directory where CS-Engage
stores .cl ass files.

2. During aquiet time on your site, shut down and restart each instance of JRE runtime
that is running. This process releases any old .cl ass files that the JRE runtime has
locked.

3. Using any file management tool, navigate to the directory that holdsthe .cl ass files
and del ete the contents of this directory.

CS-Engage regenerates any .cl ass filesthat it needs when it needs them.
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